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1. TlacmopT KOMILJIEKTA KOHTPOJIHLHO-0I[€HOYHBIX CPEICTB

KontponbHo-onienounsie cpeactBa (KOC) mpeaHazHadyeHbl AJis KOHTPOJS U OLICHKHU
0o0pa3oBaTeNbHBIX JOCTHKEHUN OOYy4YaroMIMXCs, OCBOMBLIMX MPOTpaMMy Yy4eOHOI
JTUCIHUILINHBI orca.03 «AHOCTpaHHBII fI3BIK B npogeccuoHaIbHOMI
e TeIbHOCTI.

1.1. Cucrema KOHTPOJISI M OLEHKH OCBOEHHS TMPOrpaMMbl y4yeOHOIl
AUCUMILTUHBI.

B coorBerctBUM ¢ pabounM yuyeOHBIM IiaHoM To crnenuansHoctu CIIO 10.02.04
Oobecneyenne THPOPMANNOHHOK 0€30MACHOCTH TEJIEKOMMYHHUKAIMOHHBIX CHCTEM
dbopMoOll  MPOMEKYTOYHOM  aTTeCTallMd MO Y4YEOHOW JMCHMIUIMHE  SIBISIETCS
g depeHIPOBAHHBIHN 3a4eT.

1.2. TpeGoBanus K pe3yabraraM 0CBOCHHS YU4eOHOM JUCHMIIUHbBI

B pesynbrare u3yueHuss HTHOCTPAHHOTO S3bIKa CTYJEHT JOKEH YMeTh:

VY1 - noHuMaTh OOIIMNA CMBICT YETKO MPOU3HECEHHBIX BHICKA3bIBAaHUN Ha H3BECTHHIC
TeMblI (MpodecCHuOHANbHBIC U OBITOBBIE);

VY2 - noHuMaTh TEKCTHI Ha 0a30BbIe MPOPECCUOHAIBHBIE TEMBI;

VY3 - ygacTBOBaTh B AMAJIOTaxX Ha 3HaKOMbIE 00IMEe U PODheCCUOHATBHBIE TEMBI;

Y4 - cTpouTh mHpoOCThIE BBICKA3bIBaHUS O cede W O CBOEH MpodecCHOHATBHON
NEATEIbHOCTH; KPaTKO OOOCHOBBIBATH W OOBSICHUTH CBOM JEUCTBUA (TEKYyIIHE WU
IJIaHUPYEMBIE);

VY5 - mucarb NOpOCThIE CBSI3HBIE COOOLIEHUS Ha 3HAKOMBIE WJIM HHTEPECYIOLIUE
podheCCHOHANIBHBIC TEMBI.

CTyzneHT JOJKEeH 3HATh:

31 - mpaBuiia TOCTPOEHUS TIPOCTHIX U CIOXKHBIX MPEITOKEHUN Ha TPO(ECCHOHATIbHBIC
TEMBI;

32 - OCHOBHBIE OOUIEYNOTpPEOUTENbHBIE IIaroybl (ObITOBAass W mpodeccruoHanbHas
JIEKCHKa);

33 - JIEKCHYECKMH MHMHUMYM, OTHOCSLIMKCA K OIHCAHUIO NPEIMETOB, CPEACTB U
MIPOIIECCOB MPOGECCHOHAIBHON JICITEIIbHOCTH,

34 - 0COOCHHOCTH TPOU3HOIIEHUS; TpaBWia YTEHHUS TEKCTOB MpodecCHOHATBbHOMN
HaIpaBJICHHOCTH.

CTyAeHT I0KEeH OBIaeTh O0IMMHU KOMIIeTeHIIUSIMM ¢

OK 01. BpeiOupath criocoOsl perieHus 3agad npodeccuoHaabHON AesTEeILHOCTH,
MIPUMEHUTENBHO K PA3TUYHBIM KOHTEKCTaM.

OK 02. Ocy1iecTBisTh MOUCK, aHAIU3 U UHTEPIIPETALMIO0 WH(OPMAIMU, HEOOXOIUMOM
JUTSI BBITIOJTHEHUS 3371a4 MPOodeCCUOHATBHON e TeTbHOCTH.

OK 03. [InanupoBaTh W peaqu30BBIBATH CBOE COOCTBEHHOE MPOPECCHOHAIBHOE U
JTUYHOCTHOE Pa3BUTHE.



OK 04. PaGortath B KOJUIEKTHMBE M KoMaHze, 3(p(EKTHBHO B3aUMOCHCTBOBATH C
KOJJIETaMH, PYKOBOJICTBOM, KJIMEHTaMHU.

OK 05. OcyuiecTBasiTh YCTHYIO M TUCbMEHHYI0 KOMMYHHUKAIMIO HA TOCYAapCTBEHHOM
A3BIKE C YYETOM OCOOCHHOCTEN COIMANIBHOTO U KYJIBTYPHOTO KOHTEKCTA.

OK 06. IIposBiasiTe TIpakIaHCKO-MATPUOTHUYECKYIO IMO3UIHIO, JEMOHCTPHUPOBATH
OCO3HAHHOE MOBEJICHNE HA OCHOBE TPAJAMIIMOHHBIX O0IIEUYETOBEYECKUX LIECHHOCTEN.

OK 07. CopeiicTBOBaTh COXPAaHEHUIO OKPYXAIOMIEH Cpelibl, pecypcocOepeKeHUIO,
3¢ (PEeKTUBHO ACHCTBOBAThH B UPE3BhIUAMHBIX CUTYAIUSX.

OK 08. Mcnonp30BaTh CpeacTBa GU3NYECKON KYJIbTYPHI JUIsl COXPAHEHUS U YKPEIUICHUS
3I0pOBbsl B Tpoliecce MPOPECCHOHANBHOM — ACATENBHOCTHU W MOAJAEPKAHUS
HEO0OXO0IUMOT0 YPOBHSI (PU3UUYECKON MOATOTOBIEHHOCTH.

OK 09. MHcnonb3oBath HH(POpPMALIMOHHBIE TEXHOJOTHH B MpOodecCHOHATHLHOU
NEeSATENbHOCTH.

OK 10. TTons3oBarbcs NmpoecCHOHANBHON AOKYMEHTAIME Ha roCyJapCTBEHHOM H
MHOCTPAHHOM SI3bIKE.



2. Pe3y.]IbTaTbI OCBOCHMA TUCHHUILIMHDBI, MOJICIKAIIINE IIPOBEPKE

2.1. B pesynbrare arrecTtani IO Y4YEOHOH JIUCITUIIIIMHE OCYIIECTBIISIETCS
KOMIIJICKCHAas IIPOBCPKA CICOYIOINX YMeHI/Iﬁ u 3HAHUM:
Pe3yabTarbl 00yueHust OcHoOBHBIE MOKA3aTEJIH ®opMa KOHTPOJIS U
(ocBOEHHBIE YMeHM S, OLIEHKH Pe3yJ1bTATOB OlLlCHUBAHMS
YCBOCHHbIE 3HAHUA)
YMmerb:
VY1. [lonnmare OOmIMiI CMBICI 4YeTKO | BrIpakeHHE CBOEro MHEHHS M YO
MPOU3HECEHHBIX BBICKA3bIBAHUN HA | OTHOIICHHUS K IMPOYUTAHHBIM M
U3BECTHBIE TEMBI | POCIYIIAHHBIM  TEKCTaM  C
(mpoeccronasibHBIE U OBITOBBIE) MCII0JIb30BaHUEM KIIMIIE.
¥2. Tlomumate TekcThl Ha 0OaszoBbie | [lomp3oBaHue CJIOBapsIMH, YO
npo¢eCcCUOHATTbHBIC TEMBI pabdora B UHTepHere mpu 110
YTEHUU U TepeBOJE TEKCTOB
pa3HbIX CTHJIEH.
¥3. VYwuyactBoBaTh B auaniorax Ha | JIpamaruzamus — auajoroB B YO
3HAKOMBIE oOuue U | paMKax U3y4€HHOU TEMBI. 10
npodeccnoHanbHbIE TEMBI
¥Y4. Crpouts npocthie BbiCKa3biBaHus | CocTaBieHHE MOHOJIOTOB U YO
0 cebe u 0 cBoed MPOQPeCcCHOHAIBHOM | COOOIICHHMI. 1O
nesitenbHOCTH. Kpatko 060CHOBBIBATH Cp
U OOBSICHUTL  CBOM  JCHUCTBUSA
(Tekyue u MIaHupyemble)
¥5. Ilucate mnpocTble cBsA3HBbIE | BblmomHEeHHE caMOCTOSTENBHON 10
COOOIlleHUsT Ha  3HAKOMbIE WJIHM | pabOThI MO 3aMOJHEHUIO AHKETHI
WHTEPECYIOIINEe MPOQPECCHOHANIbHBIC | U HAMCAHUIO JIMYHOTO TUChMA.
TEMBI
3HaTh:
31 nmpaBwia mocTpoeHus NpocThiXx u | CocTaBieHHME MOHOJOTOB U 110
CJIOKHBIX MPEeAIOKEHU I Ha | COOOIIEHUH. KP
poheCCHOHAIBHBIE TEMBI
32 ocHoBHbIe o0mIeynoTpedbutensubie | CocTaBlieHHEe MOHOJIOTOB U 1O
TJ1aroJibl (6brTOBAsS 1 | COOOIIECHUN. VO
npodeccuoHanbHas JEKCHKA) CP
33 JICKCHYECKHUI MUHUMYM, | Beimonxenue TECTOBBIX KP
OTHOCAILIUKCS K OMHCAHUIO | 33J]aHUI, COOOIICHUI TO Teme, T3
MPEAMETOB, CPEACTB W TPOIIECCOB | ApaMaTH3alMsl TUAJIOTOB. CP
npodeccHoHaNBEHOM e TENbHOCTH
BrimonHeHnEe caMOCTOATENbHBIX
U KOHTPOJIBHBIX PaloT.
34 0coOEHHOCTH MMPON3HOIICHHS, Urenue TEKCTOB Ha YO
MpaBUJia YTEHUS TEKCTOB 3aKperieHNe (hOoHETUYECKUX CP
po¢eCCHOHAITBPHON HANPABIEHHOCTH | HABBIKOB

YcioBHBIE 0003HAYECHUSA

YO — ycrusiit otBet; CP —camoctosTenbHast padora; KP — koHTposbHas paborta;
T3 — recrosie 3ananus; IIK — nposepka koncnekroB I1O — nucbMeHHBIH onpoc



3. OueHka 0cBOeHUSA YU4eOHOH M CIUTIIHHbI
3.1. ®opMBbI 1 MeTOALI OLIEHMBAHMSI

[IpeamMeToM OLIEHKM CIyKaT yMEHHs M 3HaHus, npeaycMmorpeHHsle PI'OC mo
muciuuimae OI'CD. 03 MHocTpaHHbIN sI3bIK, HampaBjieHHBbIC HAa (OPMHPOBAHUE
o0mux 1 MpoheCCHOHATBHBIX KOMIIETEHITUH.

MPOUJAEHHON TEME

Ne Tun (Bux) IIpoBepsiembie Kpurepun oueHku
3aaHusd 3HAHUSA M YMEHHUS
1. | KourposnbHas 3nanue Jekcuyeckoro u | KonTposnbpHas (camocTosTEeNbHAS
(camocrosiTenbHas IPaMMaTH4€CKOTO pabota) cocTOuT U3 3-X 3a1aHuil
pabora) Marepuaia 1o | «5»- 3 mpaBWIbHBIX OTBETA

«4» - 2 npaBUIBHBIX OTBETA
«3» - 1 npaBUIbHBII OTBET
«2» - HH OIHOTO TPABUIBHOTO

Marepuana Mo IpOuJEeHHON
TEME

OTBETa
2. YCTHBIE OTBETHI 3HaHHWEe JIGKCUYECKOTO U | YCTHBIE OTBCTHI npeamnojararoT
rpaMMaTuicCKoro KOHKpGTHI:Iﬁ OTBCT Ha

COOTBGTCTBYIOH_II/Iﬁ BOIIPOC

3. | Tectsr 3HaHue marepuaia 1o «5» - 86% -100% mnpaBUIBHBIX
MPOMJEHHON TEME OTBETOB
«» 70% - 85% mnpaBUIBHBIX
OTBETOB
«Q3» 51 % -75% mnpaBUIBHBIX
OTBETOB
«2» - 50% u MeHee MPaBUIIBHBIX
OTBETOB
4. | TIposepka Ymenue COCTaBIISATh CooTBeTcTBHE COAEPIKAHUS PAOOTHI
KOHCIIEKTOB, KOHCIIEKT. 3asBIICHHON  Teme, npaBUIaM
TBOPYECKUX 3HaHue MpaBHII odopmiieHus
pabor, odopmiieHus
Ipe3eHTalui TBOPUYECKUX pabor,
IIpEe3CHTaIUN.




3.2. TunoBble 3aJaHUS 1JI51 OLIEHKH OCBOEHHS Y4eOHOM JUCUUIJINHBI
3.2.1. TunoBbIie 3aJaHUA ISl OLEHKH 3HAHU/yMeHUil (TeKYIUA KOHTPOJIb)

1. Padora B napax. Pa3pirpaiite 1uaJjior no BbiIOpaHHoi Teme.

A: Excuse me, you must be Tom.

B: Sorry?

A: Youare Tom, aren’t you? You’ve just come from London, haven’t you?

B: Yes, that’s right. I’'m Tom Anderson.

A: Good, and I’'m Ted Royal.

B: How do you do.

A: How do you do. That’s Mrs Royal and our son. Liz, Allan, come and say hello to
Tom.

C:. Hello, Tom, did you have a good flight?

B: Oh, yes, very nice, thank you. Hello, Allan.

D: Hello.

A: Come on, Tom, we’ve got the car outside. Liz, did you find a baggage trolley for
Tom?

C: I’m afraid, I didn’t. I couldn’t find one anywhere.

A: Never mind, give me one of your bags, Tom.

B: Oh, thank you Mr Royal.

A: By the way, I hope you don’t mind me calling you Tom?

B: No, of course not.

C: And Ted, don’t you think it would be better if Tom called us by our first names?
A: Yes, of course.”Mr Royal” makes me feel like a grandfather.

2. CocTabTe cO00IIEeHEe/MOHOJIOT/TIPE3eHTALIMIO 110 BLIOPAHHOI TeMe.
GREAT BRITAIN

The official name of the country we usually call England is the United Kingdom of
Great Britain and Northern Ireland. The U K is situated on the group of islands lying to
the west of the continent of Europe. The UK consists of England, Scotland, Wales and
Northern Ireland. The total land area of the United Kingdom is 244,000 square
kilometres. The population of the country according to the 2011 census is about
63,182,000. The mountains are in the west and the north of the country. There are
lowlands in the south and the east. Great Britain officially includes England, Scotland
and Wales.

The western coast of Great Britain is washed by the Atlantic Ocean and the Irish
Sea. The eastern coast is washed by the waters of the North Sea. The English Channel,
which is 32 kilometres wide, separates the south-east of Great Britain from France the
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narrower part of which is called the Strait of Dover. So Great Britain is surrounded by
water. Not far from the British Isles there is warm Gulf Stream. So, the climate in
Great Britain is generally mild, humid and temperate due to the influence of the Gulf
Stream. This humid and mild climate is good for plants. The trees and flowers begin to
blossom early in spring. In January average temperature is from 3 to 7 degrees below
zero and in July it is from 16-17 degrees above zero.

British people say: "Other countries have a climate, in England we have
weather." The weather in Britain changes very quickly. One day may be fine and the
next day may be wet. The morning may be warm and the evening may be cool. The
English also say that they have three variants of weather: when it rains in the morning,
when it rains in the afternoon or when it rains all day long. Every daily paper publishes
a weather forecast. Both the radio and television give the weather forecast several
times each day.

There are many rivers in Great Britain but they are not long. The longest of them is
the Thames, which is a little over 200 miles. Britain's principal ports are London,
Liverpool, Manchester, Hull, Glasgow.

The capital city of England is London. The capital city of Scotland is Edinburgh.
The capital city of Wales is Cardiff. Belfast is the capital of Northern Ireland.

The national emblem of England is a red rose. The national emblem of Scotland is a
thistle. The national emblem of Wales of is a daffodil. The national emblem of
Northern Ireland is a shamrock.

Great Britain is not rich in mineral resources, except coal, mined mostly in Wales. But
it is a highly developed country.

The UK is the parliamentary monarchy. Legislative power belongs to her Majesty
Queen Elizabeth I, and the Parliament, which consists of the House of Commons and
the House of Lords. Officially the Head of the State is the Queen.

3. CaMOCTOSITeJILHO 3aM0JHATE aHKeTy/ HAUIIIUTE MACHMO JPYTY.
Specimen of a CV
PERSONAL INFORMATION
Ivan Ivanov
198, Zelenaya Street, apt. 85
St Petersburg, 191194, Russia
Phone: +7 812 273 10 50
Date of Birth: 25.08.1972
Marital Status: married
OBJECTIVE
Obtain employment in the field of public relations that will allow me to use my
ability to work with people and take advantage of my knowledge of English.
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EDUCATION

St.Petersburg State University

1988-1995 Diploma in English and French. Qualified as English interpreter.

WORK

Assistant, Interpreter of Director General

EXPERIENCE

Insurance Co.Rodina Ros.

April 1995-till now

Duties: schedules of meetings, appointments and recording of the personnel,
interpreting and translation of documents.

January - March 1993

Personal assistant and secretary to Mr. Ron Black at the office of Operation Carelift.
Mr. Black, a former member of the Pennsylvania House of Representatives
supervised the activities of this NGO in distributing humanitarian assistance in St.
Petersburg. Duties: interviewing and screening Russian organization which applied
for humanitarian assistance, arranging and supervising of deliveries of children's
shoes and boots in St.Petersburg, scheduling of the drivers and Russian personnel.
LANGUAGES

ENGLISH Fluent reading, writing and speaking ability. Qualified as interpreter and
translator. FRENCH Good reading and translating ability. GERMAN Rudimentary
conversation German acquired during several visits to Germany.

OTHER SKILLS HOBBIES & ACTIVITIES

Computers, Microsoft Word and Excel Typing, fax, Xerox. Theatre, music, tourism,
tennis.

REFERENCES

Mrs. Elena Sidorova, Assosiate Mr.Homer Green, Manager

professor St.Petersburg, Anglo-American School

State University 11, US Consulat General

Universitetskaya Nab. St.Petersburg

St.Petersburg Phone: +7 812 325 63 00

Phone: +7 812 298 90 00

4. IlpounTaiiTe W nepeBeIUTEe TEKCT MO MNPOPWIN CHENUATBHOCTH C
HCIMOJb30BAHUEM CJIOBapsi, BbINOJHHUTE JIEKCHYECKHEe W TIpPaMMaTHYeCKHe
3alaHMsl, UCTIOJIb3YHTE ONOJHUTEIbHBIN MaTepHuaJl.

TYPES OF DATA ENCRYPTION
The data transferred from one system to another over the public network can be
protected by the method of encryption. On encryption the data is encrypted / scrambled
10



by any encryption algorithm using the key. Only a user having access to the same key
can decrypt / descramble the encrypted data. A single secret cryptographic key is used
for both encryption and decryption. This method is known as private key or symmetric
key cryptography.

There are several standard symmetric key algorithms defined. Examples are AES,
3DES and Blowfish. These standard symmetric algorithms are proven to be highly
secured and time tested. But the problem with these algorithms is the key exchange. The
communicating parties require a shared secret, key, to be exchanged between them to
have a secured communication. The security of the symmetric key algorithm depends
on the secrecy of the key. Keys are typically hundreds of bits in length, depending on
the algorithm used. Since there may be a number of intermediate points between the
communicating parties through which the data passes, these keys cannot be exchanged
online in a secured manner. In a large network, where there are hundreds of systems
connected, offline key exchange seems too difficult and even unrealistic.

This is where public key cryptography, also known as asymmetric cryptography,
is a help. Using public key algorithm a shared secret can be established online between
communicating parties without the need for exchanging any secret key. In public key
cryptography, each user has a pair of cryptographic keys — a public key and a private
key. Only the particular user / device knows the private key whereas the public key is
distributed to all users / devices taking part in the communication. The sender encrypts /
scrambles the message in such a way that only the recipient will be able to decrypt /
descramble the message. A disadvantage of using public-key cryptography for
encryption is speed. Asymmetric key algorithms are hundreds to thousands times slower
than symmetric key algorithms.

Consider a device B whose private key and public key are PB and UB respectively.
Since UB is public key all devices will be able to use it. For any device that needs to
send the message ‘Msg’ in a secured way to device B, it will encrypt the data using B’s
public key to obtain the cipher text "Ctx’. The encrypted message, cipher text, can only
be decrypted using B’s private key. On receiving the message B decrypts it using the
private key PB. Since only B knows the private key PB none other including A can
decrypt the message. It is important that device A receives the correct public key from
device B, i.e. no middleman must tamper or change the public key to its public key.
Digital Certificate helps to deliver the public key in an authenticated method. The
Digital Certificate is an electronic document that uses a digital signature to bind a public
key with an identity — information such as the name of a person or an organization, their
address, and so forth.

A digital signature is a mathematical scheme for demonstrating the authenticity of an
electronic message or document. A valid digital signature gives a recipient reason to
believe that the message was created by a known sender, and that it was not altered in
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transit. If any the data or signature is modified, the signature verification fails.

The digital signature is simply a small block of data that is attached to documents you
sign. It is generated from your digital ID (mudpoBoii uaentudukarop), which includes
both a private and public key. The private key is used to apply the signature to the
document, while the public key is sent with the file. The public key contains encrypted
code, also called a “hash”, that verifies your identity.

Translate the phrases from the text into English.

. JaHHBIE, IEpEAaBacMble OT OHOU CUCTEMBI K APYTON

. IO CETH OOIIEro MOJb30BAHMS

. J1000H anropuT™ MmudpoBaHUs

. €IMHCTBEHHBIN CEKPETHBIA KpUNITOTpapUuecKuil Koy

. Kpunirorpadust ¢ CEKpETHBIM KIIF0UOM (OJHOKITIOYEBAsE KpUNTOTpadus)

. Kpuntorpadusi C OTKPBITHIM KJIFOYOM WJIM aCCUMETPUYHAs Kpunrtorpadus
. CTaHJIapTHBIE AJITOPUTMBI C CHMMETPUYHBIM KITFHOUOM

. OBITH HA BEICOKOM YPOBHE O€30MaCHOCTH U MPOBEPEHHBIMU BPEMEHEM

O 0 9O i b W N —

. OOMEH KJIro4ua
10. B3auMOACHCTBYIOIINE CTOPOHBI

Open the brakets using complex object. Translate the sentences.
1. I want (she) to be my wife.

2. My brother taught (1) to swim and dive.

3. They would like (we) to read aloud.

4. Bob advised (she) to stay for another week.

5. We expect (he) to arrive at noon.

6. | heard (you) open the door.

7. Dad always makes ( 1) go fishing with him every weekend.
8. Our parents expect (we) to stop quarreling.

9. Sara never lets (he) drive her car.

10. | saw (you) cross the street.

Fill in the gaps with «to».

We heard the lorry ... stop near the house.

| want my elder sister ... take me to the zoo.

I believe the Internet ... be the greatest invention ever.
The teacher doesn’t let us ... use our mobile phones.
They didn’t expect her ... be late.

The police officer made him ... tell the truth.

I would like you ... admit your fault.

Swan believes Vicky ... be the best manager in our store.

O N Ok wWwNE
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9. Nick persuaded me ... go in for sports.
10.We saw Jacob ... break the window.

5. OTBeTbHTE HA BOIIPOCHI K TEKCTY.

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they
also become progressively harder to replace. When computers are connected to a
network, a problem at any location can affect the entire work. Perhaps the most
significant problem businesses face as a result of computer technology is information
security. Information security means protecting information and information systems
from unauthorized access, use, disclosure, disruption, modification, inspection,
recording or destruction. There are three important security threats that may damage
information systems: computer crime, viruses, and disasters.

COMPUTER CRIME

Computers provide efficient ways for people to share information. But they may
also allow people with more malicious intentions to access information. Or they may
allow crackers, or black hat hackers — computer criminals who use technology to
perform a variety of crimes — to gain access to classified information. Common
computer crimes involve stealing or altering data in several ways: Employees or
outsiders may change or invent data to produce inaccurate or misleading information.
Employees or outsiders may modify computer programs to create false information or
illegal transactions or to insert viruses. Unauthorized people can access computer
systems for their own illicit benefit or knowledge or just to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as
reported to the Computer Emergency Response Team Coordination Center, located on
the Web at http://www.cert.org, has risen sharply in recent years. In 1990, only six
incidents were reported. Recently, the number of reported incidents soared to over
82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables,
and phishing, bank fraud, to get banking information such as passwords of Internet
bank accounts or credit card details. Both crimes use emails or websites that look like
those of real organizations. Piracy, the illegal copying and distribution of copyrighted
software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer
crime. Computer hackers sometimes work alone and sometimes in groups. One pair of
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hackers, nicknamed the “Deceptive Duo”, once claimed that they hacked into Midwest
Express Airlines’ intranet. In an email to several news organizations, the hackers said
that their goal was to embarrass the airline and show how easy it is to gain access to
supposedly secure networks. The hackers even posted evidence of their break-in on the
Web site of the U.S. Space and Naval War Systems Command. In one recent case,
Russian hackers broke into Citibank’s network and electronically stole $10 million.

Companies with valuable or sensitive information stored in a computer worry
about competitors or thieves raiding the database simply by dialing in through a
modem. Even firms that don’t share their databases are subject to security breaches. In
recent years U.S. corporations have spent more than $10 billion annually on network
security. Even so, the estimated annual cost of computer crime is as high as $15
billion. The entire U.S. electronic infrastructure, including banks, financial markets,
transportation systems, power grids, and telecommunication systems, could be
vulnerable to attack. Companies and organizations must take strong precautions to
protect themselves.

System administrators implement two basic protections against computer crime:
They try to prevent access to their systems by unauthorized users and the viewing of
data by unauthorized system users. To prevent access, the simplest method requires
authorized users to enter passwords. An intranet blocks outsider without valid
passwords from entering its network by incorporating software known as a firewall.
Firewalls limit data transfers to certain locations and log system use so managers can
identify attempts to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may
use encryption software, which encodes, or scrambles, messages. Information security
uses cryptography to transform information into a form that renders it unusable by
anyone other than an authorized user; this process is called encryption. To read
encrypted messages, users must use a key to convert them to regular text. Information
that has been encrypted (rendered unusable) can be transformed back into its original
usable form by an authorized user, who possesses the cryptographic key, through the
process of decryption. The length and strength of the cryptographic key is an
important consideration. A key that is weak or too short will produce weak encryption.
More than one key can be used to encrypt and decrypt sensitive information. The keys
used for encryption and decryption must be protected from disclosure and destruction
and they must be available when needed. Cryptography is used in information security
to protect information from unauthorized or accidental disclosure while the
information is in transit and while information is in storage. But as fast as software
developers invent new and more elaborate protective measures, hackers seem to break
through their defenses. So security is an ongoing battle.
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Answer the questions.

1. Name the most significant problem that businesses and organizations face as a result
of computer technology.

2. What is information security?

3. Identify the three important threats that may damage information systems.

4. Explain the term “black hat hacker”.

5. What do common computer crimes involve?

6. What do Internet-based crimes include? Explain the terms “scam”, “phishing” and
“piracy”.

7. Why must companies and organizations take strong precautions to protect
themselves?

8. What basic protections do system administrators implement against computer
crime?

9. Explain how firewalls work.

10. What is cryptography used for? Describe the processes of encryption and
decryption.

11. Why is it said that security is an ongoing battle

6. IIpoumTaiiTe/mpociayiiaiTe TeKCT W BbIPa3uTe CBOe OTHOIIEHHE K HeMY
HCMOJIb30BAHUEM KJIMIIIE.

The text is about ...

It covers the problem ...

1 think ...

It seems to me ...

In my opinion ...

I disagree that ...

THE INTERNET, THE INTRANET, AND NETWORKS

We live in a rapidly changing information society — that is, a society in which large
groups of workers generate or depend on information to perform their jobs. The need
for more and better information will only continue to grow. Information technology
(IT) relates to processes and applications that create new methods to solve problems,
perform tasks, and manage communication. Simply put, Information technology is the
use of computers and software to manage information. Information technology plays a
major role in the 21st century world; today, our economic productivity is based more
on technology than on any other advance. IT has resulted in social issues related to
privacy, intellectual property, and quality of life. Just a few decades ago computers

were considered exotic curiosities, used only by scientists and the military. Today,
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they have become indispensable not only to businesses but to common people as well.
Who can imagine daily life without sending e-mails to friends, booking airline tickets
over the Internet, or preparing reports with word processing program?

The Internet has profoundly changed the way people communicate, learn, do
business, and find entertainment. Although many people believe the Internet began in
the early 1990s, its origins can actually be traced to the late 1950s. Over the past
decades, the network evolved from a system for government and university researchers
into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of
networks linked together. All these computers communicate with one another; they
share data, resources, transfer information, etc. To do it they need to use the same
language or protocol: TCP / IP (Transmission Control Protocol / Internet Protocol) and
every computer is given an address or IP number. This number is a way to identify the
computer on the Internet.

The Internet’s most commonly used network for finding information is the World

Wide Web (or more simply, the Web. The Web is a collection of interconnected Web
sites or “pages” of text, graphics, audio and video within the Internet. To get on the
Internet, you need a computer, a modem, and an Internet service provider (ISP). The
modem (modulator-demodulator) converts the digital signals that can be transmitted
over telephone lines. Internet service providers provide customers with a connection to
the Internet through various phone plugs and cables. Today, connections to the Internet
include simple telephone lines (a dial-up telephone connection) or faster digital
subscriber lines (DSLs) and cable broadband that carry larger amounts of data at
quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet
connections that deliver data, voice, and video material. Broadband technology
combines digital, fiber-optic, and wireless network technologies that compress data
and transmit them at blinding speeds. And with new wireless technology, it is possible
to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless
fidelity — is a wireless network that connects various devices and allows them to
communicate with one another through radio waves. Wi-Fi allows high-speed wireless
Internet connections when linked to a specially equipped modem. In the not-too-
distant future, experts expect Wi-Fi to link all sorts of devices — not just computers, but
lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives.
The basic equipment has changed drastically in the last few years. You may no longer
need a computer to use the Internet. New Generation mobile phones and PDAs,
personal digital assistants, also allow you to go online with wireless connections,
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without cables. Telephone lines are not essential either. Satellites orbiting the Earth
enable your computer to send and receive Internet files. Finally, the power-line
Internet, still under development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization. Using
a series of customized Web pages, employees can quickly find information about their
firm as well as connect to external sources. Intranets limit access only to employees or
other authorized users. Generally, intranet sites are protected, and users must supply
both a user name and a password to gain access to a company’s intranet site. Some
firms open up their intranets to other selected users through an extranet, a network of
computers that permits selected companies and organizations to access the same
information. An extranet allows users to share data, process orders, and manage
information.

Both the Internet and intranets are examples of a computer network. Today, two
basic types of networks affect the way people obtain data and information. A wide-
area network (WAN) is a network that connects computers over a large geographic
area. The world’s most popular WAN is the Internet. A local-area network (LAN) is a
network that connects computers that are in close proximity to each other, such as an
office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity,
technologies allow the creation of WLANS, where cables or wires are replaced by
radio waves.

8. CocTaBbTe TEMATHYECKHUI CII0BAPb K TEKCTY.

PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidden
programs that can work their way into computer systems and erase or corrupt data and
programs. Viruses are programs that secretly attach themselves to other programs or
files, known as the host, and change them or destroy data. Viruses can be programmed
to become active immediately or to remain dormant for a period of time, after which
the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same
drive. It spreads as users install infected software on their systems or exchange files
with others, usually by exchanging email, accessing electronic bulletin boards, trading
disks, or downloading programs or data from unknown sources on the Internet.
Because so many computers are interconnected, viruses can spread quickly, infecting
all the computers linked on a local area network and then spreading over the Internet to
other computers and networks. The Melissa virus infected 350,000 computers in the
United States and Europe. The Mydoom virus infected a quarter-million computers in a
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single day in January 2004. The so-called “Love Bug” virus alone caused an estimated
$15 billion in damage. Viruses can do more damage today than ever before and cost
organizations billions of dollars each year. Most viruses are created by black-hat
hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified
as a particular type of virus. The main virus types include:
logic bombs that destroy data when triggered
boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension
e.g. command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as
Word or Excel, are spread in Microsoft Office by infecting documents and
spreadsheets
email viruses which use email messages as a mode of transport and copy themselves
by automatically mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new program
which is executed instead of the intended program
cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files of
themselves, but also change their digital signature every time they replicate
Two other types of malware — Trojan horses and worms — are often classified as
viruses, but are actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in
fact, are malicious. A Trojan horse appears to do one thing (install a screen saver, or
show a picture inside an email for example) when in fact it does something entirely
different, and potentially malicious, such as erase files. Trojans can also open
backdoors so that computer hackers can gain access to passwords and other personal
information stored on a computer. Trojans don’t copy themselves or reproduce by
infecting other files.

Worms are self-copying programs that have the capacity to move from one
computer to another without human help, by exploiting security flaws in computer
networks. Worms are self-contained and don’t need to be attached to a document or
program the way viruses do. It is note-worthy that different types of malicious software
(worms, Trojan horses, adware, spyware, etc.) are generally referred to as viruses
though true computer viruses make up only a small subset of malware. For example,
“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in
sophistication as well. The simplest way to protect against computer viruses is to install
one of the many available antivirus software programs, such as Norton Anti-Virus and
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McAfee Virus Scan. There is no way to entirely stop the spread of computer viruses,
because new ones are created all the time. However, a number of excellent “vaccine”
programs exist that search for and destroy viruses and prevent new ones from infecting
your computer system.

These programs continuously monitor systems for viruses and automatically
eliminate any they spot. Anti-virus and anti-malware programs can provide real-time
protection against the installation of malware on a computer. The software scans disk
files at download time, and blocks the activity of components known to represent
malware. Users should regularly update antivirus software programs by going online to
download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software
design, corporate servers, Web gateways, and Internet service providers. Because
around 80 percent of the world’s PCs run on Microsoft operating systems, a single
virus can spread quickly among them. Computer users should carefully choose the files
they load onto their systems, scan their systems regularly, make sure their antivirus
software is up-to-date, and install software only from known sources. They should also
be very careful when opening attachments to emails, since this is the way many viruses
are spread.

9. BbINOJHHTE TECTOBOE 3a/laHHE HAa OCHOBEe MPOHJIEHHI0 JIEKCHYecKoro/
rpaMMaTH4€eCKOro MaTepuaJa.

1. BeiOepure Hy:KHYI0 (pOpMYy MHPUHUTHBA UM NPUYACTHS

We can't help laughing looking at them

a) HE MOXEM HE CMESIThCS

b) He MOXKeM He yabpIoaThCs

C) HE MOKEM HE HaCMeXaThCs

2. Boi0epuTe HykHYI0 (popMy HH(PUHUTHBA WJIN NPUYACTHS

They were happy ... in our expedition

a) take part

b) to take part

c) be taking

d) to taken part

3. BoiGepure Hy:kHy1I0 (hopmy nnpuauTuBa Simple Active or Passive:

The letter was ... at once.

a) tosend

b) to sent

c) sended

d) to be sent

4. U3menuTe MecTOMMeHHe B 00IIEeM IMajeke HA MeCTOMMEHHE B 00bEKTHBHOM
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najaeke:
He made (we) do the work again.

5. OTmMeThTe NPpAaBWIbHBIE OTBETHI:

Ykaxute HOMEpa MpeIOKEeHUH, IIe HEOoOXOJAMMO IOCTaBUTh 4YacTHIly -{0- mepen
WHOUHUTHBOM:

1) I like ... play the piano.

2) They wanted to cross the river.

3) He did want... play in the street.

4) 1 shall ...do all.

5) I saw him ... enter the room.

6) She was planning ... do a lot of things yesterday.

7) Do you like ... listen to good music?

8) Her brother can ... speak French.

9) Itistime ... go to bed.

10) May I ... use your telephone?

6. Bbi0epuTe NpaBUJIbLHBIA BAPDHAHT NEPEBOAA MPeII0KECHUS:

She heard him open the door.

a) OHa CJIbllIalia, KakK OH OTIINPAJI ABCPb

b) oHa ychbllana ero maru

C) OHAa CJIBILIUT, KAK OH OTKPBIBAET JBEPh

7. Boioepute HyxkHy1I0 popmy nHpunuTusa Simple Active or Passive:
Mother was too tired to ... supper

a) to cook

b) to be cook

C) to be cooked

d) to be cooking

8. Boi0epuTe npaBU/IbLHbINA BAPUAHT NEPEBOAA MPeII0/KCHUS:

He made us do the work again.

a) OH NMOMPOCHUJI HAC caeaaTh padoTy

b) oH 3acTaBuiI HaC clenath paboTy CHOBA

C) OH 3aCTaBJISIET HAC C/ieaTh pabOTy CHOBA

9. N3MeHuTE MeCTOMMEHHE B 00IIEeM Maje)ke HA MeCTOMMEHHEe B 00beKTHBHOM
maaeixe:

I would like (you) to offer Pete your help.

10. Boi0epuTe npaBuJIbHBIN BADHAHT NEPEBOAA MPEAJI0KeHH:

I would like you to offer Pete your help.

a) MHe ObI XOTeNoCh moMoub [leTpy

b) mue HpaBuTCs momorats [leTpy

C) MHE OBbI XOTEJIOCh, YTOOBI BBl TIPeIOKIWIN [leTpy cBOXO MOMOIITH
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11. BoiOepuTe Hy:XHY10 GOopMYy MHPUHUTUBA WU MPUIACTHUS:

He made me ... it.

a) did

b) do

c)todo

d) doing

12. U3mMeHuTe MecTOMMEHHMEe B 001IeM Majeke HA MeCTOMMEHHE B 00beKTHBHOM
najesxe:

Let (he) smoke here.

13. Boioepure Hy:kHy1I0 hopmy uHpuHHTHBA Simple Active or Passive:
He was the first ... to the finish.

a) to came

b) to come

C) to be come

d) to have been come

14. Boi0epute HYkHYI0 GopMy HHPUHUTHBA WIHA NPHUYACTHA:

It's very different ... a car in a big city

a) driven

b) drove

c) to be driven

d) todrive

15. BoiGepure Hy:kHYI0 (popmy nnpunutuBa Simple Active or Passive:
They were happy ... at home.

a) to leave

b) to be leave

C) to be left

d) to leaving

16. BoiGepure Hy:kHYI0 (popmy nnpunutuBa Simple Active or Passive:
| have come here to ... to you.

a) to be talked

b) to talk

c) to talked

d) to be talking

17. BoiOepute HYKHYI0 GopMy HHPUHUTHBA WIH NPHUYACTHA:

Would you like me ... now?

a) read

b) to read

c) to reading

18. Boi0epute HYkHYI0 GopMy HHPUHUTHBA WIH NPUYACTHSA
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| let him ... late

a) go

b) going

c) went

d) togo

19. U3menuTe MecToMMeHHMe B 00IIeM Maje:ke HA MeCTOMMEHHE B O00bEKTHOM
najesxe:

I want (he) to go to food fair.

20. U3menurTre MecTOMMEHHE B O0OHIEM MAaJeXke HA MECTOMMEHHEe B 00HLEKTHOM
najesxe:

He would like (she) to play with him.

21. Boi0epuTe NpaBUILHbINA BAPUAHT NEPEBOAA NPEAT0KCHUA:

We expect him to sign the contract on Monday.

a) MBI paCCUUTHIBAEM MOAMKUCATh KOHTPAKT B MOHECITBHUK

b) MBI XOTUM, YTOOBI OH MOJAMKCAT KOHTPAKT B MOHEICIbHUK

C) MBI OKUJIAE€M, YTO OH MOJITUIIET KOHTPAKT B MOHEEIBHUK

22. N3mMeHuTe MecTOMMEHHMEe B 00IIeM Imajeske Ma MeCTOMMEHHEe B O0BbEeKTHOM
najaesxe:

We expect (he) to do It.

23. BriOepure Hy:KHYIO (popMy HHPUHUTHBA UM NPUYACTHSA

The child wanted ... seriously

a) to be taken

b) to take

C) to took

d) to be take

24. N3MeHuTe MeCTOMMEHHME B 00IeM Majeke HA MeCTOMMEHHEe B O0BbEeKTHOM
najexe:

Let (we) read.

25. U3vmenuTe MecTOMMEHHEe B 00LIeM Iajiexke HA MeCTOUMEHHE B O0BbEeKTHOM
najesxe:

Bad weather made (they) return home.

26. BriOepuTte npaBUIbHBIN BAPHAHT NEePEBOIa MPe/IJI0KeHHS:

They would like us to learn English.

a) UM HPABUTHCS YUUTh aHTJIUNUCKHMA

b) onu xoTenu Obl, YTOOBI MBI YUMIIA AHTJTHHCKUN

C) OHM JIIOOST YUYUTh HAC AaHTJIMMCKOMY

27. BoiGepuTte NpaBUIbHBbIN BAPHUAHT MEPEBOAA MPeIJI0KEeHUS:

Let him smoke.

a) IyCTh OH KypHUT
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b) mycTh OHa KypUT
C) 3aCTaBbTE €TI0 KypHUTh

28. BoiOepure npaBWjIbHbIA BAPUAHT NMEPEBO/IA MpeaJI0KeHs:
She saw the postman climbing up the stairs.

a) OHa BHjENa MOoYTaIbOHA

b) ona Buaena, Kak MOYTAIBOH TOJHUMAJICS 10 JICCTHHIIC
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4. KoHTPOJIb M OlleHKA 0CBOEHHS Y4eOHOM JUCHUILIHHBI 110 TeMaM

JJieMeHT Y4eOHOM U CIUIINHbI

Texkymuii KOHTPOJIb

dopMa KOHTPOJIS

IIpoBepsiemble
OK,V,3

Pa3nes 1. BBonHO-KOppEeKTHBHBII Kypc

Tema 1.1. Peuesoit JTHUKET.
bimaromapHocts,  WM3BUHEHHE,  IIPUEM
rocreil. Mecroumenus1, riarodiel to be, to
have.

YcTHbIl onipoc
[TucebMeHHBI OIpoc

OK4, OK5, V3, V4

Pa3nen 2. CtpaHoBenenune

Tema 2.1. I'eorpaduueckoe mnooKeHHE
Benukobpurtanun. Present Simple.

YeTHBIM o11poc
ITrcbMeHHBIH Onpoc

OK4, OKS5, V3, V4

Tema 2.2. Jlonmon. Past Simple.

YeTHBIM o1poc
ITrcbMeHHBIN Onpoc

OK4, OKS5, V3, V4

Pasnea 3. [loe3aka 3a rpanuiy

Tema 3.1. B asponopry. Ha Bok3aine.
CrpanatenbHblii 3aor Bpemen Simple.

YcTHBIN O1IpOC
[TncebMeHHBII Onpoc

OK4, OK5, V3, V4

Tema 3.2. Ha tamoxue. Iloaroroska k
KOHTpPOJIbHOM pabore.

YcTHBIN O1IpOC
[TncebMeHHBIH Onpoc
CamocrosTenbHas paboTa

OK4, OK5, V3, V4

IIpomesxkyTOouHas1 aTTeCcTAIMSA
KonTponbnas padora 31,33
ATtTecTranus V3, V4

Pasnen 4. [Ipodeccu

OHAJbHasA NCATCJIbHOCTD CIICHUAJTHUCTA

Tema 4.1
OdunmanpHas u HeopUIaIbHas
nepenucka. Buael  nmcem.  IIpaBuia

oopmienus mucem. Present Continuous.

YcTHBIN 01IpOC
[TnceMeHHBI Onpoc

OK9, OK10, V3, V4

Tema 4.2

Tenedonusie 3BOHKHU. J[eOBBIE BCTpEUH.
[TeperoBopsl. CocTaBiieHHE U 3aNIOJIHEHUE
nokymeHToB. Present Continuous/Present
Simple.

YcTHBIN 0Ipoc
[TuceMenHsIi onpoc

OK9, OK10, V3, V4

Tema 4.3
Yro rtakoe xkommbroTep? IlpumeHeHune
KomrbioTepoB. Past Continuous

YeTHBIM onpoc
[InceMenHsI onpoc

OK9, OK10, ¥2, V5

Tema 4.4
Oo6pabotka nanubIx. Present Perfect.

YeTHBIM onpoc
ITrceMeHHBIN onpoc

OK9, OK10, ¥2,V5

Tema 4.5
Apxurexktypa DBM. Present Perfect/Past
Simple.

VYeTHBIM o1poc
IInceMeHHBII OIpoc

OK9, OK10, ¥2, V5

Tema 4.6
[IporpamMmmMHoe obecrieueHue.
Past Perfect/Future Perfect

YeTHBIN O1poc
[TrucerMeHHBII onpoc
CamocrosTenbHas pabora

OK9, OK10, ¥2, V5

Tema 4.7 L{ludpoBsie KOMITBIOTEPHI.
[ToarotoBka K KOHTPOJIBHOU paboTe.

VYeTHBIM o1poc
IInceMeHHBII Onpoc
IIpoBepka KOHCIIEKTOB

OK9, OK10, ¥2, V5
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IIpoMe:xxyTOYHAsA

aTTecTalnusa

KontponpHas padota
ATtTtecTanus

31,33
¥3,Y4

Pa3znes 5. Xpanenue u nepenava napopmanuu

Tema 5.1 3annoMuHaro1Iee YCTPOHUCTBO.
CrpanarenbHblii 3a10r Bpemen Continuous

YeTHbIM onpoc
ITuceMeHHBIN onpoc

OK9, OK10, ¥2, V5

Tema 5.2 VYerpoiictBa  XpaHeHHs | YCTHBIM OIpoc OK9, OK10, V2, V5
nH(OpMAaIHH. [TrucbMeHHbIH onpoc

CrpanarenbHblii 3am0r Bpemen Perfect.

Tema 5.3. Kommnbrotepnas CeTh. | YCTHBIH Ompoc OK9, OK10, V2, V5
HNutepner.CrpanarenbHblil 3aior. | [luceMeHHBbII onpoc

Bompocutenbasie ¥ OTpULATENbHBIC

(hopMBI.

Tema 5.4. Cucrema Wi-fi. | YcrHbiit onpoc OK9, OK10, ¥2,V3,V5

CrpanarenbHsliii 3anor. [loBTopenue

[T1ucsMeHHbIH onpoc

Tema 5.5. Cucrema Bluetooth.
[ToaroroBka Kk KOHTPOJIBHOM padoTe.

YcTHbIl onipoc
[TnceMeHHBII Onpoc
IIpoBepka KOHCIIEKTOB

OKO9, OK10, ¥2, ¥4, V5

IIpoMe:xxyTOUHASI aTTECTAIUS
KonTponbnas padora 31,33
ATtTtecTanus V3, V4

Pa3nes 6. 3ammTa nHGOPMALMOHHBIX CHCTEM

Tema 6.1. YcTHBIN onpoc 0OK?9, OK10, ¥2, V5
KomnprorepHblie npecTymnieHus [TnceMeHHbII
NupuaUTHB. ompoc
Tema 6.2. [lluppoBanue TaHHBIX. YeTHbIi orpoc OK9, OK10, ¥2, V3, V5
CI105kHO€E JONOJIHEHHE. IInceMeHHbBIN
onpoc
Tema 6.3. XunieHue nepcoHaIbHbIX VYeTHbll onipoc 0OK9, OK10, ¥2,V4,V5
JIAHHBIX. 3alIuTa. [InceMeHHBIH
CnosxHOE MoJIeKaIIee. onpoc
ITpoMe:xxyTOUHASI aTTECTAIUSA
KonrpomnsHas pabora 31,33
ATtTtecranus V3,V4

Paznen 7. Bupycsl

Tema 7.1 Bupycsl
I'epynamii.

YCTHBIN 0IIpoc
[TruceMeHHbII
0Ipoc

OKO9, OK10, ¥2, V5

Tema 7.2 3apaxxeHue BUpycaMu
WHGUHUTUB U TepyHIMH.

VYeTHBIM o1poc
ITrcbMeHHBIN OIpoc

OK9, OK10, ¥2,V5

Tema 7.3 Xaxkepsl. [Ipuuactue |

VYeTHBIM onpoc
ITrceMeHHBIN OIpoc

OK9, OK10, ¥2,V5

Tema 7.4 Tepmunosnorus B o0nactTu
MH(POPMAIMOHHOM 6€30MacHOCTH.
[Tpuuactue |1

VYeTHBIM ompoc
IInceMeHHBII OIpoc
CamocrosTenbHas paboTa
IIpoBepka KOHCIIEKTOB

OKO9, OK10, ¥2, ¥3, V5

IIpome:kyTOUHAs aTTeCTANMS
KonTtponsHas pabora 31,33
ATtTtecTamus V3,V4

Pasznen 8. BoccranoBjienue JaHHBIX
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Tema 8.1 BoccTtanoBienue JaHHBIX. VYeTHbIi orpoc OK9, OK10, V2, V5
Henuunsie opmer rnarona. [Tosropenue. | [TuceMenHsIi onpoc

Tema 8.2 Buibl BOCCTAaHOBIIEHHUSI TaHHBIX | YCTHBIN OMPOC OK9, OK10, ¥2, V3, V5
[ToaroToBka K 3a4eTy. [T1ucebMeHHbIH onpoc
IIpoBepka KOHCIIEKTOB

IIpome:kyTOUHAs aTTeCTANMS

Konrponsnas padora 31,33
JuddepennmpoBannplii 3a4eT V3,V4
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[Ipunoxenue 1

5. 3amanus AJ151 OLEHKH OCBOCHUS AUCHUILTHHBI
(MpoMeKyTOYHAS ATTECTAIUA)

KoHTpoJibHbIe 3a1aHus VIS TPOMEKYTOYHOH aTTeCTalluu
Il kype
Bapuanr I
1. IlpounTaiiTe U MepeBeANTE TEKCT.

Topical vocabulary
equation — ypaBHeHHe, IPUPABHUBAHUEC
list of instructions — mepedens KoMaH
guard ['ga:d] — 3amumiare; npeIoXpaHATh; 3aBepIIaTh; 3aKaHIHBATh
appropriate sequence — HeoOxoauMas (TpedyeMast) TIOCIeI0BaTEIIBHOCTh
program logic — yoruveckas mocae10BaTeIbHOCTh BBITIOTHEHUS POTPaMMBI
flowchart — 610k-cxema; coOCTaBIATh OJIOK-CXEMY
flowcharting — moctpoenue 610K-cXeMbI
pictorial representation — HarmsgHOE TIPEICTaBICHHE
predefined symbols — 3apanee 3agaHHBIC CUMBOJIBI
specifics— crnenuanbHBIC YePTHI; XapaKTepHbIe 0COOCHHOCTH
emplate — mra6ion; Macka; oOpaselr; 3TajJoH
pseudocode ['psju:doukoud] — nceBaoko; MCeBAOIPOrpaMMa
burden — u3nepxku; 3aTpaTh
programming rules — mpaBuiia nporpaMMHUPOBaHUS
consume — moTpedIIATh; pacXxo10BaTh
emphasize — BbIIENSATD; TOTYEPKUBATH
top-down approach — npuHIKIT HUCXOASIIEH pa3padOTKu
looping logic — noruueckas cxema BBITOJIHEHUS (OTIEPAIIiA) B IIUKJIC

COMPUTER PROGRAMMING

Programming is the process of preparing a set of coded instructions which enables the
computer to solve specific problems or to perform specific functions. The essence of
computer programming is the encoding of the program for the computer by means of
algorythms. The thing is that any problem is expressed in mathematical terms, it
contains formulae, equations and calculations. But the computer cannot manipulate
formulae, equations and calculations. Any problem must be specially processed for the

computer to understand it, that is — coded or programmed.

The phase in which the system’s computer programs are written is called the
development phase. The programs are lists of instructions that will be followed by the
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control unit of the central processing unit (CPU). The instructions of the program must
be complete and in the appropriate sequence, or else the wrong answers will result. To
guard against these errors in logic and to document the program’s logical approach,
logic plans should be developed.

There are two common techniques for planning the logic of a program. The first
technique is flowcharting. A flowchart is a plan in the form of a graphic or pictorial
representation that uses predefined symbols to illustrate the program logic. It is, there-
fore, a “picture” of the logical steps to be performed by the computer. Each of the
predefined symbol shapes stands for a general operation. The symbol shape
communicates the nature of the general operation, and the specifics are written within
the symbol. A plastic or metal guide called a template is used to make drawing the
symbols easier.

The second technique for planning program logic is called pseudocode. Pseudocode is
an imitation of actual program instructions. It allows a program-like structure without
the bur den of programming rules to follow. Pseudocode has three basic structures:
sequence, decision, and looping logic. With these three structures, any required logic
can be expressed.

2. OTBeTbTE HA BONPOCHI, HCIIOJIb3Ysl HHPOPMALUIO TEKCTA.

1. What is programming? 2. What is the essence of programming? 3. What should be
done with the problem before processing by the computer'M. What is a program? 5?
What are instructions? 6. What are the main techniques for planning the program
logic?N'7. What is a flowchart? 8. What is a template and what is it used for? 9. What do
you understand by “pseudocode”? 10. What are the basic structures of pseudocode?

3.HaiiguTe B TeKCTE AaHIIMICKHE IKBUBAJIEHTHI CJICAYIOIIHNX CJI0BOCOYCTAHUIA:
COBOKYITHOCTh 3aKOJAMPOBAHHBIX KOMAaHJ; CyTh KOMIIBIOTEPHOTO MPOTrPaMMHUPOBAHUS;
KOJUPOBAHUE TOCPEACTBOM airopuTMma; (GOpMyJbl, YpaBHEHHS, BBIYUCIICHHUS;
00paboTaTh 0COOBIM 00pa3oM; MEepeUeHb KOMaH/I; HEOOX0AUMasi MOCIeI0BaTEILHOCT;
3alIMIIATh OT OMMOOK; COCTaBJATh IUJIAH JIOTMYECKOM TIOCJIEeA0BATEIbHOCTH;
oOl1enpuHsATas METOIMKA; JIOTUYECKas MOCIEI0BATeIbHOCTh BHITIOJTHEHUS TPOTPaMMBbI;
MOCTPOEHUE OJIOK-CXEMbI; HarJiAJIHOE NpEJICTABIICHUE; 3apaHee 3aJaHHble CHUMBOJIBI;
ma0JIoH; TMCeBJoMporpamMma; 0e3 U3IAEPKEK; BBIACIATh MPUHIMI HUCXOJSIICH
00pabOTKH; PacxoJI0BaTh MEHbIIIE BPEMEHH; JJIOTUUECKAasi CXeMa BBITIOJIHEHUS OTepaluii
B IIUKJIC; HEOOXOUMAsI TTOCJIEI0BATEILHOCTH OTIepaIuii.

4. IlonOepuTe W3 NPEITOKEHHBIX HHUKE PYCCKHUX CJOBOCOYETAHUN 3HAYEHUSA
cleayrmux TEepMUHOB Ha AHIJIMHCKOM fI3BLIKE:
Program: access program; application program; archived program; binary program;
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common program; compatible / in compatible program; control / management program;
database program; debugging program; educational / teaching / training program; free
program; general-purpose program; high-performance program; off-line program; on-
line program; operating (-system) program; processing program; protected-mode
program; remote program; running program; self-loading program,simulation program;
support program; utility program; virus- detection program; watch-dog program.

[IporpammMa B [BOMYHOM KOAE; NpHKJIaJHAs Nporpamma; (HE) COBMeCTHMas
nporpaMma; OecrulaTHas MmporpamMma; mporpaMMa OTJIaJKH;, CTOpPOXKeBas Mporpamma;
JUCTAaHIIMOHHAS NPOrpaMma; MNporpaMMma MOJEIUPOBAHUS;, CEPBHCHAs Iporpamma;
BCIIOMOIaTelibHasl ~ IporpaMma;  mporpamma Uil  goctyna (K JaHHBIM);
3aapXMBHpOBaHHas Iporpamma; Iporpamma, paboramomas ¢ 0a30d JaHHBIX;
oOyyaromas nporpaMma; rnporpamma, BbINOJIHAeMast ¢ OOJIBIION CKOPOCTHIO; YHHUBEp-
caJlbHas Iporpamma; IporpaMMa, BBINIOJHIEMAs B 3AIIUIIEHHOM PEXHUME; ITporpamma
00pa0OTKM JaHHBIX; MporpamMMa OIEPALMOHHON CHCTEMbl (CHCTEMHas Mporpamma);
BBITNIOJIHSIEMAsi IPOrpaMMa; CeTeBas /HeceTeBas IPOrpaMMa; camo3arpysKarolasics
IporpaMMa; 4YacTO HCIoJib3yeMasi (paclpocTpaHEHHasl) MporpaMma; [porpamma
yIpaBJIeHUs; IporpaMma 0OHapyKE€HUsI BUPYCOB.

. IlocraBbTenpenioxkenuss Present Perfect:
She............ (just break) a vase.

We............... (already clean) the room.
............... (Just make) the bed.

He............. (phone) his friend.

It (start) raining.

A little girl........... (cut) her finger.

ok wWwhE O

. Uto o6o03HauaeTt -'s— (has nin iS)? Hannmure npenioxeHust 6e3 COKpalieHuii:
She'sgonetotheshop.

She's very angry.

| think Emily's right.

He's lived here for ten years.

He's always hungry.

What's happened?

ok wWhN PO

Bapuanr Il
1. IIpouuTaiiTe U NepeBeINTE TEKCT.

Topical vocabulary
hardware — anmapatHoe obecrieueHue; anmapaTypa; 000py0BaHHe
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software — nporpamMMHoOe oOecrieueHue; MPOrpaMMHbBIE CPEICTBA

system software — cucteMHOE MporpaMMHOE OOeCIIeUeHHE

application software — npukiagHOE IPOrpaMMHOE OOCCIIeUeHHE

firmware — BcTpoeHHOE /MHKPOTIPOILIECCOPHOE MPOTPAMMHOE 00eCTICUeHHE
visible units — BuaUMBIHA OJIOK, YCTPOHCTBO

procedure — mporeaypa, IpoIecc; METO I, METOIUKA; alTOPUTM

to associate — coeauHATh; 00bEIMHATE, CBI3bIBATh

associated documentation — cooTBeTCTBYIOIIAs JOKYMEHTALIUS

to execute applications programs — BBIIOJIHATH IPHUKIIATHBIC IPOIPAMMBI
payroll — mrarexHast Be1OMOCTh

inventory control — uHBeHTapu3anus; mepeyyeT

investment analyses — anaim3 HHBECTHUIINH (KaITUTATOBIIOKCHHIN )

to protect — 3ammiare

read only memory (ROM) — nocrosinHOE 3anoMuHaromiee ycrpoictso (I13VY)
to refer to — oTHOCHTECS K; CCBITIATHCS HA

to substitute — 3aMeHATH; 3aMeaTh

t0 cause — 3acTaBIIATh, BBIHYX/1aTh; IPUYMHA, OCHOBAHHUEC

to accomplish — 3aBepiiiath, 3aKaHUNBATH; BBITIOJHSITH, OCYIIECCTRIIATh
performance — mpou3BOAMTEIBHOCTD; OBICTPOICHCTBHE; paboyas XapaKTepHCTHKA

HARDWARE, SOFTWARE, AND FIRMWARE
The units that are visible in any computer are the physical components of a data
processing system, or hardware. Thus, the input, storage, processing and control
devices are hardware. Not visible is the software — the set of computer programs,
procedures, and associated documentation that make possible the effective operation of
the computer system. Software programs are of two types: systems software and
applications software.
Systems software are the programs designed to control the operation of a computer
system. They do not solve specific problems. They are written to assist people in the use
of the computer system by performing tasks, such as controlling all of the operations
required, to move data into and out of a computer and all of the steps in executing an
application program. The person who prepares systems software is referred to as a
systems programmer. Systems programmers are highly trained specialists and important
members of the architectural team.
Applications software are the programs written to solve specific problems
(applications), such as payroll, inventory control, and investment analysis. The word
program usually refers to an application program, and the word programmer is usually a
person who prepares applications software.
Often programs, particularly systems software, are stored in an area of memory not used
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for applications software. These protected programs are stored in an area of memory
called read-only memory (ROM), which can be read from but not written on.

Firmware is a term that is commonly used to describe certain programs that are stored
in ROM. Firmware often refers to a sequence of instructions (software) that is
substituted for hardware. For example, in an instance where cost is more important than
performance, the computer system architect might decide not to use special electronic
circuits (hardware) to multiply two numbers, but instead write instructions (software) to
cause the machine to accomplish the same function by repeated use of circuits already
designed to perform addition.

2. OTBeTbTE HA BONPOCHI, HCIOJIb3YsI HHPOPMALUIO TEKCTA.

1. What is hardware? 2. Give the definition of software. 3. What are the types of
software? 4. What are systems software? 5. What kind of tasks do systems software
perform? 6. Who prepares systems software? 7. What are applications software? 8.
What problems do applications software solve? 9. What is firmware? 10. How can a
computer system architect use firmware?

3. HaiignTe B TeKCTE aHIVIMHCKNE SKBHBAJIEHTBI CJIEAYIOMUX CJI0BOCOYETAHUIM:
Buaumelie ycrpoiicTBa; cucteMa 00paOOTKH JTaHHBIX; allllapaTHOe oOecreueHue; Habop
KOMIIBIOTEPHBIX ITPOTrpaMM; COOTBETCTBYIOIIAS JOKyMeHTanus; 3¢ dexkTuBHas padora;
CHUCTEMHOE TpOorpaMMHOE OOecCIieueHHe; NPHUKIATHOE IPOrpaMMHOE OOecCTICUeHHE;
CUCTEMHBIA TMPOTrPAMMUCT; IUIATEXKHASI BEIOMOCTh; IEPEYYET, aHAJIW3 WHBECTULIMUU;
MPUKIIAJIHAsT TIporpaMma; paboTalolMid TOJBKO B PEKUME YTCHUS;, MOCTOSIHHOE 3a-
IMOMHHAIOIIEE YCTPOMCTBO; MOCJIEJOBATEIbHOCTh KOMaH[I; B ciy4ae;
MPOU3BOJUTEIBHOCTD, 3JICKTPOHHAS 1I€Mb; YMHOXATh YMCJA; 3aCTaBUTh MAIIWHY
BBITIOJTHATH TY € (DYHKITUIO; BBITIOJHSITE CI0KEHHUE.

4. PackpoiiTe cKOOKH, MOCTABUB ri1arounl B Past Perfect:

Obpaszey. Mr And Mrs Davis were in an airplane.
They were very nervous as the plane took off because they had
never flown before (fly).

My best friend, Kevin, was no longer there. He ... (go) away.
The local cinema was no longer open. It ... (close) down.

Mr Johnson was no longer alive. He ... (die).

| didn't recognize Mrs Johnson. She ... (change) a lot.

Bill no longer had his car. He ... (sell) it.

The woman was a complete stranger to me. | ... (see) before.

o0k wnNE
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5. PackpoiiTecko0ku, ynorpedassriaarojaniB Past Simple nam Past Perfect:
1. Tom (to return) from the cinema at five o'clock.

2. Tom (to return) from the cinema by five o'clock.

3. | (to finish) my homework at seven o'clock.

4. 1 (to finish) my homework by seven o'clock.

5. He (to think) that he (to lose) the money.

6. Ann (to tell) me that she (to see) an interesting film.

KoHnTposbHbIe 3a1anus 11 IPOMEKYTOYHOM aTTecTauuu
111 xypc

Bapuanr I
1. IlpoyuraiiTe U NepeBeINTE TEKCT.

Topical vocabulary

network — (BeruucIuTEIbHAS, KOMIIBIOTEPHAS ) CETh

society — o011ecTBO

to depend on — 3aBHCETH OT YEro-I100

application — npuoxeHue, IpUKIaIHAS TPOTPaMMa
software — nporpammHoe odecrieueHue; «coPhT»
productivity — mpou3BOAUTEIBHOCTD; IPOTYKTUBHOCTh

to result in — koHUaTHCS, UMETH PE3YIIBTATOM

privacy — uHIMBHIyaabHast cdhepa KU3HH

exotic curiosities — sx30THUecKas peaAKOCTh, TMKOBHHKA
indispensable — HezameHUMBII

business — (30.) npeanpusitue, hupma

origin — Havayo; MPOUCXOKICHUEC

word processing program — nporpamma 00pabOTKH TEKCTOB
computer network — KoMIprOTEpHAsE CETh

to link — coequHATE, CBA3BIBATE

to share data — coBMecTHO MCIIOIB30BATh PECYPC; ACTUTHCS JaHHBIMU
to transfer — mepenaBaTh, IEPEHOCUTH

Transmission Control Protocol (TCP) — npoTokoa ynpapiieHus nepeaaveii
IP number (Internet Protocol Number) — IP-nomep, IP-aapec
World Wide Web — BcemupHas nayTtuHa, ceTh
interconnected — B3auMOCBsI3aHHBIIH

to convert — mpeoOpa3oBBIBaThH

to transmit — nepeaaBathb

Internet service provider — npogaiinep ycnyr MHTepHeTa
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phone plugs — TenedonHbIe pazbEMBI

dial-up telephone connection — (kommyTHpyeMoe) coeTMHEHHUE TI0
Tene(oHHOM TUHUN

digital subscriber line (DSL) — uudposas aboHeHTCKas! JIMHUS
cable broadband — kaGenpHBIE UPOKOITOIOCHBIC COCTUHCHHSI
broadband technology — mmpoxomoiocHas TEXHOJIOTHS;
TEXHOJIOTHS IHUPOKOIOIOCHBIX IIepeaay

fiber-optic — Bo1oKOHHO-ONTHYECKHIA

wireless — 6ecripoBogHOM

to compress data — cxxkumath (YIJIOTHSATD) JaHHBIC

to access the Internet — umets moctyn B MHTEpHET

Wi-Fi (wireless fidelity) — 6ecipoBoiHast TOYHOCTH

radio waves — paTuoBOIHEI

appliances — ObITOBBIC AIEKTPOIIPHOOPHI

to integrate — o0ObeAMHATE

personal digital assistant (PDA) — mnepcoHanbHBIH 1TUGPOBOH CcekpeTaph (THI
cBepxJyiérkoro Muauratopaoro [1K)

to enable — naBaTh BO3MOXKHOCTH

power-line Internet — MHTepHET 10 JTUHUAM 3JICKTpOIepe1ay
intranet — uHTpaHeT

customized Web pages — HactpoeHHbIe (3aka3Hbie) Web cTpaHHIIBI
external source — BHEIIHUH UCTOYHHUK

extranet — skcTpaHer

employee — cayxaruii; paboTHUK

authorized user — aBTOpr30BaHHbBIH (TTOJTHOMOYHBIH ) MOJIH30BATE b
password — mapoJib

to gain access — moy4ars J0CTyI

a wide-area network (WAN) — riio6ajibHasi KOMIIBIOTEPHAS CETh

a local area network (LAN) — nokanbHas BeIuuCaIuTEIbHAsS ceTh, JIBC
in a close proximity — B TecHO#M OJM30CTH, BOIH3H

WLAN — 6ecnipoBonast JIBC

THE INTERNET, THE INTRANET, AND NETWORKS
We live in a rapidly changing information society — that is, a society in which
large groups of workers generate or depend on information to perform their jobs. The
need for more and better information will only continue to grow. Information
technology (IT) relates to processes and applications that create new methods to solve
problems, perform tasks, and manage communication. Simply put, Information
technology is the use of computers and software to manage information. Information
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technology plays a major role in the 21st century world; today, our economic
productivity is based more on technology than on any other advance. IT has resulted in
social issues related to privacy, intellectual property, and quality of life. Just a few
decades ago computers were considered exotic curiosities, used only by scientists and
the military. Today, they have become indispensable not only to businesses but to
common people as well. Who can imagine daily life without sending e-mails to
friends, booking airline tickets over the Internet, or preparing reports with word
processing program?

The Internet has profoundly changed the way people communicate, learn, do
business, and find entertainment. Although many people believe the Internet began in
the early 1990s, its origins can actually be traced to the late 1950s. Over the past
decades, the network evolved from a system for government and university researchers
into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of
networks linked together. All these computers communicate with one another; they
share data, resources, transfer information, etc. To do it they need to use the same
language or protocol: TCP / IP (Transmission Control Protocol / Internet Protocol) and
every computer is given an address or IP number. This number is a way to identify the
computer on the Internet.

The Internet’s most commonly used network for finding information is the
World Wide Web (or more simply, the Web. The Web is a collection of interconnected
Web sites or “pages” of text, graphics, audio and video within the Internet. To get on
the Internet, you need a computer, a modem, and an Internet service provider (ISP).
The modem (modulator-demodulator) converts the digital signals that can be
transmitted over telephone lines. Internet service providers provide customers with a
connection to the Internet through various phone plugs and cables. Today, connections
to the Internet include simple telephone lines (a dial-up telephone connection) or faster
digital subscriber lines (DSLs) and cable broadband that carry larger amounts of data
at quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet
connections that deliver data, voice, and video material. Broadband technology
combines digital, fiber-optic, and wireless network technologies that compress data
and transmit them at blinding speeds. And with new wireless technology, it is possible
to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless
fidelity — is a wireless network that connects various devices and allows them to
communicate with one another through radio waves. Wi-Fi allows high-speed wireless
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Internet connections when linked to a specially equipped modem. In the not-too-
distant future, experts expect Wi-Fi to link all sorts of devices — not just computers, but
lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives.
The basic equipment has changed drastically in the last few years. You may no longer
need a computer to use the Internet. New Generation mobile phones and PDAs,
personal digital assistants, also allow you to go online with wireless connections,
without cables. Telephone lines are not essential either. Satellites orbiting the Earth
enable your computer to send and receive Internet files. Finally, the power-line
Internet, still under development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization.
Using a series of customized Web pages, employees can quickly find information
about their firm as well as connect to external sources. Intranets limit access only to
employees or other authorized users. Generally, intranet sites are protected, and users
must supply both a user name and a password to gain access to a company’s intranet
site. Some firms open up their intranets to other selected users through an extranet, a
network of computers that permits selected companies and organizations to access the
same information. An extranet allows users to share data, process orders, and manage
information.

Both the Internet and intranets are examples of a computer network. Today, two
basic types of networks affect the way people obtain data and information. A wide-
area network (WAN) is a network that connects computers over a large geographic
area. The world’s most popular WAN is the Internet. A local-area network (LAN) is a
network that connects computers that are in close proximity to each other, such as an
office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity,
technologies allow the creation of WLANS, where cables or wires are replaced by
radio waves.

2. BbiOepuTe NpaBuIbHbIA BAPUAHT OTBETA:

1. Information technology relates to processes and applications that create new
methods to send sounds and signals through space by means of electromagnetic waves
/ to solve problems, perform tasks, and manage communication.

2. Simply put, Information technology is the use of computers and software to manage
the information society / information systems / information.

3. IT plays a major / secondary role in the 21st century world; our economic
productivity is based less / more on technology than on any other advance.

4. The IP number is the abbreviation for Internet Provider number / Internet Protocol
number / Intel Processor number.
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5. Although most of us think that the Internet began in the early 1990s, its origins can
actually be traced to the late1930s / the late 1940s / the late 1950s.

6. The Internet / the World Wide Web is the global information system that links many
computer networks together.

7. A collection of interconnected files or pages of audio, visual, and text data within
the Internet is known as Telnet / DSL / the Web.

8. The modem converts the different sounds / digital signals that can be transported /
transmitted over telephone lines / TV cables.

9. Simple telephone lines carry smaller / larger amounts of data at quicker / slower
transfer speeds than DSLs and cable broadband.

10. Wi-Fi — short for wired fidelity / wireless fidelity — is a wireless / wired network
that connects various devices and allows them to communicate with one another
through radio waves / telephone lines.

3. OTBeTbTE HA BONPOCHI.

1. What is information technology? What role does information technology play in the
21st century world?

. How has the evolution of the Internet affected the world?

. What connections to the Internet are available nowadays?

. Characterize broadband technology.

. What is Wi-Fi?

. What is an intranet? An extranet? How are they used?

. Distinguish between WAN and LAN.

. Explain what WLANS are.

~N O OB W W

. BcraBbTe yactuny to rae 3To Heo0X0aAUMO:

. | like ... play the guitar.

. My brother can ... speak French.

. We had ... put on our overcoats because it was cold.
. They wanted ... cross the river.

. It is high time for you ... go to bed.

. May | ... use your, telephone?

. They heard the girl ... cry out with joy.

~NOo ok W NS

5. 3aMeHHUTe Bbl/IeJIeHHbIE YACTH MpPeAJI0KeHnH MHPUHUTUBHBIMUA 000POTAMM:
Obpasey: The boy had many toys which he could play with.
The boy had many toys to play with.
1. | have no books which I can read.
2. Is there anybody who will help you with your spelling?
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3. Don’t forget that she has a baby which she must take care of.

4. Have you got nothing that you want to say on this subject?

5. There was nothing that he could do except go home.

6. | have only a few minutes in which I can explain these words to you.

7. 1 have an examination which | must take soon, so I can’t go the theatre with you

Bapuanr Il
1. IIpouuraiiTe U NepeBeaUTE TEKCT.

Topical vocabulary

business assets — Ou3Hec-aKTUBBI; KAITUTAJ; JIOCTOSTHUE JCIOBOM JKU3HU
information  security —  uwHpOpMaIMOHHAs  O€30MacHOCTh,  OOECICYCHHE
MH(}OpPMaAMOHHOW 0€30MaCHOCTH

unauthorized user — HecaHKIIMOHUPOBAHHBIN; HETIOJIHOMOYHBII MOJTB30BATEITh
disclosure — packpeitue

disruption — cpbIB; HapylcHHE

modification — monuguKkalus, BUIOU3MEHEHUE

Inspection — uHCHIEKIMS: TPOBEpPKa

destruction — yauutoxxeHue, pa3pyuicHue

threat — yrposa

computer crime — KOMITBIOTEPHAS IPECTYITHOCTH (MPECTYILICHHE)

disaster — 6encTBHe; aBapus; KaTacTpoda

malicious intentions — BpeioHOCHBIC (TIPECTYITHBIC) HAMEPEHUS

cracker — “kpakep”; B3JIOMIIHUK KOMIITBIOTEPHBIX CHCTEM

black hat hacker — “uépubIii” xakep

classified information = — 3acekpedennas nadopMaIus;

sensitive information cekpeTHble CBEACHUS

outsider — mocTopoHHEE JTUIIO

to alter data — usmeHsaTs 1aHHEBIE

Inaccurate — HeTOYHBIH

misleading — BBoasAIIHI B 3a01yKACHIE; OOMaHHBII

illegal transactions — He3akoHHBIE CACTKH

illicit benefit — He3akonHast BeITO/1a

violation — HapymeHue; mpecTyrieHue

the Computer Emergency — koopanHaIMOHHBIN IIEHTp pearupoBaHusi Response Team
Center na upe3BbIuaiiHbie KOMITbIOTEepHBIC TpoucinecTBus (CILIA)

to soar — pe3ko Bo3pacTarb

scam — Ha/lyBaTeIhCTBO, OOMaH
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fraud — MomeHHUYECTBO

phishing — ¢ummHr (pacchlika 3JEKTPOHHBIX COOOMICHHH M0 MHTEpHETY OT MMEHH
COJIMJTHBIX KOMITAHHH C IIEJTBI0 TIOJTYYCHHUS UX JIMYHBIX JTAHHBIX )

piracy — KOMIbIOTEPHOE ITUPATCTBO

copyrighted software — nporpammbl, OXpaHseMbIe aBTOPCKAM TPAaBOM

vulnerable — ys3BumbIii

to hack into — B31aMbIBaTh; MPOHUKATH

to embarrass — mpuBOIUTH B 3aMEIIATEIHCTBO

supposedly — mpeamnonokuTeIbHO

to post evidence — oTHpaBUTh JOKA3aTCILCTBA

(to) break-in — B3;10M; B3/1aMbIBaTh

the U.S. Space and Naval War Systems Command — xoMaHI0BaHHE BOCHHBIMHU
KocMu4yeckuMu U Mopckumu cucteMamu (CIIIA)

competitor — KOHKypeHT

thief — Bop

to raid — peiiepcku 3aXBaThIBaTh; IPaOUTh

database — 6a3a naHHbBIX

security breach — (3m) B311oM crucTeMbl 0€30aCHOCTH

annually — exxeromno

estimated cost — mocunTaHHBIEC 3aTPATHI

system administrator — cucTeMHBII aIMHHUACTPATOP

to implement — BBITOIHATE, OCYIIECTBIIATH, IPOBOIUTH

to prevent — npenoTBpamaTh, NPEAYIPEIKIATH

firewall — mexxceTeBoit 3aIUTHBIN SKpaH, OpaHIMAYIP

to log system use — perucTpupoBaTh MOJIB30BAHNE CHCTEMOM

to log on with invalid password — BxomuTh B cUCTEMY C HEACHCTBUTEIBLHBIM TTAPOJIEM

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they also
become progressively harder to replace. When computers are connected to a network,
a problem at any location can affect the entire work. Perhaps the most significant
problem businesses face as a result of computer technology is information security.
Information security means protecting information and information systems from
unauthorized access, use, disclosure, disruption, modification, inspection, recording or
destruction. There are three important security threats that may damage information
systems: computer crime, viruses, and disasters.

COMPUTER CRIME
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Computers provide efficient ways for people to share information. But they may also
allow people with more malicious intentions to access information. Or they may allow
crackers, or black hat hackers — computer criminals who use technology to perform
a variety of crimes — to gain access to classified information. Common computer
crimes involve stealing or altering data in several ways:

Employees or outsiders may change or invent data to produce inaccurate or misleading
information.

Employees or outsiders may modify computer programs to create false information or
illegal transactions or to insert viruses.

Unauthorized people can access computer systems for their own illicit benefit or
knowledge or just to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as
reported to the Computer Emergency Response Team Coordination Center, located on
the Web at http://www.cert.org, has risen sharply in recent years. In 1990, only six
incidents were reported. Recently, the number of reported incidents soared to over
82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables, and
phishing, bank fraud, to get banking information such as passwords of Internet bank
accounts or credit card details. Both crimes use emails or websites that look like those
of real organizations. Piracy, the illegal copying and distribution of copyrighted
software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer crime.
Computer hackers sometimes work alone and sometimes in groups. One pair of
hackers, nicknamed the “Deceptive Duo”, once claimed that they hacked into Midwest
Express Airlines’ intranet. In an email to several news organizations, the hackers said
that their goal was to embarrass the airline and show how easy it is to gain access to
supposedly secure networks. The hackers even posted evidence of their break-in on the
Web site of the U.S. Space and Naval War Systems Command. In one recent case,
Russian hackers broke into Citibank’s network and electronically stole $10 million.
Companies with valuable or sensitive information stored in a computer worry about
competitors or thieves raiding the database simply by dialing in through a modem.
Even firms that don’t share their databases are subject to security breaches. In recent
years U.S. corporations have spent more than $10 billion annually on network security.
Even so, the estimated annual cost of computer crime is as high as $15 billion. The
entire U.S. electronic infrastructure, including banks, financial markets, transportation
systems, power grids, and telecommunication systems, could be vulnerable to attack.
Companies and organizations must take strong precautions to protect themselves.
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System administrators implement two basic protections against computer crime: They
try to prevent access to their systems by unauthorized users and the viewing of data by
unauthorized system users. To prevent access, the simplest method requires authorized
users to enter passwords. An intranet blocks outsiders without valid passwords from
entering its network by incorporating software known as a firewall. Firewalls limit
data transfers to certain locations and log system use so managers can identify attempts
to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may use
encryption software, which encodes, or scrambles, messages. Information security uses
cryptography to transform information into a form that renders it unusable by anyone
other than an authorized user; this process is called encryption. To read encrypted
messages, users must use a key to convert them to regular text. Information that has
been encrypted (rendered unusable) can be transformed back into its original usable
form by an authorized user, who possesses the cryptographic key, through the process
of decryption. The length and strength of the cryptographic key is an important
consideration. A key that is weak or too short will produce weak encryption. More
than one key can be used to encrypt and decrypt sensitive information. The keys used
for encryption and decryption must be protected from disclosure and destruction and
they must be available when needed. Cryptography is used in information security to
protect information from unauthorized or accidental disclosure while the information
Is in transit and while information is in storage. But as fast as software developers
invent new and more elaborate protective measures, hackers seem to break through
their defenses. So security is an ongoing battle.

2. BepHo Wwiu HeBepHO?
Ilpumep: In my opinion it is true that... / To my mind it is false that ... because...

1. The growth of information technology and the Internet has resulted in such a
significant problem as information security.

2. There are two important security threats that may damage information systems:
computer crime and viruses.

3. Crackers, or black hat hackers, are computer criminals who use technology to
perform various crimes.

4. The number of violations of Internet security has fallen sharply in recent years.

5. Internet-based crimes include phishing, email fraud to obtain money or valuables,
and scam, bank fraud, to get banking information.

6. Computer technology is widely used to pirate copyrighted works such as films and
music.

7. Nowadays all organizations are vulnerable to computer crime.
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8. Sometimes hackers want to show how easy it is to gain access to supposedly secure
networks.

9. The firms that don’t share their databases are completely protected against security
breaches.

10. U.S. corporations seldom spend money on network security though the estimated
annual cost of computer crime is as high as $15 billion.

3. OTBeTHTE HA BONPOCHI.

1. Name the most significant problem that businesses and organizations face as a result
of computer technology.

2. What is information security?

3. Identify the three important threats that may damage information systems.

4. Explain the term “black hat hacker”.

5. What do common computer crimes involve?

6. What do Internet-based crimes include? Explain the terms “scam”, “phishing” and
“piracy”.

7. Why must companies and organizations take strong precautions to protect
themselves?

8. What basic protections do system administrators implement against computer
crime?

9. Explain how firewalls work.

10. What is cryptography used for? Describe the processes of encryption and
decryption.

11. Why is it said that security is an ongoing battle

4. IlepeBeaMTEHAPYCCKUMSA3BIK:

1. Everybody expected her to marry Nick.

2. | would-like them to come as soon as possible.
3.l expect you t join us.

4. | don't want to see you in this company

5. We would like you to visit us.

6. | hate you to play the piano.

7. My mother wants me to study better.

5. [lepedpasupyiiTenpenioxeHusinoodpasmy:
Obpasey:. The boy was playing football in the yard (see).
We saw the boy play football in the yard.

1. They came back at once (make).
2. You must do it yourself (want).
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3. The boy said something in a low voice (hear).
4. She is waiting for Mary (believe).

5. He is a very talented actor (know).

6. My son is going to become a surgeon (want).
7. The girl was singing a very lovely song (hear).

KonTposbHblie 3a1anus Kk 11 depeHunpoBaHHOMY 3a4eTy
IV kypc
Bapuanr |
Topical vocabulary
computer Virus — KOMIIbIOTEPHBIN BUPYC
hidden program — ckpseITast mporpamma
to erase data — crepeTh 1aHHBIC
to corrupt data — moBpexaaTh JaHHBIC
to attach — mpuKpeImIATE; TOIKITIOYATh
host — xoct — oOmWiA TEPMUH, OMKCHIBAIOIIMN HEYTO, COACPIKAIIee Pecypc H
MPEOCTABIISIONIEE K HEMY JTOCTYII
host program — riraBHasi (OCHOBHAs) Iporpamma
dormant — 6e3aeicTByIOMIMI, HEAKTHUBHBIIN
infection — 3apaxenue
to infect — 3apaxxath, HHOUIPOBATH
to reproduce — BOCIpOU3BOIUTH
t0 copy — konMpoBaTh
electronic bulletin board — snexTponHas qocka 0ObSIBICHUI
to download programs or data — 3arpy»ars (ckauuBaTh) POrPaAMMBbI HITH TaHHBIE
logic bomb — noruueckas Gomo6a
to trigger — 3amyckaTh, IPUBOMTD B JACHCTBHUEC
boot sector virus — Bupyc cexropa 3arpy3ku
file virus — Bupyc, 3apaxaronuii daiin (mo0aBnsrONMI ceOS K COACPKUMOMY
daiina)
MAacro Virus — MakpoBupyc (pactpocTpaHsIeMbIil uepe3 MaKpOKOMaH/IbI )
scripting language — CKpUITOBBI# SI3BIK, S3IK MIOATOTOBKH CIICHAPHCB
email virus — mo4toBsIi BUpYyC (miepeaBaeMblii 10 SJIEKTPOHHOM MOYTE)
spreadsheet — sekTpoHHast TabimIa
victim — sxepTBa
companion Virus — COnyTCTBYOIIUI BUPYC, BUPYC-KOMITAHBOH
to execute a program — BBIIOJIHATE IPOrPaMMy
cross-site scripting virus — Me>xcaiTOBbIN CKPUIITUHTOBBINA BUPYC
to replicate — TupaxupoBarth, KOMUPOBATH
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polymorphic virus — monumopdHbIii (CaMON3MEHSIOIIHUNCS) BUPYC

Trojan horse — TposiHCKHIi KOHB, TPOSIHCKAS ITpOrpamMma

WOrm — 4epBb

impostor files — oOManHbIe (aiisl

to insert a code — BCTaBJIATh IPOTPAMMY

backdoor — «aépHbIii X01», TOCTYII C YEPHOTO X0/

by exploiting security flaws — rcronb3yst U3bSHBI B CUCTEME OC30TTaCHOCTH

true computer Viruses — HCTUHHBIC BUPYCHI

self-contained — caMoCTOSTENBHBIN; CAMOIOCTATOUYHBIN

adware — anBip; OCCIUIATHBIA MPOrPAMMHBIN MPOAYKT C pa3sMEMEHHOW B HEM
peKIIamMon

subset — moarpynma

malware — BpetoHOCHas IporpaMmma

sophistication — u30mpPEHHOCTD; CI0KHOCTH

antivirus software program — aHTUBHpyCHas IporpaMma

to eliminate — yctpaHsTh, TUKBUIMPOBATD

to spot — orno3HaBaTh, OOHAPYKUBATH

to update — oOHOBIIATH

to emphasize security — npugaBaTh 0co00€ 3HaUCHUE 00CCIICUCHUIO OC30ITaCHOCTH

Web gateways — MHTepHET-IIUTIO3BI

attachments to email — Bro>xeHwusI B 2JIGKTPOHHOM TTHCHME

PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidd
programs that can work their way into computer systems and erase or corrupt data a
programs. Viruses are programs that secretly attach themselves to other programs
files, known as the host, and change them or destroy data. Viruses can be programm
to become active immediately or to remain dormant for a period of time, after which t
infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the sar
drive. It spreads as users install infected software on their systems or exchange fil
with others, usually by exchanging email, accessing electronic bulletin boards, tradi
disks, or downloading programs or data from unknown sources on the Internet. Becat
SO many computers are interconnected, viruses can spread quickly, infecting all t
computers linked on a local area network and then spreading over the Internet to otf
computers and networks. The Melissa virus infected 350,000 computers in the Unit
States and Europe. The Mydoom virus infected a quarter-million computers in a sing
day in January 2004. The so-called “Love Bug” virus alone caused an estimated $
billion in damage. Viruses can do more damage today than ever before and ct
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organizations billions of dollars each year. Most viruses are created by black-}
hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified
a particular type of virus. The main virus types include:
logic bombs that destroy data when triggered

boot sector viruses that store themselves in the boot sector of a disk

file viruses that attach themselves to COM files (programs that have a COM extensi
e.g. command.com)

macro viruses, often written in the scripting languages for Microsoft programs such
Word or Excel, are spread in Microsoft Office by infecting documents and spreadshee
email viruses which use email messages as a mode of transport and copy themselves
automatically mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new progre
which is executed instead of the intended program

cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files
themselves, but also change their digital signature every time they replicate

Two other types of malware — Trojan horses and worms — are often classified
viruses, but are actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but,
fact, are malicious. A Trojan horse appears to do one thing (install a screen saver,
show a picture inside an email for example) when in fact it does something entire
different, and potentially malicious, such as erase files. Trojans can also open backdoc
so that computer hackers can gain access to passwords and other personal informati
stored on a computer. Trojans don’t copy themselves or reproduce by infecting otk
files.

Worms are self-copying programs that have the capacity to move from one
computer to another without human help, by exploiting security flaws in computer
networks. Worms are self-contained and don’t need to be attached to a document or
program the way viruses do. It is note-worthy that different types of malicious
software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For
example, “ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase
in sophistication as well. The simplest way to protect against computer viruses is to
install one of the many available antivirus software programs, such as Norton Anti-
Virus and McAfee Virus Scan. There is no way to entirely stop the spread of
computer viruses, because new ones are created all the time. However, a number of
excellent “vaccine” programs exist that search for and destroy viruses and prevent
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new ones from infecting your computer system.

These programs continuously monitor systems for viruses and automatically
eliminate any they spot. Anti-virus and anti-malware programs can provide real-
time protection against the installation of malware on a computer. The software
scans disk files at download time, and blocks the activity of components known to
represent malware. Users should regularly update antivirus software programs by
going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in
software design, corporate servers, Web gateways, and Internet service providers.
Because around 80 percent of the world’s PCs run on Microsoft operating systems,
a single virus can spread quickly among them. Computer users should carefully
choose the files they load onto their systems, scan their systems regularly, make
sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails,
since this is the way many viruses are spread.

1. BoiOepure npaBUIIbHBIN BAPHAHT OTBETA.

1. A computer virus is

a) the name given to unwanted messages, mainly commercial advertising

b) a visible program which accidentally attaches itself to other programs and can
be easily deleted by the user

¢) a hidden program which secretly attaches itself to other programs and changes
them or destroys data

2. Viruses are programmed

a) to activate themselves immediately after the infected software has been installed
b) to remain dormant for a certain period of time

c) either to become active immediately or to remain dormant for a period of time

3. True computer viruses include

a) macro viruses, email viruses, and worms

b) macro viruses, email viruses, and logic bombs
¢) Trojans and worms

4. A logic bomb is a virus

a) which is set to trigger when specific conditions are met

b) which is spread in Microsoft Office by infecting documents and spreadsheets
¢) which uses email messages as a mode of transport
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5. One of the most dangerous viruses is a virus that changes its digital signature
every time it replicates. Such viruses are very difficult to detect. They are called

a) macro viruses

b) micro viruses

¢) polymorphic viruses

6. A program that can open a backdoor to the computer so that crackers can gain
access to sensitive information is known as

a) aworm

b) a Trojan horse

C) an adware

7. Programs that replicate themselves from system to system without the use of a
host file are known as

a) worms

b) Trojans

C) true viruses

8. Unlike viruses, worms don’t need to be attached to a document or program as
they are

a) self-confident

b)self-controlled

c) self-contained

9. Love Bug, Mydoom and Melissa are the examples of
a) true viruses

b) worms

c) Trojans

10. The main difference between the terms “viruses’ and “malware” is that
a) viruses are much more dangerous than other types of malware

b) all other types of malware are much more dangerous than viruses

c) all viruses are malwares but not all malwares are viruses

11. The simplest way to protect against computer viruses is

a) to have no computer at all

b) to monitor access 24 hours a day

c) to use reliable and up-to-date anti-virus and anti-malware software
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2. OTBeTbTE HA BONPOCHI.

1. What is a computer virus? How does a computer virus work?

2. What are the ways viruses spread? Why can viruses spread so quickly?

3. Name some of the famous viruses used to spread worldwide.

4. Enumerate the main types of true viruses. Which of the virus types given in the
text do you think to be the most dangerous and why?

5. Describe a malicious program called “a Trojan horse”. 6. Explain what a
computer worm is.

7. How do Trojans and worms differ from true viruses?

8. How do “vaccine” anti-virus programs work?

9. What is real-time protection provided by anti-virus and anti-malware programs?

10. Name the main steps individuals and organizations should take to prevent
Viruses.

3. BoiOepuTte u3 ck000K Tpedyomyocs GopMy NpU4aCTHsL:

1. a) The girl (writing, written) on the blackboardis our best pupil.

b) Everything (writing, written) here is quite right.

2.a) The house (surrounding, surrounded) by talltrees is very beautiful.
b) The wall (surrounding, surrounded) the house was very high.

3.a) Who is that boy (doing, done) his homeworkat that table?

b) The exercises (doing, done) by the pupils were easy.

4.a) The girl (washing, washed) the floor is mysister.

b) The floor (washing, washed) by Helen looked very clean.

4. 3aMeHUTe NMPUAATOYHBbIE ONpeNeuTelbHbIE MPeIJI0KEeHUS MPUYACTHBIMHA
odoporamm:

Oobpasey:. All the people who live in this house are students.
All the people living in this house are students.

1. The woman who is speaking now is our secretary. 2. The apparatus that stands on
the table in the corner of the laboratory is quite new.3. The young man who helps the
professor in his experiments studies at an evening school for laboratory workers. 4.
People who take books from the library must return them in time. 5. There are many
pupils in our class who take part in all kinds of extra-curricular activities.

Bapuanr 1l

Topical vocabulary
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natural disaster — cruxuitnoe GecTBUE

man-made disaster — rexHoreHHas aBapus (kaTactpoda)

power failure — HapyIeHHE IEKTPOCHAOKEHUS

software glitch — c6oii mporpaMMHOTo OOCCIICUEHUS

to disrupt — mHapymarh, IPUBOJIUTH K CPBIBY

equipment malfunction — rencipaBHOCTE 000PYIOBaHUS
deliberate attempt — npennamepeHHast mombITKA

data loss — motepst JaHHBIX

power outage — OTKJIFOUYEHHUE FJICKTPOIHEPTUH

unpredictable — Herpencka3yemblii

to respond to — pearupoBath, 0TBeYaTh (Ha YTO-JIHOO)

to ensure — obecrieunBaTh, rapaHTUPOBATH

continued operation — HenpepbIBHAs paboTa

vital — *KH3HEHHO BayKHBIN

reCovery — BOCCTaHOBJICHUE

disaster recovery — BoccTaHOBIIEHHE TIOCTIE OCACTBUS

computer system failure — aBapust KOMITBIOTEPHBIX CHCTEM

data safety — 6e3omacHOCTh JaHHBIX

... of paramount importance — nepBOCTENEHHON BaKHOCTH
backup — pe3epBHas xonus

to back up — menate pesepBHBIC KOTUU

at least — mo meHbIICH Mepe

location — (onpenenénnoe) MecTo;

MECTO pa3MeIIeHuUs

archiving — apxuBHUpOBaHHE; COXPAHCHHE

hard image — pe3epBHbIi 00pa3 AKucKa; 00pa3 TUCKOBOM MaMATH
hard disk imaging — co3manue pe3epBHOrO oOpasa jaucka (3amuch oOpasza JucKa Ha
3alOMHMHAIOIIEM YCTPOMCTBE)

mirror image — 3epkajabHbINA 00pa3

to recreate — Bocco3maBaThb

actual content — geldcTBUTEBHBIN (TEKyIIHMi) KOHTEHT (MH(DOPMAIMOHHOE
HaIOJIHCHUE)

In its entirety — Bo Bceii MOJHOTE; MOJHOCTHIO

partition — pasaen (aucka)

to restore — BoccTaHaBIMBATh

online data backup — pe3epBHOe KonrpoBanue B cucteMe online
external storage device — ycTpOHCTBO BHEIIHEH MaMSATH, BHEIIHEE 3alTOMHHAIOIICE
YCTPOUCTBO

affordable — nenmoporoii, noctymnHsrii
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backup site — pesepBHBIN y3en; pe3epBHOEC MPOU3BOJCTBEHHOE IMOMEIICHHE (s
pa3MeIleHus BBIYUCIUTEIbHBIX

CPE/CTB B Cllydae CTUXUHHOTO OeCTBUA)

cold (warm, hot) backup site — «xomoaHbIH» («TEILIBIIY, «TOPSUNi») pe3epPBHBIM
y3el

data center — BRIYHCITUTETHHBIN IEHTP

accessible — noctymHbrii

...it involves downtime — mnpoucxoauT BpeMs MNPocTos (HOTEpPs MAIIMHHOIO
BPEMECHM)

remote storage facility =

off-site storage facility — ynanéunoe xpaHuiuiie JaHHBIX

efficient — s bexTuBHBIH

replica — Tounas xomus

...the only item that needs

to be added — equHCTBEHHOE, YTO HYKHO JO0ABUTH.

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP

Natural disasters, power failures, equipment malfunctions, software glitches, human
error, and terrorist attacks can disrupt even the most sophisticated computer systems.
Man-made disasters can range from a catastrophic operator error to a deliberate
attempt to cause damage. Mistakes can cause data loss, power outages, and a wide
variety of other problems. We can often stop disasters caused by man, but there is
nothing we can do that can stop the natural disasters. These natural disasters such as
floods, earthquakes, hurricanes, volcanoes, tsunami, or wildfire are unpredictable and
within a short span of time can destroy information and communication systems.
Whether a disaster is natural or man-made, companies and organizations must be
ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of
ensuring the continued operation of those systems, and their rapid recovery, has
increased.

One of the most important aspects of disaster recovery is to have a solid disaster
recovery plan. Disaster recovery means bringing IT systems and functions back
online after a disruption. A disaster recovery plan is intended to keep a company as
functional as possible during a disaster and to help the company recover quickly in
the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that
had a major loss of business data, 43% never reopen and 29% close within two years.
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The most effective way to avoid the loss of data is to create frequent backups of your
files. If this data is really sensitive, it is important to store at least two copies of it and
keep at least one copy in a secure, remote location. In IT, a backup, or the process of
backing up, refers to the copying and archiving of computer data so it may be used to
restore the original after a data loss event. Some methods of backup are more reliable
than others, while others may be more convenient than some. In order to protect your
business data, it is important to have a solution that is both reliable and convenient.
Hard disk imaging, often referred to as cloning, is one of the most popular and
efficient methods of storing important data. This type of system saves every piece of
data on your hard drive. This unique process allows you to create a mirror image of a
disk at a specific point of time. A disk image can be compared to a photo image. It is
capable of being recreated into the actual contents, just as a photograph can be used
to recreate a specific scene at a specific point in the past. In the event of a complete
system failure, the data on your hard disk can be easily recreated in its entirety, even
your partitions and file system. It is also the fastest and easiest method of data
backup, enabling you to quickly restore data following an unexpected catastrophe.
Online data backup is a solution growing in popularity. This type of solution calls
for your data to be stored on a secure server in a remote location. With online data
backup, your data is safe; the computer encrypts your files before sending them, and
files are secured with password protection. Backups can be done automatically and
data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices.
These are simple, affordable and come in many different forms. The most common
devices are external hard drives and modern inventions, such as encrypted flash
drives.

One of the most critical aspects of network security is to have a location from which
the recovery can take place. This location is known as a backup site. In the event of a
disaster, a backup site is where your data center will be recreated, and where you will
operate from, during the disaster. There are three basic types of backup sites: cold,
warm, and hot. (These terms do not refer to the temperature of the backup site;
instead, they refer to the effort required to begin operations at the backup site in the
event of a disaster).

A cold backup site is an offline database that is not accessible for updates and is
generally a space that has been reserved within a building. With a cold backup site,
everything that is required to restore service must be delivered to the site. Although
cold backup sites are the least expensive way of backing up data, they involve
downtime to restore service to the users since they cannot access the database during
the recovery process.
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A warm backup site is a site that is already equipped with hardware that contains a
backup of the information that is contained in the data center. Before you can use a
warm backup site to restore service, the most recent backups from the remote storage
facility must be delivered before recovery can begin. Although a warm backup site
contains backups, the information may be incomplete due to the fact that the backup
may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery.
With a hot backup site, users can continue to access the database while restoration is
In process. Recovery can take place within a few hours due to the fact that the hot
backup contains a replica of the current data in the data center. The only item that
needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster
recovery, a location within your own organization, or a shared facility by multiple
organizations.

1. BeiOepure npaBUIIbHBIN BAPHAHT OTBETA.

1. Can people stop disasters?

a) We can often stop natural disasters, but there is nothing we can do that can stop
disasters caused by man.

b) We can often stop disasters caused by man, but there is nothing we can do that can
stop the natural disasters.

¢) We can stop any disaster regardless of whether it is natural or man-made.
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2. A disaster recovery plan is intended

a) to estimate the cost of damage in the event of a disaster

b) to ensure psychological recovery of people in the event of a disaster

c) to decide how to prevent system failures and continue operations if computer
systems fail

3. One of the most important aspects of disaster recovery is
a) data verification

b) data transmission

C) data safety

4. In order to avoid an untimely disaster, the best insurance policy involves
frequently

a) scrambling all important data

b) backing up all important data

c¢) compressing all important data

5. The fastest and easiest method of data backup is
a) hard disk imaging

b) online data backup

¢) the use of external storage devices

6. Hard disk imaging is often referred to as
a) online backup

b) offsite backup

¢) cloning

7. There are many advantages to online backup, including:

a) The data can be easily recreated in its entirety, even partitions and the file system.
b) The device is very small so you can carry it with you and it plugs into any PC with
a USB port.

¢) By having your data stored on a remote hard drive, you run little or no risk of
losing your data as a result of fire, theft, or any other disaster

8. A location where a business can easily relocate following a disaster, such as a fire,
flood, or terrorist attack, is known as

a) a backup host

b) a backup file

c) a backup site
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9. What do the terms “cold”, “warm” and “hot” refer to when describing the backup
site?

a) These terms refer to the temperature of the backup site.

b) These terms refer to the season at which the backup site begins to function (is
made operational).

c) These terms refer to the effort required to begin operations in the event of a
disaster.

10. With a hot backup site,

a) users cannot access the database during the recovery process

b) users can continue to access the database while restoration is in process
C) users have access to the database but the information is incomplete

11. A backup site where the most recent backups from the remote storage facility
must be delivered before recovery can begin is called

a) a cold backup site

b) a warm backup site

¢) a hot backup site

12. Offsite backup sites can be provided

a) exclusively by organizations that specialize in disaster recovery

b) by organizations that specialize in disaster recovery, or a shared facility by
multiple organizations

c¢) by organizations that specialize in disaster recovery, a location within your own
organization, or a facility shared by multiple organizations

2. OTBeTHTE HA BONPOCHI.

1. What disastrous events can disrupt even the most sophisticated computer systems?
2. Differentiate between natural and man-made disasters.

3. What is a disaster recovery plan? Why is it so important for companies and
organizations?

4. Assess the importance of data safety to network security.

5. What is the most effective way to avoid data loss?

6. Describe the process of hard disk imaging.

7. What are the advantages of online data backup?

8. Name the most common external storage devices.

9. What is a backup site? What are the three basic types of backup sites?
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10. Characterize a cold backup site. Why does it involve downtime to restore service
to the users?

3. [lepeBeauTe Ha PyCCKUi sI3bIK, OOpamiasi BHUMaHUue Ha pa3Hbie (GPopMbl
TepyHAMS:

1. Watching football matches may be exciting enough, but of course it is more
exciting playing football. 2. She stopped coming to see us, and | wondered what
had happened to her. 3. Can you remember having seen the man before? 4. She
was terrified of having to speak to anybody, and even more, of being spoken to.
5. He was on the point of leaving the club, as the porter stopped him. 6. After
being corrected by the teacher, the students' papers were returned to them.

4. B caenyonmux npeaiosKeHUusiX 3aMeHNTe NPUIATOYHbIE JONMOJHUTEIbHbIE
repyHamemM c¢ mpeaaorom of:

Obpasey: She thought she would go to the country for the week-end.
She thought of going to the country for the week-end.

1. I thought | would come and see you tomorrow. 2. | am thinking that | shall go
out to the country tomorrow to see my mother. 3. What do you think you will do
tomorrow? 4. | don't know now; | thought | would go to the zoo, but the weather
Is so bad that probably I shan't go. 5. | hear there are some English books at our
institute book-stall now. - So you are thinking that you will buy some, aren't
you? 6. | thought I would work in the library this evening, but as you have
come, | won't go to the library.

KourpouabHas padora
2 kypc 3 cemectp.

Bapuanr 1

1. CoBMecTHTE CJI0BA H CJIOBOCOYETAHUS U3 ABYX KOJ/JIOHOK:
Tem3a to carry luggage
3maHue mapJaMeHTa Buckingham palace
buner hand luggage
YnakoBBIBaTh BEIIHU the Thames
bpuranckuit mysei the Houses of Parliame
HecTtu Garax to pack bags
BykuHreMckuii nBopert a ticket
Pyunas xiajip the British Museum
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JlocTonmpumMedaTeabHO a window seat
MecTo y OKHa places of interest

2. I[OIIOJIHI/ITC NPEAJOKECHUA U MEPEBCAUTE UX:
1. Great Britain consists of... parts.

2. The capital of Wales is... .

3. The official head of the United Kingdom is... .

3. OOpa3yiiTe OTPULATEJBHYI) M BONPOCHTEJbHYI0 (OPMBI OT [JAHHOIO

NMPEAIOKCHUS
The Queen lives in Buckingham palace.

4. I/ICIIpaBbTe Ollll/lﬁKI/I, CCJIM TAKOBbIC UMCHOTCH ¢
1. He doesn’t likes studying.

2. She drive a car very fast.

3. They have many friends.

4. After dinner he listens to the music or watch TV

Bapuanr 1l
1. CoBMecTHTE CJI0BA U CJIOBOCOYETAHUS U3 ABYX KOJIOHOK:
[Tocagounslii OueT passengers
Tpadanerapckas romaib Westminster Abbey
Perucrpanus a window seat
Howmep peiica a boarding card
BectmuncTepckoe AGOGATCTBO to be situated on
MecTo B 11eHTpe Trafalgar Square
Pacmonararbcst Ha flight number
[Maccaxxupsr check-in desk
3nmaHue mapjIaMeHTa the United Kingdom
Coenunennoe KoponeBcTBo the Houses of Parliament
2. JlomoJiHMTE NPEeAJIOKeHHUS U NepeBeauTe Ux:
1. The climate of Great Britain is ... .
2. The Houses of Parliament is famous for its big hour bell known as ... .
3. The capital of Northern Ireland is ... .

3. OO0pa3yiiTe O0OTPpULATEJIBHYH) U BONPOCHUTENbHYI0 (OpPMBI OT
NpeaJI0KeHUA:
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He bought the ticket two days ago.

4
1
2.
3
4
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4

. UcnpaBbTe OIINOKH, €CJIM TAKOBbIE HMEIOTCS:
. They didn’t visited their granny last week.

We maked many mistakes in the test.

. When were you born?

. Did you like the film? — No | not.

Kontposasbnasi padora
2 kypc 4 cemecTp

Bapuanr |
. BcraBbTe raarognl B Present Simple:
. We (not/speak) French.
. A lot of teenagers (play) computer games.
(you/study) English every day?
. He (visit) his grandmother twice a year.
. BecraBbTe raarognl B Past Simple:
.Mary _ (go) to school yesterday.
(you/go) to the cinema on Sunday?
. He (not/pass) his exam last week.
.She __ (see) him two days ago.
. BeraBbTe ruaroasl B Present, Past wam Future Simple:
.He  (to be) a student twenty years ago.
.She __ (call) you in a few minutes.

: (you/buy) milk yesterday?
I (get up) at 7 am every morning.

. BoiGepure cooTBeTcTBYIOILYI0 hopmy riiarosa Future Simple nwiau to

be going to:

1.1 (call) you. I promise.

2. (you /help) me, please?

3. Ithinkhe __ (not/pass) his driving test.

4. | have some plans for Monday. | (visit) my sister.

Bapuanr 1|
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. BeraBbTe ruaroasl B Present Simple:

. My father (work) in a bank.

A (watch) TV every day.

: (you/speak) English?

. She (not/go) to school on Sunday.

. BcraBbTe raarognl B Past Simple:
A (do) my homework in the evening.
. He (not/write) a letter to his aunt.

(you/go) for a walk?

. He (buy) some apples for dinner.

. BcraBbTe raarognl B Present, Past mam Future Simple:

.He  (to be) in Moscow tomorrow.
.My sister _ (fall) ill last week.

. British people _ (like) drinking tea a lot.
. Good-bye! | (call) you next week.

. Boioepure cooTBeTcTBYIOIYI0 hopmy raarosa Future Simple niam to

be going to:

.What _ (you/do) tomorrow evening?

. The doctor __ (to be) here in five minutes.

. Hewon’tbe at home. He  (leave) Moscow tonight.
. Do you think she _ (call) us tomorrow?

KonTposbHas padora
3 kypc S cemecTp.
Bapuanr |

. 3anosiauTe mponycku (Present or Past Simple Passive):
. My parents .... (invite) to the party last week.

. Our flat ... (clean) every week.

. The local library .... (destroy) by a fire two years ago.

. Dinner .... (serve) at 7 o’clock every evening.

3akoHYNTEe TMpeJIOKeHUsl, MOA00pPaB IJarojbl MO CMBICJIY.

npeaio:xkenns B Present uau Past Simple Passive:

damage cause invite make
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. Many accidents ..... by dangerous driving.

. Cheese .... from milk.

. The roof of the building ..... in a storm a few days ago.
.You ..... to the wedding. Why didn’t you go?

. HamummuTe npeasio:keHusi B macCMBHOM 3asiore Present uizu Past Simple Passive:
. Somebody cleans the room every day.

. They cancelled all flights because of fog.

. People don’t use this road much.

. Somebody accused me of stealing money.

Hanummre BONpOCHI, MCNOJBL3Ys NAacCHBHBIN 3ajor Present unu Past Simple

Passive. Follow the model: What are pencils made of?

1.

EE O\

2.

Ask about glass? (how/make?)

2. Ask about television? (when/invent?)
3.
4. Ask about keys. (what/make from?)

Ask about mountains. (how/form?)

Bapuanr 1l

. 3anmosiauTe mponycku (Present or Past Simple Passive):

. A short story competition ... (organise) every year.

. This ring ... (give) to me as a gift.

. Coca Cola .... (drink) by millions of people around the world.
. The telephone ... (invent) by Alexander Graham Bell.

3akoHuMTEe TNPENJI0KEHUsl, MNoAo0paB riaarojsl mno cmbicay. IlocraBbTe

npenJoxenusa B Present uau Past Simple Passive:

1.
2.
3.
4.

3.
1.
2.

write see hold surround translate

A cinema is a place where films ..... .

In the USA elections for president ..... every four years.

Originally the book ..... in Spanish, and a few years ago it .... into English.
You can’t see the house from the road. It ..... by trees.

Hanummre npeajioskeHus B macCMBHOM 3aJsiore Present uzu Past Simple Passive:
Somebody accused me of stealing money.
How do people learn languages?
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3. Somebody warned us not to go out alone.
4. My father doesn’t use the computer much.

4. HanummTe BONMPOCHI, MCHOJIB3YA NMACCHBHBIN 3ajor Present wuau Past Simple
Passive. Follow the model: What are pencils made of?

1. Ask about Pluto (the planet)? (when/discover?)

2. Ask about silver? (what/use for?)

3. Ask about television. (when/invent?)

4. Ask about paper. (how/make?

KonTposbHas pa6ora
3 kypc 6 cemecTp.
Tect

1. BeiOepure Hy:KHYI0 (popMy MHPUHUTHBA UM NPUYACTHS

We can't help laughing looking at them

a) He MOXEM HE CMESIThCS

b) He MoXKeM He ybIoaThes

C) HE MOXKEM HE HaCMEeXaThCs

2. Boi0epure HyKHYI0 (popMy HH(PHUHUTUBA UM NPUYACTHSA

They were happy ... in our expedition

a) take part

b) to take part

c) be taking

d) to taken part

3. BoiGepure Hy:kny1o popmy nnpunutusa Simple Active or Passive:
The letter was ... at once.

a) tosend

b) to sent

c) sended

d) to be sent

4. U3MeHuTe MeCTOMMEHHE B 0O0lIEeM Maje)ke HA MeCTOMMEHHEe B 00bEKTHUBHOM
najaesxe:

He made (we) do the work again.

5. OTmMeTbTE IPABUWIbHBIE OTBETHI:

Ykaxxutre HOMepa MPEeMJIOKCHUH, T/Ie HEOOXOJUMO TOCTaBUTh dYacTHIly -10- mepen
WHOUHUTHBOM:

1) I like ... play the piano.
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2) They wanted to cross the river.

3) He did want... play in the street.

4) 1 shall ...do all.

5) I saw him ... enter the room.

6) She was planning ... do a lot of things yesterday.

7) Do you like ... listen to good music?

8) Her brother can ... speak French.

9) Itistime ... go to bed.

10) May I ... use your telephone?

6. BoiOepuTe npaBWIbHbIM BAPUMAHT NEePeBOIA MPeaI0KeHMsI:
She heard him open the door.

a) OHa cibllIaNa, Kak OH OTIUPAJI JBEPh

b) oHa ycrbImTana ero maru

C) OHAa CJIBILIUT, KAK OH OTKPBIBAET JBEPh

7. Boioepute HyxkHYy1I0 popmy nHpunuTusa Simple Active or Passive:
Mother was too tired to ... supper

a) to cook

b) to be cook

C) to be cooked

d) to be cooking

8. BoiOepure npaBuiIbHbIM BAPUAHT NEePeBOa MPeaJI0KeHHS:
He made us do the work again.

a) OH ITOIIPOCHII HAC CACIIATDH pa60Ty

b) on 3acTaBuI HacC clenath paboTy CHOBA

C) OH 3aCTaBJISIET HAC c/ieaTh pabOTy CHOBA

9. U3mMeHuTe MECTOMMEHHE B OﬁllleM majge;xke Ha MEeCTOMMCECHUE B 00bEeKTHUBHOM
majaexe:

I would like (you) to offer Pete your help.

10. BoiOepuTe npaBUJIbHBIA BADHAHT MEPEBOJA MPEAJI0KeHHA:
I would like you to offer Pete your help.

a) MHe OBl XO0TeI0Ch mMoMoub [leTpy

b) mue HpaBuTCs Momorats [leTpy

C) MHE OBbI XOTEJIOCh, YTOOBI BBI MTpeIoxkn [leTpy cBOrO MOMOIIh
11. BoiOepure HYykHYI0 GopMy HHPUHUTHBA WIH NPHUYACTHA:
He made me ... it.

a) did

b) do

c) todo

d) doing
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12. U3mMennTe MecToMMeHHe B 00IIeM Majeske HA MeCTOMMEHHE B 00beKTHBHOM
najexe:

Let (he) smoke here.

13. Boioepure Hy:kHy1I0 hopmy uHpuHHTHBA Simple Active or Passive:
He was the first ... to the finish.

a) to came

b) to come

C) to be come

d) to have been come

14. BoiOepuTe Hy:XHY10 GOopMy MHPUHUTHBA WU NPUIACTHUSA:

It's very different ... a car in a big city

a) driven

b) drove

c) to be driven

d) todrive

15. BoiGepure Hy:kHYI0 (popmy nnpunuTuBa Simple Active or Passive:
They were happy ... at home.

a) to leave

b) to be leave

C) to be left

d) to leaving

16. BoiGepure Hy:kHYI0 (popmy nnpunutuBa Simple Active or Passive:
| have come here to ... to you.

a) to be talked

b) to talk

c) to talked

d) to be talking

17. BoiOepure HYKHYI0 GopMy HHPUHUTHBA WIH NPHUYACTHA:

Would you like me ... now?

a) read

b) to read

c) to reading

18. Boi0epute HykHYI0 GopMy HHPUHUTHBA WIH NPUYACTHSA

| let him ... late

a) go

b) going

c) went

d) togo

19. U3menuTe MecToOMMEeHHE B OO0IIEM MAajJeKe HA MECTOMMEHHE B O00HLEKTHOM
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najaesxe:

I want (he) to go to food fair.

20. U3MeHnuTe MecCcTOMMEHHE B OO0IIEeM Iajeke HA MeCTOMMEHHE B O00LEeKTHOM
najesxe:

He would like (she) to play with him.

21. Bpi0epuTe NpaBUILHBINA BAPUAHT MEPEBOAA MPeII0KECHUSA:

We expect him to sign the contract on Monday.

a) MBI PACCUMTHIBAEM MOAMKUCATH KOHTPAKT B MOHEICIBHUK

b) MBI XOTUM, YTOOBI OH MOJINMUCATT KOHTPAKT B TOHEAEIbHUK

C) MBI OKUJIAE€M, YTO OH MOJIUIIET KOHTPAKT B MOHEICIbHUK

22. U3MeHnnTe MeCTOMMEHHE B OOHIEM IajJe/Ke Ma MeCTOMMEHHE B O00LEeKTHOM
najexe:

We expect (he) to do It.

23. BoiOepure Hy:KHYIO (popMy HHPUHUTHBA UM NPUYACTHSA

The child wanted ... seriously

a) to be taken

b) to take

C) to took

d) to be take

24. U3venuTe MecTOMMEHHMEe B 00IIeM Iajexe HA MeCTOMMEHHE B O0bEeKTHOM
najaesxe:

Let (we) read.

25. N3meHuTe MecTOMMEHHEe B O0IIeM Majexe HAa MeCTOMMEHHEe B O0beKTHOM
najgexe:

Bad weather made (they) return home.

26. BriOepure npaBU/IbHBIN BAPHAHT NePEBOAA NPEIJI0KeHHS:

They would like us to learn English.

a) UM HPABUTHCS YUUTh aHTJIUHCKHIMA

b) onm xoTenn ObI, YTOOBI MBI YUHUIIH aHTJIUHCKUI

C) OHHU JIFOOST YYUTh HAC AaHTIIUHCKOMY

27. BoiOepuTe NpaBUIIbHBINA BAPUAHT MEPEBOAA MPeIJI0KEeHHUS:

Let him smoke.

a) MyCTh OH KypUT

b) mycTh OHa KypHT

C) 3aCTaBbTE €r0 KYpUTh

28. BriOepure npaBU/IbHBIN BAPHAHT NEPEBOAA MPeII0/KEeHUS:

She saw the postman climbing up the stairs.

a) OHa BHJENa MoYTaIbOHa

b) ona Buena, Kak MOYTAIbOH MOAHUMAJICS IO JIECTHHIIE
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Kontpoasbnasi padora
4 xypc 7 cemecTp.
Bapuanr |
1. O6pa3yiiTe OT JaHHBIX 171aroJ10B npuyacrue Il u cocTaBbTe ¢ HUMM U C TAaHHBIMH
CYLIECTBUTEIbHBIMH CJIOBOCOYCTAHUS:
To show, to close, to translate, to cut, to ask, to send.
Article, letter, film, bread, window, question.

2. Boi0epuTe nmoaxoasimyo popMy npuyacTus:

1. The girl (wash, washed) the floor is my sister.

2. The (losing, lost) book was found at last.

3. | picked up the pen (lying, lain) on the floor.

4. Translate the words (writing, written) on the blackboard.

3. PackpoiiTe ckodku, ymorpedasis riaaroanl B Present Participle or Perfect
Participle:

1. (to do) this task, he was thinking hard.

2. (to read) the story, she closed the book and put it on the shelf.

3. (to eat) all the potatoes, she drank a cup of tea.

4. (to sit) near the fire, he felt very warm.

4. Caenaiite U3 IBYX NpelJIOKeHUI 0HO, HCNIOJb3Ysl IpuyacTue |.

IMpumep: Jim was playing tennis. He hurt his arm. — Jim hurt his arm playing tennis.
1. I was watching TV. I fell asleep. I ...... :

2. The man slipped. He was getting off the bus. The man .... .

3. I was walking home in the rain. I got wet. I .... .

4. Margaret was driving to work yesterday. She had an accident....

Bapuanr 1l
1. O6pa3yiiTe oT JaHHBIX 171aroj0B npuyacrtue Il u cocTaBbTe ¢ HUMM U € TaHHBIMH
CYIIECTBUTCJIbHBIMHA CJIOBOCOYCTAHUSA:
To offer, to excite, to hear, to smoke, translate, to write.
Song, student, book, pen, text, cigarette.

2. BoiOepure noaxoasmyo popMy npuyacTus:

1. The girl (writing, written) on the blackboard is our best student.
2. The tasks (doing, done) by the students were easy.

3. The wall (surrounding, surrounded) the house was very high.
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4. 1 will show you a picture (painting, painted) by my brother.

3. Packpoiite ckodkm, ymorpedusin riaarojnl B Present Participle or Perfect
Participle:

1. (to eat) all the potatoes, she drank a cup of tea.

2. (to sit) near the fire, he felt very warm.

3. (to do) this task, he was thinking hard.

4. (to read) the story, she closed the book and put it on the shelf.

4. CnenaiitTe U3 IByX NpeIJI0KeHHIi 0JHO, HCTIOJIb3Ys puyacrtue |.

Ipumep: Jim was playing tennis. He hurt his arm. — Jim hurt his arm playing tennis.
1. Two firemen were overcome by smoke. They were trying to put up the fire. ....

2. Margaret was driving to work yesterday. She had an accident....

3. I was walking home in the rain. I got wet. I .... .

4. The man slipped. He was getting off the bus. The man .... .
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Penensusa
Ha KOMIUIEKT KOHTPOJIbHO-OLICHOUHBIX CPEICTB
npenojasaresst CeparokoBoi H.A.
1o auciuruiiae «MTHOCTpaHHBIH A3bIK B MPOPECCHOHATBHON ACSITETEHOCTI
no cienrasibHOCTH 10.02.04 O6ecnieuenne nHGOPMAITMOHHON OE30ITaCHOCTH

TCIICKOMMYHUKAIITMOHHBIX CUCTEM

Kommnektr koHTposbHO-011eHOUHBIX cpeAcTB (KOC) mo yueGHOU nucuurimHe
«MHOocTpaHHbIl  s3bIK»  cooTBeTcTBYyeT — DenepanbHOMY  ToCyAapCTBEHHOMY
oOpazoBarenbHOMy  cTaHgapty (@I'OC) 1o  chnenuasbHOCTH — CPEIHEro
npodeccuonansHoro odbpazoanus  10.02.04 ObGecnedenne MHGOPMALIMOHHON
0€30IaCHOCTH TEJICKOMMYHUKAIITMOHHBIX CUCTEM.

3agaua panHoro koMmiuiekta KOC - OLEHUTh 3HAHUS, YMEHUS, HaBBIKU M
KOMITETEHIIMH Ha Pa3HbIX CTAIUAX OOYUYECHHS CTYJECHTOB.

KoMmmiekT KOHTPOJIbHO-OLIEHOYHBIX CPEACTB COAEPXKUT MacCIOpT, B KOTOPOM
yKazaHbl TpeOOBaHUS K pe3ylbTaTaM OCBOCHHUS Y4eOHOW IUCHUIUIMHBI (3HAHMS,
yMeHus, OOlIMe KOMIIETEHIIMH), Pe3yiabTarbl 0OydeHHs (OCBOEHHBIE YMEHHS,
YCBOCHHBIC 3HAHUS), OCHOBHBIC TOKA3aTeNd OIEHKHU PEe3yJbTaroB, (DOPMBI U METOJbI
OIICHUBAHUS, PACTIPECIICHUE OIEHUBAHUS PE3YJIbTATOB OOYUYECHHS 10 BHIaM KOHTPOJI,
a TaKXKe 3aJ]aHus JIJIs1 TEKYIIEro U MPOMEXKYTOYHOTO KOHTPOJIS.

Hannseiii kommiekt KOC Takke Coaep:KUT Marepuai K KOHTPOJIbHBIM paboTam
u nuddepeHIMpPOBaHHOMY 3a4€Ty Ha AHMIMICKOM U HEMEIKOM S3bIKaX, KOTOPBIN
BKJIIOYAET B ce0s TIpaMMaTUYECKUW MaTepuayi, HEOOXOAMMBIN Ji BBITOJIHEHUS
3aJlaHus IPU CAaMOCTOATENLHOM padoTe.

Cnucok OCHOBHOM M JOTIOJIHUTENBHOM JINTEPATYPBI COOTBETCTBYET CTAHIAAPTY.

OT'AIIOY «benropoackuii UHAYCTPUATIbHBINA KOJIIEI
MIPETO0IaBaTENIb UTHOCTPAHHOIO SI3bIKA Cepuxosa 10.B.
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