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1. INosicHHTeJLHAA 3alIMCKA
JucnuninuHa «AHTIIMACKUN  S3BIK» SBJSETCS  00IIeoOpa3oBaTeIbHON  JUCIUIUIMHOW, B

Iporecce U3y4yeHHus KOTOpoM o0ydaroluecs JOKHBI MPUOOpEcTH omnpesaesieHHble 3HaHus. Hapsny c
U3y4eHHEM TEOPETHUYECKOro Marepuana 1o aucuuiuimHe «VHOoCTpaHHBIA A3bIK» OO0JIBLIIOE BHUMaHHE
JOJKHO OBITh YAEJICHO NPaKTUYeCKUM 3aHATHAM. [locienHue npencTaBisioT coO0i BeCbMa BaXKHYIO
4acTh B 001IeM 00beMe TUCIIUILIHHEL.

JlaHHbIE METOIMYECKHE PEKOMEHJAIMM COCTAaBICHBI HAa OCHOBE paboueill mporpammbl
«HOCTpaHHbIi s13b1Kk» 1O crienuanbHOCTH 10.02.04 ObGecnieuenne nHGOPMAMOHHONW OE30MACHOCTH
TEJICKOMMYHUKAIIMOHHBIX CHCTEM B COOTBETCTBUHU C 00S3aTEIbHOW HArpy3KoWl B KoimudecTBe 162
4acoB.

B pe3ynbrare nzyueHus HHOCTPAHHOT'O sI3bIKA CTYAEHT JI0JIKEH yMeTh:
V1 - noHumare OOWIMHA CMBICT YETKO IPOU3HECEHHBIX BbBICKA3blBAHUM Ha W3BECTHBIC TEMBbI
(npodeccroHambHbBIE ¥ OBITOBBIC);
VY2 - noHUMaTh TEKCThI Ha 0a30BbIE MPO(ECCUOHATBHbIE TEMBI;
VY3 - yyacTBOBaTh B JUAJIOrax Ha 3HAKOMbIE O0IIME U TPO(HECCUOHATIBHBIE TEMBIL;
VY4 - cTpouTh MpOCTHIE BBICKAa3bIBaHUS O cebe U 0 CBOEH MpoeCCHOHATBHON AEATEIbHOCTH; KPaTKO
00OCHOBBIBATh U OOBSICHUTH CBOM JICHCTBHS (TEKYIIHE U ITIAHUPYEMBbIE);
VY5 - mucath MpoOCThIE CBSI3HBIE COOOIIECHUS HAa 3HAKOMBIE WIIM MHTEPECYIOIHE MPopecCHOHATbHBIE
TEMBI.

CTyneHT JOKeH 3HATh:
31 - mpaBuia MOCTPOEHUSI MIPOCTHIX U CIIOKHBIX MPEJUIOKEHUH Ha TPOPECCHOHATILHBIE TEMBI;
32 - OCHOBHBIE 001IeyIOTpeOUTENbHBIE TIaroisl (ObITOBas U MpodeccroHaIbHAas JEKCHKA);
33 - JIeKCMYeCKUH MHUHHUMYM, OTHOCSALIMIICS K ONMCAHUIO TPEAMETOB, CPEACTB M IPOIECCOB
po¢eCCUOHABHON JEATETFHOCTH;
34 - 0co0eHHOCTH MTPOU3HOIICHHUST; TPaBUIIa YTEHHS TEKCTOB IPO(HECCHOHATILHOM HAlIPaBIEHHOCTH.

B mporuecce ocBoeHMs yueOHONW AMCHUIIIMHBL Y 00YYarOIUXCs JOJKHBI OBbITH CPOPMUPOBAHBI
o01IKe KOMIIETeHIINN:

OK 01. BeiOupatp crnoco0bl pemeHus 3aj1ad npopecCuoHaIbHON JeSTeNbHOCTH, TPUMEHUTENBHO K
Pa3IUYHBIM KOHTEKCTAM.

OK 02. OcymecTBiATh MOUCK, aHAJIW3 M HWHTEPHpPETAlMI0O HHPOPMALUU, HEOOXOAUMOW s
BBINOJIHEHUS 3a/1a4 TPO(PECCHOHATIBHON 1EATEIbHOCTH.

OK 03. TlnanupoBaTh U peaJN30BBIBaTH CBOE COOCTBEHHOE NPOPECCHOHATIBHOE U JIMYHOCTHOE
pa3BUTHE.

OK 04. PabGortatb B KOMJIEKTHBE W KOoMaHze, 3()PEKTUBHO B3aMMOJCICTBOBATH C KOJIIETaMH,
PYKOBOJICTBOM, KJIMEHTAMH.

OK 05. OcyuiecTBiATh YCTHYIO U TUCbMEHHYIO KOMMYHHUKAIIMIO HA TOCYJaPCTBEHHOM S3bIKE C YI4ETOM
0CcOOEHHOCTEH COLMANBbHOTO U KYJIBTYPHOI'O KOHTEKCTA.

OK 06. IlposBaaTe TrpakJaHCKO-NIATPUOTUYECKYIO MO3ULMIO, JIEMOHCTPUPOBATh OCO3HAHHOE
MOBEJICHHE HAa OCHOBE TPAAULIMOHHBIX O0IEUETOBEYECKUX 1IEHHOCTEH.

OK 07. CopneiicTBOBaTh COXpPaHEHHMIO OKpYXaroulel cpenbl, pecypcocoepexenuto, 3¢(HEeKTUBHO
JENCTBOBATh B UPE3BBIYANHBIX CUTYyaIUX.

OK 08. Ucnonb3oBath cpenctBa (pU3MUECKON KyIbTYPBI Uil COXPAHEHHUS M YKPEIUICHHs 370POBbs B
nporecce MpopeCcCHOHATBPHON ACATEIHPHOCTH W TOAJEPKaHUS HEOOXOIUMOTO YpPOBHS (HU3UUYECKOM
MIOATOTOBJIEHHOCTH.



OK 09. Ucnonb3oBaTh HHPOPMALMOHHBIE TEXHOJIOTHH B IPOPECCHOHATIBLHOM 1 TETbHOCTH.
OK 10. TTonp3oBaThcst MPOQEecCHOHANBHON AOKYMEHTAIMel Ha TOCylapCTBEHHOM M HHOCTPAaHHOM
A3BIKE.

JlaHHBIE METOAMYECKHE PEKOMEHJALUHU MPU3BAaHbl IOMOYb O0YJAIOIIMMCS B OBJIAJICHUN BCEMH
BUJIAMU PEUYEBOM 1€ATEIIBHOCTU B COOTBETCTBUHU C TPEOOBAHUAMU IPOTrPAMMBI.

[lenpt0 [aHHBIX METOIMYECKHUX YKa3aHUH sBISeTCA YIIyOJIeHHWEe S3bIKOBBIX 3HAHMUH,
(bopMHpOBaHNE HABBIKOB aHAJIM3a SI3bIKOBBIX CPEJICTB, paCIIMpPEHUE CIOBAPHOIO 3amaca, yriayoseHue
U paclIMpeHUe 3HAHUM M HaBBIKOB YNOTPEOJIEHUS I'paMMaTUYEeCKUX SBJICHUH M (OpMHUpPOBaHUE Y
o0yyYaroImuxcs peuyeBoi, A3bIKOBOM U KOMMYHUKAaTUBHON KOMIIETEHLIMH, YPOBEHb Pa3BUTUS KOTOPOMH
II03BOJISIET UCII0JIb30BAaTh MHOCTPAHHBIN S3bIK, KAK MHCTPYMEHT MEXKYJIbTYPHOI'O OOIIEHNUS, TaK U AJIs
1eneil caMooOpa3oBaHHUS.

2. O0mue MeTOAMYECKHE PEKOMEHIAIUH 0 BHITIOJTHEHUIO MPAKTHYECKHUX 3a1aHUH
2.1 IToAroTOBKA K BHINMOJHEHHIO MPAKTHYECKOT0 3aIaHUsI

I[J'ISI BBIIIOJIHCHUS ITPAKTHYCCKHX 3aJaHul O6y‘IﬁIOH.IPIfICH AOJDKCH PYKOBOACTBOBATHCA
CICAYIOUMU IMOJIOKCHUSAMMU:

1. BHuMaTenpbHO O0O3HAKOMUTLCA C OINHMCAHHEM COOTBGTCTBYIOH_ICﬁ HpaKTI/IquKOﬁ pa6OTBI u
YCTAaHOBUTBH, B YEM COCTOMUT OCHOBHAs LCJIb U 3aaa4a 3TOH pa6OTI)I;
2. ITo JICKOHMOHHOMY KYpCYy HW COOTBCTCTBYWOIIHUM JIUTCPATYPHBIM HCTOYHUKAM HU3YYUTH

TEOPETHUYECKYIO YacTh, OTHOCALIYIOCS K JaHHOH pabore.

VYcnemHoe BHITOJHEHUE TPAKTHYECKUX 3alaHUK MOXKET OBITh JJOCTUTHYTO B TOM CIIy4ae, eCiu
oOy4yaeMblii TpeAcTaBiIsieT cebe Ielb BBIMOJHEHUS NPAaKTUYECKOH pPabOThl, MOITOMY BaKHBIM
YCJIOBHEM SIBIISICTCS TIIATEIbHAS IMOATOTOBKA K padoTe.

2.2 OgopmiieHHe PAKTHYECKOT0 3aJaHUS

OdopmiieHne NMPaKTUYECKOTO 33JaHus ABISETCA BaKHEMIIMM 3TanoM BbINOIHEHUs. Kaxiyro
paboTy 00ydaroImuecs BBIIOIHSIOT, PYKOBOJICTBYSICH CIIEAYIOIIMMU MOJI0KEHUSAMU:
1.  Ha HoBo# cTpaHuIe TeTpaau yKa3aThb Ha3BaHUE U MOPAAKOBBII HOMEp MPaKTUUECKOH paboThl,

a TaKkKe KpaTko chopMyIupoBaTh Lelb padoThI,

2. 3anmcarh Mpu HEOOXOJMMOCTH TUTAH PELICHUS 33/1aHUH;

3. Cxemsbl U TpaWIKH BEIYEPTUTH C TIOMOIIBIO KapaH/allla U JJMHEWKHA C COOJTIOJICHHEM MTPHHSATHIX
CTaH/IAapPTHBIX YCIOBHBIX 0003HAYEHMI;

4.  Tlocne mnpoBeaeHMs NPAKTHUECKUX 3aHATHM oOydaroluecss OJKHBl COCTaBUTh OTYET O
nponenanHoil pabore. [IpakTuueckas pabora nomkHA OBITH HamUcaHa Pa300PUMBBIM MOTYEPKOM U
BBINOJIHEHA B TETPaaAM C MOJSAMHU I MPOBEPKH pabOThl IpernojaaBaTesieM. MITOrom BBITOIHEHHS
ABJISIETCS yCTHAs 3aluTa paboThl, IO BOIIPOCAM, KOTOPHIE MPOMKICAHBI B KOHIIE KaXKJ0U paboThI.

3. TemaTu4eckoe NIAHUPOBAHUE

2 Kypc
Ne m\nm HaumeHnoBanue Tem Kou1-Bo
4acoB
Pa3znen 1. | BBenenue. BBOIHO-KOPPEKTHBHBINM Kypc 6
Tema 1.1. | PeueBoii aTuker. @OpMBI 3HAKOMCTBA U IPUBETCTBHSI. 6
Mecronmenus, riarons to be, to have.
Pa3nen 2. | CTtpaHoBeneHue 12




Tema 2.1. | I'eorpaduyeckoe nonoxenue BennkoOpuranuu. Present Simple. 6
Tema 2.2. | Jlonmon. Past Simple 6
Pa3nen 3. | [loe3aka 3a rpanumy 14
Tema 3.1. | B asponoprty. Ha Bok3zaie. 6
CrpasarenbHblii 3a0or Bpemen Simple.
Tema 3.2. | Ha ramoxne. IloaroroBka k KOHTPOJIBHOU padoTe. 4
KonTtpouabnas padora 2
HTrorosoe 3ansiTHe 2
Pasznen 4. | llpodeccnonanbHas 1eATeIbHOCTD CIIEIHAINCTA 42
Tema 4.1 | OdunuansHas u HeobuMaIbHas repenucka. Buapl mucem. [IpaBuna 4
oopmienus nucem. Present Continuous
Tema 4.2 | Tenedonnsie 3BoHKH. JlenoBbie BcTpeun. [leperoBopsl. CocTaBieHue u 4
3anojHeHue gokymentoB. Present Continuous/Present Simple
Tema 4.3 Yro takoe kommbioTep? [IprMenenune kommbroTepoB. Past Continuous 6
Tema 4.4. | O6pabotka manusix. Present Perfect 6
Tema 4.5. | Apxutektypa OBM. Present Perfect/Past Simple 6
Tema 4.6 | IIporpammuoe obecrieuenue. Past Perfect/Future Perfect 6
Tema 4.7. | Lludpossie KomnbioTephl. [1oAr0OTOBKA K KOHTPOJIBHOM padboTe 6
KourpoabsHnas paéora 2
JAudpepeHunpoBaHHbIN 3a4eT 2
3 kypc
Ne m\im HanmeHnoBanue Tem Koua-Bo
4yacos
Pa3nean 5. | Xpanenue u nepegada uHgopmanun 24
Tema 5.1. | 3anomuHaromiee ycrpoiictBo. CTpaaaTenbHbIi 3a10T BpeMeH 4
Continuous.
Tema 5.2. | YcrpoiictBa xpanenust uadopmanuu. CtpagatenbHbli 3amor Perfect. 4
Tema 5.3. | KomnbrotepHas cets. UaTepHET. CTpagaTenbHbIH 3ai10T. 4
BonpocurenbHble U OTpULaTEIbHBIE POPMBI.
Tema 5.4. | Cucrema Wi-fi. Ctpanatenbusliii 3anor. [ToBropeHue. 4
Tema 5.5. | Cucrema Bluetooth. TToaroroBka k KOHTPOJIBHOM paboTe. 4
KonTtpouabnas padora 2
HTorosoe 3ansiTue 2
Pa3nesn 6 | 3ammrTa nHPOPMALMOHHBIX CHCTEM 20
Tema 6.1. | KomnbroTepusie npecryruienus. UHGUHUTHUB. 6
Tema 6.2 | llIudppoBanue nanupix. CioxKHOE AOMOJHEHUE. 6
Tema 6.3. | XullleHUE NEPCOHATBHBIX AaHHBIX. 3ammTa. ClI0KHOE MoAJIeKaIlee. 4
KonTtpoabsnas padora 2
JuddepenunpoBanHblii 3a4eT 2
4 kypc
Ne m\m HanmenoBanue rem Koxa-Bo
4acos
Pa3znen 7. | Bupycsl 28




Tema 7.1. | Bupycsl. I'epynnuii. 6
Tema 7.2. | 3apaxxenue Bupycamu. UHOUHUTUB U TepyHIUI. 6
Tema 7.3. | Xakpsl. [Ipuuactue | 6
Tema 7.4. | Tepmunonorust B 06s1actu HHGOPMAITMOHHOM 0€30MMacHOCTH 6
[Tpuyactue |l
KourpoJabsHas paéora 2
HToroBoe 3ansiTHe 2
Pa3nen 8 BoccranoB/ieHHue JaHHBIX 16
Tema 8.1. BoccranoBnenue nanubsix. Henmnansie ¢hopmel rinaromna. [ToBropenue. 6
Tema 8.2 Bunel BocctanoBiieHus gaHHbiX. [Togroroska k 3a4ery. 6
KourpoJabsHas paéora 2
JAudpepeHunpoBaHHbIN 3a4eT 2




4. Conep:kaHue NPAKTHYCCKUX 3aHATHI

2 KYPC 3 CEMECTP _
BBEJAEHHUE. BBOJHO-KOPPEKTUBHBIU KYPC.

IIpakTuyeckoe 3ansitue Ne 1.
Tema: Peueoii atuker. [Ipuserctue. ['naron to be.
Henanb: Beenenue u 3akperuieHre JEKCUUYECKOr0 ¥ TpaMMaTHYeCcKOro MaTepuasa, COBEpIIEHCTBOBAHUE
HABBIKOB TOBOPEHUS, ayAUPOBAHUS, UTEHUS, TUChMA.
Ilepeyens oOopynoBaHMsl [Jis NpPOBedAeHMs] PadOTBI: TETPajab, MUCbMEHHBIC NPUHAIICKHOCTH,
CIIOBapb.
3aganue: CoCcTaBUTH IUANOT 1O Teme. Y1p.6-9.

1. A Informal situations (school/work friends, neighbors):
Greetings
- Hi.
- Hey.
- Hello.
- Good morning/afternoon/evening.
- How are you?
- How is it going?
- How are you getting on?
- How are things?
- What’s new?
- What’s up?
Possible replies
- Fine.
- OK.
- Good.
- So, so.
- Very /pretty much the same.
- Very well, thank you.
- Getting better /worse.
- Not too bad/well, thanks. And you?

Farewells

- I’ve got to go. Bye.

Take care.

See you later.

Must dash.

It’s getting late. | must be going.

B  Formal situations (co-workers, business partners):
Greetings
- Hello, Mr/Mrs/Miss....
Good morning/afternoon/evening.
It’s nice to meet you (again).
How have you been?
How do you do?
Possible replies
I’ve been good, thank you.



- How do you do?
- I’m doing well.
- It’s nice to meet you too.

Farewells

- I’'m sorry but I have to leave now.

- Ifyou’ll excuse me, I must be going.
I’d better be going.

I hope to see you soon.

| look forward to seeing you again.

Language help! How do you do is very formal and uncommon, mostly used by older people. Usually the answer is the same
How have you been/ It’s nice to meet you again is only asked by people who have already met

1. Listen and practice the conversations. Take turns to ask and answer questions:

- Good morning. - Morning, Anna.

- Good morning, Anna. How are you? - Hi, Dave.

- Fine, thanks. How are you? - How are you doing?

- Good. - I’'m doing fine, thanks. Coffee?
- Yes, please.

2. Memorize the dialogues:

“How are you getting on?”
“Fine, thank you. And how are you?”
“Not too well.”
“Why, what’s the matter?”

“It’s a long time since we met last.”
“Yes, very.”
“I’m glad you’re back. [ was missing you badly.”
“Oh, thank you. So was 1.”

“How’s John?”
“Very much the same.”

“How’s Donald getting on with his article?”
“I’m afraid I don’t know. I don’t see much of him.”

“I really must be going”.
“ Nice seeing you. When are you off? ”
“ 1 must catch the 11.00 train”.
“ Hope to see you soon. Take care and give my best wishes to your brother”.
“lwill.”
“Bye bye. ”
“See you. Bye. ”
3. Ask questions to which the following could be the answers.
a. Fine, thank you.
b. He’s doing well, thank you.
c. Not too well, I'm afraid.
d. Everybody’s fine.
e. Getting better.



f. It’s a long time since we met last.
g. ’'m finishing it, thank you.

4. Answer the questions.

a. How are you?

b. How is your mother (father) getting on?

c. How is everybody at home?

d. How’s your sister feeling?

.How are things with your aunt? I hear she was ill.
f.How are you getting on with your study/ new job?

D

. BcraBb HykHY1I0 hopMmy riiarona to be:
. The sun......... very hot.
L happy.
............ from China.
Mary............ a nice girl.
John............ a student.
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. Cnenail mpeayioKeHnsi BONPOCUTEILHBIMA M OTPUIIATEIbHBIMU:
. My brother is small.

. Mr Brown and Mr Smith are from London.

. The houses are very big.

. English is easy.

. This book is interesting.
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7. CocTaBb KOPOTKHE IMAJIOTH, MCIIO0JIL3Ysl HY:KHYI0 (popMy riarosa to be:
Example: Jane / a singer? - No, / a doctor. -Is Jane a singer? - No, she is a doctor.
1. You / at home? - No, / in the office.

2. Your car / red? - No, / black.

3. The Kremlin / in Tokyo? - No, / in Moscow.

4. They / policemen? — No, / pilots.

5. Simon / in London? — No, / in Paris.

8. BcraBbTe riaroJ to be B Present, Past uim Future Simple

1. Yesterday we... at the theatre. 2. Where ... your mother now? — She ... in the kitchen. 3. Where ... you
yesterday? — | ... at the cinema. 4. When | come home tomorrow, all my family ... at home. 5. ... your
little sister in bed now? — Yes, she ... 6. ... you... at school tomorrow? — Yes | ... . 7. When my granny...
young, she ... an actress. 8. My friend ... in Moscow now.

IIpakTHyeckoe 3ansaTHe Ne 2.
Tema: PeueBoii sTuker. 3HakomcTBo. [Ipencrasienue ceds u apyrux. [maron to have.
Ienb: BeeneHne n 3akperuieHUEe JEKCUIECKOTO U TPaMMaTHYECKOIO MaTepraia, COBEPIICHCTBOBAHUE
HAaBBIKOB T'OBOPEHUS, AyAUPOBAHUs, YTEHUS, INCbMA.
Ilepeyenb oOopynoBaHMsl Ui NpOBeAeHHMs] PaldOThI: TETpaab, MHUCbMEHHBIE NPHHAIIEKHOCTH,
CJIOBApB.
3apanme: [IpencraButh ceds u cBoero aApyra, ymp.9-12.

1. Countries and nationalities. Tick the countries you know. Write the missing letters.

countries nationalities
I’'m from ... I'm...

Brazil Brazilian
Australia Australi _
Argentina Argentini

9



the USA Americ _
Germany Germ
Italy Itali _
Mexico Mexic
Russia Russi
the UK British
Spain Span __
Poland Pol
Turkey Turk
Japan Japan _
China Chin
France French

2. Fill in the gaps. Read and practice the conversations. Where do the conversations take

place?

Receptionist: Good morning. What’s your name please?

Jane: It's Jane Smith.

Receptionist: And where are you from?

Jane: I'm from .....

Receptionist: What are your names, please?
My name's Joe Hill and this is Susan West.
Receptionist: Where are you from?

Joe:

Joe:

We are from ...

Receptionist: Welcome to the conference. You’re in room C.

4. Topical vocabulary. Look at the form for an Internet café chat room. Put the words

into the correct box.

learning  English
Brazil

Job

doctor student single Poland businessman/woman

films the USA married

music sport Marital status

single

doctor

Interests

Country

learning English

Poland

5. Read the E-mails and put them into correct order.

TO Vanessa

Hello Vanessa. My name is Tom and I’'m
interested in English. I’'m a businessman from
Poland. My brother is married to an American
woman. They are doctors. I'm in San Francisco
with him for one month. Tell me more about
vou.

To Tom

Hi. My name is Vanessa. I'm a doctor from
Brazil but I'm on holiday in San Francisco in
the USA. I’m interested in learning English.
Please write to me (in English!).

To Vanessa

Hello again, Vanessa. I’'m 30 years old and I'm
single. I'm in an Internet café on 5" Street.
Where are you?

To Tom

Hi Tom. Thank you for your E-mail. I'm 28
years old. I'm single and I'm interested in
sport and films. Now I’m in an Internet café
on 5% Street too!




6. Are these sentences true (T) or false (F)?

1. Vanessa is 20 years old and she is married.

2. She is on holiday in Madrid. She is Chinese.

3. She is interested in sport and films.

4. Tom is French and he is married to an American woman.
5. She is a doctor from Brazil.

6. Tom is interested in learning Spanish.

Do you have penpals/penfriends? What countries are they from?

7. RECORDING 1. Listen to the people's introductions. Introduce yourself, follow the plan.
1. Greeting.

Hi/Hello/Good afternoon....

2. First name/last name.

My first/last name is.....

3. Place of living.

I’'m from .....

4. Age.

I'm....

5. Marital status.

I’m married/single.

6. Occupation.

I’'m a first year student at .....

7. Hobby/Interests.

My hobby is .../I'm interested in.....

8. Introduce your classmate. Follow the plan. Pay attention to the verbs and pronouns.

9. Beioepu Hy:xnyio ¢popmy (have got — has got):
1. Jack and Mary............ a car.

2. We........... many friends.

3. Mr Smith............. a big family.

4. Mr and Mrs. Brown......... a new house in the city.
5. Ted............ many toys.

10. Cnenaii npeasiosxeHusi BONPOCUTEIbHBIMH M OTPULATEIbHBIMU:
1. Michael and Sam have got three cousins.

2. We have got a new TV set.

3. | have got a guitar.

4. Doctor Edwards has got two children.

11. CocTaBb nmpeasIoKeHusi Mo 00pa3my:

Jane and Sally Mr White The Browns | Tom Canty Kevin
Balcony ¥
Car + + +
Dog + + + +
Cat + +

Example: Jane and Sally haven't got a cat, but they have got a dog.
L MrWAhItE....covicceee e




2. ThEe BIrOWNS. ...
3. TOM CaNtY...ovviiiiiiiiee s
A K BVIN . e nennnee

12. 3akoH4M NMpeAT0KEeHUs:

1. They have got a new car, but............c.cccoevviiernnnen.
2. Nick has got two small sisters, but...........c.cccvenee.
3. | have got a big house, but..............ccccoveinenns

4. Susan has got many pencils, but...............ccccene.
5. I have got.............. CPUL

IIpakTnueckoe 3ansaTue Ne 3.
Tema: PeueBoii aTuket. @opmbl oOpareHus.. MecTonMeHusI.
Henan: Beenenue u 3akperuieHre JEKCUUYECKOro ¥ TpaMMaTHYeCcKOro MaTepuania, COBEpIICHCTBOBAHUE
HaBBIKOB TOBOPEHMS, AyJUPOBAHUS, YTCHHUS], IUCbMA.
Ilepeuens oOopynoBaHMs A8 NpoBeleHHsl PadOTHI: TETpaab, NHUCbMEHHBbIE NPUHAIIECHKHOCTH,
CJIOBApb.
3aganue: Ynp.3, oTBETUTHh Ha BOIPOCHL, yIip.4-7.

1 How would you address each of the following situations.

1. An old man you don’t know.

2. A policeman.

3. Your foreign colleague, whose name is Sam Smith. He is 45.

4. His wife. Her name is June. She is 38.

5. His daughter Ella. She is not married.

6. His daughter Mary who is married to Dr. Robert Rice.

7. Her husband.

8. Your friend's professor Bruce Baker.

9. Lily Lewis whose marital status you don’t know. She is in her early thirties.

2 Match the phrases from two columns.

1. Hello, John. How is it going? A. Good morning, Mrs Baker. It was very
kind of you to invite me.

2. Sally, this is Jane. B. Hello, Jane. Pleased to meet you.

3. Do you know George? C. Hello, Pete. It’s nice to see you again.

4. Miss Smith, I’d like to introduce you D. No, I don’t believe I have.

Mr Brown.
E. I’'m very well, thank you.

5. Pam, say hello to Pete. F. How do you do.

6. How do you do? G. How do you do, Miss Smith?

7. 1don’t believe you’ve met Miss Baker, = H. They are fine, thank you. And how are your

have you? parents?

8. Good morning, Mrs Smith. I. No, can't say I do.

I’m so pleased you could come.

3 Read the following conversation to find out: 1) who the speakers are; 2) where it is taking
place. Suggest the suitable title for it.

12



Ted: Excuse me, you must be Tom.

Tom: Sorry?

Ted: You are Tom, aren’t you? You’ve just come from London, haven’t you?

Tom: Yes, that’s right. I’'m Tom Anderson.

Ted: Good, and I’'m Ted Royal.

Tom: How do you do.

Ted: How do you do. That’s Mrs Royal and our son. Liz, Allan, come and say hello to Tom.
Liz: Hello, Tom, did you have a good flight?

Tom: Oh, yes, very nice, thank you. Hello, Allan.

Allan: Hello.

Ted: Come on, Tom, we’ve got the car outside. Liz, did you find a baggage trolley for Tom?
Liz: I’'m afraid, I didn’t. I couldn’t find one anywhere.

Ted: Never mind, give me one of your bags, Tom.

Tom: Oh, thank you Mr Royal.

Ted: By the way, I hope you don’t mind me calling you Tom?

Tom: No, of course not.

Liz: And Ted, don’t you think it would be better if Tom called us by our first names?

Ted: Yes, of course.”Mr Royal” makes me feel like a grandfather.

Answer the following questions.

1. Why did Ted say “Excuse me”? 2. What difference would it have made if he hadn’t used this
expression? 3. Why did Tom say “Sorry”? 4. Why do you think Tom didn’t say “How do you do” to
Allan? 7. Would he have sounded too formal?

4.. BctaBb JUYHBIE MECTOMMEHHS

1. Sally is ten. .......... is in the fifth form.

2. Mr Brown isn't French. ......... is English.

3. Mark and I are in the same class. ............ are friends.
4. Are you a pupil? — Yes, ............ am.

5. Are......... from England, Frank?

5. BcraBb npuTsiKaTeabHbIe MecTouMenust (My, his, her, its, our, their, your), nsmenus
npensioxenus (mo oopasny):

. Jane has got a white rabbit. — Her rabbit is white.

. Nick has got two young SISters. —..........cccceverueenenn.

. We have got a young English teacher. —..................

. Susan has got a very nice father. — ..........cccccceevenenn

. 'You have got a new book. -..........cccccevveviiieiiennnnn,

. I have got............. e

OO, WN P

. 3ameHuTE BbBIJICJICHHBIC CJIOBA HA MECTOUMCHUA B 00LEKTHOM majaexe:
. We are waiting for our guests. — We are waiting for them.

. Alice saw a white rabbit in the field.

. Phone my brother and me.

. Don't tell the story to your sister.

. He gave fish to his cat.

. Sandra is cooking food for the party.

OO, WNEFE O

. BcraBb yka3zareabHble Mmectoumenns (this/that - these/those):
. Are (that/those) boxes heavy?

. Does (this/these) woman like coffee?

. Do (those/that) girls come from Spain?

.(That/those) tall girl is very pretty.

BWNE N
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IIpakTuyeckoe 3ansitue Ne 4.,
Tema: ['eorpaduueckoe nonoxenune Benukooputanuu. Present Simple.
Ieanb: Beenenue u 3akperuieHre JISKCHYSCKOTO U TPAMMATHYECKOT0 MaTepralia, COBEpIICHCTBOBAHUE
HABBIKOB TOBOPCHHUS, ayAMPOBAHUS, YUTCHHSI, TUCHMA.
Ilepeyenn oGopymoBaHusi JIJisi TPOBEAeHHs PadoOThI: TETPajb, MUCHbMEHHbIC MPHHAIICIKHOCTH,
CIIOBApb.
3ananue: BolyduTh JIEKCUKY, TIEPEBECTH TEKCT, BBHITIOJIHUTD YIPAKHEHUS K TEKCTY, yrp.10-13.

1 Discuss the following questions.

1. What is the difference between the names “Great Britain” and “the United Kingdom™?
2. What countries does Great Britain include? What are they? What are their capitals?

4. What do you imagine when you think of Britain and its people?

2 Find geographical names in the text and translate them. Do we use the articles with them?

3 Fill in the gaps if necessary.

1. The official name of ... Great Britain is ... United Kingdom of ...Great Britain and ...Northern
Ireland.

2....U. K consists of...England, ...Scotland, ...Wales and ...Northern Ireland.

3. The western coast of ...Great Britain is washed by ... Atlantic Ocean and ... Irish Sea.

4. ... English Channel separates the south-east of ... Great Britain from ...France the narrower part of
which is called ... Strait of Dover.

5. The climate in Great Britain is generally mild, humid and temperate due to the influence of ... Gulf
Stream.

6. There are many rivers in Great Britain but they are not long. The longest of them is ... Thames,
which is a little over 200 miles.

4 Find the cardinal directions in the text.
CEBEP - CEBEPHBII - HA CEBEPE - K CEBEPY OT;
IOT - FOKHBIN - Ha I0Te - K 10Ty OT;

3amaj - 3alaJHbli-Ha 3amaje - K 3arany or;

BOCTOK — BOCTOUHEIHN - Ha BOCTOKE - K BOCTOKY OT.

5 Translate the sentences into Russian.

1. I'opel HaxoAATCs Ha 3anade U cegepe CTPAHBbI.

2. HusMeHHOCTH Ha 102ce U socmoke.

3. 3anadﬂoe n06epe>1<be BGJ'II/IKO6pI/ITaHI/II/I OMBIBACTCA ATJ'IaHTI/I‘{eCKI/IM OKCAHOM U CeBepHLIM MOpCM.

4. JlTa-MaH11 oTaensier 2o-eocmounyto 4acth BennkoOpuranuu ot @paHuuu.

6 Topical vocabulary. Read and translate.

red rose KpacHas po3a
thistle YEePTOMOJIOX
daffodil HapIHCC
shamrock TPUJIMCTHUK
mainland MaTepHK
island OCTpOB

to consist of /include

COCTOATH M3/BKIIIOYATH

the English Channel

nponuB Jla-Mani

the Strait of Dover

Ta-ne-Kane umu JlyBpckuit nponus (y3kas
yacTh Jla-Manmia)

the Gulf Stream

terioe TeueHue [onbderpum




mild MSTKHI

humid CBIPOH, BIAKHBIN

temperate YMEPECHHBIN

weather forecast IIPOTHO3 TOTOIBI

lowlands HU3MEHHOCTH

mountains TOPBI

the House of Commons najara oOIIIH

the House of Lords najara JIOpJIoB

highly developed country BBICOKOPA3BUTOE I'OCYIapPCTBO
parliamentary monarchy napJaMeHTCKas MOHApXHs
to mine mineral resources J0OBIBATH MUHEPAJIBHBIE PECYPCHI
coal yroJib

census MIePEITICh HACCIICHHUS

7 Reading and speaking. Group work.

Group 1. Read the text, find information about the geographical position and climate of Great
Britain. Say whether it is true (T) or false (F).

1. The official name of Great Britain is the United Kingdom of Great Britain and Northern Ireland.
2. The UK consists of three parts — England, Scotland, and Wales.

3. Great Britain officially includes England, Scotland and Wales and Northern Ireland.

4. The English Channel separates the south-east of Great Britain from France.

5. The climate in Great Britain is generally hot and dry due to the influence of the Strait of Dover.

6. The English say that they have three variants of weather. It is very changeable.

Group 2. Read the text, find information about the capitals, ports, emblems and the political
system of Great Britain. Say whether it is true (T) or false (F).

1. The longest river of Great Britain is the Severn, which is a little over 200 miles.

2. Britain's principal ports are London, Liverpool, Manchester, Hull, Glasgow.

3. The capital city of England is Liverpool.

4. The national emblem of Scotland is a red rose.

5. Great Britain is rich in coal which is mined mostly in England.

6. The UK is the constitutional monarchy. The official head of the state is the Prime Minister.

GREAT BRITAIN

The official name of the country we usually call England is the United Kingdom of Great Britain
and Northern Ireland. The U K is situated on the group of islands lying to the west of the continent of
Europe. The UK consists of England, Scotland, Wales and Northern Ireland The total land area of the
United Kingdom is 244,000 square kilometres. The population of the country according to the 2011
census is about 63,182,000. The mountains are in the west and the north of the country. There are
lowlands in the south and the east. Great Britain officially includes England, Scotland and Wales.

The western coast of Great Britain is washed by the Atlantic Ocean and the Irish Sea. The eastern
coast is washed by the waters of the North Sea. The English Channel, which is 32 kilometres wide,
separates the south-east of Great Britain from France the narrower part of which is called the Strait of
Dover. So Great Britain is surrounded by water. Not far from the British Isles there is warm Gulf
Stream. So, the climate in Great Britain is generally mild, humid and temperate due to the influence of
the Gulf Stream. This humid and mild climate is good for plants. The trees and flowers begin to blossom
early in spring. In January average temperature is from 3 to 7 degrees below zero and in July it is from
16-17 degrees above zero.

British people say: "Other countries have a climate, in England we have weather." The weather in
Britain changes very quickly. One day may be fine and the next day may be wet. The morning may be



warm and the evening may be cool. The English also say that they have three variants of weather: when
it rains in the morning, when it rains in the afternoon or when it rains all day long. Every daily paper
publishes a weather forecast. Both the radio and television give the weather forecast several times each
day.

There are many rivers in Great Britain but they are not long. The longest of them is the Thames,
which is a little over 200 miles. Britain's principal ports are London, Liverpool, Manchester, Hull,
Glasgow.

The capital city of England is London. The capital city of Scotland is Edinburgh. The capital city of
Wales is Cardiff. Belfast is the capital of Northern Ireland.

The national emblem of England is a red rose. The national emblem of Scotland is a thistle. The national
emblem of Wales of is a daffodil. The national emblem of Northern Ireland is a shamrock.

Great Britain is not rich in mineral resources, except coal, mined mostly in Wales. But it is a highly
developed country.

The UK is the parliamentary monarchy. Legislative power belongs to her Majesty Queen
Elizabeth Il, and the Parliament, which consists of the House of Commons and the House of Lords.
Officially the Head of the State is the Queen.

8. RECORDING. Choose the right variant.

1. The United Kingdom of Great Britain and Northern Ireland includes...
a) England and Scotland;

b) Wales and Northern Ireland;

c) England, Scotland, Wales and Northern Ireland;

2. The Prime Minister lives ...
a) at Buckingham Palace;

b) near the Stonehenge;

c) at 10 Downing Street;

3. The Queen lives in ...
a) Oxford;

b) the Parliament;

c¢) Buckingham Palace;

4. ....1s a birthplace of William Shakespeare.
a) Liverpool;

b) Stratford - upon — Avon;

¢) Edinburgh;

5. ....is a home of The Beatles.
a) London;

b) Cardiff;

c) Liverpool;

6. .... and ... is famous for the Universities.
a) Oxford and Cambridge;

b) Belfast and Cardiff;

¢) Stratford - upon — Avon and London;

7. About 2% of the working population are...
a) businessmen;
b) farmers



c) teachers;

8. In Wales ..... is very popular.
a) Kensington Garden;

b) the Snowdon National Park

¢) Hyde Park;

9. Welsh people speak...
a) English;

b) both English and Welsh;
c¢) English and French;

10. Over ... million tourists come to Britain every year.
a) 28;
b) 38;
C) 48;

11. What is Stonehenge? It is...

a) a clock;

b) a temple;

c) atemple, or a clock, or a calendar. Nobody knows.

12. Britain is an island. In fact there are over ... islands.
a) 800;

b) 900;

c) 1000;

9 Speaking and discussion.
1. What place in Britain would you like to visit most of all and why?
2. Would you like to live in Britain? Why/why not?

10 Put the verbs in the Present Simple form.

1. Onefly (to fly) , two flies (to fly).

2. One girl (to cry), four girls (to cry).

3. When a wolf (to see) the moon, it (to begin) to howl.
4. Wolves and sheep (to be) never friends.

5. Our hens (to lay) a lot of eggs.

6. Boys (to fight) and (to shout).

7. That boy (to try) to catch some balls.

8. These girls (to try) to run away from an angry turkey.

11. Yan is at a summer camp in Poland. Write what he usually does in the camp. Put the verbs in
bracket in the correct form.

1. He (get) up at 7. 2. He (have) his English lesson every day. 3. He

(speak) English to his friends. 4. He (play) board games in the afternoon. 5. Sometimes he
(swim) in the lake. 6. He often (go) hiking. 7. He sometimes (sit) by the

camp fire in the evenings. 8. He never (go) on a trip without his friends.

12. Put the verbs in the Present Simple form.
go, like, love, watch, read, like, walk, come, do, watch



My name's Pavel. In the evening I usually (1)

my homework. Then 1 (2)

TV

or video. I (3) action films! They are super! Then | (4) my dog. After that |
(5) home, (6) a book and (7) to bed. My sister is little. She
doesn't (8) action films. She (9) cartoons. She (10) them every
day.
13. Look at the chart and write about Ellie.
sports comedies action the news

programmes films
Often v v
Sometimes v
Rarely 4
Never v
Ellie often watches comedies.

IIpakTuyeckoe 3ansitue Ne 5.

Tema: 'eorpaduyeckoe nonoxenue Bennkoopuranuu. Present Simple.
I_[e.m,: 3aernneHHe u CUucreMarmu3anusi JICKCHUYCCKOI'O u I'paMMaTHYCCKOI'O MaTcpHraia,

COBCPUHICHCTBOBAHUC HABBIKOB 'OBOPCHUA, ayJUPOBAHUA, YTCHU A, ITUCbMA.
Ilepeuyens 000pyaoBaHMs A5l IPOBEAEHH PA0OTHI: TETPA/lb, IUCEMEHHBIC IPHHAIICKHOCTH, CIOBAPh.
3ananme: [lepeBecTn TEKCT, cAENaTh Mpe3eHTAMIO 0 BenmukoOpuranuu. Ynp.4,5.

PLACES TO GO. WALES

Wales is a part of the United Kingdom and it’s famous for

its beautiful scenery, music festivals and friendly people.

It has its own language, Welsh, but nearly everyone speaks
English. Wales is also famous for its long place names like
Llanfairpwllgwyngyllgogerychwyrndrobwll-llantysilliogogogoch!
The best time to visit is from June to September.

Cardiff is a capital city. It’s a busy, modern city
on ariver called the Taff. There is a beautiful
castle in the center of the city and some
interesting museums. St. David’s Hall is a good
place for traditional Welsh music. You can also
go to concerts and sports events at the amazing
Millennium Stadium.

Breacon Beacons National Park is a great place for walks

and picnics. You can walk along Offa’s Dyke in the Black
Mountains and enjoy the wonderful views, or go fishing at
Llangorse Lake, the largest natural lake in the south Wales.



Snowdonia National Park is in the north

of the country. Every year about 500.000
people climb Snowdon, the highest mountain
in Wales. You can also travel up the mountain
by train!

Llandudno is an old seaside town on the north coast. It's
famous for its long beaches and beautiful scenery, and is

a good place to go surfing. You can also go surfing at many
places in the south of the country like Broadheaven and Tenby.

Topical vocabulary

the Taff — pexa Tadd

St. David’s Hall - Cenr-/IpBua Xoiul, HEHTp MPOBEICHHS BBICTYIUIEHHH MECTHBIX M MHPOBBIX 3BE3]I,
KOH(EepEeHIN U MPEICTaBICHUH U3 007aCTH COBPEMEHHOT'O MCKYCCTBA.
Millennium Stadium — ctagron MuuieHHYM

Breacon Beacons National Park — nanmonanbhblii napk bpexon-bukonc
Offa’s Dyke — namb6a O b1, ObiBIIast rpaHUIia MEXKTY AHITIHCH U Y IIbCOM
the Black Mountains — UepHbie ropsr

Llangorse Lake — o3epo Jlimsurope

Snowdonia National Park — HanmonaneHbIil napk CHOYTOHUS

Llandudno — JInanaumaHo, MOPCKOW KypOpPT M TOPO B Y3IIbCe

Tenby — Tou0wu, ropo Ha roro-3amnaje

1 Are these sentences true or false?

. Wales is a country in the United Kingdom.

. They speak two languages in Wales.

. August isn’t a good time to visit.

. 'You can listen to music at the Millennium Stadium.
. Snowdon is in the Black Mountains.

. 'You can travel by train up Snowdon.

. LIandudno is a modern town.

. Wales is a good place for surfing.

CONO O A~ WNPE

N

. Make notes about Wales.

facts about the country places to visit and things to do

3. Do you have your dream country you would like to visit? Tell about places to visit and things to
do.

4. ITocTaBbTE MoJICKAIIEE U CKA3yeMO€ B 3-¢ JIUIIO e AMHCTBCHHOI'0O YHUcCJjia.

1. I always listen to the radio in the morning. —He always listens to the radio in the morning.
2. | sometimes write letters to my school friends.

3. I always drink tea for breakfast.

4. | often watch football matches on TV.

5. I live in Moscow.



5. IocTaBbTe riarogbl B Present Simple.
Adam......(1. be) a young man from Bristol. He...... (2. live) in a new big house near the city centre.

He......(3. be) a student at the university. He............ (4. study) History and Literature. Every day he......... (5.
go) tothe university by bus. He........... (6. have) many friends and they always............. (7. go) to the park on
Sundays. In the evenings they sometimes........... (8. go) to the disco or to the cinema. Adam............ (9. not

like) going to the theatre.

IIpakTuyeckoe 3ansitue Ne 6.
Tema: ['eorpaduyeckoe nonoxenue BennkoOpuranuu. Present Simple.
Heab: 3akperuieHne ¥ CHUCTEMATH3alMs  JIGKCHYECKOTO M IpAaMMaTHYECKOro  MaTepHaia,
COBCPHICHCTBOBAHUC HABBIKOB 'OBOPCHUA, ayAUPOBAHUS, YTCHUSA, [TMCbMA.
Ilepeuyens 000pya0BaHMs JJIsl IPOBEAEHHsST PA0OTHI: TETPA/Ib, NIHCEMEHHBIC IPHHAIICKHOCTH, CIOBaPh.
3ananme: [lepeBecTu TEKCT, cAeNaTh Mpe3eHTauio 0 BenmukoOpuranuu. Yup.4,5.

PLACES TO GO. WALES

Wales is a part of the United Kingdom and it’s famous for

its beautiful scenery, music festivals and friendly people.

It has its own language, Welsh, but nearly everyone speaks
English. Wales is also famous for its long place names like
Llanfairpwllgwyngyllgogerychwyrndrobwll-llantysilliogogogoch!
The best time to visit is from June to September.

Cardiff is a capital city. It’s a busy, modern city
on ariver called the Taff. There is a beautiful
castle in the center of the city and some
interesting museums. St. David’s Hall is a good
place for traditional Welsh music. You can also
go to concerts and sports events at the amazing
Millennium Stadium.

Breacon Beacons National Park is a great place for walks

and picnics. You can walk along Offa’s Dyke in the Black
Mountains and enjoy the wonderful views, or go fishing at
Llangorse Lake, the largest natural lake in the south Wales.

Snowdonia National Park is in the north

of the country. Every year about 500.000
people climb Snowdon, the highest mountain
in Wales. You can also travel up the mountain
by train!

Llandudno is an old seaside town on the north coast. It's
famous for its long beaches and beautiful scenery, and is

a good place to go surfing. You can also go surfing at many
places in the south of the country like Broadheaven and Tenby.



Topical vocabulary

the Taff — pexa Tadd

St. David’s Hall - Cenr-/IpBua Xoiul, HeHTp MPOBEACHUS BBICTYIUIEHHH MECTHBIX W MHPOBBIX 3BE3I,
KOH(epeHIIU 1 MPeICTaBICHUH U3 0071aCTH COBPEMEHHOT'O HCKYCCTBA.
Millennium Stadium — craguon MusuteHHYM

Breacon Beacons National Park — marmonanbshblil napk bpekon-bukonc
Offa’s Dyke — nam6a O b1, ObIBIIas rpaHKIa MEKIY AHIIHEH U YICOM
the Black Mountains — YepHbie ropsr

Llangorse Lake — o3epo Jlimsurope

Snowdonia National Park — marmonanbublil napk CHOYIOHHS

Llandudno — JlnanauaHo, MOPCKOH KypOPT U TOpOa B Yajbce

Tenby — Tou6u, ropox Ha roro-3amnaje

1 Are these sentences true or false?

. Wales is a country in the United Kingdom.

. They speak two languages in Wales.

. August isn’t a good time to visit.

. 'You can listen to music at the Millennium Stadium.
. Snowdon is in the Black Mountains.

. 'You can travel by train up Snowdon.

. Llandudno is a modern town.

. Wales is a good place for surfing.

CO~NO OIS WNPE

N

. Make notes about Wales.

facts about the country places to visit and things to do

3. Do you have your dream country you would like to visit? Tell about places to visit and things to
do.

. IllocTaBbTE MmoJIeiKaIIee U CKasyeMoe B 3-e JHUI0 € AMHCTBCHHOI'O YHCJIA.

. I always listen to the radio in the morning. —He always listens to the radio in the morning.
. | sometimes write letters to my school friends.

. I always drink tea for breakfast.

. | often watch football matches on TV.

. I live in Moscow.

O~ wdNDE D

5. ITocTaBbTe I1aroJnl B Present Simple.
Adam......(1. be) a young man from Bristol. He...... (2. live) in a new big house near the city centre.

He......(3. be) a student at the university. He............ (4. study) History and Literature. Every day he......... (5.
go) tothe university by bus. He........... (6. have) many friends and they always............. (7. go) to the park on
Sundays. In the evenings they sometimes........... (8. go) to the disco or to the cinema. Adam............ (9. not

like) going to the theatre.

IIpakTuyeckoe 3anaTue Ne/.
Tema: Jlongon. Past Simple.
Hean: Beenenue u 3akpeniieHne JIEKCHUECKOTro M rpaMMaTUYECKOTO MaTepuala, COBEPIIEHCTBOBAaHUE
HABBIKOB TOBOPEHUS, AyAUPOBAHUS, UTEHUS, TUCHMA.
Ilepeuenb o0opynoBaHus ISl IPOBeAEeHNsI PadOThI: TETPAlb, TUCbMEHHBIC TPUHAIC)KHOCTH, CIIOBAPb.
3ananue: [lepeBecTy TEKCT, BBIOJIHUTD 33JJaHUS K TEKCTY, BBIMIOIHUTH yIIp. 6-9.



1 Answer the questions.

1. What do you know about London?

2. Have you ever been to London? Would you like to visit it?
3. What famous London sights do you know?

2 Topical vocabulary. Read and translate.

the Tower of London - Jlonmouckuii Taysp, KpernocTs Ha ceBepHOM Oepery Tem3br,
the Houses of Parliament — ITapiament;

Trafalgar Square — Tpadanbrapckast 1ioIIaIb;

Kensington Gardens - KeHCHHITOHCKHH MapK, NpUMbIKaOIIKi K ["aiig mapky;
Westminster Abbey- Bectmunctepckoe A66aTcTBO;

Hyde Park — I"aiix mapk, KopoJaeBCKHii mapk B neHTpe JIoH10Ha;

Madame Tussaud's Museum — my3eit magam Trocco;

Poet's Corner — Yronok no3toB B BectmuncTepckom A6OaTcTBe;

the Royal Exchange — KopouieBckas oupika,;

Big Ben — bur ben, cambliii 00J1b1110# U3 IATH KOJOKOJIOB BecTmMuHcTepckoro apopiia (4acTo 3To
Ha3BaHHME OTHOCAT K YacaM M 4acOBOH OalllHE B IIEJI0M);

the British Museum - Bpurtanckuii My3ei;

the National Gallery — HaumonansHas ranepes;

the river Thames — peka Tem3a.

LONDON

London is the capital of the United Kingdom, its economic, political and cultural centre. It is one of
the world’s most important ports and one of the largest cities in the world. London with its suburbs has
a population about 11 million people.

It is situated on the river Thames about forty miles from the mouth and is divided into two parts by
the river: north and south.

The history of London goes back to Roman times. It has been a capital for nearly a thousand
years. Due to favourable geographical position a small town soon became an important trade centre.

Actually London can be divided into several parts. First there is the City of London. It’s the
financial and business centre of Great Britain. It’s the district where most offices and banks are
concentrated: the Royal Exchange and the Bank of England are here, too. The East End is the district
where mostly working people live. A lot of docks, factories, poor houses are concentrated here. The old
port is now called “Docklands”.

The West End makes a great contrast to the working district of London. It is full of richest
hotels, largest supermarkets, best cinemas and concert halls. It is famous for its beautiful parks and
gardens such as Hyde Park or Kensington Gardens. Many ancient buildings still stand here.

Another important district of London is Westminster where most of government buildings are
located. Westminster Palace is the seat of the British Parliament where the county’s leaders speak. The
Houses of Parliament stand beside the river Thames. On the highest tower there is the most famous and
largest clock of the country - Big Ben.

Standing not far from the Houses of Parliament, Westminster Abbey is a symbol of England. The
legend says that Westminster Abbey was founded by St Peter himself but we know it was built by King
Edward in 1065. The coronation of all British Kings and Queens takes place in Westminster Abbey. It is
also famous for its Poet's Corner where many outstanding people - statesmen, painters, and poets were
buried there. Among them Tennison and Geoffrey Chaucer, the first English national poet, world famous
scientists Isaac Newton Charles Darwin, etc.

Every year millions of tourists come to London to visit the places of interests. They make
sightseeing tours of the city, visit the Trafalgar Square, the British Museum, the National Gallery,
Madame Tussaud’s Museum of waxworks, etc. They also visit the most ancient historic monuments dating
back to Roman times such as the Tower of London which had been a fortress, a prison and a royal palace.



At present it is one of the most interesting museums of GB. Now the King and the Queen of Britain do not
live in the Tower. When the Queen is in London, she stays in Buckingham Palace, her official residence.

3 Reading and speaking. Group work.
Group 1. Find information about the parts of London. Say are these sentences true or false (T/F)?

1.
2.

3.

4.
S.

6.

London consists of several parts: the City, the West End, the East End, Westminster.

The West End is an industrial district of London. It’s the district where most offices and banks are
concentrated.

The East End is populated by working class families. It is full of richest hotels, largest
supermarkets, best cinemas and concert halls.

The City is a financial center of London.

The West End is famous for its beautiful parks and gardens such as Hyde Park or Kensington
Gardens.

Westminster is a district of London where most of government buildings are located.

Group 2. Find information about the sights of London. Say are these sentences true or false (T/F)?

oakrwdpE

Westminster Palace is the seat of the British Parliament where the county’s leaders speak.
Westminster Abbey is a symbol of Edinburgh.

Buckingham Palace stands beside the river Thames.

The coronation of all British Kings and Queens takes place in Westminster Abbey.

The Tower of London had been a royal palace.

When the Queen is in London, she stays in Harrods, her official residence.

4. RECORDING. Choose the right variant.
1. London is on the river ...

a) Severn;
b) Taff;
c) Thames;

2. There are ... bridges in London.
a) 29;
b) 39;
c) 49;

3. The most famous bridge in London is...

a) Millennium Bridge;
b) Cannon Street Railway Bridge;
c) Tower Bridge;

4. “The Tube” is ...
a) a black taxi;

b) the Underground,
c) ared bus;

5. Madam Tussaud's is..

a) the National Gallery;

b) the British Museum;

¢) a museum of wax models;

6. The most famous store in Britain is...
a) Marks and Spenser;
b) Harrods;



c) House of Fraser;

7. Covent Garden is ...

a) a place for growing flowers;

b) a place for shopping and a center of London street life;
c) a place for playing football.

What do people like about London?
Where can people relax and have fun in London?

5. Make notes about London.

facts about the city places to visit and things to do

What do you like about London? Would you like to visit it?

6. Write the Past Simple of the following words:

open - opened regret- ................ CPY = oo, stay - ..o,
love-................. quarrel - ............... fry- ...l travel - ................
plan-................. drop-.................. arrive- ................ close-.................
empty - .............. die-................... play-.................. tidy-..................
7. Look at the list of irregular verbs at the back of the book and complete the table:
Infinitive Past Infinitive Past
go broke
have | .. cut
...... came take
be | .. stole
wake | . drink
meet | ... put
sang make
speak run
told begin

8. Underline the verbs in Past Simple.

In the summer | visited my grandparents. We went to the forest, swam in the river, went fishing, read
books, went to the cinema, and watched TV all the time. | visited my friends, played football, listened to
music, worked in the fields, went boating, and had a good time. | picked berries and mushrooms. | lay on
the sand.

9. Put the verbs in Past Simple.
be (2), feed, take, start, visit, listen

The children went to London. The Tour at Hyde Park in the morning. The children the
ducks and squirrels there. Then they photos of Trafalgar Square. The next stop the
British Museum. They also the Tower of London. The children to the famous bell
Big Ben. In the evening they very tired.

IIpakTyeckoe 3ansaTHe Ne§.



Tema: Jlongon. Past Simple.

He.]'IBI 3aerHneHHe " CUCTeMaTu3alus JICKCHICCKOTO U rpaMMaTu4CCKOTro MaTcpurajia,

COBCPHICHCTBOBAHUC HABBIKOB 'OBOPCHUS, ayJUPOBAHUSA, YTCHUSA, ITUCbMA.

Ilepevyenn o0opynoBaHus 1Jisl IPOBeAeHUsI pa0dOThI: TETPa/lb, MMCbMEHHBIE IPUHAIEKHOCTH, CJIOBAPD.

3ananmue: [lepeBecTu TeKCT, cAeNaTh Mpe3eHTAINIO O JIOHOHE/ET0 JOCTONPUMEYaTeILHOCTAX. YIp. 2-6.
BAKER STREET

221b Baker Street, London. This address is famous all over the world as the greatest detective Mr.
Sherlock Holmes and his friend Doctor Watson lived there for 23 years from 1881 to 1904. The house itself
was built in 1815. It is a two-storied building. The rooms are exactly the same as they were when Sherlock
Holmes lived and worked there. The Sherlock Holmes museum was opened on March 27, 1990. In every room
in the museum there are exhibits reminding visitors of various stories.

Sir Arthur Conan Doyle wrote 60 Sherlock Holmes adventures — four long novels 56 short stories. It
is allowed to examine every item take pictures everywhere in the museum. The role of Mrs. Hudson has not
been forgotten. On the ground floor there is Hudson's old English restaurant serving traditional English food.
The museum is absolutely remarkable. Sir Arthur Conan Doyle helped us to see the brilliant detective and
also the late 19" century life- style of professional gentlemen through the Sherlock Holmes stories.

1. Answer the following questions.

1. Who lived at 221 b Baker Street?

2. When was the house built?

3. When was the museum opened?

4. How many stories and novels did Sir Arthur Conan Doyle write?
5. What do you know about Sherlock Holmes and Doctor Watson?
6. What books by Sir Arthur Conan Doyle did you read?

7. What films about Sherlock Holmes and Dr. Watson did you see?

2. Look at what Maria did and didn’t do last Sunday. Then write sentences:

wake up late — have lunch with her grandparents —
do her homework + take her dog out for a walk +
speak to her friend — help her mother make dinner +

3. Imagine your friend works in the zoo. Write what he did yesterday. Use the following phrases.
to come up to all the cages, to open them, to talk to the animals, to wash some of the animals, to give them
food, to clean the cages, to bring water for the animals, to close the cages

4.Ask and answer questions what people did or didn’t do yesterday. Then ask your partner questions
to fill in the table about him/her:

go for a walk play golf write a letter wash the car
Peter + +
Mr and Mrs Page + + +
Your partner

Peter/go for a walk? Did Peter go for a walk yesterday? Yes, he did.
Peter/play golf? o
Peter/write a letter? .........coiiiiiiii
Mr and Mrs Page/play golf? ...
Mr and Mrs Page/wash thecar? ...,

agrwpdE

5. Use the time expressions below to write true sentences about yourself:

three months ago yesterday last weekend  in 2014 last Tuesday

1. I went to a pop concert three months ago.



6. Write questions in Past Simple.

Kim: What (you do) last night, Lisa?
Lisa: I went to the cinema.

Kim: What film (you see)?

Lisa: Shrek.

Kim: Who (you go) with?

Lisa: Pete and Zoe.

Kim: (you enjoy) it?

Lisa: Well, the special effects were brilliant, but the story wasn't very good.
Kim: What time (it finish)?

Lisa: At ten o'clock.

Kim: What (you do) after the film?

Lisa: We went for a pizza.

IIpakTuyeckoe 3ansitue Ne9.
Tema: Jlongon. Past Simple.
HEJIL: 3aerHHCHI/Ie " cucTteMaTtu3anus JICKCHYICCKOI0 U rpaMMaTHi4CCKOro MmarepuaJia,
COBCPHICHCTBOBAHUC HABBIKOB 'OBOPCHUA, ayAUPOBAHUSA, YTCHUSA, [TMCbMA.
Ilepeyenb 000pyIOBaHMS ISl IPOBeACHUsI PA0OThI: TETPA/lb, IMCbMEHHbBIE TPUHAIEKHOCTH, CIIOBAPb.
3ananme: [lepeBecTn TEKCT, cAENaTh MpE3eHTAMIO O JIOHIOHE/ET0 ToCTONPUMEYaTeIbHOCTIX. Y1Ip. 2-6.
BAKER STREET

221b Baker Street, London. This address is famous all over the world as the greatest detective Mr.
Sherlock Holmes and his friend Doctor Watson lived there for 23 years from 1881 to 1904. The house itself
was built in 1815. It is a two-storied building. The rooms are exactly the same as they were when Sherlock
Holmes lived and worked there. The Sherlock Holmes museum was opened on March 27, 1990. In every room
in the museum there are exhibits reminding visitors of various stories.

Sir Arthur Conan Doyle wrote 60 Sherlock Holmes adventures — four long novels 56 short stories. It
is allowed to examine every item take pictures everywhere in the museum. The role of Mrs. Hudson has not
been forgotten. On the ground floor there is Hudson's old English restaurant serving traditional English food.
The museum is absolutely remarkable. Sir Arthur Conan Doyle helped us to see the brilliant detective and
also the late 19" century life- style of professional gentlemen through the Sherlock Holmes stories.

1. Answer the following questions.

1. Who lived at 221 b Baker Street?

2. When was the house built?

3. When was the museum opened?

4. How many stories and novels did Sir Arthur Conan Doyle write?
5. What do you know about Sherlock Holmes and Doctor Watson?
6. What books by Sir Arthur Conan Doyle did you read?

7. What films about Sherlock Holmes and Dr. Watson did you see?

2. Look at what Maria did and didn’t do last Sunday. Then write sentences:

wake up late — have lunch with her grandparents —
do her homework + take her dog out for a walk +
speak to her friend — help her mother make dinner +

3. Imagine your friend works in the zoo. Write what he did yesterday. Use the following phrases.
to come up to all the cages, to open them, to talk to the animals, to wash some of the animals, to give them
food, to clean the cages, to bring water for the animals, to close the cages



4.Ask and answer questions what people did or didn’t do yesterday. Then ask your partner questions
to fill in the table about him/her:

go for a walk play golf write a letter wash the car
Peter + +
Mr and Mrs Page + + +
Your partner

6. Peter/go for a walk? Did Peter go for a walk yesterday? Yes, he did.
7. Peter/play golf? .o
8. Peter/write aletter? ... ...
9. Mr and Mrs Page/play golf? ..o,
10. Mr and Mrs Page/wash thecar? ...,

5. Use the time expressions below to write true sentences about yourself:

three months ago yesterday last weekend  in 2014 last Tuesday

6. | went to a pop concert three months ago.

6. Write questions in Past Simple.

Kim: What (you do) last night, Lisa?
Lisa: I went to the cinema.

Kim: What film (you see)?

Lisa: Shrek.

Kim: Who (you go) with?

Lisa: Pete and Zoe.

Kim: (you enjoy) it?

Lisa: Well, the special effects were brilliant, but the story wasn't very good.
Kim: What time (it finish)?

Lisa: At ten o'clock.

Kim: What (you do) after the film?

Lisa: We went for a pizza.

IIpakTuyeckoe 3ansaTue Ne 10.
Tema: Ha sxene3HonopoxnoM Bok3ane. CTpanatenbHblii 3a0r BpemeH Simple.
Heanb: BBenenue u 3akperieHne JEKCUYECKOT0 U IPaMMAaTHYECKOT0 MaTepualia, COBEpPIIEHCTBOBAHNE
HaBBIKOB TOBOPEHHUS, ayAMPOBAHUS, YUTCHUS, TUCbMA.
Ilepeuens 00opy10BaHuUA /JIs MPOBeIEHUs PAGOThI: TETPA/Ib, TMCHbMEHHBIC TPUHAIIIE)KHOCTH, CJIOBAPb.
3apanme: CocTtaBUTh 1Malor no Teme, ynp.8-10.

1 Capital cities in Europe - where are they? Speak, connect and write.

l'dliketogoto.... ... s in....
Rome.———, Spain.

Berlin. England.

London. > the Czech Republic.
Paris. Italy.

Madrid. Germany.



Budapest. France.

Prague. Hungary.
Bratislava. Belgium.
Brussels. Slovenia.
Bern. Russia.
Copenhagen. Finland.
Oslo. Sweden.
Stockholm. Switzerland.
Helsinki. Norway.
Moscow. Denmark.

1d like to go to Rome. Rome is in Italy.
1'd like t0 @O tO ..o IS T coeeieeeiee e
1'd like to @O 10 ......ccooeeveeeeis . IS T e,

2 Travel plans. Speak and write. To which of these countries can you travel by train?

1'd like to go to ... You can go...
Rome

Berlin by train.
London by car.
Paris by plane.
Madrid by bus.
Budapest by boat.
Prague by bike.
Bratislava by 727?72
Brussels

3 Topical vocabulary. Read and translate.
a railway station — >xene3HO0pOKHBIN BOK3a
direction - HanpaBneHue

a booking office - 6unernas kacca

a ticket - ouser

a single ticket - 6ueT B 071HO HampaBICHHE
a return ticket - 6unet Tyaa u 00paTHO

a pound — GyHT (IeHEeKHAsT €ANHHIIA)

a waiting room — 3a oxugaHus

arrival - npuOsITHE

a porter - HOCHJIBIIUK

to carry luggage — Hectu 6arax

to push — Toskatk, mpoaBUTaTH

a truck — GarakHast TeneKKa

a trunk — ToposKHBII YeMo1aH

a suitcase — yuemoaH (HEOOIBIION TUTOCKHIA)
a luggage van — GaraxHbIii Baron

abroad — 3a rpanwuneit, 3a rpaHuILy

a direct train — npsiMoii moes

to be due out — momxeH oTolTH

to be due in — nomkeH npuUOBITH



a sleeping car — cmanbHBIN BaroH

a stopping train — maccaxupckuii moess

a place of destination — mecro HasHaYeHUs
chief - rmaBubIit

a station-master — HayaJTpHUK CTaHIUA

a bookstall — kHKHBIN KHOCK

a left-luggage office — kamepa xpanenus
to call for smth — 3axoxuTh 3a yem-1100

a carriage — nmacca)KMpCKHii Baro

4 Read the text and practice the conversations.

THE RAILWAY STATION
We are at the railway station in London. Let’s look round the station and watch the busy life that is
going on. There are a lot of platforms from which trains go out and come in. Our train goes from platform
2, so let us wail in that direction. There is a booking office where you can buy a ticket for your journey.
Let’s listen to that man buying a ticket.

Man: | want a ticket to Brighton, please, second class.
Booking clerk:  Single or return?
Man: Return, please.

Booking clerk:  Second return, Brighton: one and fifty pounds, please. (The man gives him two
pounds). Fifty pence change, thank you.

Man: Could you tell me what time the next train goes?
Booking clerk:  8.55, platform 12. If you hurry you’ll just catch it?
Man: Thanks.

Next to the booking office there is a waiting room where people are waiting for the train's arrival.
On the platform the porters are very busy carrying luggage to the train or pushing it on their trucks. They
are taking those trunks and suitcases to the luggage van. Look at the labels on them — Paris, Rome, Madrid.
Quite a lot of people are going abroad. There is a direct train to Paris, it's due out at 8.50.

Here is a train that has just come in, with crowds of people getting off it. It has had a long journey.
Those are sleeping cars in front of the train. It is a stopping train, not an express; it stops
at five or six stations before it gets to the place of destination.

The chief man of the railway station is the station- master. There is his office next to the waiting —
room. We can see a restaurant which is open. There aren’t many people in it, just a few having breakfast,
but there are rather more people having a snack. They are drinking cups of tea or coffee, eating
sandwiches, buns or biscuits.

Here is a bookstall where you can buy newspapers and magazines. Then follows a left-luggage
office. What is that woman saying to the man at the left-luggage office?

Man: Yes, madam.
Woman: | want to leave some luggage here until this afternoon; is that all right?
Man: Oh, yes, madam, that’ll be quite all right. Is this just one bag?

Woman:  No, there are those two suitcases and this trunk. My husband will call for them with
his car this afternoon.

Man: Very well, madam. What name, please?
Woman: Mrs Smith.
Man: Right. Here's the ticket. That’1l be twenty pence, please. Thank you.

5 Complete the sentences using the information from the text.
1. A booking office is a place where ... ..... ...... ..... .



2. A waiting room is a place where .... ... ......... ..... .
3. A porter is a person wWho ...... ..... ... ...... .

4. A stopping train is a train that ...... ...... .... .

5. A station-master is ..... ...... ...... .

6. A bookstall is a place where ....... ...... ..... .

6 Do you like travelling by train? Why/why not? Describe it with the following adjectives.

I think boring/interesting.
In my opinion  travelling by trainis  cheap/expensive. So, I like/don’t like it.
It seems to me noisy/quiet.
To my mind fast/slow.
uncomfortable/comfortable.
safe/dangerous.

7 Make the correct order. Practice the conversations.
Dialogue 1

: 9.25. Platform 3.

: What time does it reach London?

: Good morning. When does the London train leave, please?

: Do I have to change?

: You should be there at 11.31, but you may be a bit late.

: Yes. You change at Lewes and East Croydon.

W>wW>w>

Dialogue 2
: Must | change?
: No. It’s a direct train.
: It gets there at 11.34.
: When does it get in?
. Afternoon. Which train do | take for Victoria, please?
: 9.28. Platform 2.

W>wrwy

Dialogue 3
A: It’s due in2 at 11.35, but they’re running late today.
B: Yes. Change at East Croydon.
A: When do we get there?
B: Good afternoon. What time’s the next train to Victoria, please?
A: Do | have to change trains?
B: 9.26. Platform 4. Right up1 at the front.

8. Fill in: is, are, was or were.

1. A short story competition is organised by our school every year.
The electric light bulb invented by Thomas Edison in 1879.
Many films produced in Hollywood.

The Lost City of the Incas located in Peru.

The film Titanic directed by James Cameron.

The Special Olympics World Games held every four years.
Toyota cars made in Japan.

Penicillin discovered by Alexander Fleming.

The Harry Potter books written by J. K. Rowling.

The Parthenon visited by thousands of tourists each year.
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11. Breakfast served from 7:00 am to 11:00 am daily.
12. Coffee grown in Brazil.

9.Complete the sentences using one of these verbs in the correct form, present or past.
cause- overtake damage show hold surround invite  translate make  write

1. Many accidents are caused by dangerous driving.

2. Cheese ........ from milk.

3. The roof of the building .......... in a storm a few days ago.

4.You........... to the wedding. Why didn't you go?

5. A cinema is a place where films ...............

6. In the United States, elections for pre5|dent .................. every four years.

7. Originally the book ...... in Spanish, and a few years ago it............ into English.
8. Although we were driving fast, we ............... by a lot of other cars.

9. You can't see the house from the road. It .... .......... by trees.

10.Put the verbs in brackets into the Past Simple Passive.

Two men 1) were seen (see) breaking into a house last night. The police 2) (call) and one man 3)
(catch) immediately. The other escaped but he 4) (find) soon after. Both men 5)
(take) to the police station where they 6) (question) separately by a police officer. The

two men 7) (charge) with burglary.

IIpakTHyeckoe 3ansaue Nell.
Tema: B asponopry. CtpamaTensHbiii 3a0r Bpemen Simple.
Henab: BeeneHnue u 3akperuieHre JEKCHYeCKOro ¥ TpaMMaTHieCcKOro MaTepuana, COBEpPIICHCTBOBAHUE
HaBBIKOB TOBOPEHHUS, ayAMPOBAHUS, YTCHHS, TIHCHMA.
Ilepeyenn o0opynoBanust 1Jisi IPOBeAeHUs] padoThI: TETPa/lb, MUCbMEHHbIC PUHAIICKHOCTH, CIIOBAPb.
3aganue: CocTaBUTh TUAIIOT TIO TeMe, ynp.5-6.

AT THE AIRPORT
1 Speaking and discussion.
1. Have you ever travelled by plane? Did you like it?
2. Where did you travel to?
3. What do you usually do on the aircraft during the flight?
4. What’s the first thing you do on arrival?

2 a) Joe Hunter wants a ticket to Boston. Read and practice the conversation.
Travel agent: Welcome to Call — a — Flight. My name is Helen. How can | help you?
Joe: Hello. I'm calling about flights to Boston.

Travel agent: When would you like to go?

Joe: On 24" February. That’s a Saturday.

Travel agent: When do you want to come back?

Joe: Sunday 11" March.

Travel agent: How many people are travelling?

Joe: Just me.

Travel agent: And from which airport?

Joe: London Heathrow.

Travel agent: And what’s your name please?

Joe: It's Joe Hunter.

Travel agent: Ok. Hold on a moment. I’ll just check availability. Right. There’s a British



Airways flight that leaves London Heathrow at 13.20 on the 24" of February and
arrives in Boston at 18.45. The return flight leaves Boston at 5.15 on Sunday the
11" of March, arriving at London Heathrow at 8.20.

Joe: How much is that?

Travel agent: Let me check.. That’s £259, including all taxes.

Joe: Ok. That’s not too bad. Can | book that please?

Travel agent: Yes, of course. How would you like to pay?

Joe: By credit card, please.

b) Match the travel agent's questions a) -g) to the things she asks about 1-7.

a) How many people are travelling? 1. by credit card, please;

b) How can I help you? 2. the date you leave;

¢) When would you like to go? 3. the date you return;

d) And what’s your name please? 4. the reason you are calling;

e) How would you like to pay? 5. the name of an airport or city;
f) When do you want to come back? 6. number of passengers;

g) And from which airport? 7. aname.

3 Topical vocabulary. Read and translate.

Check- in desk — mynkt perucrparmu;

A passport — macropr;

A boarding card — nmocagouHblit OuIIeT;

Hand luggage — pyunas kiajp;

A ticket — 6uner;

Sharp items - ocTpbie/KoTrONIHE/PEIKYIINE TPEIMETBI;
Electrical goods — anexrponpuoopsr;

Pack bags — ymakoBsiBaTh Bely;

A suitcase — yemonaH;

Seat number — Homep mecra;

Departure gate — BoporTa;

To board — cagurbcs Ha camoner; boarding — mocazika B caMoJI€ET;
Passengers — naccaxupsl,

A window seat — MecTo y OKHa;

A middle seat — mecTo B 1IeHTpE, 110 CEPEAUHE;

An aisle seat — mecto ¢ kparo, y mpoxo/a;

Flight — peiic, noner.

4. Joe is at the airport. Listen to the conversation and fill in the gaps.

Woman: Good morning, sir. Can I see your .... and ....?
Joe: Certainly. Here you are.

Woman: Thank you. Ok. How many .... willwe be ......... ?
Joe: Justone ......

Woman: Did you .... your ..... yourself?
Joe: Yes | did.

Woman: Do you have any ...... ....... ?

Joe: I have an electrical shaver inmy ...... . Is that Ok?

Woman: That’s fine. So, nothing in your ..... ?

Joe: No.

Woman: Ok. Do you like a ...... oran....... seat?

Joe: A window seat, please.

Woman: Ok. Just one moment. This is your ..... ..... and .............. You should go straight

through the departure lounge. Enjoy your flight.



Joe: What time will we be boarding?
Woman: You will be boarding at 7.
Joe: Thank you.

5. lonummTe oAHY U3 Tpex ¢GopM riaroJia:
1.to take,...,taken

2. to read, read,...

3... was/were, been

4. ...,0ave, given

5.to put, put,...

6. to come,...,come

7...,.flew, flown .

8. .... spoke, spoken

6. BeioepuTe npaBuiibHyI0 hoopMy cTpaaaTeanHoro 3ajora (Present, Past, Future Simple Passive):

I. New houses... every year. a)were built; b)are build; c)are built
2.They...met in the airport tomorrow. a)is; b)will be; c)will

3.The fax...last year. a)will be printed; b)was printed; c)is printed
4.Dinner...at 2 o'clock every day. a)is served; b)are served; c)was served

5.The book of this writer... in 2008. a)will be print; b)was printed; c)will be printed
6.The contract... two days ago. a)was signed; b)is signed; c)will be signed.
7.Radio... by Popov. a)is invented; b)was invent; c)was invented
8.Six public holidays...celebrated in Great Britain.  a)is; b)was; c)are

9.The room... every day. a)is cleaned; b)is clean; c)will clean

10. My father... next month. a)will operate; b)will be operated; c)is operated

IIpakTnyeckoe 3ansiue Nel2.
Tema: B asponopry. CtpagarenbHbiii 3as0r Bpemen Simple.
Hean: Bepenne u 3akperyieHUe JIEKCHIECKOTO U TPaMMaTHYE€CKOT0 MaTepralia, COBEPIICHCTBOBAHUE
HABBIKOB TOBOPEHUS, AyAUPOBAHUS, UTCHUS, TMUCHMA.
Ilepeuenb o00opynOoBaHNsl Il IPOBeeHUsI padOThI: TETPA/lb, TUCbMEHHBIC TPUHAIC)KHOCTH, CIIOBAPb.
3aganue: CocTaBUTh IUANOT 10 TeEMeE, yIp.5-6.

AT THE AIRPORT
1 Speaking and discussion.
1. Have you ever travelled by plane? Did you like it?
2. Where did you travel to?
3. What do you usually do on the aircraft during the flight?
4. What’s the first thing you do on arrival?

2 a) Joe Hunter wants a ticket to Boston. Read and practice the conversation.
Travel agent: Welcome to Call — a — Flight. My name is Helen. How can | help you?

Joe: Hello. I’'m calling about flights to Boston.
Travel agent: When would you like to go?

Joe: On 24" February. That’s a Saturday.
Travel agent: When do you want to come back?

Joe: Sunday 11*" March.

Travel agent: How many people are travelling?

Joe: Just me.

Travel agent: And from which airport?

Joe: London Heathrow.

Travel agent: And what’s your name please?



Joe: It's Joe Hunter.

Travel agent: Ok. Hold on a moment. I’ll just check availability. Right. There’s a British
Airways flight that leaves London Heathrow at 13.20 on the 24" of February and
arrives in Boston at 18.45. The return flight leaves Boston at 5.15 on Sunday the
11" of March, arriving at London Heathrow at 8.20.

Joe: How much is that?

Travel agent: Let me check.. That’s £259, including all taxes.

Joe: Ok. That’s not too bad. Can I book that please?

Travel agent: Yes, of course. How would you like to pay?

Joe: By credit card, please.

b) Match the travel agent's questions a) -g) to the things she asks about 1-7.

a) How many people are travelling? 1. by credit card, please;

b) How can I help you? 2. the date you leave;

¢) When would you like to go? 3. the date you return;

d) And what’s your name please? 4. the reason you are calling;

e) How would you like to pay? 5. the name of an airport or city;
f) When do you want to come back? 6. number of passengers;

g) And from which airport? 7. aname.

3 Topical vocabulary. Read and translate.

Check- in desk — mynkT perucrparmu;

A passport — macropr;

A boarding card — nocagouHblit OuIIeT;

Hand luggage — pyunas kiajp;

A ticket — 6uner;

Sharp items - ocTpbie/KoTrONIHE/PEIKYIINE TPEIMETBL;
Electrical goods — anexkrponpuoopsr;

Pack bags — ymakoBsiBaTh Bely;

A suitcase — yemonaH;

Seat number — Homep mecra;

Departure gate — BoporTa;

To board — cagurbcs Ha camoiner; boarding — mocazika B caMoJI€eT;
Passengers — naccaxupsl,

A window seat — MecTo y OKHa;

A middle seat — mecTo B 1IeHTpE, 110 CEPEAUHE;

An aisle seat — mecto ¢ kparo, y mpoxo/a;

Flight — peiic, noner.

4. Joe is at the airport. Listen to the conversation and fill in the gaps.

Woman: Good morning, sir. Can I see your .... and ....?
Joe: Certainly. Here you are.

Woman: Thank you. Ok. How many .... willwe be ......... ?
Joe: Justone ......

Woman: Did you .... your ..... yourself?
Joe: Yes | did.

Woman: Do you have any ...... ....... ?

Joe: I have an electrical shaver inmy ...... . Is that Ok?
Woman: That’s fine. So, nothing in your ..... ?

Joe: No.

Woman: Ok. Do you like a ...... oran....... seat?

Joe: A window seat, please.



Woman: Ok. Just one moment. This is your ..... ..... and .............. You should go straight
through the departure lounge. Enjoy your flight.

Joe: What time will we be boarding?

Woman: You will be boarding at 7.

Joe: Thank you.

5. lonummTe oHY U3 Tpex ¢GopM riaroJia:
1.to take,...,taken

2. to read, read,...

3... was/were, been

4. ...,0ave, given

5.to put, put,...

6. to come,...,come

7...,flew, flown .

8. .... spoke, spoken

6. BeioepuTe npaBuiibHyI0 hoopMy cTpaaaTeanHoro 3ajora (Present, Past, Future Simple Passive):

I. New houses... every year. a)were built; b)are build; c)are built
2.They...met in the airport tomorrow. a)is; b)will be; c)will

3.The fax...last year. a)will be printed; b)was printed; c)is printed
4.Dinner...at 2 o'clock every day. a)is served; b)are served; c)was served

5.The book of this writer... in 2008. a)will be print; b)was printed; c)will be printed
6.The contract... two days ago. a)was signed; b)is signed; c)will be signed.
7.Radio... by Popov. a)is invented; b)was invent; c)was invented
8.Six public holidays...celebrated in Great Britain.  a)is; b)was; c)are

9.The room... every day. a)is cleaned; b)is clean; c)will clean

10. My father... next month. a)will operate; b)will be operated; c)is operated
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GOING THROUGH THE CUSTOMS
1. Fill in the gaps.

a passport aboarding card hand luggage aticket  sharp items
pack your bags passengers a flight number  agate
a check-in desk a window/ a middle/an aisle seat

1. Before you leave the house, you ..... your ...... .

2. To travel to another country, youneed a ....... anda...... ..

3. When you get to the airport, you go to the ...... -in....... .

4. Youcanchoosea....... seat,a ....... seatandand an ...... seat.

5. The person at the check-in desk always asks you if you have any ..... items in your .... luggage.
6. He or she then gives you your ...... card.

7. You need to listen for your ....... and which ...... your plane leaves from.

8. Then you get on the plane with the other ....... .



2. Read and translate.

Item BelIb/TIpeIMET

To incur duty o0JraraThCs OMLTHHON

To declare 3aJIeKJIapUPOBATh/yKa3aTh B JACKIapalun
To be allowed 03BOJISATH/pa3pemarhb

Individual JHLIO0

Commercial activity KOMMepUYEeCKas JAeATeIbHOCTD
Caviar uKpa

Special permission 0co00e pa3pelieHue

To carry across the border MPOBO3UTH Yepe3 rPaHHILy

To go through the customs MIPOXOAUTH TAMOYKEHHBIN JTOCMOT]
To fill in the customs declaration  3amoJHUTH ACKJIApAIIIO

Firearms OTHECTPEIILHOE OPYIKHE
Endangered I0J] YTPO30i HCYE3HOBEHUS
Precious metals/ stones JParoleHHbIE METAJUIbI/KAMHH
Substances BEIIECTBA

3. Group work. Look through the customs regulations of the Russian Federation. Have you ever
carried these items across the border?
Group 1. Items which incur import/export duty.

Tobacco (individuals, 17 years or over, are allowed to import/export up to 100 cigars, 400
cigarettes, or 0.5kg of tobacco undeclared).

Alcohol (individuals, 21 years or over, are allowed to import/export up to two liters of alcoholic
drinks undeclared).

Caviar (individuals are allowed to import/export 2509 of caviar undeclared).

Goods intended for production or commercial activity.

Group 2. Items which require special permission to import/export.

Firearms, ammunition and explosives.

Radioactive substances.

Endangered species of flora and fauna.

Precious metals and precious stones, except as part of personal jewelry.
Narcotics, psychotropic substances, toxins, and powerful drugs.

Radio technology, excepting cellphones.

Extremist film, photography, and publications.

Obijects of cultural significance.

4. RECORDING 5. Listen to the conversation. Choose the correct variant.
A: Good morning, sir

B: Hello
A: Could I see your precious metals and precious stones?

B: Yes, here they are.
A: Is this your first visit to Australia?

B: Yes, It is.
A: Where will you be staying?
B: Ata hotel.

With my friend in London.

passport and visa documentation?
extremist films and publications?

New Zealand?
Canada?
the United Kingdom?

At my aunt’s house.



At a dormitory.
A: How long will you be staying?
B: I’ll be staying until tomorrow.
for 1 month.
for two weeks.
until next Tuesday.
A: Do you have anything to declare?
B: No, I do not have anything to declare.
A: Good. Everything seems to be in order. Please enjoy your stay.
B: Thank you. Could you tell me where is the departure gate?
the waiting room?
the duty free-shop?
the baggage claim?
A: Follow the signs to the left please.
B: Ok. Thank you.

Countries Visited:

5. Write sentences in the Past Simple Passive. DID YOU KNOW?
1. The toothbrush /invent/in the fifteen century.
The toothbrush was invented in the fifteen century.
2. The first pair of sunglasses/wear/in the 1200s

3. The first bicycle/ride/in1791.

4. The first hot dogs/eat/in the 1860s.

5. The first computer mouse/use/in 1964.

6. The first CDs/sell/in the 1980s.

7. The first public basketball game/play/in 1892.

6. How are music videos made? Turn the following sentences into the Present Simple Passive.
1. The music producer chooses the song for the music video.
The song for the music video is chosen by the music producer.
2. Addirector directs the music video.

3. A cameraman shoots the video.

4. A singer or band sings the song.

5. The music company produces the music video.
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1. Role play. Make up the dialogues “At the check —in desk”, use character prompts and passports.
Passport

You are a German tourist. You have
just come from Brazil. You want to
stay for 3 weeks. You are just sight
seeing. You are staying at a hotel.

You are visiting your uncle who
lives in this country. You will be
staying for the summer vacation (2
months). You will be staying at
your uncle’s house.

You are an exchange student. You
will be studying at a language
school. You will be staying for 6
months. You will be staying in a
dormitory.

You are on a business trip. You are
selling wine. You will be staying
for 2 week. You will be staying at a
hotel.

You are a Brazilian soccer player.
You are coming to play a soccer
game. You will stay for 3 days at a
hotel.

Name:
Nationality: Germany

Expiry Date: 1994
Number: 213456

Name:
Nationality: France

Expiry Date: 2007
Number:AB35242

Name:
Nationality: Sweden

Expiry Date: 2008
Number: XY?23838

Name:
Nationality: Chile

Expiry Date: 2010
Number: GHG4234

Name:
Nationality: Brazil

Expiry Date: 2009
Number: 213456

2. Read the dialogues given below and you'll see how to change money at the bank or at the exchange

desk. Act these dialogues out.



E” % The following words will help you:

exchange desk (the bureau de change) (n) — 0OMeHHBIIf TyHKT.
certificate — cripaBka.
cash a cheque — oOMeHUBATh Y€K Ha JICHBI'H; TIOJIy4aTh JACHBIHU 110 YEKY.
rate of exchange — oOMeHHBII KypC.
notice board — nocka oObsIBICHHIA.
cash — HaM4YHbBIE NEHBIU.
identification — qOKyMeHT, yJIOCTOBEPSIOIINIT THYHOCTb.
traveller's cheques — TypucTkue yeku (0OMEHUBAIOTCS Ha ICHBIH HIIM PUHUMAIOTCS 0e3 0OMeHa B
Mara3uHe, peCTOpaHe U T. II.)
be (in) valid — O6bITh He (ICHCTBUTEIBHBIM).
signature — omKck.

Dialogue 1.

* Excuse me, would you change these Roubles to Dollars, please.

* May I have your customs declaration and the certificate, please.

* Here you are. And what was the second paper you wanted?

* The certificate you got when you changed your Dollars to Roubles.
* I see, here it is

Dialogue 2.

« I'd like to cash this cheque, please.
* Yes, madam... $ 30. You haven't signed it yet.
* I'm sorry. Here you are.

Dialogue 3.

« I'd like to change these francs, please.

* Yes, sir. How many francs have you got?
* What's the rate of exchange?

* The current rates are on the notice board.

Dialogue 4.

* Good morning. Can I help you?

* Yes, my name is Dixon. I am expecting some money from my bank in Toronto.

* By post, cable or telex, sir?

* By telex.

* Let me see. Oh, yes, 200 from the Royal Bank of Canada. Have you got any identifications?
* Here you are.

3. Read the text and answer the questions.

TEXT A. TRAVELLING
Nowadays travelling abroad is very popular. Some people prefer to travel by plane, especially
businessmen, because it's the fastest means of transportation. Those who are not short of time usually travel



by train or by ship. It takes more time but gives the opportunity to see the country you travel through, its
picturesque landscapes and nature.

While travelling abroad you have to go through customs, sometimes several times.

As a rule the customs officers check your passports and visas if they are required. When coming to
some countries you may need a health certificate or a certificate of vaccination. If you have anything to
declare, then you are to fill in the declaration form.

The customs officers may ask you to show your luggage to them. Usually articles for personal use
and wear and also used items and gifts are not liable to duty anywhere. If you are carrying much currency
you should also declare it. If you are carrying weapons you need a permit. Although some items are liable
to duty, if you carry only a small amount of them, they are duty free.

Occasionally the customs officers may take some of your things for a more detailed inspection but
usually they return them soon.

Do not try to break the customs rules and regulations because you may have a lot of troubles.

Why do people prefer to travel by plane?

What are the advantages of travelling by train?

What are the rules of going through the customs?

What items should be declared?

In what case do you need a permit?

Read the text and say are the sentences true or false.

TEXT B. THE SMUGGLER

Sam Lewis was a custom officer. He used to work in a small border town. It was not a busy town
and there was not much work. The road was usually very quiet and there were not many travellers. It was
not a very interesting job, but Sam liked an easy life. About once a week, he used to meet an old man. His
name was Draper. He always used to arrive to at the border early in the morning in a big truck. The truck
was always empty. After a while Sam became suspicious. He often used to search the truck, but never
found anything. One day he asked Draper about his job. Draper laughed and said “I’'m a smuggler”.

Last year Sam retired. He spent his saving on an expensive holiday. He flew to Bermuda, and
stayed in a luxury hotel. One day he was sitting by the pool and opposite him he saw Draper drinking
champagne. Sam walked over to him.

Sam: Hello, there!

Draper: Hi!

Sam: Do you remember me?

Draper: Yes... of course I do. You’re a customs officer.

Sam: I used to be, but I’'m not anymore. I retired last month. | often used to search your

truck...

Draper: ... but you never found anything!

Sam: No, I didn’t. Can I ask you something?

Draper: Of course you can.

Sam: Were you a smuggler?

Draper: Of course | was.

Sam: But... the truck was always empty. What were you smuggling?

Draper: Trucks...

True or false?

1. Sam Lewis was a smuggler.

2. He liked his job.

3. About twice a week Sam used to meet an old man in a small truck full of different stuff.

4. Draper was a custom officer.

5. Draper smuggled trucks.

5. Fill in by or with.
1. The photos were taken with a digital camera.
2. The room was decorated ........... flowers.
3. The Green Mile was written ......... Stephen King.

POk wnpE



4. The sauce was made ........ onions and peppers.

6. Writing practice. Rewrite the article and put the underlined parts into the passive.

You are back home from college. You turn on the lights. You take a cool drink from the fridge and you
heat your dinner in the microwave. For people who lived 200 years ago, this would be science fiction! 200
years ago there was no electricity. *People heated houses with a real fire and 2 they lit rooms with candles.
3Milkmen delivered milk every morning and “people stored it in a cool place. °They cooked food in the
fireplace or on a big stove. 200 years ago there was no plumbing! °People carried water from the nearest
well or the fountain and "they washed clothes by hand. Then 8they ironed clothes with a heavy iron. °They
filled irons with hot coal. °People used horse carriages because there were no cars or buses. | think |
prefer life in the 21% century, don’t you?
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Bapuanr |
1. CosBMecTHTE CJIOBA U CJIOBOCOYETAHUA U3 ABYX KOJIOHOK:
Tem3sa to carry luggage
31aHue mapjiaMeHTa Buckingham palace
buner hand luggage
VYInakoBBIBATH BEIH the Thames
Bputanckuii my3sei the Houses of Parliament
HecTtu Oarax to pack bags
ByKHHTeMCKHit BOpeI] a ticket
Pyunas kiajp the British Museum
JlocTonmpuMedyaTebHOCTH a window seat
MecTo y OKHa places of interest

2. I[OHO.]'IHI/ITG NMPEeaAJOKCHUA U MEPEBEIUTE UX:
1. Great Britain consists of... parts.

2. The capital of Wales is... .

3. The official head of the United Kingdom is... .

3. Oo0pa3syiiTe oTpULATENbHYIO H BONPOCUTEIbHYI0 (OPMBI OT JAHHOTO NMPEAI0KEHUS:
The Queen lives in Buckingham palace.

4. HcnpasbTe 0IIHOKH, €CJIM TAKOBbIC HMECIOTCH:
1. He doesn’t likes studying.

2. She drive a car very fast.

3. They have many friends.

4. After dinner he listens to the music or watch TV

KonTposbnas padora
Bapuanr 11

1.CoBmecTHTE CJIOBA U CJIOBOCOUYETAHHS U3 ABYX KOJIOHOK:

ITocamounslii Ouier passengers

Tpadanbrapckas miomamib Westminster Abbey




Perucrpanus a window seat

Howmep peiica a boarding card
BectmuncTepckoe A6OaTcTBO to be situated on

MecTo B 1IeHTpe Trafalgar Square
Pacnionararbcs Ha flight number
ITaccaxupsr check-in desk

3anue napjaaMeHTa the United Kingdom
Coenunennoe KoposeBcTBO the Houses of Parliament

2. I[OHO.]'IHI/ITe MNPEAJIOKCHUA U MEPEBECAUTE UX:

1. The climate of Great Britain is ... .

2. The Houses ofParliament is famous for its big hour bell known as ... .
3. The capital of Northern Ireland is ... .

3. O0Opa3yiiTe OTPULATEIbHYIO H BONIPOCUTEIBHYIO (POPMBI OT JAHHOTO NMPEIJI0KEHHS:
He bought the ticket two days ago.

. I/ICHpaBbTe OIIII/IﬁKI/I, €CJIM TAKOBbIC HMCHOTCH .
. They didn’t visited their granny last week.

. We maked many mistakes in the test.

. When were you born?

. Did you like the film? — No I not.

A WON—~ &
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Bapuanr |
1 Find geographical names in the text and translate them. Do we use the articles with them?

2 Fill in the gaps if necessary.

1. The official name of ... Great Britain is ... United Kingdom of ...Great Britain and ...Northern Ireland.
2....U. K consists of...England, ...Scotland, ...Wales and ...Northern Ireland.

3. The western coast of ...Great Britain is washed by ... Atlantic Ocean and ... Irish Sea.

4. ... English Channel separates the south-east of ... Great Britain from ...France the narrower part of
which is called ... Strait of Dover.

5. The climate in Great Britain is generally mild, humid and temperate due to the influence of ... Gulf
Stream.

6. There are many rivers in Great Britain but they are not long. The longest of them is ... Thames, which is
a little over 200 miles.

3 Find the cardinal directions in the text.
CEBEp - CEBEPHBII - HA CEBEPE - K CEBEPY OT;

IOT - FOKHBIHN - Ha I0T€ - K Ory oT,

3amna/ - 3anajHblii-Ha 3anaje - K 3anaay oT;
BOCTOK — BOCTOYHBIN - Ha BOCTOKE - K BOCTOKY OT.

4 Translate the sentences into Russian.
1. 'opsl HAXOAATCS Ha 3anade W ceéepe CTPAHBL.



2. HusmMeHHOCTH Ha 102e n 6ocmoxke.
3. 3anaonoe nobepexbe BennkoOpuTaHuu OMBIBaeTCsl ATIIAHTUYECKUM OKeaHOM U CeBEpHBIM MOPEM.
4. JIa-MaH11 oTaensieT 20-60cmounyto 4acTb BenmukoOputanuu ot @paHiuu.

5 Reading and speaking. Read the text, find information about the geographical position and climate
of Great Britain. Say whether it is true (T) or false (F).

1. The official name of Great Britain is the United Kingdom of Great Britain and Northern Ireland.

2. The UK consists of three parts — England, Scotland, and Wales.

3. Great Britain officially includes England, Scotland and Wales and Northern Ireland.

4. The English Channel separates the south-east of Great Britain from France.

5. The climate in Great Britain is generally hot and dry due to the influence of the Strait of Dover.

6. The English say that they have three variants of weather. It is very changeable.

GREAT BRITAIN

The official name of the country we usually call England is the United Kingdom of Great Britain
and Northern Ireland. The U K is situated on the group of islands lying to the west of the continent of
Europe. The UK consists of England, Scotland, Wales and Northern Ireland The total land area of the
United Kingdom is 244,000 square kilometres. The population of the country according to the 2011 census
is about 63,182,000. The mountains are in the west and the north of the country. There are lowlands in the
south and the east. Great Britain officially includes England, Scotland and Wales.

The western coast of Great Britain is washed by the Atlantic Ocean and the Irish Sea. The eastern
coast is washed by the waters of the North Sea. The English Channel, which is 32 kilometres wide,
separates the south-east of Great Britain from France the narrower part of which is called the Strait of
Dover. So Great Britain is surrounded by water. Not far from the British Isles there is warm Gulf Stream.
So, the climate in Great Britain is generally mild, humid and temperate due to the influence of the Gulf
Stream. This humid and mild climate is good for plants. The trees and flowers begin to blossom early in
spring. In January average temperature is from 3 to 7 degrees below zero and in July it is from 16-17
degrees above zero.

British people say: "Other countries have a climate, in England we have weather." The weather in
Britain changes very quickly. One day may be fine and the next day may be wet. The morning may be
warm and the evening may be cool. The English also say that they have three variants of weather: when it
rains in the morning, when it rains in the afternoon or when it rains all day long. Every daily paper
publishes a weather forecast. Both the radio and television give the weather forecast several times each
day.

There are many rivers in Great Britain but they are not long. The longest of them is the Thames,
which is a little over 200 miles. Britain's principal ports are London, Liverpool, Manchester, Hull,
Glasgow.

The capital city of England is London. The capital city of Scotland is Edinburgh. The capital city of
Wales is Cardiff. Belfast is the capital of Northern Ireland.

The national emblem of England is a red rose. The national emblem of Scotland is a thistle. The
national emblem of Wales of is a daffodil. The national emblem of Northern Ireland is a shamrock.

Great Britain is not rich in mineral resources, except coal, mined mostly in Wales. But it is a highly
developed country.

The UK is the parliamentary monarchy. Legislative power belongs to her Majesty Queen
Elizabeth I, and the Parliament, which consists of the House of Commons and the House of Lords.
Officially the Head of the State is the Queen.

6 Speaking and discussion.
1. What place in Britain would you like to visit most of all and why?
2. Would you like to live in Britain? Why/why not?

7 Put the verbs in the Present Simple form.



1. Onefly (to fly) , two flies (to fly).

2. One girl (to cry), four girls (to cry).

3. When a wolf (to see) the moon, it (to begin) to howl.
4. Wolves and sheep (to be) never friends.

5. Our hens (to lay) a lot of eggs.

6. Boys (to fight) and (to shout).

7. That boy (to try) to catch some balls.

8. These girls (to try) to run away from an angry turkey.

8. Yan is at a summer camp in Poland. Write what he usually does in the camp. Put the verbs in
bracket in the correct form.

1. He (get) up at 7. 2. He (have) his English lesson every day. 3. He

(speak) English to his friends. 4. He (play) board games in the afternoon. 5. Sometimes he
(swim) in the lake. 6. He often (go) hiking. 7. He sometimes (sit) by the

camp fire in the evenings. 8. He never (go) on a trip without his friends.

9. Put the verbs in the Present Simple form.

go, like, love, watch, read, like, walk, come, do, watch

My name's Pavel. In the evening | usually (1) my homework. Then | (2) TV

or video. | (3) action films! They are super! Then | (4) my dog. After that |
(5) home, (6) a book and (7) to bed. My sister is little. She
doesn't (8) action films. She (9) cartoons. She (10) them every
day.
10. Look at the chart and write about Ellie.
sports comedies action the news
programmes films
Often v v
Sometimes v
Rarely 4
Never 4
Ellie often watches comedies.
Bapuanr 11

1 Answer the questions.

1. What do you know about London?

2. Have you ever been to London? Would you like to visit it?
3. What famous London sights do you know?

2 Read and translate the text.

LONDON
London is the capital of the United Kingdom, its economic, political and cultural centre. It is one of
the world’s most important ports and one of the largest cities in the world. London with its suburbs has
a population about 11 million people.
It is situated on the river Thames about forty miles from the mouth and is divided into two parts by
the river: north and south.



The history of London goes back to Roman times. It has been a capital for nearly a thousand
years. Due to favourable geographical position a small town soon became an important trade centre.

Actually London can be divided into several parts. First there is the City of London. It’s the
financial and business centre of Great Britain. It’s the district where most offices and banks are
concentrated: the Royal Exchange and the Bank of England are here, too. The East End is the district
where mostly working people live. A lot of docks, factories, poor houses are concentrated here. The old
port is now called “Docklands”.

The West End makes a great contrast to the working district of London. It is full of richest
hotels, largest supermarkets, best cinemas and concert halls. It is famous for its beautiful parks and
gardens such as Hyde Park or Kensington Gardens. Many ancient buildings still stand here.

Another important district of London is Westminster where most of government buildings are
located. Westminster Palace is the seat of the British Parliament where the county’s leaders speak. The
Houses of Parliament stand beside the river Thames. On the highest tower there is the most famous and
largest clock of the country - Big Ben.

Standing not far from the Houses of Parliament, Westminster Abbey is a symbol of England. The
legend says that Westminster Abbey was founded by St Peter himself but we know it was built by King
Edward in 1065. The coronation of all British Kings and Queens takes place in Westminster Abbey. It is
also famous for its Poet's Corner where many outstanding people - statesmen, painters, and poets were
buried there. Among them Tennison and Geoffrey Chaucer, the first English national poet, world famous
scientists Isaac Newton Charles Darwin, etc.

Every year millions of tourists come to London to visit the places of interests. They make
sightseeing tours of the city, visit the Trafalgar Square, the British Museum, the National Gallery,
Madame Tussaud’s Museum of waxworks, etc. They also visit the most ancient historic monuments dating
back to Roman times such as the Tower of London which had been a fortress, a prison and a royal palace.
At present it is one of the most interesting museums of GB. Now the King and the Queen of Britain do not
live in the Tower. When the Queen is in London, she stays in Buckingham Palace, her official residence.

1 Reading and speaking. Find information about the parts of London. Say are these sentences true
or false (T/F)?

1. London consists of several parts: the City, the West End, the East End, Westminster.

2. The West End is an industrial district of London. It’s the district where most offices and banks are

concentrated.

3. The East End is populated by working class families. It is full of richest hotels, largest supermarkets,

best cinemas and concert halls.

4. The City is a financial center of London.

5. The West End is famous for its beautiful parks and gardens such as Hyde Park or Kensington

Gardens.

6. Westminster is a district of London where most of government buildings are located.

3. Make notes about London.

facts about the city places to visit and things to do

What do you like about London? Would you like to visit it?

4. Write the Past Simple of the following words:

open - opened regret- ................ CrY = i, stay - ...l
love-................. quarrel - ............... fry-. ... travel - ................
plan-................. drop-.................. arrive- ................ close-.................
empty - .............. die-.................... play - .................. tidy - ...




5. Look at the list of irregular verbs at the back of the book and complete the table:

Infinitive Past Infinitive Past
go broke
have | ... e cut
...... came take e
be | . e stole
wake | ... drink
meet | .. e put
sang make
speak run
.. told begin

6. Underline the verbs in Past Simple.

In the summer | visited my grandparents. We went to the forest, swam in the river, went fishing, read
books, went to the cinema, and watched TV all the time. | visited my friends, played football, listened to
music, worked in the fields, went boating, and had a good time. | picked berries and mushrooms. | lay on
the sand.

7. Put the verbs in Past Simple.

be (2), feed, take, start, visit, listen

The children went to London. The Tour at Hyde Park in the morning. The children the
ducks and squirrels there. Then they photos of Trafalgar Square. The next stop the
British Museum. They also the Tower of London. The children to the famous bell
Big Ben. In the evening they very tired.



2 KYPC 4 CEMECTP

IMPO®ECCHUOHAJIBHASA JEATEJIBHOCTD CIIEHUAJIUCTA

IIpakTnueckoe 3ansaTe Ne 1.

Tema: Odunmansuas u HeopuMansHas nepenucka. Buasl nucem. [lpasuna opopmienus nucem. Present

Continuous.

I.Ie.]'[h: Beenenue u 3aKPCIUICHUEC JICKCUUCCKOI'O U rpaMMaTUYCCKOI0 MaTcpurajia, COBCPHICHCTBOBAHUC

HaBBbIKOB I'OBOPECHUS, YTCHUSA, ITUCbMA.

3ananme: M3yunts peueBbie MoIeNH Aes0BOro nuchma. [lepeBectu oOpaszen nucbma. Yp. 3-5.

Ilepeyenn o0opynoBaHus /Jisl IPOBeAeHUs] padOThI: TETPa/lb, MUCbMEHHbIE IPUHAIICKHOCTH, CIIOBAPb.

1. esioBbie u popmasibHble mUchbMa. CTPYKTYpa 1eJI0BOI0 MUCbMa M pedyeBble MOeJH ISl

HCII0JIb30BAaHHUS B HEM

CrpykTypa nucbma

PeueBbie Mozienu

1. Od¢unmansnoe oOpamieHue K
nosiy4datento (Address the recipient
in a formal manner)

Dear Sir or Madam — Jloporoii Cap(o0Opaiienue k
MY>KUMHE) Wi Majgam (K >KeHIIHHE)

2. B mepBom ab3are ykaxxute
1enb Hanmcanus nucbma. (He
UCTIOJIB3YHTE TJIAroJIbl B
cokpameHHou hopme!)

I am writing in connection with/to ask about... — I mumy
B CBSI3U C/IJIs TOTO, YTOOBI Y3HATH/CIIPOCHTS. . ..
I have read/found your advertisement in...and would like

to ... — S mpouunTan/uamen Barre o0bsiBIeHHUE B. ..U
XoTel OHl. ..
I am interested in... — MeHs uHTEpECYET. ..
I would like to know more details about... — I ObI x0TEN

y3HaTh OoJibllIe AeTanei o...

I would like to ask further information
about/concerning... — Sl ObI X0T€N y3HATH/CIIPOCUTH
JIOTIOTHUTENBHYIO HH(OpMALIKIO 0/UHPOPMAITUIO
OTHOCSIIITYIOCH. . .

I would like to ask if/when/why/where... — 51 661 x0Ten
CIIPOCUTD, BO3MOKHO JIH, €CJTU/KOT/Aa/TIoueMy/Tie. ..

I look forward to your answer/ to hearing from you. —
Kny c Herepniennem Bamiero orsera. ..

3. Komner nmuceMma B
COOTBETCTBYIOIICH opMme:

Ecan nmuceMo Haynnaercs Dear Sir

INHUCBbMO 3aKaH4YMUBaCTCA

or Madam, To mUCEMO HY>KHO Yours faithfully,... — uckpenne Bam, ¢ yBaxeHuem. ..
3aKOHUYUTH pazoi
Ecnu nucemo HaumHaercs Dear
Mr/Mrs Wilson, Toraa Yours sincerely,... — uckpenne Baii, ¢ yBaxeHHEM. . .

1. Oé6pa3sen xes10BOro nucbma.
John Stewart
1304 Sherman Ave.
Madison, Wisconsin

Lemann & Sons
3597 43" Street
New York, NY 12008




May24, 2015

Dear Sirs,

With reference to your advertisement in Business Weekly Journal could you please send me more detailed
description of your monitors.

I would also like to know about discounts that you provide.

Yours faithfully,

(Signature)
John Stewart

Sales Manager
2. Oopa3syii popmy Present Continuous.

Speak.....coovveeiiieiinnns 1211 H SR
1000010 SO CUL. . et
bUY..eeiriieeee PUL e
€at. ..o, drink.......ccoooiiniiie.
walk. ..o, £0) 4 SO
stand......ccoeieniiiienne. Y e
drive....ccooevvevieeieennn. 00 TSRS
study....cooeveeeieiee, read ..o
A4 5 L (T have ...,
shine......cccooevnenennn. ]| S

3. CocraBbTe NpeAI0KeHHs, HCNI0Ib3Y Ta0auny. OTBeTbTe Ha BONPOCHI, BHIOPAB HYKHYIO
¢dopmy raarosia (am/is/are).
Oopaszen: What is the dog doing? —The dog is sleeping in the park.

Mr Connor are helping the door
David and Sandra is buying with a ball
Robert are walking by the door
The dog are swimming  a newspaper
Mr King IS painting her mother
They are having some sweets
Kevin are playing anew film
The children is watching dinner

Mr and Mrs Hill is reading in the park
people is sleeping in the lake

1. What is Mr Connor doing?

2. What.........David and Sandra doing?
3. What......... Robert doing?

4. What.........the dog doing?

5. What........Mr King doing?

6. What.........they doing?

7. What.........Kevin doing?

8. What.........the children doing?

9. What........Mr and Mr Hill doing?
10. What.........people doing?



5. Czle.nal”ne NPEAJ0KCHUA BOIIPOCUTECIbHBIMUA U OTPHIATECJIbHBIMMU.
1. He is walking to school.

2. Jack is doing homework now.

3. The sun is shining brightly.

4. The horses are running in the field.

5. A mouse is sitting under the floor.

IpaxkTnyeckoe 3ansine Ne 2,
Tema: Odunmansuas u HeopumansHas nepenucka. Bumasr nucem. [pasuna opopmienus nucem. Present
Continuous.
Llesn: Beenenue u 3akperieHre JEKCUYECKOT0 M IPaMMaTHYECKOT0 MaTeprala, COBEPIICHCTBOBAHHUE
HaBBIKOB TOBOPCHHUS, YTCHHSI, TUCHMA.
3aganue: M3yunts BubI nenoBbix ucem. [lepeBectu oOpasen mucema. Ymp. 3-5.
Ilepeuens 000pyI0BaHHUsA IS MPOBEIEHUsT PAGOTHI: TETPA/lb, TMCHbMEHHBIC IPUHAIIIC)KHOCTH, CJIOBAPb.

1. OcHOBHBIE THIIBI 1€JIOBBIX MU CEM

Io3npasaenne — Congratulation Letter

Ipennoxenune — Commercial Offer — ornpassieTcs BaieMy MOTEHIIMATBHOMY JI€I0BOMY
HapTHEPY C BALTMMHU YCIIOBHSMH M IPEII0KEHHSIMHU O COTPYAHUYECTBE.

O npuéme Ha padoTy — Acceptance—yBe1oMiIsieT Bac, YTO BbI IPHHATHI Ha paboTy.
BasBaenue — Application— comepxut Baiie pe3roMe U MpeIoKeHHE ceOsl B KaueCcTBe

pabOTHHKA.

Orka3s- Refusal letter — nenoBoii «0T-BOPOT-MIOBOPOTY» Ha Ballle 3asABJICHUE WU MPEIJIOKCHHUE.
Kanoo6a —Complaint Letter — cogepsxut xano0y uix NPEeTEH3UH Ha KaueCTBO MIPUOOPETEHHOTO

TOBAapa UKW OKa3aHHBIX YCJIYT.

IMucbmo-u3BuHenune — Apology Letter — 31o oTBET Ha MUCHMO-XKAJI00Y.
IMucbmo-3ampoc— Enquiry Letter —oTnpapiusiroT, Korna He0OX0AUMO MOTYYUTh HH)OPMALIUIO

00 yciyre win ToBape.

IMucbmo-oTBeT Ha 3anpoc — Reply Quotation— B HEM, COOCTBEHHO M COJCPIKUTCS

3arnpalBaeMasl HHpopMarus.

IMucbmo-6aaromapuocts — Thank-you letter — Tyr, kaxercs, BCE MOHSTHO.

[Tpumep nuceMa o mpueme Ha padboTy

IlepeBon Ha pycckuid

Mrs Jane Tumin
HR Manager
Sommertim

7834 Irving Street
Denver, Colorado

Mrs Lean

9034 Cody Street
Denver, Colorado
USA, 90345

February 15, 2016

Dear Mrs Lean

With reference to our telephone
conversation yesterday | am glad to tell
you that we offer you the position of
Senior Lawyer in our company. You

Or: r-xa Jlxeitn TroMuH,
MEHEKEp 10 NepCcoHaly
CommepTum

7834 UpBUHT CTPHUT,
Hensep, Konopano

Komy: r-xa JIun
9034 Koau ctpur,
Hensep, Konopano,
CIIIA 90345

15 ¢espansa 2016 roga

VYBaxaemas r-xa Jlun

[IpuMeHHUTENHHO K HAIlIEMY BUepalntHemMy Tesne(oHHOMY
pasroBopy 5 paa cooOmuTs Bam, uTo MBI Tipeasiaraem
Bam no3unuto crapuiero 1opucrta B Haileld KOMIIaHHUH.
Bawm Oyznet npenocrtasieH CiryeOHbII aBTOMOOWIIH B



http://lizasenglish.ru/delovoj-anglijskij/pisma-pozdravleniya.html
http://lizasenglish.ru/delovoj-anglijskij/pismo-commercial-offer.html
http://lizasenglish.ru/delovoj-anglijskij/pismo-o-prieme-na-rabotu.html
http://lizasenglish.ru/delovoj-anglijskij/application-letter.html
http://lizasenglish.ru/delovoj-anglijskij/refusal-letter.html
http://lizasenglish.ru/delovoj-anglijskij/complaint-letter.html
http://lizasenglish.ru/delovoj-anglijskij/apology-letters.html
http://lizasenglish.ru/delovoj-anglijskij/enquiry-letter.html
http://lizasenglish.ru/delovoj-anglijskij/reply-quotation-letter.html
http://lizasenglish.ru/delovoj-anglijskij/thank-you-letter.html

will be provided with company car COOTBETCTBHUH C TIOJMTUKON KOMIIAHUU U TTOJTHAS
according to the corporate policy and MEIMIIMHCKAs CTpaxoBKa. Barira 3apabotHas miata Oyaer
full medical insurance. Your salary will | cocransars 100 Thicsiu gosutapos CIIA B roa B

be $100 000 per year according to your | cOOTBETCTBHH C BaiiuM 3arpocoM. C MOJHBIM epeYHeM

request. You may learn about job YCJOBHI PabOThI BbI MOYKETE 03HAKOMHUTHCS B
conditions in job offer attached to this MPHIOKCHUHU K TIHCHMY.
letter.

C yBaxxeHueM,
With respect,
Jxeitn TromMuH,

Jane Tumin, MeHemxep 1Mo nepcoHany
HR Manager

2. HepeBezlnTe NMUCbMO-3asABJICHHUE.

Kira Stan
7834 East street
Chicago, Illinois

Trend&Fashion

9034 Groom Street
Chicago, Illinois
USA, 90345
July 12, 2017
Dear Sirs

With reference to your vacancy for Office Manager | am sending you my CV attached to this letter. | have
an experience of working as a secretary for 2 years in a small company where | had no career prospects. |
am the Bachelor of Business Administration and so | think my education would allow me to make a
significant contribution to your company. | would be very grateful if you consider my application.

With respect,
Kira Stan

3. Solve these problems:
1. How much is the current in the circuit if a 60-volt source is connected to a resistance of 1,600 ohms?
2. How much is the voltage in a circuit having a current equal to 25 amp, if a 25-ohm resistance is
connected to it?
3. A 70.35-ohm resistance is connected to the circuit. How much is the voltage if the current equals
4.5 amp?

Pair work. Ask your groupmate to compare circuits a and b (see Fig. 1).
What do they have in common?

Which of the circuits has a trouble?

What does the trouble result from?

What does it result in?

ey

5. Make up questions.
= now/Tom/ coffee /is/drinking?
= playing / Now / the / boys / are?



the / skipping / girl / now / is?
the / eating / fish / cats / are?

IpakTnyeckoe 3ansine Ne 3.
Tema: Tenedonnsie 38oukH. JlenoBsie BcTpeun. [leperoBopsl. CocTaBiIeHHE U 3aII0OTHCHUE
nokymentoB. Present Continuous/Present Simple.
Ienn: Beenenne u 3akperuieHne JIEKCUUECKOro ¥ FpaMMaTUYECKOT0 MaTepuana,
COBEPILECHCTBOBAaHUE HABBIKOB TOBOPEHUS, YTEHUS, TUChMA.
3aganue: [lepeBectu auanoru, Bey4UTh JIEKCUKY ypoka. Yop. 2-4.
Ilepeyenb 000pyaoBaHusl ISl POBeAeHUs PadOThI: TETPa/ib, MMCbMEHHbIE MPUHAJJICKHOCTH,
CJI0Bapb.

Business talks. Discussing a contract.
1. Read the dialogues and learn unfamiliar words. What are the people talking about?
Act the dialogues out with your partner.

Dialogue 1

— Good morning, Mr. White, glad to see you in Moscow. Did you have a good trip?
— Oh, yes, thank you. Everything was all right.

— Well, Mr., Brown, let's discuss business now, what could I do for you?

— I'd like to discuss with you some points of the contract.

— Good. What's your problem?

— It's the terms of payment.

Dialogue 2

— Can you give us a discount for a bigger order?

— Do you mean a quantity discount? O.K. Can you tell me the number of computers you're going
to buy?

— I think I can, but not now. I’ll give you the exact figure tomorrow.

— Fine. See you tomorrow. Will 11 a.m. suit you?

— It suits me fine.

Dialogue 3

— This model is completely new.

— Oh, it looks very attractive.

— As a matter of fact your prices are not acceptable.
— And what’s your idea of the prices then?

— Will you give us a discount for a bigger order?
— I'm afraid I cannot do it.

Dialogue 4

— They say they're interested in our computers.

— I’m very glad to hear that.

— Can the computers be delivered in June?

— Yes, | think we can meet these delivery dates.

— Fine. What about the quantity discount?

— We can give you a 10% discount it you have, say, 50 computers.

— O.K. So, all problems have been settled and we can sign the contract now.
— We'll do it as soon as the secretary types it. You'll have to wait a little.
— Would you like to go to the theatre tonight?

— That's a wonderful idea. Thank you very much. You're very kind.

Words and conversational formulas:



. To discuss business - o6¢cyxmath crenky

. To discuss some points of the contract - o6cyxaare HEKOTOPbIE TYHKTHI KOHTPaKTa
. The terms of payment - cpoku orutatsr (ycioBust)

. Let’s get down to business - gaBaiite neperaem K Aemy

. To settle the problem - permts npobaemy

. To give a discount - npeoCcTaBIsATh CKUAKY

. Order - 3aka3

. To deliver - nocraBisaTh

. Delivery - nocraBka, mocraBka

10. To meet delivery dates - oTBeyaTs cpokam MOCTaBKH, MPUHSITH CPOKH CPOKAaM IOCTABKH,
HPUHSTH CPOKH TIOCTABKU

11. To sign the contract - noamnucaTh KOHTPAKT

12. Delivery terms - cpoku J10CTaBKH

13. To ship the goods - ornpasasite ToBap

14. Lot - maptust

15. To dispatch - otnpasnsats

16. What could I do for you?- Yem mory momoun?

17. What’s your problem? - Kakas mpo6iema?

18. Now, if you don’t mind - Teneps, eciu Bbl He Bo3pakaere...
19. As a matter of fact - Ha camom gene, o cytu jaena

20. Do you mean - Bel umeete B BUAY...?

21. They say - 'oBopsT

OO ~NOoO U WN -

. Complete the following expressions:

. Good morning. Glad to...

. Did you have a good...?

. Everything was all...

. I'm for the first ... in Moscow.

. I'm sure Moscow will...

. If you don't mind let's get down...

. I'd like to discuss some ... of the contract.
. What's your...?

. What can I...?

10. I'm sure we'll ... the problem.

11. Can you give us ... for a bigger order?
12. This model is ... new.

OO NO O, WNEDN

3. Bbi0epuTe U3 cko00K HYKHYI0 popmy. O0bsICHUTE C/1eIaHHBII BHIOOP.

1. He often (go) to the cinema. 2. They (watch) TV at the moment. 3. She (write) letters to her
mother every week. 4. Nina usually (drive) to work. 5. Father (sit) on the sofa now. 6. Listen. The
telephone (ring). 7. Tim (study) a new language every year. 8. We always (spend) the summer in
York. 9. In summer we usually (go) to the seaside. 10. Look at Tom. He (ride) a horse.

4. 3anoJiIHUTE MPONYCcKH, ucnoJib3ysa don’t, doesn’t, isn’t, aren’t mam am not.

1. We ... watching a television programme now. 2. We ... watch television every day. 3. It...
raining very hard at the moment. 4.1 ... hear you well. 5. It... rain very much in summer. 6. Mr
Johnson ... eating his lunch now. 7. Mr Johnson ... always eat at that cafe. 8. I... see any students
in that room. 9. They ... like milk for lunch. 10. He ... have money for a new car.

IIpakTH4yeckoe 3ansine Ne 4.
Tema: Teneponnsie 3BoHKHU. JlenoBsie BcTpeun. [leperoBopsl. CocTaBieHe 1 3aMl0JTHEHHUE
nokymeHToB. Present Continuous/Present Simple.



Heanb: Beenenue u 3akperuieHre JIEKCHUECKOro ¥ rpaMMaTUYecKoro Marepuana,
COBCPHICHCTBOBAHUC HABBIKOB 'OBOPCHUA, UYTCHU, ITMCbMaA.

3ananme: IlepeBectn nuamoru. OTBETHTH Ha BOMPOCHL. Y1ip.1-2

Ilepeuenb 000pyn0BaHMs I IPOBeAEHUsI padOThI: TETPA/lb, MUCbMEHHbIC TPUHAIC)KHOCTH,
CJIOBaph

Dialogue A
Meeting a Businessman
(It's the 21st of October, 10 o'clock in the morning.
Mr. Blake has come to the Russian Trade Delegation)

Blake: Good morning! My name is Blake. I'm from Blake and Co. I've got an appointment with
Mr. Belov 10.15.
Receptionist: Good morning, Mr. Blake. Mr. Belov is expecting you. Will you take a seat, please?
Blake: I'm a bit early, ah?
Receptionist: That's all right. (In a few minutes Belov appears)
Belov: Oh, Mr. Blake, it's nice to see you here. How are you?
Blake: Fine. Thanks. And you?
Belov: Pretty well too, thank you. This way, please. (They enter the conference room and take their
seats)
Belov: Would you like a cup of coffee?
Blake: With pleasure. It's very cold and wet outside today.
Belov: Yes, the weather hasn't been very good lately.
Blake: But it's usually warm here in October. Now. Mr. Belov, how about our catalogues? Have
you looked them through?
Belov: Sure. I've studied them closely. The new model is certainly very good.
Blake: Yes, it's of high quality. We've just started producing the model and we've already received
a lot of orders.
Belov: | must say your machines meet our requirements and we are interested in buying them. Mr.
Blake, have you seen our contract form?
Blake: Not yet.
Belov: Would you like to look it through?
Blake: Certainly.
Belov: Here you are, Mr. Blake. Please study our terms, and let's meet again next Tuesday.
Blake: All right. (That's settled. Agreed.) Good-bye.
Belov: Good-bye.
Tasks
1. Read the dialogue and learn unfamiliar words.
2. Read the story and ask your partner the following questions:
- Did you have an appointment with Mr. Belov the other day?
- How did Mr. Belov receive you?
- What were you mostly talking about?
- What assessment did he give to your product?
- How did he characterize the model?
- Is he interested in buying the model?
- What did he ask you to do? Was the deal settled?

Dialogue B
Talking business
The other day Belov, the General Director of Rosimport, and Mr. Turner, a representative of
Lindon Tools Co. met at the Ministry of Foreign Trade to negotiate the purchase of a Flight
Information Display System for a new Airport.



Belov: Good morning, Mr. Turner.Happy to see you again.

Turner: I'm also pleased to see you.

Belov.: Will you take a seat, please. Did you have a nice journey?

Turner.: Yes, thank you. I enjoyed the trip. It was very pleasant indeed.

Belov.: I'm glad to hear it. Now I'd like to discuss with you some particulars of our transaction. Our
customers have studied all the technical characteristics of your system and give a high assessment
to it. They meet their requirements.

Turner.: I'm happy to hear it. We have been selling our equipment to many western countries. It's
up to world standards and is in great demand on the world market.

Belov.: Now we can get down to discussing the commercial side of our deal (transaction), can't we?
The first thing I'd like to clarify is the price.

Turner.: Don't you find them attractive?

Belov: On the whole we do, but the prices for some items are a bit high.

Turner.: I'm afraid | can't agree with you here. These items are completely new in design and they
are the best on the world market.

Belov.: Nevertheless, could you find it possible to reduce the prices for articles (items) 3 and 9?
Turner.: I'm afraid | must get in touch with my company and I'll give you the answer tomorrow.
Belov.: Good. Now comes the question of payment.

Turner.: | hope payment for collection suits you.

Belov.: Yes. It does. Could you come here at 10.30 tomorrow to sign the contract?

Turner.: No problem, Mr. Belov. Good-bye.

Belov.: Good-bye, Mr. Turner. See you tomorrow.

1. Haunute Bonpockl ¢ do, does, is, are uam am.
.. you learn new words in each lesson?
.. you learning the new words right now?
.. she usually sit at the third desk?
.. she sitting at the third desk today?
.. you read many books every year?
. you reading an interesting book now?
2 Han)lnTe OIIMOKHU M MCNIPABbTE UX.
1.We not going to school today. 2. What you doing after school? 3. At the moment Peter is work in
Russia. 4. Does he got a new car? 5. He never wear a hat. 6. He don’t like black coffee. 7. We are
have a good time. 8. What you doing now? 9. It rains at the moment. 10. How you like the game?

el

IIpakTnyeckoe 3ansaTue NeS.

Tema: Yto takoe kommnbiotep? [Ipumenenne kommbrotepos. Past Continuous.

Ienn: BeeneHne u 3akperuieHne JIEKCHYECKOTO M TPaMMAaTHYECKOTO MaTepuana.

ITepeyenns oGopyaoBanusi AJs NpoOBeAeHUs1 padOTHI. TeTpaib, NUCbMEHHbBIE MPUHAJIEKHOCTH,
CJIOBAapb.

3ananme: [IpounTaTh U MepeBecTH ClOBa, TEKCT, ymp.1-3.

Topical vocabulary

to store numbers — 3anomuHaTh YmcIa

to manipulate [ma'nipjuleit] — ympasnsTe; oOpammaTbes; peoOpa3oBLIBATH
to input / to feed in — BBOAUTH (MHBOPMaIIHIO)

to turn on = to switch on — Bxroyats

to turn off = to switch off — BrIkTIOUaTH

to process data [prou'ses 'delta] — oGpabateiBaTh qaHHBIC

to supply [sa'plai] — momaBaTh, BBOAKUTH, CHA0KaTh, 00ECIICUNBATH



addition — cnoxxenue
subtraction — BbrunTaHue
division — nenenne
multiplication — ymHoxenue
exponentiation — Bo3BecHKE B CTEIICHb
USer — IoJp30BaTeNb
input device — ycTpoiicTBO BBO/A
disk drive ['disk 'draiv] — auckoBoe 3amoMuHaroliee yCTPOUCTBO, TUCKOBO/T
tape drive ['teip 'draiv] 3amoMuHaroiee ycTpoicTBO Ha MATHUTHOM JIEHTE
cathode-ray tube — syekTpoHHOIy4EBasi TPyOKa
to make decisions — npuHKUMATh peIIeHus
instantaneously — MraoBeHHO, HEMEJICHHO

WHAT IS A COMPUTER?

A computer is a machine with an intricate network of electronic circuits that operate switches
or magnetize tiny metal cores. The switches, like the cores, are capable of being in one or two
possible states, that is, on or off; magnetized or demagnetized. The machine is capable of storing and
manipulating numbers, letters, and characters (symbols).

The basic idea of a computer is that we can make the machine do what we want by inputting
signals that turn certain switches on and turn others off, or magnetize or do not magnetize the cores.

The basic job of computers is processing of information. For this reason computers can be
defined as devices which accept information in the form of instructions, called a program, and
characters, called data, perform mathematical and / or logical operations on the information, and then
supply results of these operations. The program, or part of it, which tells the computers what to do
and the data, which provide the information needed to solve the problem, are kept inside the
computer in a place called memory.

It is considered that computers have many remarkable powers. However most computers,
whether large or small, have three basic capabilities.

First, computers have circuits for performing arithmetic operations, such as: addition,
subtraction, division, multiplication and exponentiation.

Second, computers have a means of communicating with the user. After all, if we couldn’t
feed information in and get results back, these machines wouldn’t be of much use. Some of the most
common methods of inputting information are to use terminals, diskettes, disks and magnetic tapes.
The computer’s input device (a disk drive or tape drive) reads the information min the computer. For
outputting information two common devices are used: a printer, printing the new information on
paper, and a cathode-ray-tube display, which shows the results on a TV-like screen.

Third, computers have circuits which can make decisions. The kinds of decisions which
computer circuits (can make are not of the type: “Who would win the war between two countries?” or
“ WHo is the richest person in the world?” Unfortunately, the computer can only decide the things,
namely: Is one numberless than another? Is one number greater than another? A computer can solve
a series of problems and make thousands of logical decisions without becoming tired. It can find the
solution to a problem in a fraction of the time it takes a human being to do the job.

A computer can replace people in dull, routine tasks, but it works according to the instructions
given to it. There are times when a computer seems to operate like a mechanical ‘brain’, but its
achievements are limited by the minds of human beings. A computer cannot do anything unless a
person tells it what to do and gives it the necessary information; but because electric pulses can move
at the speed of light, a computer can carry out great numbers of arithmetic-logical operations almost
instantaneously. A person can do the same, but in many cases that person would be dead long before
the job was finished.

1. HaiinuTe B TeKCTe AHTJIMICKHE IKBHBAJIEHTHI CJIeIYIOIIHMX CJI0BOCOYETAHMI:
CrnoxkHasi ceTb SJEKTPOHHBIX LeNed; yNpaBisATh (IMPUBOJAUTH B JEWCTBUE) MEPEKIIOYATEISIMU;



el AN

BO3MOJKHBIE COCTOSIHMSI; XPaHWTh (3allOMHHATh) YHCIa; 0O0pabaThIiBaTh CHMBOJIBI; MOCPEICTBOM
BBOJIa CUTHAJIOB; BKJIIOYATh; BBIKJIIOYATh; Pa3MarHUUMBaTh (cepleuHuky; obpaboTka mHpopMaimmy;
uHpOpManus B BHUIEC KOMAaHJ;, CUMBOJIBI, Ha3bIBaCMbIC TAHHBIMH, BBIOJHATH MaTEMATHYECKHE
oncpanru; BblAaBaTb PE3YJIbTATHI, o0ecreunBarTh HGO6XOIII/IMYIO I/IH(i)OpMaI_[I/IIO; HUMETh 3aME-
YaTeJbHBIC BO3MOKHOCTH; OCHOBHBIC CBOWMCTBA; CIIOKEHHE, BBIYMTAHUE, JCIICHHE, YMHOXXCHHC
BO3BE/ICHUE B CTEICHb; CPEICTBA Ui OOIICHHUS C IOJIb30BATENEM; YCTPOWCTBO BBOJAA; IMCKOBOJ;
CUMTHIBaTh MH(OPMAIUIO; BBIBOJ WH(OpPMAIIMU; KATOIHOIydYEBash TPyOKa; NMPUHUMATH PEUICHUS;
BBINOJIHATH "TBHICSYM JIOTUYECKHUX Olepanuii; 0e3 ycTain; HaXOIUTh pelIeHUE 3a]aui; 3HAYUTEIBHO
MEHBIIUI TPOMEKYTOK BPEMEHH; YeJIOBEK; Hy/IHas pyTUHHAs paboTa; B cOOTBETCTBUU C BBEACHHOMN
NpOTPaMMOif;.  BBIpa0AaThIBATh CBOM  CYKICHHS, BO3MOXXHOCTH OTPAaHUYCHBI IMPOTPaMMOH,
3QJI0)KEHHON B HETO 4YeJIOBEKOM; JaTh TpeOyeMyr HMH(OPMAIHIO; SIEKTPUUYECKUE HUMITYIBCHI; CO
CKOpPOCTBIO CBETA;) MTHOBEHHO NPOHM3BOJIUTH OIPOMHOE KOJIMYECTBO MATEMATHUYECKUX OICpaIlHii;
YEIIOBEKY MOXKET HE XBaTUTh BCEH KU3HHU, YTOOBI 3aKOHYHUTH PaboOTy.

2. PackpoiiTe ck0o0KH, TOCTABHB IJ1arojibl B popmy Past Continuous.

While | (to copy) the exercise, my friends (to describe) a picture.
When we came in, the children (to clean) their desks.
We met her at the bus stop. She (to wait) for the bus.
Some of the children (to ski) while other children (to skate). Everybody
(to have) a lot of fun.

When we came the family (to get) everything ready for Christmas. Bob and Helen

(to decorate) the Christmas tree.
The girls (to feed) the birds in the garden while the boys (to make) a bird-house.

3. IlpoumTaiite TekcT, nepeseaure. [loquepkuure riaaroJisl B popme Past Continuous.
OTBeTbTE HA BONPOC:

Who broke the window ?
At 7 o’clock the match started on TV, so Dad was still watching it at 7.30. Mum was sitting in the
kitchen. She was quietly reading a woman’s magazine. Rosie was trying on her Mum’s clothes in her
room. Nick’s cousins were listening to rock music. It was very loud so they didn’t hear the crash. At
7.30 the dogs were lying in front of the fire and they were sleeping. Nick went into the garden with
his friend to play football. So at 7.30 he was still there.

IIpakTnuyeckoe 3ansitne Ne 6.
Tema: Urto takoe kommbroTep? [Ipumenenune komnbroTepos. Past Continuous
Henn: 3akpernieHue U cucTeMaTU3alus 3HaHUH 110 TEME, COBEPLIEHCTBOBAHNE HAaBBIKOB TOBOPEHUS,
YTEHMS], TUChMa.
Ilepeyens o0opynoBanusi Il NMpOBedeHMs PadOThI: TETpaab, MUCbMEHHBIE NPUHAMIEKHOCTH,
CJIOBApb.
3apanme: OTBETUTH HA BOMPOCHI, yIip.2-3.

Topical vocabulary

to store numbers — 3amomuHaTH YKCTa

to manipulate [ma'nipjuleit] — ympaisaTh; oOpaiaThes; mpeodpa3oBHIBATH
to input / to feed in — BBOIUTH (MHDOPMaIIHIO)

to turn on = to switch on — BkiroUaTh

to turn off = to switch off — BeikTIOUaTH

to process data [prou'ses 'delta] — o6pabatsiBaTh maHHBIE

to supply [sa'plai] — monaBaTh, BBOAUTH, CHAOXKATh, 00ECIICUNBATH
addition — crnoxxenue

subtraction — BerunTaHUE

division — nenenne



multiplication — ymHOeHue

exponentiation — Bo3BeJCHHE B CTEIICHD

user — moJbp30BaTeb

input device — ycTpoiicTBO BBOJA

disk drive ['disk ‘draiv] — auckoBoe 3armoMHHaIOIIEE YCTPORCTBO, TUCKOBOI
tape drive ['teip 'draiv] 3anoMuHaro1ee yCTpoiCTBO Ha MArHUTHOM JICHTE
cathode-ray tube — snmexkTpoHHOIy4€EBas TpyOKa
to make decisions — npuHUMaTh peLICHUSI

instantaneously — MrHOBEHHO, HEMEIJICHHO

WHAT IS A COMPUTER?

A computer is a machine with an intricate network of electronic circuits that operate switches
or magnetize tiny metal cores. The switches, like the cores, are capable of being in one or two possible
states, that is, on or off, magnetized or demagnetized. The machine is capable of storing and
manipulating numbers, letters, and characters (symbols).

The basic idea of a computer is that we can make the machine do what we want by inputting
signals that turn certain switches on and turn others off, or magnetize or do not magnetize the cores.

The basic job of computers is processing of information. For this reason computers can be
defined as devices which accept information in the form of instructions, called a program, and
characters, called data, perform mathematical and / or logical operations on the information, and then
supply results of these operations. The program, or part of it, which tells the computers what to do and
the data, which provide the information needed to solve the problem, are kept inside the computer in a
place called memory.

It is considered that computers have many remarkable powers. However most computers,
whether large or small, have three basic capabilities.

First, computers have circuits for performing arithmetic operations, such as: addition,
subtraction, division, multiplication and exponentiation.

Second, computers have a means of communicating with the user. After all, if we couldn’t feed
information in and get results back, these machines wouldn’t be of much use. Some of the most
common methods of inputting information are to use terminals, diskettes, disks and magnetic tapes.
The computer’s input device (a disk drive or tape drive) reads the information min the computer. For
outputting information ttwo common devices are used: a printer, printing the new information on
paper, and a cathode-ray-tube display, which shows the results on a TV-like screen.

Third, computers have circuits which can make decisions. The kinds of decisions which
computer circuits (can make are not of the type: “Who would win the war between two countries?” or
“WHO is the richest person in the world?” Unfortunately, the computer can only decide the things,
namely: Is one numberless than another? Is one number greater than another? A computer can solve a
series of problems and make thousands of logical decisions without becoming tired. It can find the
solution to a problem in a fraction of the tume it takes a human being to do the job.

A computer can replace people in dull, routine tasks, but it works according to the instructions
given to it. There are times when a computer seems to operate like a mechanical ‘brain’, but its
achievements are limited by the minds of human beings. A computer cannot do anything unless a
person tells it what to do and gives it the necessary information; but because electric pulses can move
at the speed of light, a computer can carry out great numbers of arithmetic-logical operations almost
instantaneously. A person can do the same, but in many cases that person would be dead long before
the job was finished.

1. OTBeTbTE HA BONPOCHI, HCIO0JIb3YS HHGOPMALMIO TEKCTA.

1. What is a computer? 2. What are the two possible states of the switches? 3. What are the main
functions of a computer? 4. In what way can we make the computer do what we want? 5. What is the
basic task of a computer? 6. In what form does a computer accept information? 7. What is a program?
8. What are data? 9. What is memory? 10. What three basic capabilities have computers? 11. What are



the ways of inputting information into the computer? 12. What is the function of an input device? 13.
What devices are used for outputting information? 14. What decisions can the computer make? 15.
What are the computer’s achievements limited by?

2. IonUIIETE MPeII0KeHHs 10 COAeP:KAHUI0 TEKCTA MPeAbIIyIero ynpaxHeHusl, HCIoab3ysl
raaroJjsl B Past Continuous.

When someone broke the window Dad

When Mum heard the crash she

The cousins didn’t hear the noise because they
The dogs when the noise woke them up.
At 7.30 Nick

agrwdE

3. JlaiiTe KpaTKue U MOJIHbIE OTBeThI Ha Bonpochl B Past Continuous.
Were you going to the cinema at 7 o’clock?

—Yes, | was. | was going to the cinema.

— No, [ wasn’t. I wasn’t going to the cinema.

Were you having dinner at 2 o’clock?

Was your friend sitting in the yard when you saw him?

Was your mother cooking when you came home?

Was your sister reading when you called her?

Were the children sitting at their desks when you entered the classroom?
Were the little children running along the corridor when the lesson began?
Were you doing your homework at 7 o’clock last night?

Was your father working in the garden when you asked him to dinner?

NGO~ wWNE

IIpakTHyeckoe 3ansaTHE N 7.
Tema: Yro takoe kommbioTep? IIpumenenue koMmmpsroTepos. Past Continuous.
Hean: 3akpemnyieHue U cucTeMaTu3anus 3HaHUH 110 TEME, COBEPILIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUs1, TUChMA.
Ilepeyenns oOopyaoBaHuMsi /JJisl NpoOBeleHUs] PadoThI: TeTpa/b, NMUCbMEHHBbIE MNPUHAJIEKHOCTH,
CJIOBapb.
3aganue: CocTaBUTh NepecKas TEKCTa, yp.2.

Topical vocabulary
to store numbers — 3amomuHaTH YKCITa
to manipulate [ma'nipjuleit] — ympaisaTh; oOpaiaThes; mpeodpa3oBHIBATH
to input / to feed in — BBomUTH (MH(DOPMAITHIO)
to turn on = to switch on — BkirouaTh

to turn off = to switch off — BeikITIOUaTH

to process data [prou'ses 'delta] — o6pabatsiBaTh gaHHBIC
to supply [sa'plai] — moxaBatk, BBOAKUTH, CHAOKATh, OOCCIIEUNBATD
addition — crnoxxenue
subtraction — BbIUUTaHUE

division — nenenune

multiplication — ymHOoxeHue

exponentiation — Bo3Be/icHHE B CTEIICHb

USer — moJib30BaTelh

input device — ycTpoiicTBO BBOIA

disk drive ['disk 'draiv] — auckoBoe 3ammomMHHaroIIee yCTPOHCTBO, TUCKOBO/T
tape drive ['teip 'draiv] 3anmoMuHaro1ee yCTpoiCTBO Ha MATHUTHOM JIEHTE
cathode-ray tube — snekTpoHHOIy4eBasi TpPyOKa
to make decisions — npuHUMATh pPEIICHHSI



instantaneously — MrHOBeHHO, HEMEIJICHHO

WHAT IS A COMPUTER?

A computer is a machine with an intricate network of electronic circuits that operate switches or
magnetize tiny metal cores. The switches, like the cores, are capable of being in one or two possible states,
that is, on or off; magnetized or demagnetized. The machine is capable of storing and manipulating
numbers, letters, and characters (symbols).

The basic idea of a computer is that we can make the machine do what we want by inputting signals
that turn certain switches on and turn others off, or magnetize or do not magnetize the cores.

The basic job of computers is processing of information. For this reason computers can be defined
as devices which accept information in the form of instructions, called a program, and characters, called
data, perform mathematical and / or logical operations on the information, and then supply results of these
operations. The program, or part of it, which tells the computers what to do and the data, which provide the
information needed to solve the problem, are kept inside the computer in a place called memory.

It is considered that computers have many remarkable powers. However most computers, whether
large or small, have three basic capabilities.

First, computers have circuits for performing arithmetic operations, such as: addition, subtraction,
division, multiplication and exponentiation.

Second, computers have a means of communicating with the user. After all, if we couldn’t feed
information in and get results back, these machines wouldn’t be of much use. Some of the most common
methods of inputting information are to use terminals, diskettes, disks and magnetic tapes. The computer’s
input device (a disk drive or tape drive) reads the information min the computer. For outputting
information ttwo common devices are used: a printer, printing the new information on paper, and a
cathode-ray-tube display, which shows the results on a TV-like screen.

Third, computers have circuits which can make decisions. The kinds of decisions which computer
circuits (can make are not of the type: “Who would win the war between two countries?” or “ WHO is the
richest person in the world?” Unfortunately, the computer can only decide the things, namely: Is one
numberless than another? Is one number greater than another? A computer can solve a series of problems
and make thousands of logical decisions without becoming tired. It can find the solution to a problem in a
fraction of the tume it takes a human being to do the job.

A computer can replace people in dull, routine tasks, but it works according to the instructions
given to it. There are times when a computer seems to operate like a mechanical ‘brain’, but its
achievements are limited by the minds of human beings. A computer cannot do anything unless a person
tells it what to do and gives it the necessary information; but because electric pulses can move at the speed
of light, a computer can carry out great numbers of arithmetic-logical operations almost instantaneously. A
person can do the same, but in many cases that person would be dead long before the job was finished.

1. OTBeTbTE HA BONPOCHI, HCIO0JIb3Y HHGOPMALMIO TEKCTA.

1. What is a computer? 2. What are the two possible states of the switches? 3. What are the main functions
of a computer? 4. In what way can we make the computer do what we want? 5. What is the basic task of a
computer? 6. In what form does a computer accept information? 7. What is a program? 8. What are data? 9.
What is memory? 10. What three basic capabilities have computers? 11. What are the ways of inputting
information into the computer? 12. What is the function of an input device? 13. What devices are used for
outputting information? 14. What decisions can the computer make? 15. What are the computer’s
achievements limited by?

2. Czle.nal"ne NPEAJT0KEHUA BOIIPOCUTECIbHBIMUA U OTPHIATECJIbHBIMMU.
1. He is walking to school.

2. Jack is doing homework now.

3. The sun is shining brightly.

4. The horses are running in the field.

5. A mouse is sitting under the floor.



IIpakTHyeckoe 3ansaTHe Ne 8.
Tema: O0paboTka nanHbIX. Present Perfect.
Hean: Benenue u 3akpernieHne 3HaHUI 10 TEME.
Ilepeuenb 000pyIO0BaHMs [1JIsl IPOBeAeHNsI padOThI: TETPA/lb, TUCbMEHHBIE IPUHAITICKHOCTH, CI0OBAPb.
3aganue: [Ipountars U nepeBecTu cioBa, TEKCT, ymp.1-3.

Topical vocabulary

data processing — 06paboTka uHGpOpMaLKH (JaHHBIX )

to convert — npeoOpa3oBbIBaTh; NEPEBOAUTH (B JIP. CIAUHHIIBI)

to accomplish —3aBepiiath, 3aKkaHUYNBATD;,

to house ['haus] — momerniare, pa3Mernars

to improve [im'pru:v] — ynydiarh, COBEpIICHCTBOBATh

to control [kan'troul] — ympaBinsaTe, peryaupoBarh; yrpaBieHue, peryJIupoBaHKe
to store ['sto:] — xpaHuTh, 3aMIOMHHATH, 3AaHOCHTh

storage ['sto:rid3] — 3amommuHaroIEe YCTPOKCTBO, MAMATh; XPAHEHHUE

resource [ri'so:S] — pecypc; CpeacTBO; BO3MOXXHOCTb

facility — ycrpoiicTBo; cpeactBo

facilities — npucrnoco06aeHus; BO3MOXKHOCTH

equipment — obopyaoBaHue; anmapaTypa; IpruOopbl; yCTpOiCcTBa

available — nmocTynHblit; HMerOLHIACS (B HATMYUH); BOSMOXKHBIH

display [dis'plei] — mucruteii; ycTpoiicTBO (BH3yaIbHOTO) OTOOPaXKESHHUS; TOKa3
manner — croco0, o0pa3 (IercTBiN)

sequence— MocyeI0BaTeIbHOCTb, MOPSIOK (CIIeI0BAHNS)

sucessively — mocenoBarebHO

data storage hierarchy — uepapxust (I1ocie10BaTeIbHOCTD) 3alIOMUHAHNS HHPOPMAIIUH (JaHHBIX )
to enter — BXOWTh; BBOAMTH (IaHHBIC); 3aHOCHTh, 3aITUCHIBATh

comprehensive groupings — moJiHbie, OOIIUPHBIE, YHUBEPCATbHBIC 00pa30BaHMUS
meaningful — umMeroruii cMbICT; 3HaYAIH# (O JTAHHBIX )

item — syIeMeHT; cocTaBHast 4acTh

record ['reko:d] — 3amuce, peructpanus; 3anuchBaTh, pErUCTPHUPOBATH

file ['fail] — daiin; 3aHOCHTD (XpaHHUTH) B (aii

set — HabOp; MHOXKECTBO; COBOKYITHOCTh; CEPHSI; TPYIINA; CHCTEMa

data base ['delta 'beis] — 6a3a manHbIX

related [ri'leitid] — cmexHbIiT; B3anMOCBA3aHHBII; OTHOCSINUICS (K Y.-I1.)

DATA PROCESSING AND DATA PROCESSING SYSTEMS

The necessary data are processed by a computer to become useful information. In fact this is the
definition of data processing. Data are a collection of facts — unorganized but able to be organized into
useful information. Processing is a series of actions or operations that convert inputs into outputs. When
we speak of data processing, the input is data, and the output is useful information. So, we can define, data
processing as a series of actions or operations that converts data into useful information.

We use the term data processing system to include the resources that are used to accomplish the
processing of data. There are four types of resources: people, materials, facilities, and equipment. People
provide input to computers, operate them, and use their output. Materials, such as boxes of paper and
printer ribbons, are consumed in great quantity. Facilities are required to house the computer equipment,
people and materials.

The need for converting facts into useful information is not a phenomenon of modern life.
Throughout history, and even prehistory, people have found it necessary to sort data into forms that were
easier to understand. For example, the ancient Egyptians recorded the ebb and flow of the Nile River and
used this information to predict yearly crop yields. Today computers convert data about.land and water into
recommendations to farmers on crop planting. Mechanical aids to computation were developed and
improved upon in Europe, Asia, and America throughout the seventeenth, eighteenth, and nineteenth centu-



ries. Modern computers are marvels of an electronics technology that continues to produce smaller,
cheaper, and more powerful components.

Basic data processing operations

Five basic operations are characteristic of all data processing systems: inputting, storing,
processing, outputting, and controlling. They are defined as follows.
Inputting is the process of entering data, which are collected facts, into a data processing system. Storing
is saving data or information so that they are available for initial or for additional processing. Processing
represents performing arithmetic or logical operations on data in order to convert them into useful in-
formation. Outputting is the process of producing useful information, such as a printed report or visual
display. Controlling is directing the manner and sequence in which all of the above operations are
performed.

Data storage hierarchy

It is known that data, once entered, are organized and stored in successively more comprehensive
groupings. Generally, these groupings are called a data storage hierarchy. The general groupings of any
data storage hierarchy are as follows.

1) Characters, which are all written language symbols: letters, numbers, and special symbols. 2)
Data elements, which are meaningful collections of related characters. Data elements are also called data
items or fields. 3) Records, which are collections of related data elements. 4) Files, which are collections
of related records. A set of related files is called a data base or a data bank.

1. HaiiiuTe B TeKCTE AaHIVIMICKHE IKBUBAJIECHTHI CJIeIYIOIIMX CJI10BOCOYETAHMIA:

Cucrembl 00paboTKH HHPOpPMALIKK; OIpeaesieHre (TepMrHa) 00pabOTKH JaHHBIX; COBOKYITHOCTh (DaKTOB;
[0CJIEI0BATENBHOCTD JEHCTBUM; IpeoOpa3oBaHUe BXOIHBIX IaHHBIX B IOJIE3HYIO HH()OPMAIUIO; BKIOYATh
pecypchl; 3aBeplINTh 00pabOTKy MaHHBIX; OOecneunmBaTh BBOJ WH(GOpPMAMA B KOMITBIOTED; JICHTHI
IPUHTEpa; pacxoA0BaTh B OOJIBIIOM KOJUYECTBE; pa3MellaTh KOMIIBIOTEPHOE 000PYI0BaHUE; HYKIAThCA
(TpeboBaTh) B MPUCHOCOOJICHUSX; SIBJICHHWE COBPEMEHHOH >XH3HH, Ha MPOTSHKEHUHM IOMCTOPUYECKOTO
nepuojal mpeBpamaTh MH(GOPMALUIO B BBIPAXKEHUS; PETUCTPUPOBATH OTJIMBBI M HPUIM- HBL. 111 U U
HO3UPOBATh ypOXKail 36pHOBBIX KYJIbTYP; MEXaHUYECKHE CPEICTBA BBIUMCIICHUS; BBOJ JIaHHBIX; XpaHEHHE
JAHHBIX; TepBOHAYaibHas o00pabOTKa JaHHBIX; JONOJHMUTENbHas 00paboTKa; BblJAa4a I0JIE3HOM
UH(POpPMALIMK; HAllEeYaTaHHOE COOOIICHHUE; 3pUTEIFHOE 0TOOPAKEHHE; TIOCIE0BATEIbHOCTh 3aIIOMUHAHHUS
UH(OPMALIMK; 3aIICaHHbIE CUMBOJIBI SI3bIKA; 3JIEMEHTHI HHPOpMaluu; 0a3a JaHHBIX; HA0Op B3aUMOCBS3aH-
HBIX (halioB.

2. Hanummure 3 ¢gopmbl 171ar0/10B:

catch.............. forget............... 0]
meet............... SEE...eiiiiee e teach........ccocueeee.
read.......c........ rain.....ccoevevenns COME..eovreieieienn
sleep.......c....... dance............... walk......cooovennn
happen............ break................ think.........ccoco..
3. IlocraBbTe npenio:xenus B Present Perfect

1. She............. (Just break) a vase.

2. We.............. (already clean) the room.

3 (just make) the bed.

4. He............. (phone) his friend.

ST | PP (start) raining.

6. A little girl........... (cut) her finger

7. He.............. (eat) all the cakes.

8. Sally................. (wash) the dishes

9. The plane.............. (fly) away.

10. He.....coeuve (leave) the house.



4. CnenaiiTe npeaioKeHus1 OTPULATEIbHBIMH, 2 3aT€M BOINIPOCUTEILHBIMU.
1. I have finished my work.
2. They have seen this film.
3. Mr Brown has moved to the country.
4. My sister has learnt many new words.
5. Laura has been to France.
6. They had already had breakfast.
7. The storm has begun.
8. A new shop has opened in the town.
9. They have visited many museums.
10. They have already left us.
IIpakTuyeckoe 3ansitue Ne 9.
Tema: O6paboTka nanHbiX. Present Perfect.
He.]'IL: 3aerHneHHe u cucremMaruni3anus 3HAHUU 110 TEMC, COBCPIICHCTBOBAHUC HABBIKOB I'OBOPCHUA,
YTCHUA, ITNCbMa.
Ilepeyenn o0opynoBaHus 1Jisl IPOBeAeHUsI padoThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3apanue: OTBETUTH HA BOIIPOCHI, yIip.2-3.

Topical vocabulary

data processing — o6paboTka uHpopMaIuK (JTaHHBIX )

to convert — npeoOpa3oBBIBaTh; NEPEBOANUTH (B JIp. CIAUHHIIBI)

to accomplish —3aBepiiath, 3aKkaHUYNBATD;

to house ['haus] — momerniare, pa3Meriarh

to improve [im'pru:v] — ynydiarh, COBEpIICHCTBOBATh

to control [kan'troul] — ympaBisite, peryaupoBaTh; yrpaBicHUE, PETYITUPOBAHHE
to store ['sto:] — xpaHuTh, 3aIIOMHHATH, 3aHOCHTh

storage ['sto:rid3] — 3amommuHaroIIEE YCTPOKCTBO, MAMATH; XPAHEHHUE

resource [ri'so:S] — pecypc; CpeacTBO; BO3MOXHOCTb

facility — ycrpoiicTBo; cpeactBo

facilities — npucnoco06aeHus; BO3MOXKHOCTH

equipment — obopyaoBaHue; anmapaTypa; IpruOopsI; yCTPOCcTBA

available — nmocTynHbIiT; UMerOLTHIACS (B HAJTMYUH); BOSMOXKHBIH

display [dis'plei] — mucruteii; ycTpoiicTBO (BH3yaIbHOTO) OTOOPaXKEHHUS; TOKa3
manner — cmoco6, 06pa3 (encTBuiN)

sequence— MmocyeI0BaTeIbHOCTb, MOPSIOK (CIeI0BAHMS)

sucessively — mocenoBarenbHO

data storage hierarchy — uepapxus (mociemnoBaTenbHOCTh) 3alIOMHUHAHKS HH(GOpMAIUHU (TaHHBIX )
to enter — BXOaUTH; BBOAWUTH (JIAaHHBIC); 3aHOCUTD, 3aITHCHIBATDH

comprehensive groupings — moJiHbie, OOIUPHBIE, YHUBEPCATbHBIC 00pa30BaHMUS
meaningful — umeronuii cMbici; 3HaYaHiA (O TAHHBIX )

item — syeMeHT; cocTaBHast 4acTh

record ['reko:d] — 3amwch, perucrpanus; 3aMCHIBaTh, PETUCTPHUPOBATD

file ['fail] — daiin; 3aHOCHTD (XpaHHUTH) B (aii

set — HabOp; MHOKECTBO; COBOKYITHOCTB; CEPHsL; TPYIINA; CHCTEMa

data base ['delta 'beis] — 6a3a nanHbBIX

related [ri'leitid] — cmexHbIiT; B3anMOCBA3aHHBII; OTHOCSIIUICS (K 4.-I1.)

DATA PROCESSING AND DATA PROCESSING SYSTEMS
The necessary data are processed by a computer to become useful information. In fact this is the
definition of data processing. Data are a collection of facts — unorganized but able to be organized into
useful information. Processing is a series of actions or operations that convert inputs into outputs. When
we speak of data processing, the input is data, and the output is useful information. So, we can define, data



processing as a series of actions or operations that converts data into useful information.

We use the term data processing system to include the resources that are used to accomplish the
processing of data. There are four types of resources: people, materials, facilities, and equipment. People
provide input to computers, operate them, and use their output. Materials, such as boxes of paper and
printer ribbons, are consumed in great quantity. Facilities are required to house the computer equipment,
people and materials.

The need for converting facts into useful information is not a phenomenon of modern life.
Throughout history, and even prehistory, people have found it necessary to sort data into forms that were
easier to understand. For example, the ancient Egyptians recorded the ebb and flow of the Nile River and
used this information to predict yearly crop yields. Today computers convert data about.land and water into
recommendations to farmers on crop planting. Mechanical aids to computation were developed and
improved upon in Europe, Asia, and America throughout the seventeenth, eighteenth, and nineteenth centu-
ries. Modern computers are marvels of an electronics technology that continues to produce smaller,
cheaper, and more powerful components.

Basic data processing operations

Five basic operations are characteristic of all data processing systems: inputting, storing,

processing, outputting, and controlling. They are defined as follows.
Inputting is the process of entering data, which are collected facts, into a data processing system. Storing
is saving data or information so that they are available for initial or for additional processing. Processing
represents performing arithmetic or logical operations on data in order to convert them into useful in-
formation. Outputting is the process of producing useful information, such as a printed report or visual
display. Controlling is directing the manner and sequence in which all of the above operations are
performed.

Data storage hierarchy

It is known that data, once entered, are organized and stored in successively more comprehensive
groupings. Generally, these groupings are called a data storage hierarchy. The general groupings of any
data storage hierarchy are as follows.

1) Characters, which are all written language symbols: letters, numbers, and special symbols. 2)
Data elements, which are meaningful collections of related characters. Data elements are also called data
items or fields. 3) Records, which are collections of related data elements. 4) Files, which are collections
of related records. A set of related files is called a data base or a data bank.

1. OTBeTbTE HA BONIPOCHI.

1. What is processing? 2. What is data processing? 3. What does the term of data processing system mean?
4. What basic operations does a data processing system include? 5. What is inputting / storing / outputting
information? 6. What do you understand by resources? 7. How did ancient Egyptians convert facts into
useful information? 8. When were mechanical aids for computation developed? 9. What does data storage
hierarchy mean? 10. What are the general groupings of any data storage hierarchy?

2. Yro obo3nauaer -'S— (has wam is)? Hammum npensoxennst 6e3 cCoKpameHuii.
1. She's gone to the shop.
2. She's very angry.

3. | think Emily's right.
4. He's lived here for ten years.
5. He's always hungry.
6. What's happened?
7. The shop's open every day.
8. Joe's got a bad cold.

9. Jane's happy.

10. Sam's been to Washington.

3. Beraeb for uiu since. PaccraBb ci10BocoueTaHusi B iBa cTo/10uKa. CocTaBb NMpPeNJI0KeHHUsI ¢



HEKOTOPBIMH H3 HUX.
...... 1999 ......5Ix days ......two weeks
...... yesterday  .....amonth worrr. AQES

S

. BcraBbTe ago, already, just, since, for nim last.

He has known her............ 1999.

She hasn't finished her work.............

Have you ........... seen a lion?

He has been in Paris............ three years.

She has............ finished cooking dinner.
Tom hasn't learnt the poem.............

. We have............. seen the film.

10. She has not cleaned the rooms.............

12. She has worked in the hospital........... April.

©oND~WN

5. IlepeBeauTe HA PYCCKHIl A3BIK, 00palasi BHUMAaHHEe HA MHOTO3HAYHOCTD IJ1aroJja to have:

1. He has blue eyes. 2. I've got a headache. 3. We have to go shopping today. 4. They have been to London
this year. 5. | haven't got a camera. 6. Do you have to go to work today? 7. My friend has bought a car
lately. 8. There was no bus, so | had to walk home. 9. In our country men have to do military service. 10.
How long have you lived in Moscow? 11. When | came home, mother had already cooked dinner. 12. Did
he have to go to work last Monday? 13. Have you had dinner yet?

IIpakTnyeckoe 3ansitue Ne 10.
Tema: O6paboTka nanHbix. Present Perfect.
Hean: 3akpemnyieHue 1 cucteMaTu3anus 3HaHUH 110 TEME, COBEPILLIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUs1, TUChMA.
Ilepedyenn o0opynoBanus 1Jisl IPOBeAeHUs] pad0OThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3aganue: CocTaBUTh MepecKas TeKcTa, ymp.2-3.

Topical vocabulary

data processing — o0paboTka uHpopMaIuK (TaHHBIX )

to convert — npeoOpa3oBbIBATE; MEPEBOIUTH (B JIp. €AMHHIIBI)

to accomplish —3aBepiiats, 3aKaHUYNBATD;,

to house [‘haus] — momerars, pa3meraTh

to improve [im'pru:v] — ynydiarh, COBEpIICHCTBOBATh

to control [kan'troul] — ympaBisiTe, perynupoBath; yrpaBieHHE, PEryIHPOBaHUE
to store ['sto:] — xpaHuTh, 3aIOMHHATH, 3aHOCHTH

storage ['sto:rid3] — 3amomuHaromee yCTPOUCTBO, MAMSITh; XpaHEHHE

resource [ri'so:S] — pecypc; CpeacTBO; BO3MOXHOCTb

facility — ycrpoiicTBo; cpencTBo

facilities — nmpucrnoco6aeHus; BO3MOXKHOCTH

equipment — obopyaoBaHue; anmapaTypa; Iprudopsl; yCTPOiCcTBa

available — nmocTynHbIiT; UMerOLTHIACS (B HATMYUH); BOSMOXKHBIH

display [dis'plei] — aucruieii; ycTpoiicTBO (BU3YyaJIbHOTO) OTOOpaKEHHMSI; TOKa3
manner — cmoco6, 006pa3 (IelcTBHiN)

Sequence— mociea0BaTeIbHOCTD, TIOPSIOK (CICIOBAHMS)

sucessively — mocenoBarenbHO

data storage hierarchy — uepapxus (mociemnoBaTenbHOCTh) 3alIOMHHAHKS HH(GOpMAIUHU (TaHHBIX )
to enter — BXOAWTH; BBOAWTH (JIAaHHBIC); 3aHOCUTD, 3aITHCHIBATH

comprehensive groupings — moJiHbie, OOIIUPHBIE, YHUBEPCATbHBIE 00pa30BaHMUs
meaningful — umeronuii cMpici; 3HaYaNHiA (O TAHHBIX )



item — sJeMeHT; cocTaBHAs 4acTh

record ['reko:d] — 3amuce, peructpanus; 3anucbBaTh, pErUCTPHUPOBATH
file ['fail] — daiin; 3aHoCcHTH (XpaHUTH) B (haiin

set — Habop; MHOKECTBO; COBOKYITHOCTD; CEpUs; TPYIIIa; CUCTEMa

data base ['delta 'beis] — 6a3a manHBIX

related [ri'leitid] — cmexHbBINH; B3AUMOCBA3aHHBIN; OTHOCSALIHICS (K Y.-J1.)

DATA PROCESSING AND DATA PROCESSING SYSTEMS

The necessary data are processed by a computer to become useful information. In fact this is the
definition of data processing. Data are a collection of facts — unorganized but able to be organized into
useful information. Processing is a series of actions or operations that convert inputs into outputs. When
we speak of data processing, the input is data, and the output is useful information. So, we can define, data
processing as a series of actions or operations that converts data into useful information.

We use the term data processing system to include the resources that are used to accomplish the
processing of data. There are four types of resources: people, materials, facilities, and equipment. People
provide input to computers, operate them, and use their output. Materials, such as boxes of paper and
printer ribbons, are consumed in great quantity. Facilities are required to house the computer equipment,
people and materials.

The need for converting facts into useful information is not a phenomenon of modern life.
Throughout history, and even prehistory, people have found it necessary to sort data into forms that were
easier to understand. For example, the ancient Egyptians recorded the ebb and flow of the Nile River and
used this information to predict yearly crop yields. Today computers convert data about.land and water into
recommendations to farmers on crop planting. Mechanical aids to computation were developed and
improved upon in Europe, Asia, and America throughout the seventeenth, eighteenth, and nineteenth centu-
ries. Modern computers are marvels of an electronics technology that continues to produce smaller,
cheaper, and more powerful components.

Basic data processing operations

Five basic operations are characteristic of all data processing systems: inputting, storing,

processing, outputting, and controlling. They are defined as follows.
Inputting is the process of entering data, which are collected facts, into a data processing system. Storing
is saving data or information so that they are available for initial or for additional processing. Processing
represents performing arithmetic or logical operations on data in order to convert them into useful in-
formation. Outputting is the process of producing useful information, such as a printed report or visual
display. Controlling is directing the manner and sequence in which all of the above operations are
performed.

Data storage hierarchy

It is known that data, once entered, are organized and stored in successively more comprehensive
groupings. Generally, these groupings are called a data storage hierarchy. The general groupings of any
data storage hierarchy are as follows.

1) Characters, which are all written language symbols: letters, numbers, and special symbols. 2)
Data elements, which are meaningful collections of related characters. Data elements are also called data
items or fields. 3) Records, which are collections of related data elements. 4) Files, which are collections
of related records. A set of related files is called a data base or a data bank.

1. OTBeTbTE HA BONPOCHI.

1. What is processing? 2. What is data processing? 3. What does the term of data processing system mean?
4. What basic operations does a data processing system include? 5. What is inputting / storing / outputting
information? 6. What do you understand by resources? 7. How did ancient Egyptians convert facts into
useful information? 8. When were mechanical aids for computation developed? 9. What does data storage
hierarchy mean? 10. What are the general groupings of any data storage hierarchy?

2. BeraBbre Yet, ago, already, just, since, for uim last.



My friend went to America two days ............ .
He has known her ............ 1999.

She hasn't finished her work ............. .

Have you ........... seen a lion?

We visited our friend ............ week.

He has been in Paris ............ three years.

She has............ finished cooking dinner.

Tom hasn't learnt the poem ............. .

. We have ............. seen the film.

10. She has not cleaned the rooms............. .

©CoNoA~WNE

3. IIocTaBbTe 1y1arojibl B CKOOKax B HY’KHOM BpeMeHH. (O0painaii BHUMaHHe Ha OKA3aTeJIN

BpeMeHM.)
1. Josh.......... (finish) school some years ago.
2. Dick............. (finish ) his work yet.
3. He e (study) Russian before the war.
4. We............. (have) little trouble with him so far.
5. They .,......... (be) in Moscow since 1980.
6. She............... (make ) progress in English since she started learning it.
7. The telegram......... (come) just a minute ago.
8. e you (be) to Scotland?
9. He........... (work) here for three years.
10. He .......... (write) the letter already.

IIpakTuueckoe 3ansTue Ne 11.
Tema: Apxutektypa 9BM. Present Perfect/Past Simple.
Lesan: Beenenue u 3akperuieHre JIEKCHYECKOTO M TPaMMaTHYECKOr0 MaTepHara.
Ilepeuens o0GopyaoBaHusl JJs NpPOBedeHUs] PadOTHI: TETPaab, NUCHMEHHBIC IPUHAIIECKHOCTH,
rpaMMaTu4ecKue TabJIHIbl, CIIOBaph.
3ananmue: [IpounTaTh U IEpeBECTH CIIOBA, TEKCT, yrp.1-3.

Topical vocabulary

architecture — apxuTeKTypa; CTpyKTypa

architect — pa3paboTurK apXUTEKTYpBI (CHCTEMBI, CTPYKTYPHI)

unit ['ju:nit] — ycTpoiicTBO; MOTYJIb; OJIOK; SJIEMEHT; COCTaBHAsI YacTh
accessory equipment — BcrmoMorartesibHbIe YCTPOHCTBA

engineering background — TexHu4eckas MoAroTOBKA, KBATH(DUKAIHSI
analyst — aHaJIMTHK; CHCTEMHBIN pa3paboTYHK

product line — cepust (KOMITBIOTEPHBIX) TPOTYKTOB

manufacturer — u3roToBHUTEIIb; IPOU3BOIUTENb; Pa3pabOTUHK
application programmer — mpukJIaIHON MPOrPaAMMHCT

to simulate ['simjuleit] — mMoaenupoBaTh; UMUTHPOBATH

voltage — HanpsokeHue

pressure — maBICHUE, CKATHE

digital computer — mudpoBoit kommbrOTEpP

hybrid computer ['haibrid] — cmerransoro tuna, ananoro- nuppoBoi KOMIBIOTED
discrete [dis'’kri:t] — nuckpeTHBIN; OTAETBHBIHI

continuous quantity— HempepbIBHAs BETUYHHA

0N-going process —IpoI0KAOIIUIICS, TOCTOSHHBIH, HeMPEPbIBHBII MPOIECe
to rely — oCHOBBIBaThCS Ha Y.-J1.; [TOJIAraThCs

to install — ycranaBnuBaTh; pa3Meniath; MOHTHPOBATH; HACTPAUBATD
household appliances — momaraue npudopsl / ycTpoiicTa



microwave Oven — MHKPOBOJIHOBAs €Yb
indoor climate control system — cucrema perysiuu TeMnepaTypbl B JoMe

COMPUTER SYSTEM ARCHITECTURE

As we know all computer systems perform the functions of inputting, storing, processing,
controlling, and outputting. Now we’ll get acquainted with the computer system units that perform these
functions. But to begin with let’s examine computer systems from the perspective of the system designer,
or architect.

It should be noted that computers and their accessory equipment are designed by a computer system
architect, who usually has a strong engineering background. As contrasted with the analyst, who uses a
computer to solve specific problems, the computer system architect usually designs computer that can be
used for many different applications in many different business. For example, the product lines of major
computer manufacturers such as 1BM, Digital Equipment Corporation and many others are the result of
the efforts of teams of computer system architects.

Unless you are studying engineering, you don’t need to become a computer system architect.
However, it is important that as a potential user, applications programmer or systems analyst you
understand the functions of the major units of a computer system and how they work together.

Types of computers

The two basic types of computers are analog and digital. Analog computers simulate physical
systems. They operate on the basis of an analogy to the process that is being studied. For example, a
voltage may be used to represent other physical quantities such as speed, temperature, or pressure. The
response of an analog computer is based upon the measurement of signals that vary continuously with time.

Hence, analog computers are used in applications that require continuous measurement and control.
Digital computers, as contrasted with analog computers, deal with discrete rather than continuous
quantities. They count rather than measure. They use numbers instead of analogous physical quantities to
simulate on-going, or real-time processes. Because they are discrete events, commercial transactions are in
a natural form for digital computation. This is one reason that digital computers are so widely used in
business data processing.

Machines that combine both analog and digital capabilities are called hybrid computers. Many
business, scientific, and industrial computer applications rely on the combination of analog and digital
devices. The use of combination analog devices will continue to increase with the growth in applications of
microprocessors and microcomputers. An example of this growth is the trend toward installing control
systems in household appliances such as microwave ovens and sewing machines: In the future we will have
complete indoor climate control systems and robots to do our housecleaning. Analog sensors will provide
inputs to the control centres of these systems, which will be small digital computers.

1. HaiiauTe B TeKCTe aHIJIMICKHE IKBUBAJIEHTHI CJIeIYIOIIMX CJI0BOCOYETAHMIA:

OyHKIMK BBOJAA, XpaHEHUs, 0OpabOTKW, yOpaBleHUS M BbIBOJA HH(POPMAINH, TTO3HAKOMUTHCS;
CUCTEMHbIE OJIOKM; Ul Haydaja; BCIIOMOTraTeNIbHbIE YCTPOMCTBA; pa3pabOTUMK KOMIIBIOTEPHOM CHUCTEMBI;
XOpolasi KOMIbIOTepHAas TMOATOTOBKA; pa3inyHble cQepbl MPUMEHEHMs; Kopropamus IudpoBOTO
000pyIOBaHUs;, TPHUKIAAHOW TMPOTPAMMHCT; CHUCTEMHBIH  pa3pabOTUMK; TJaBHBIE  yCTPOMCTBA
KOMIBIOTEPHON CHCTEMBI; MOJEIUPOBATh (PU3NUECKHE BETUMYMHBI; U3MEPEHHUE CUTHAJIOB; B OTJIMYHE OT;
HUMETh JIeJI0 CKOPEE C JUCKPETHBIMH, YEM HENPEPBIBHBIMHU BEIMYMHAMH; B PEKHUME PEaJIbHOTO BPEMEHH;
KOMMEpUYECKHEe orepanuu; MUuGpOoBOe BBIYUCICHUE; aHAJIOro- IU(POBBIE KOMITBIOTEPHI, TEHACHIUS K
YCTaHOBKE CHUCTEM YIPaBJICHUS; OBITOBBIE IPHUOOPHI.

2. Choose the right answer.

1. He in Chicago in 2003.
has been
was

2. He Japan.



has never visited
never visited
3. She in this company since 2005.
has worked
worked
4. How long Anna?
have you known
did you know
5. When Mike?
have you seen
did you see
6. Wait! | my story yet.
haven't finished
didn't finish
7. They this movie four or five times already.
have seen
saw
8. a bus before?
Have you ever driven
Did you ever drive

9.1 to her just a minute ago.
have talked
talked
10. So far, she five books by Sidney Sheldon.
has read
read

3. IlepeBennTe HA AHTVIHIICKUIH SA3BIK:
1. Tol kora-HUOYAb OBLT B Hbm-ﬂopKe?
2. 51 TONBKO YTO MPUIIIEIL.
3. OH HUKOrJa HE €11 YCTPHLL.
4. Bel yxe caenanu gomaiiHee 3ananue? Her, eme He caenany.
5. Mo apyr KyIuiI MaliuHy B 3TOM T'O1y.

IMpakTuyeckoe 3ansaTue Ne 12.
Tema: Apxutekrypa DBM. Present Perfect/Past Simple.
Hennb: 3akpervieHHe M CHCTEMaTH3allds 3HAHUM 1O TeME, COBEPILIEHCTBOBAaHHE HABBIKOB T'OBOPEHUS,
YTEHMS], TUCHMA.
Ilepeyens o0GopynoBaHusi I NpoBeAeHUs: PadOThI: TeTpaab, NUCHBMEHHbIE HPHUHAIEKHOCTH,
rpamMmaTudeckue TabJuIbl, CI10Baphb.
3aganue: OTBETUTH HA BOTIPOCHI, yIip.2-3.

Topical vocabulary

architecture — apxurekrtypa; CTpyKkTypa

architect — pa3paboTurK apXUTEKTYpbI (CHCTEMBI, CTPYKTYPHI)

unit ['ju:nit] — yctpoicTBO; MOYI1b; OJIOK; DJIEMEHT; COCTaBHAs 4acTh
accessory equipment — BcrmoMorartelibHbIe YCTPOHCTBA

engineering background — TexHu4eckas HOroTOBKa, KBaTH(pUKaIus
analyst — aHaJIMTHK; CHCTEMHBIN pa3paboTYHK

product line — cepus (KOMITBIOTEPHBIX ) TPOAYKTOB

manufacturer — u3roToBHUTEIb; IPOU3BOIUTENb; Pa3pabOTIHK



application programmer — mpHKIagHON MPOrPAMMHUCT

to simulate ['simjuleit] — moxenupoBaTh; UMHTHPOBATH

voltage — nHampspkenue

pressure — maBJICHHEC, Co)KaTHE

digital computer — 1udpoBoii KOMITBIOTED

hybrid computer ['haibrid] — cmerransoro tuna, ananoro- nuppoBoi KOMIBIOTED
discrete [dis'kri:t] — auckpeTHBIN; OTAEIBHbIHA

continuous quantity— HenpepbIBHAs BETMYHHA

0N-going Process —IpoI0DKAOIIUIACS, TOCTOSIHHBIHM, HEPEPBIBHBIN MPOIIECC
to rely — ocHOBBIBaThCS Ha Y.-J1.; [TOJIAraThCs

to install — ycranaBiuBaTh; pa3meniarth; MOHTHPOBATh; HACTPAHBATH
household appliances — momamaue npudopsl / ycrpoiicTa

microwave OVen — MHUKPOBOJIHOBAsI [€Yb

indoor climate control system — cucrema perysiuu TeMiepaTyphbl B JoMe

COMPUTER SYSTEM ARCHITECTURE

As we know all computer systems perform the functions of inputting, storing, processing,
controlling, and outputting. Now we’ll get acquainted with the computer system units that perform these
functions. But to begin with let’s examine computer systems from the perspective of the system designer,
or architect.

It should be noted that computers and their accessory equipment are designed by a computer system
architect, who usually has a strong engineering background. As contrasted with the analyst, who uses a
computer to solve specific problems, the computer system architect usually designs computer that can be
used for many different applications in many different business. For example, the product lines of major
computer manufacturers such as 1BM, Digital Equipment Corporation and many others are the result of
the efforts of teams of computer system architects.

Unless you are studying engineering, you don’t need to become a computer system architect.
However, it is important that as a potential user, applications programmer or systems analyst you
understand the functions of the major units of a computer system and how they work together.

Types of computers

The two basic types of computers are analog and digital. Analog computers simulate physical
systems. They operate on the basis of an analogy to the process that is being studied. For example, a
voltage may be used to represent other physical quantities such as speed, temperature, or pressure. The
response of an analog computer is based upon the measurement of signals that vary continuously with time.

Hence, analog computers are used in applications that require continuous measurement and control.
Digital computers, as contrasted with analog computers, deal with discrete rather than continuous
quantities. They count rather than measure. They use numbers instead of analogous physical quantities to
simulate on-going, or real-time processes. Because they are discrete events, commercial transactions are in
a natural form for digital computation. This is one reason that digital computers are so widely used in
business data processing.

Machines that combine both analog and digital capabilities are called hybrid computers. Many
business, scientific, and industrial computer applications rely on the combination of analog and digital
devices. The use of combination analog devices will continue to increase with the growth in applications of
microprocessors and microcomputers. An example of this growth is the trend toward installing control
systems in household appliances such as microwave ovens and sewing machines: In the future we will have
complete indoor climate control systems and robots to do our housecleaning. Analog sensors will provide
inputs to the control centres of these systems, which will be small digital computers.

1. OTBeTbTE HA BONPOCHI, HCNOJIL3YS HHPOPMALMIO TEKCTA.
1. Who designs computers and their accessory equipment? 2. What is the role of an analyst? 3. Is it
necessary for a user to become a computer system architect? 4. What functions do computer systems



perform? 5. What types of computers do you know? 6. What is the principle of operation of analog
computers? 7. How do digital computers differ from analog computers? 8. Where are digital and analog
computers used? 9. What are hybrid computers? 10. Where do they find application?

2. Put the verbs in brackets in the Past Simple or in the Present Perfect.

1.1 (never/ be) tothe USA. I (want) to go there last summer but I couldn’t.
2. He ___ (live) in this street all his life.

3. His father (come back) to London last Sunday.

4. Yan (write) a letter to Nick two days ago.

5. He (send) his letter yesterday.

6. They (just/ buy) some postcards.

3. Choose the correct option.
1. She has /s had a moped since she was 15.

2. We took /‘ve taken a taxi to town that morning.

3. We played /'ve played volleyball last night

4. I'm really hungry. I didn’t eat / haven’t eaten since last night.
5. They visited/ ‘ve visited Colorado last summer.

IIpakTuueckoe 3ansaTue Ne 13.
Tema: Apxutektypa 9BM. Present Perfect/Past Simple.
Heab: 3akpervieHHe W CHCTEMAaTH3alldsg 3HAHUM 1O TeMe, COBEPILEHCTBOBAaHME HABBIKOB T'OBOPEHUS,
YTCHU, ITMChbMa.
Ilepeyenb oGopynoBaHusi I TpPOBeleHUs] PadOThI: TeTpaab, MUCHBMEHHBIE MPHHAIEKHOCTH,
rpaMMaTHYEeCKUE TaOJHIIBI, CIIOBAPb.
3aganue: CocTaBUTh MepeCcKa3 TEKCTa, ymp.3.

Topical vocabulary

architecture — apxurektypa; CTpyKTypa

architect — pa3paboT4uK apXUTEKTYPHI (CHCTEMBI, CTPYKTYPbI)

unit ['ju:nit] — ycTpoicTBO; MOIYIIb; OJIOK; DIEMEHT; COCTaBHAs 4acTh
accessory equipment — BcrioMorareibHbIE YCTPONHCTBA

engineering background — TexHu4eckas MOArOTOBKA, KBaTH(pUKALINS
analyst — aHaIMTHK; CHCTEMHBIN pa3paboTUUK

product line — cepust (KOMIBIOTEPHBIX) MPOAYKTOB

manufacturer — u3roToBHUTEINB; IPOU3BOIUTEND; Pa3pabOTINK
application programmer — mpukJIaHON MPOrPaMMHCT

to simulate ['simjuleit] — moaenupoBaTh; UMUTHPOBATH

voltage — HanpsbkeHue

pressure — naBJIeHUE, CKATHE

digital computer — 1udpoBoii KOMITBIOTED

hybrid computer ['haibrid] — cmemanHsoro Tumna, ananoro- UGppPOBO KOMIBIOTEP
discrete [dis'’kri:t] — auckpeTHBIN; OTAETBHBIH

continuous quantity— HempepbIBHAs BeTHMYHHA



0N-going process —Ipoa0KAIOIIMICS, IIOCTOSHHBIN, HEMPEPBIBHBIN MPOLIECC
to rely — ocHOBBIBaThCS Ha Y.-JI.; TTOJIAraThCs

to install — ycranaBnuBaTh; pa3Melarh; MOHTHPOBATh, HACTPAMBATh
household appliances — momarmaue npudopsl / ycrpoiicTa

microwave OVen — MHUKPOBOJIHOBAsI [1€Yb

indoor climate control system — cucrema perysiuu TeMiepaTyphbl B J0Me

COMPUTER SYSTEM ARCHITECTURE

As we know all computer systems perform the functions of inputting, storing, processing,
controlling, and outputting. Now we’ll get acquainted with the computer system units that perform these
functions. But to begin with let’s examine computer systems from the perspective of the system designer,
or architect.

It should be noted that computers and their accessory equipment are designed by a computer system
architect, who usually has a strong engineering background. As contrasted with the analyst, who uses a
computer to solve specific problems, the computer system architect usually designs computer that can be
used for many different applications in many different business. For example, the product lines of major
computer manufacturers such as 1BM, Digital Equipment Corporation and many others are the result of
the efforts of teams of computer system architects.

Unless you are studying engineering, you don’t need to become a computer system architect.
However, it is important that as a potential user, applications programmer or systems analyst you
understand the functions of the major units of a computer system and how they work together.

Types of computers

The two basic types of computers are analog and digital. Analog computers simulate physical
systems. They operate on the basis of an analogy to the process that is being studied. For example, a
voltage may be used to represent other physical quantities such as speed, temperature, or pressure. The
response of an analog computer is based upon the measurement of signals that vary continuously with time.

Hence, analog computers are used in applications that require continuous measurement and control.
Digital computers, as contrasted with analog computers, deal with discrete rather than continuous
quantities. They count rather than measure. They use numbers instead of analogous physical quantities to
simulate on-going, or real-time processes. Because they are discrete events, commercial transactions are in
a natural form for digital computation. This is one reason that digital computers are so widely used in
business data processing.

Machines that combine both analog and digital capabilities are called hybrid computers. Many
business, scientific, and industrial computer applications rely on the combination of analog and digital
devices. The use of combination analog devices will continue to increase with the growth in applications of
microprocessors and microcomputers. An example of this growth is the trend toward installing control
systems in household appliances such as microwave ovens and sewing machines: In the future we will have
complete indoor climate control systems and robots to do our housecleaning. Analog sensors will provide
inputs to the control centres of these systems, which will be small digital computers.

1. OTBeTbTE HA BONPOCHI, HCNOJIL3YS HHPOPMALMIO TEKCTA.

1. Who designs computers and their accessory equipment? 2. What is the role of an analyst? 3. Is it
necessary for a user to become a computer system architect? 4. What functions do computer systems
perform? 5. What types of computers do you know? 6. What is the principle of operation of analog
computers? 7. How do digital computers differ from analog computers? 8. Where are digital and analog
computers used? 9. What are hybrid computers? 10. Where do they find application?

IIpakTnyeckoe 3ansitue Ne 14,
Tema: IIporpammuoe obecnieuenue. Past Perfect/Future Perfect.
Iean: BeeneHne u 3aKperieHUE JIEKCHYSCKOTO U TPAMMATHIECKOr0 MaTepuaa.
Ilepeuens o0opyroBaHMs JIsl IPOBeACHUsI padOThI: TETPAb, TUCbMEHHBIE IPUHAIIEKHOCTH, CI0OBAPh.



3ananmue: [IpounTtaTs ¥ IEpEeBECTH CIIOBA, TEKCT, ymp.1-3.

Topical vocabulary

hardware — anmapaTtHoe obecreueHue; anmaparypa; 00opya0BaHHe
software — mporpamMMHoOe oOecriedeHre; MPOrpaMMHbIE CPEICTBa

system software — cucremHOe IpOrpaMMHOE 00eCIIeUCHIEe

application software — npukiaaHoe mporpaMMHOE 0OOeCIICUECHHIE

firmware — BcTpoeHHOE /MHKPOTIPOLIECCOPHOE MTPOrPAMMHOE 0OecIIeUeHHE
visible units — BuauMbIii 610K, yCTPOKCTBO

procedure — mpotieaypa, Iporecc; METo I, METOAMKA; aTOPUTM

to associate — coeUHSATh; 00BEIUHSITh; CBSI3bIBATH

associated documentation — cooTBeTCTBYOIIAs JOKYMEHTALIUS

to execute applications programs — BBITIOIHSTE MPUKJIAIHbBIE TPOIPAMMbI
payroll — mutatesxHas Be1OMOCTb

inventory control — uHBeHTapHU3aIMs; IEpeyYeT

investment analyses — aHanu3 WHBECTUIMI (KAITUTAIOBIOKEHHN )

to protect — 3amuimars

read only memory (ROM) — nocrosinHOe 3anomuHaromiee ycrpoiicto (I13Y)
to refer to — oTHOCUTBCA K; CCBIIATHCA Ha

to substitute — 3amensaTs; 3ameniaTey

to cause — 3acTaBIIsATh, BEIHYKIATh; IPUYMHA, OCHOBAHHUE

to accomplish — 3aBepiuaTh, 3aKaHYMBATD; BBITIOIHATh, OCYIIECTBIIST
performance — mpou3BOANTENBHOCTD; OBICTPOICHCTBHIE; paboUast XapaKTepPUCTHKA

HARDWARE, SOFTWARE, AND FIRMWARE

The units that are visible in any computer are the physical components of a data processing system,
or hardware. Thus, the input, storage, processing and control devices are hardware. Not visible is the
software — the set of computer programs, procedures, and associated documentation that make possible
the effective operation of the computer system. Software programs are of two types: systems software and
applications software.

Systems software are the programs designed to control the operation of a computer system. They do
not solve specific problems. They are written to assist people in the use of the computer system by
performing tasks, such as controlling all of the operations required, to move data into and out of a computer
and all of the steps in executing an application program. The person who prepares systems software is
referred to as a systems programmer. Systems programmers are highly trained specialists and important
members of the architectural team.

Applications software are the programs written to solve specific problems (applications), such as
payroll, inventory control, and investment analysis. The word program usually refers to an application
program, and the word programmer is usually a person who prepares applications software.

Often programs, particularly systems software, are stored in an area of memory not used for applications
software. These protected programs are stored in an area of memory called read-only memory (ROM),
which can be read from but not written on.

Firmware is a term that is commonly used to describe certain programs that are stored in ROM.
Firmware often refers to a sequence of instructions (software) that is substituted for hardware. For
example, in an instance where cost is more important than performance, the computer system architect
might decide not to use special electronic circuits (hardware) to multiply two numbers, but instead write
instructions (software) to cause the machine to accomplish the same function by repeated use of circuits
already designed to perform addition.

1.HajiquTe B TEKCTE AHIVIMHCKHE IKBUBAJICHTHI CJIEIYIOUUX CJI0BOCOYCTAHMIA:
Bunumeie yctpoiicTBa; cucremMa oOpabOTKM JaHHBIX; ammapaTHOe obOecredyeHue; Habop KOMIBIOTEPHBIX
nporpaMM; COOTBETCTBYIOWIAs JOKyMeHTauus; OJ¢¢dekTuBHas padoTa; CHUCTEMHOE MpPOTrpaMMHOE



oOecrnieueHre; MPUKIATHOE MPOTrpaMMHOE OOecleyeHne, CUCTEeMHBIH MPOTrPaMMMUCT; IUIATEKHAs BeHO-
MOCTb; MEepeyueT; aHAJIN3 MHBECTULIMIA; MPUKIaIHas IpOorpaMmMa; paboTaroUil TOIBKO B PEeXKUME YTCHUS;
MIOCTOSIHHOE 3alIOMHMHAIONIEE YCTPOKWCTBO; MOCIEI0BATEIbHOCT KOMAaH/; B ClIy4ae; MPOU3BOJIUTEIbHOCTb;
AJIEKTPOHHAS IIeTIh; YMHOXAaTh YHMCIIA; 3aCTAaBUTh MAIIUHY BBINOJHATH Ty K€ (DYHKIMIO; BBITIOJIHSTH
CJIOKEHUE.

2. Complete the sentences using the verbs in brackets in Past Perfect
Model 1:  Most of my friends were no longer there.
They had left (leave).

Model 2:  Mr And Mrs Davis were in an airplane.

They were very nervous as the plane took off because they had

never flown before (fly).
My best friend, Kevin, was no longer there. He ... (go) away.
The local cinema was no longer open. It ... (close) down.
Mr Johnson was no longer alive. He ... (die).
I didn't recognize Mrs Johnson. She ... (change) a lot.
Bill no longer had his car. He ... (sell) it.
The woman was a complete stranger to me. I ... (see) before.
Margaret was late for work. Her boss was very surprised. She ... (be/late).
Jane played tennis yesterday, at least she tried to play tennis. She wasn't very good at it because she
(play)
9. Itwas Keith's first driving lesson. He was very nervous and didn't know what to do. He ... (drive).
10. From downstairs came the sound of a radio playing a song I (not hear) before.

PN A WNE

3. You have to make sentences using the words in brackets.

Model: | wasn't hungry. (I/just/have/lunch.)

| had just had lunch.

1. Tom wasn't at home when | arrived, (he/just/go out.)
2. We arrived at the cinema late, (the film/already/begin.)
3. They weren't eating when | went to see them, (they/just/finish/their dinner.)
4. linvited Ann to dinner last night but she couldn't come, (she/already/arrange/to do something else.)
5. l'was very pleased to see Nora again after such a long time. (I/not/see/her for five years.)
6. Last year our profits were higher than (they, ever, be).
7. When they entered the conference hall (the discussion, already, start).
8. I couldn't recollect that (I, ever, promise, to help him).
9. She apologized that (she, not read, my report, yet).
10. He knew much about the city, (he, live, in London, for a long time).

IIpakTnyeckoe 3ansitue Ne 15.
Tema: IIporpammHuoe obecnieuenue. Past Perfect/Future Perfect.
Heanb: 3akperuieHue U CUCTEMaTH3aLUs 3HaHHUI TI0 TeMe, COBEPLICHCTBOBAHHE HABBIKOB TOBOPEHHS,
YTCHU, ITMChbMa.
Ilepedyens 000pya0BaHus [JIsl MPOBeIEHUsI PA0OThI: TETPaab, MUCHMEHHBIE TPUHAIICKHOCTH, CIIOBAPb.
3aganue: OTBETUTH HA BOTIPOCHI, yIip.2-3.

Topical vocabulary

hardware — anmaparHoe obecrieueHue; anmnaparypa; 00opyJ0BaHHe
software — mporpamMMHOe obecriedeHne; MporpaMMHbIE CPEICTBA

system software — cucremHOe mporpaMMHOe 0OecTieYeHUE

application software — npukiagHOe MporpaMMHoe oOecriedeHue

firmware — BcTpOeHHOE /MHKPOTIPOIIECCOPHOE MMPOTPAMMHOE 0OeceueHne
visible units — BuguMeIii 610K, YCTpOICTBO



procedure — mporienypa, Iporecc; METo I, METOAMKA; AITOPUTM

to associate — coeauHATh; 00BEAUHATE; CBI3LIBATE

associated documentation — cooTBeTCTBYIOIIas JOKYMCHTAITUS

to execute applications programs — BBITIOJHSTH IPUKJIAIHBIC TPOrPAMMBbI
payroll — mratesxHas BEIOMOCTb

inventory control — uHBeHTapu3aIus; epeyyer

investment analyses — aHanu3 HHBECTUIMH (KAITUTATOBIOKEHHN )

to protect — 3ammmars

read only memory (ROM) — nocrosHHOe 3anoMuHaroiee ycrpoiictso (I13Y)
to refer to — oTHOCUTECA K; CCBIIATLCS Ha

to substitute — 3amensaTs; 3ameniare

{0 cause — 3acTaBiATh, BBIHYKIATh; IPUYNHA, OCHOBAHUE

to accomplish — 3aBepiaTh, 3aKkaHUYNUBATh; BBIOJIHATh, OCYIIECTBIIATh
performance — nmpou3BOANTENBHOCTD; OBICTPOICHCTBIE; paboUast XapaKTEpUCTHKA

HARDWARE, SOFTWARE, AND FIRMWARE

The units that are visible in any computer are the physical components of a data processing system,
or hardware. Thus, the input, storage, processing and control devices are hardware. Not visible is the
software — the set of computer programs, procedures, and associated documentation that make possible
the effective operation of the computer system. Software programs are of two types: systems software and
applications software.

Systems software are the programs designed to control the operation of a computer system. They do
not solve specific problems. They are written to assist people in the use of the computer system by
performing tasks, such as controlling all of the operations required, to move data into and out of a computer
and all of the steps in executing an application program. The person who prepares systems software is
referred to as a systems programmer. Systems programmers are highly trained specialists and important
members of the architectural team.

Applications software are the programs written to solve specific problems (applications), such as
payroll, inventory control, and investment analysis. The word program usually refers to an application
program, and the word programmer is usually a person who prepares applications software.

Often programs, particularly systems software, are stored in an area of memory not used for applications
software. These protected programs are stored in an area of memory called read-only memory (ROM),
which can be read from but not written on.

Firmware is a term that is commonly used to describe certain programs that are stored in ROM.
Firmware often refers to a sequence of instructions (software) that is substituted for hardware. For
example, in an instance where cost is more important than performance, the computer system architect
might decide not to use special electronic circuits (hardware) to multiply two numbers, but instead write
instructions (software) to cause the machine to accomplish the same function by repeated use of circuits
already designed to perform addition.

1. OTBeTbTE HA BONPOCHI, HCNOJIb3YS HH(POPMALHIO TEKCTA.

1. What is hardware? 2. Give the definition of software. 3. What are the types of software? 4. What are
systems software? 5. What kind of tasks do systems software perform? 6. Who prepares systems software?
7. What are applications software? 8. What problems do applications software solve? 9. What is firmware?
10. How can a computer system architect use firmware?

2. Combine the following sentences using the Past Perfect, using the conjunctions when, after, before,
where necessary.
Model 1:  She took some pictures of London. She showed us the pictures.
She showed us the pictures she had taken in London
Model 2:  Everybody went to bed. | came home.
When | came home, everybody had gone to bed.



1. He wrote a letter then he went to post it.

2. Ann prepared a beautiful meal for her guests. They ... all enjoyed it.

3. He left his passport behind. He couldn't find the passport.

4. They saw a play at the National Theatre. Then they discussed it.

5. He failed the examination twice. He gave up hope of passing it.

6. | came to the office. The manager signed all the documents.

7. The football match began. We reached the stadium.

8. The weather kept dry for a week. We came to the seaside.

9. They traveled four hundred miles. They reached the end of their journey.
10. The children did their homework. Their mother allows them to watch TV.

3. Complete the sentences using the Past Perfect.
1. We told her that he ... (to buy a TV-set).
2. The man at the station said that the train ... (to leave already).
3. Mary told me that she ... (not to get a letter from her son yet). She said
she ... (not to hear from him for some weeks).
4. He understood that he ... (to get off at the wrong station).
5. He said that his parents ... (always to live in the country).
6. | didn't know that she ... (to change her address).
7. He didn't remember how it all ... (to happen).
8. We were sure that she ... (to tell the truth).
9. I saw that the child ... (to catch a cold).
10. She hoped that I ... (to pay for the tickets already).

IIpakTnyeckoe 3ansitue Ne 16.
Tema: IIporpammuoe obecrieuenue. Past Perfect/Future Perfect.
Iean: 3akperuieHre U CUCTEMATH3AUS 3HAHUH 110 TeMe, COBEPIICHCTBOBAHME HABBIKOB TOBOPEHUS,
YTEHHsI, TTHUChMA.
IlepeyeHb 000Py/IOBaAHUS [IJIsI POBEIEHUsI Pa0OThI: TETPa/lb, MMCHMEHHBIC TPUHAICKHOCTH, CIIOBAPb.
3aganme: CocTaBuUTh MepecKa3 TEKCTa, ymp.2-3.

Topical vocabulary

hardware — anmaparHoe obecrieueHue; anmnaparypa; 00opyJI0BaHHe
software — nporpamMmmHoe oOecriedeHre; MPOrpaMMHBIE CPEICTBA

system software — cucremHoe mporpaMMHOe 00ecTieYeHUE

application software — mpukiaaHoe nporpaMMHoOe oOecreueHne

firmware — BcTpoeHHOE /MUKPOTIPOIIECCOPHOE MPOrPaMMHOE 0OecIieueHne
visible units — BuauMmbIii 010K, yCTPOHCTBO

procedure — mporieaypa, Iporecc; METo I, METOIUKA; aITOPUTM

to associate — coeUHATh; 00BETUHSTh; CBSI3bIBATH

associated documentation — cooTBeTCTBYOIIAs TOKYMEHTAIIUS

to execute applications programs — BBIMOJIHATH MPUKJIATHBIC TPOTPAMMBbI
payroll — ruratesxHas BeIOMOCTb

inventory control — unBeHTapu3amys; nepeyyer

investment analyses — aHanu3 WHBECTUIMHN (KAITUTATOBIOKEHHN )

to protect — 3zamuimars

read only memory (ROM) — noctosiHHOe 3anoMuHaroiee ycrpoiictso (I13Y)
to refer to — oTHOCUTBCA K; CCBIIATLCS Ha

to substitute — 3amensaTs; 3amemniaTe

to cause — 3acTaBIIATh, BEIHYKIATh; IPUYMHA, OCHOBAHHUE

to accomplish — 3aBepinaTh, 3aKaHYHUBATh; BHITIOIHATE, OCYIIECTBIISTh



performance — npou3BOAUTEIHHOCTh; OBICTPOICHCTBHIE; pabovast XapaKTepPUCTHKA

HARDWARE, SOFTWARE, AND FIRMWARE

The units that are visible in any computer are the physical components of a data processing system,
or hardware. Thus, the input, storage, processing and control devices are hardware. Not visible is the
software — the set of computer programs, procedures, and associated documentation that make possible
the effective operation of the computer system. Software programs are of two types: systems software and
applications software.

Systems software are the programs designed to control the operation of a computer system. They do
not solve specific problems. They are written to assist people in the use of the computer system by
performing tasks, such as controlling all of the operations required, to move data into and out of a computer
and all of the steps in executing an application program. The person who prepares systems software is
referred to as a systems programmer. Systems programmers are highly trained specialists and important
members of the architectural team.

Applications software are the programs written to solve specific problems (applications), such as
payroll, inventory control, and investment analysis. The word program usually refers to an application
program, and the word programmer is usually a person who prepares applications software.

Often programs, particularly systems software, are stored in an area of memory not used for applications
software. These protected programs are stored in an area of memory called read-only memory (ROM),
which can be read from but not written on.

Firmware is a term that is commonly used to describe certain programs that are stored in ROM.
Firmware often refers to a sequence of instructions (software) that is substituted for hardware. For
example, in an instance where cost is more important than performance, the computer system architect
might decide not to use special electronic circuits (hardware) to multiply two numbers, but instead write
instructions (software) to cause the machine to accomplish the same function by repeated use of circuits
already designed to perform addition.

1. OTBeTbTE HA BONPOCHI, HCNOJb3Yys] HHPOPMAIUIO TEKCTA.

1. What is hardware? 2. Give the definition of software. 3. What are the types of software? 4. What are
systems software? 5. What kind of tasks do systems software perform? 6. Who prepares systems software?
7. What are applications software? 8. What problems do applications software solve? 9. What is firmware?
10. How can a computer system architect use firmware?

2. PackpouTe ckoOkH, ynoTped.sis riaaroiasl B Past Simple naun Past Perfect.

1. Tom (to return) from the cinema at five o'clock.

2. Tom (to return) from the cinema by five o'clock.

3. | (to finish) my homework at seven o'clock.

4. 1 (to finish) my homework by seven o'clock.

5. He (to think) that he (to lose) the money.

6. Ann (to tell) me that she (to see) an interesting film.

7. When | (to come) home, mother already (to cook) dinner.

8. When father (to return) from work, we already (to do) our homework.

9. When the teacher (to enter) the classroom, the pupils already (to open) their books.

IIpakTnyeckoe 3ansitue Ne 17.
Tema: [{udpossie komnbioTepbl. [IoAroTOBKa K KOHTPOJIBHOM padoTe.
Ienn: BBenenne u 3akpemieHne JIEKCUUECKOTO M TPaMMAaTUYECKOT0 MaTepHraa.
Ilepeyenb 00opyrOoBaHMs [JIs IPOBEACHUsI PadOThI: TETPab, TUCbMEHHBIE IPUHAIIEKHOCTH, CI0BAPh.
3ananme: [IpounTaTh U epeBeCcTH ClIOBaA, TEKCT, ymp.1-3.

Topical vocabulary
operation — omeparus; paboTa; AelCTBUE; cpabaThIBaHUE



to relate — cBsI3bIBaTh; yCTaHABIMBATH OTHOIICHUS

a broad view — mmpoxwuii B3riisi, 0030p

unit — ycTpo#cTBO; MOAYIb, OJIOK; y3e! 3JICMEHT; sueiika

INput — BBO; YCTPOMCTBO BBOJIA; BBOJIUTh; IMO/1aBaTh HAa BXO]]

to insert — BCTaBIIATH, BHOCUTH; BKIIFOYATh

storage = memory — namsTh; 3alIOMHHAIOLIEE YCTPOUCTBO

available — mocTymHbIif; UMECIOIIUIICS B HATHYNH

at the appropriate time — B Hy)xHOE BpeMmsI

arithmetic-logical unit — apudmernko-moruueckoe yCcTponcTBO
output — BBIBOJ; YCTPOMCTBO BBIBOJIA; BEIBOAUTH; M01aBaTh HA BBIXO
to remove — ynansaTh; yCTPaHATh; BBIHUMATh; UCKIIFOYATh

control unit — 60k ynpasieHus

Cause — 3acTaBIIsATh; BEIHYXAATh; ObITh MPUUMHOM; IPUYUHA; OCHOBAHUE
to feed (fed, fed) — nonaBarh; nuTaTh; BBOAUTH (JJAHHBIC)

to interpret — MHTEPIIPETUPOBATH; HCTOJIKOBBIBATH

to issue commands — BbI1aBaTh KOMaH bl

pulse — no-pulse — (ecTh) UMITYIBC — XOJIOCTON HUMITYJIBC

FUNCTIONAL UNITS OF DIGITAL COMPUTERS

As we know, all computer operations can be grouped into five functional categories. The method in
which these five functional categories are related to one another represents the functional organization of a
digital computer. By studying the functional organization, a broad view of the computer is received.

The five major functional units of a digital computer are:

1) Input — to insert outside information into the machine;

2) Storage or memory — to store information and make it available at the appropriate time; 3) Arithmetic-
logical unit — to perform the calculations; 4) Output — to remove data from the machine to the outside
world and 5) Control unit — to cause all parts of a computer to act as a team.

A complete set of instructions and data are usually fed through the input equipment to the memory
where they are stored. Each instruction is then fed to the control unit. The control unit interprets the
instructions and issues commands to the other functional units to cause operations to be performed on the
data. Arithmetic operations are performed in the arithmetic-logical unit, and the results are then fed back to
the memory. Information may be fed from either the arithmetic unit or the memory through the output
equipment to the outside world.

The five units of the computer must communicate with each other. They can do this by means of a
machine language which uses a code composed of combinations of electric pulses. These pulse
combinations are usually represented by zeros and ones, where the one may be a pulse and the zero — a
no-pulse. Numbers are communicated between one unit and another by means of these one-zero or pulse
— no-pulse combinations. The input has the additional job of converting the information fed in by the
operator into machine language. In other words, it translates from our language into the pulse — no-pulse
combinations understandable to the computer. The output’s additional job is converting the pulse — no-
pulse combinations into a form understandable to us, such as a printed report.

1.HaiiguTe B TeKCTe AaHIVIMICKHE IKBUBAJIEHTHI CJIEXYIOLIMX CJI0BOCOYECTAHMI:

OyHKIHMOHAIbHAS OpraHu3alMs; JCMCTBUS KOMIIBIOTEpA; CBA3BIBaTH JPYr C JAPYIOM; BBOJUTH
uH(pOpMaIlMI0O W3BHE; JenaTh HWHQOPMAIMIO JOCTYIMHOHN; BBITIOMHSATH BBIYKCIICHHS; BBIBOJIUTH
uH(popMalnio; OJIOK yNpaBieHHs; BbIJaBaTh KOMAHJbI; 3aCTAaBJIATH BBITIONHSATh KOMAHIIBI;, BBIXOJTHOE
YCTPOMCTBO; BHEIIHUNW MHp; CBSI3bIBATHCS IPYT C IPYroM; KOMOWHAIUS SJIEKTPUYECKUX HMITYJIbCOB;
XOJIOCTOM UMITYJIBC; UMITYJIbCHI, PACIIO3HABAEMbBIE KOMIIBIOTEPOM.

2. BeraBbTe Yet, ago, already, just, since, for nim last.
1. My friend went to America two days ............ .
2. He has known her ............ 1999.



3. She hasn't finished her work ............. .
4. Haveyou ........... seen a lion?

5. We visited our friend ............ week.

6. He has been in Paris ............ three years.
7. She has............ finished cooking dinner.
8. Tom hasn't learnt the poem ............. .

9. We have ............. seen the film.

10. She has not cleaned the rooms............. )

3. IlocTaBbTe 1y1arojibl B CKOOKax B HY’KHOM BpeMeHH. (O0paiaii BHUMaHHe Ha 0KA3aTeJIN

BpeMeHM.)
1. Josh.......... (finish) school some years ago.
2. Dick............. (finish ) his work yet.
3. He e (study) Russian before the war.
4. We............. (have) little trouble with him so far.
5. They .,......... (be) in Moscow since 1980.
6. She............... (make ) progress in English since she started learning it.
7. The telegram......... (come) just a minute ago.
8. e you (be) to Scotland?
9. He.......... (work) here for three years.
10. He .......... (write) the letter already.

IIpakTuueckoe 3ansTue Ne 18.
Tema: Luppossie komnbroTepsl. [loAroToBKa K KOHTPOIBHOI padore.
Hessb: 3akpernieHnue 1 cucTeMaTU3alus 3HaHUH 110 TeMe, COBEpPLIEHCTBOBAaHUE HABBIKOB TOBOPEHUS,
YTEHUS, MChMA.
Ilepeyens 00opyaoBaHus /ISl MPOBeIEHUsI PA0OTHI: TETPab, MUCbMEHHBIC IPUHAICKHOCTH, CIOBAPb.
3aganue: OTBETUTH HA BOTIPOCHI, yIip.2-3.

Topical vocabulary

operation — omepartust; pabota; qeicTBHE; cCpabaThIBaHKUE

to relate — cBsI3bIBaTh; yCTAHABINBATH OTHOLICHHUSI

a broad view — mripokwuit B3risiz, 0630p

unit — ycTpo#cTBO; MOAYIb, OJIOK; y3eI! 3JIeMEHT; sueiika

input — BBOI; YCTPOWCTBO BBOIA; BBOIUTD; MOaBaTh Ha BXO/]

to insert — BCTaBIIATH, BHOCUTE; BKIIFOYATh

storage = memory — namsTh; 3alIOMUHAIOIIEE YCTPOUCTBO

available — nocTynHBIIT; UMEIOLIUIACS B HATUYUH

at the appropriate time — B Hy>xHOe BpeMs

arithmetic-logical unit — apudmernko-morunueckoe ycTponcTBO
output — BBIBOJ; YCTPOMCTBO BBIBOJIA; BHIBOJUTH; MTOAABATh HA BBIXO/[T
{0 remove — ynamATh; yCTPaHATh; BBIHUMATh; UCKITIOYATh

control unit — 6ok ympaBieHus

Cause — 3acTaBIIATh; BBIHYXAATh; ObITh IPUUMHON; MPUYNHA; OCHOBAHUE
to feed (fed, fed) — moxaBaTh; muTaTh; BBOJUTH (JJAHHBIE)

to interpret — MHTEPNPETUPOBATH; HCTOIKOBBIBATH

to issue commands — BbIgaBaTh KOMAHIbI

pulse — no-pulse — (ecTh) UMITYIBC — XOJIOCTON HUMITYJIBC

FUNCTIONAL UNITS OF DIGITAL COMPUTERS
As we know, all computer operations can be grouped into five functional categories. The method in
which these five functional categories are related to one another represents the functional organization of a



digital computer. By studying the functional organization, a broad view of the computer is received.

The five major functional units of a digital computer are:
1) Input — to insert outside information into the machine;
2) Storage or memory — to store information and make it available at the appropriate time; 3) Arithmetic-
logical unit — to perform the calculations; 4) Output — to remove data from the machine to the outside
world and 5) Control unit — to cause all parts of a computer to act as a team.

A complete set of instructions and data are usually fed through the input equipment to the memory
where they are stored. Each instruction is then fed to the control unit. The control unit interprets the
instructions and issues commands to the other functional units to cause operations to be performed on the
data. Arithmetic operations are performed in the arithmetic-logical unit, and the results are then fed back to
the memory. Information may be fed from either the arithmetic unit or the memory through the output
equipment to the outside world.

The five units of the computer must communicate with each other. They can do this by means of a
machine language which uses a code composed of combinations of electric pulses. These pulse
combinations are usually represented by zeros and ones, where the one may be a pulse and the zero — a
no-pulse. Numbers are communicated between one unit and another by means of these one-zero or pulse
— no-pulse combinations. The input has the additional job of converting the information fed in by the
operator into machine language. In other words, it translates from our language into the pulse — no-pulse
combinations understandable to the computer. The output’s additional job is converting the pulse — no-
pulse combinations into a form understandable to us, such as a printed report.

1. laiiTe oTBeTHI HA BONPOCHI, HCIOJIb3Ys HH(POPMALNIO TEKCTA.

1. What represents the functional organization of a computer? 2. What can we get by studying the
functional organization? 3.What is the function of the input device? 4. What does memory serve for? 5.
What is the task of the arithmetic-logical unit? 6. What is the function of the output? 7. What is the main
purpose of the control unit? 8. How do all units of the computer communicate with each other? 9. What is
the additional job of the input? 10. What is the additional function of the output?

2. BoiOepuTe npaBUJILHBINA OTBET.
1. He in Chicago in 2003.
has been
was
2. He Japan.
has never visited
never visited
3. She in this company since 2005.
has worked
worked
4. How long Anna?
have you known
did you know
5. When Mike?
have you seen
did you see
6. Wait! | my story yet.
haven't finished
didn't finish
7. They this movie four or five times already.
have seen
saw
8. a bus before?
Have you ever driven



Did you ever drive

9.1 to her just a minute ago.
have talked
talked
10. So far, she five books by Sidney Sheldon.
has read
read

3. IlepeBennTe HA AHTJIMUCKHUI A3BIK:
1. Tr1 kora-uu6y s 6611 B Hero-Mopke?
2. 5l TOABKO YTO TIpULIEN.
3. OH HUKOrJa HE €11 YCTPULL.
4. Bel yxe cienanu goMaiHee 3ananue? Her, eme He cienany.
5. Mo apyr Kyl MallluHy B 3TOM I'O1Yy.

IIpakTnyeckoe 3ansitue Ne 19.
Tema: Lludpossie komnbroTepsl. [10AroTOBKA K KOHTPOJIBHOM padoTe.
Hean: 3akpemnyieHue U cucTeMaTu3anus 3HaHUH 110 TEME, COBEPILLIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUS, TUChMA.
Ilepedyenn o0opynoBanus /Jisl IPOBeAeHUsI pad0ThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3aganue: CocTaBUTh Mepeckas TeKcTa, ymp.2-3.

Topical vocabulary

operation — omneparus; paboTa; AelCTBUE; cpabaThIBaHUEC

to relate — cBsI3bIBaTh; yCTAHABINBATH OTHOIICHUS

a broad view — mupokwuii B3rsi, 0630p

unit — ycTpoicTBO; MOYIIb, OJIOK; y3ei1! aJIeMeHT; sueiika

Input — BBOJ; YCTPOWCTBO BBOIA; BBOIUTD; MI0JaBaTh HA BXO/]

to insert — BCTaBJIATh; BHOCHTH; BKJIIOYAThH

storage = memory — namsTh; 3alIOMHHAOIIEE YCTPOUCTBO

available — nocTymHBII; HMEIOIIHUICS B HATHYHH

at the appropriate time — B Hy)kxHOE BpeMsI

arithmetic-logical unit — apumerrko-norunveckoe ycTponcTBO
output — BBIBOJI; YCTPOMCTBO BBIBO/IA; BEIBOAUTH; M0/1aBaTh HA BBIXO/I
to remove — ymansiTh; yCTpaHsITh; BBIHUMATh; UCKITIOYATh

control unit — 610k ynpasieHus

Cause — 3acTaBIsATh; BEIHYXKAATh; ObITh IPUUMNHON; IPUYNHA; OCHOBAHUE
to feed (fed, fed) — nmonaBate; mUTaTh; BBOJUTH (JJAHHBIC)

to interpret — MHTEPIPETUPOBATD; HCTOIKOBBIBATH

to issue commands — BbIIaBaThL KOMaHIbI

pulse — no-pulse — (ecTh) UMITYIIEC — XOIOCTON UMITYIIHC

FUNCTIONAL UNITS OF DIGITAL COMPUTERS

As we know, all computer operations can be grouped into five functional categories. The method in
which these five functional categories are related to one another represents the functional organization of a
digital computer. By studying the functional organization, a broad view of the computer is received.

The five major functional units of a digital computer are:
1) Input — to insert outside information into the machine;
2) Storage or memory — to store information and make it available at the appropriate time; 3) Arithmetic-
logical unit — to perform the calculations; 4) Output — to remove data from the machine to the outside
world and 5) Control unit — to cause all parts of a computer to act as a team.

A complete set of instructions and data are usually fed through the input equipment to the memory



where they are stored. Each instruction is then fed to the control unit. The control unit interprets the
instructions and issues commands to the other functional units to cause operations to be performed on the
data. Arithmetic operations are performed in the arithmetic-logical unit, and the results are then fed back to
the memory. Information may be fed from either the arithmetic unit or the memory through the output
equipment to the outside world.

The five units of the computer must communicate with each other. They can do this by means of a
machine language which uses a code composed of combinations of electric pulses. These pulse
combinations are usually represented by zeros and ones, where the one may be a pulse and the zero — a
no-pulse. Numbers are communicated between one unit and another by means of these one-zero or pulse
— no-pulse combinations. The input has the additional job of converting the information fed in by the
operator into machine language. In other words, it translates from our language into the pulse — no-pulse
combinations understandable to the computer. The output’s additional job is converting the pulse — no-
pulse combinations into a form understandable to us, such as a printed report.

1. lajiTe 0OTBeTHI HA BONIPOCHI, HCNOJIb3Yys HHPOPMALMIO TEKCTA.

1. What represents the functional organization of a computer? 2. What can we get by studying the
functional organization? 3.What is the function of the input device? 4. What does memory serve for? 5.
What is the task of the arithmetic-logical unit? 6. What is the function of the output? 7. What is the main
purpose of the control unit? 8. How do all units of the computer communicate with each other? 9. What is
the additional job of the input? 10. What is the additional function of the output?

2. IlocTaBbTe raarognl B popmy Past Simple naun Present Perfect.

1.1 (never/ be) to the USA. 1 (want) to go there last summer but I couldn’t.
2. He (live) in this street all his life.

3. His father (come back) to London last Sunday.

4. Yan (write) a letter to Nick two days ago.

5. He (send) his letter yesterday.

6. They (just/ buy) some postcards.

3. BoiOepuTe NpaBWibHbIN BAPHAHT.

1. She has /s had a moped since she was 15.

2. We took /‘ve taken a taxi to town that morning.

3. We played /'ve played volleyball last night

4. I'm really hungry. I didn’t eat / haven’t eaten since last night.
5. They visited/ ‘ve visited Colorado last summer.

IIpakTnueckoe 3ansitue Ne 20.
Tema: KontposnbHas paboTa.
Iesab: KoHTposb TEeKCHYECKUX M TPaMMaTUYECKHX HaBBIKOB, CJIOBAPHOTI'O 3amaca 00yJaromuxcs.
Ilepeuens 000py10BaHHsA /U1 MPOBeIEHUs PAdOThI: TETPA/Ib, TUCHEMEHHBIE PUHAICKHOCTH, CIIOBAPH.

Bapuanr |

1. BcraBbre riaroJinl B Present Simple:
1. We (not/speak) French.
2. A lot of teenagers (play) computer games.
3. (you/study) English every day?
4. He (visit) his grandmother twice a year.

2. BcraBbTe riaroasi B Past Simple:
1. Mary (go) to school yesterday.
2. (you/go) to the cinema on Sunday?



3. He (not/pass) his exam last week.
4. She (see) him two days ago.

3. BcrasbTe raaroanl B Present, Past mam Future Simple:
1. He (to be) a student twenty years ago.
2. She (call) you in a few minutes.
3. (you/buy) milk yesterday?
4. | (get up) at 7 am every morning.

&

Bri0epuTe cooTBeTcTBYIOIYIO hopmy riarosaa Future Simple noam to
be going to:

1.1 (call) you. I promise.

2. (you /help) me, please?

3. I think he (not/pass) his driving test.

4. | have some plans for Monday. | (visit) my sister.

Bapuanr |1

BceraBbTe riiaroJisl B Present Simple:

My father (work) in a bank.

I (watch) TV every day.
(you/speak) English?

She (not/go) to school on Sunday.

PONERE

BceraBbTe riiaroJisl B Past Simple:

I (do) my homework in the evening.

He (not/write) a letter to his aunt.
(you/go) for a walk?

He (buy) some apples for dinner.

PoObdEDN

BeraBbTe riaroinl B Present, Past maum Future Simple:
He (to be) in Moscow tomorrow.

My sister (fall) ill last week.

British people (like) drinking tea a lot.

Good-bye! | (call) you next week.

el N

4. BoiGepuTe cooTBeTcTBYIOIIYIO hopMmy Tinarosaa Future Simple wim to
be going to:

1. What (you/do) tomorrow evening?

2. The doctor (to be) here in five minutes.

3. He won’t be at home. He (leave) Moscow tonight.

4. Do you think she (call) us tomorrow?

IpakTuyeckoe 3anaTue Ne 21.
Tema: ltorosoe 3aHsaTHeE.
Heanb: KoHTposib yMEHUI U HABBIKOB MPAKTUYECKOTO BIIAJICHUS] aHTJIUHCKUM S3bIKOM.
Ilepeuenb 000py10BaHMs ISl IPOBeAeHUsI PadOThI: TETPA/lb, TUCbMEHHBIE NPUHAITIEKHOCTH, CI0OBAPb.

KonTpoabHbie 3aganus K 1u¢depeHInpOBAHHOMY 3a4eTy
Il kype

Jlekcnueckuii maTepual ‘ I'pamMmaTuHyeckuii MaTepua




1.IIporpamMmmupoBanue 3. Present Perfect Tense

2. IIporpammHoe obecrieyeHne 4. Past Perfect Tense

Bapmuanr |
1. IIpouTHuTe M NEepeBeIUTE TEKCT, BBINOJHHUTE 3aJaHUS K TEKCTY.

COMPUTER PROGRAMMING

Programming is the process of preparing a set of coded instructions which enables the computer to
solve specific problems or to perform specific functions. The essence of computer programming is the
encoding of the program for the computer by means of algorythms. The thing is that any problem is ex-
pressed in mathematical terms, it contains formulae, equations and calculations. But the computer cannot
manipulate formulae, equations and calculations. Any problem must be specially processed for the
computer to understand it, that is — coded or programmed.

The phase in which the system’s computer programs are written is called the development phase.
The programs are lists of instructions that will be followed by the control unit of the central processing unit
(CPU). The instructions of the program must be complete and in the appropriate sequence, or else the
wrong answers will result. To guard against these errors in logic and to document the program’s logical
approach, logic plans should be developed.

There are two common techniques for planning the logic of a program. The first technique is
flowcharting. A flowchart is a plan in the form of a graphic or pictorial representation that uses predefined
symbols to illustrate the program logic. It is, therefore, a “picture” of the logical steps to be performed by
the computer. Each of the predefined symbol shapes stands for a general operation. The symbol shape
communicates the nature of the general operation, and the specifics are written within the symbol. A plastic
or metal guide called a template is used to make drawing the symbols easier.

The second technique for planning program logic is called pseudocode. Pseudocode is an imitation
of actual program instructions. It allows a program-like structure without the bur den of programming rules
to follow. Pseudocode has three basic structures: sequence, decision, and looping logic. With these three
structures, any required logic can be expressed.

2. OTBeTbTE HA BOMPOCHI, HCMOJIL3Ysl HH(POPMAIHIO TEKCTA.

1. What is programming? 2. What is the essence of programming? 3. What should be done with the
problem before processing by the computer'™M. What is a program? 5? What are instructions? 6. What are
the main techniques for planning the program logic?N'7. What is a flowchart? 8. What is a template and
what is it used for? 9. What do you understand by “pseudocode”? 10. What are the basic structures of
pseudocode?

3.HaiiiuTe B TeKCcTe aHIVIHIICKHE IKBUBAJIEHTHI CJI€IYIOIIUX CJI0BOCOYETAHUIA:

COBOKYIHOCTh 3aKOJUPOBAaHHBIX KOMAaHJ; CYThb KOMIBIOTEPHOI'O IPOrpPaMMHUPOBAHHUS; KOJIMPOBAaHUE
MOCPEACTBOM aNropuT™ma; GOpMYIbl, ypaBHEHUS, BHIUUCICHHS; 00paboTaTh 0COOBIM 00pa3oM; MepedyeHb
KOMaHJ; HeoOXoauMas IOCJIeA0BATEILHOCTD, 3alldIIaTh OT OIIMOOK; COCTAaBJIATh INIAH JIOTHYSCKOM
MOCJIEIOBATEILHOCTH;  OOILIENPUHATAs METOJWKA;, JIOTHYECKas IOCJIeI0BATEIbHOCTh  BBITIOJIHCHHS
MPOrPaMMBbI; TOCTPOEHUE OJIOK-CXEMBI; HATJISHOE MIPEICTABIICHIE; 3apaHee 3a/1aHHbIe CUMBOJIBI; 111a0JIOH;
TceBIONporpamMma; 0e3 H3JEPIKEK; BBIJACIATh MPUHIIUMIT HUCXOMSIIEH 00pabOoTKH; pacxodoBaTh MEHBIIE
BPEMEHH, JIOTHYECKas CXeMa BBIMIONHEHUS Olepalnuii B IMKJE; HeoOXoauMasi TOCIeI0BAaTEIbHOCTh
onepanui.

4. TlonGepuTe U3 NpeNJIOKEHHBIX HHKE PYCCKHX CJIOBOCOYETAHUI 3HAYEHHS CJEIYIIIUX TEPMUHOB
HA aHIJIMHCKOM SI3bIKE:

Program: access program; application program; archived program; binary program; common program;
compatible / in compatible program; control / management program; database program; debugging
program; educational / teaching / training program; free program; general-purpose program; high-



performance program; off-line program; on-line program; operating (-system) program; processing
program; protected-mode program; remote program; running program; self-loading program,simulation
program; support program; utility program; virus- detection program; watch-dog program.

[Iporpamma B IBOMYHOM KOAE; MPHUKIAAHAs Mporpamma; (HE) COBMECTHUMas Mporpamma; OecruiaTHas
[mporpamMma,; IporpaMma OTJIaAKH, CTOPOXKEBasd IIporpaMma, AUCTaHIIHOHHAas IIporpaMma,; IIporpamMma
MOACIIMPOBAHUA; CCPBUCHAA IIpOorpamMma; BCIOMOTATClIbHAd IIporpaMma; IIporpamMma il OOCTyIa (K
JAaHHBIM); 3aapXWBHPOBAaHHAs IIporpamMMma; mporpamma, padortaromias ¢ 0a30d JaHHBIX; OOydaromas
nporpamMma; mporpamma, BbINOJHsAEMasi ¢ OOJIBIION CKOPOCThIO; YHUBEpCAIbHAs MIporpamMma; mporpamma,
BBITIOJIHACMAA B 3allMIICHHOM PCXKUME, IIporpamMma O6pa6OTKI/I JaHHBIX; IIporpamMma OHepaHHOHHOﬁ
CUCTEMBI (CHCTEMHasi TIporpamMma); BBITIOJIHAEMAs MIPOTpaMMa; CeTeBasi /HeceTeBasl MporpamMma; caMmo3a-
rpyXaromascs MporpaMma; 4YacTo HCIoib3yemas (pacnpocTpaHEHHas) IporpamMma; Iporpamma
yIIpaBJICHUS; POTrpaMMa OOHAPYKEHHUSI BUPYCOB.

5. IlocTaBbTe npeaiao:kenus B Present Perfect:
1. She............. (Just break) a vase.

2. We......c....... (already clean) the room.

3 (just make) the bed.

4. He............. (phone) his friend.

5 M (start) raining.

6. A little girl........... (cut) her finger.

6. Uro o6o3nauaer -'s— (has uim is)? Hanummure npeaiokeHns 6e3 COKpamieHHii:
1. She's gone to the shop.

2. She's very angry.

3. I'think Emily's right.

4. He's lived here for ten years.

5. He's always hungry.

6. What's happened?

Bapuanr II
1. [IpouTHuTe U MEpeBeIUTE TEKCT, BLIMOJTHUTE 321aHUA K TEKCTY.

HARDWARE, SOFTWARE, AND FIRMWARE

The units that are visible in any computer are the physical components of a data processing system,
or hardware. Thus, the input, storage, processing and control devices are hardware. Not visible is the
software — the set of computer programs, procedures, and associated documentation that make possible
the effective operation of the computer system. Software programs are of two types: systems software and
applications software.

Systems software are the programs designed to control the operation of a computer system. They do
not solve specific problems. They are written to assist people in the use of the computer system by
performing tasks, such as controlling all of the operations required, to move data into and out of a computer
and all of the steps in executing an application program. The person who prepares systems software is
referred to as a systems programmer. Systems programmers are highly trained specialists and important
members of the architectural team.

Applications software are the programs written to solve specific problems (applications), such as
payroll, inventory control, and investment analysis. The word program usually refers to an application
program, and the word programmer is usually a person who prepares applications software.

Often programs, particularly systems software, are stored in an area of memory not used for applications
software. These protected programs are stored in an area of memory called read-only memory (ROM),
which can be read from but not written on.

Firmware is a term that is commonly used to describe certain programs that are stored in ROM.



Firmware often refers to a sequence of instructions (software) that is substituted for hardware. For
example, in an instance where cost is more important than performance, the computer system architect
might decide not to use special electronic circuits (hardware) to multiply two numbers, but instead write
instructions (software) to cause the machine to accomplish the same function by repeated use of circuits
already designed to perform addition.

2. OTBeTHhTE HAa BONPOCHI, HCIOJIL3Ysl HH(OPMAIIMIO TEKCTA.

1. What is hardware? 2. Give the definition of software. 3. What are the types of software? 4. What are
systems software? 5. What kind of tasks do systems software perform? 6. Who prepares systems software?
7. What are applications software? 8. What problems do applications software solve? 9. What is firmware?
10. How can a computer system architect use firmware?

3.HaiiguTe B TeKcTe aHIJIMICKHE IKBUBAJEHTHI CJIEIYIOIIUX CJIOBOCOYETAHUIA:

Bunumeie yctpoiicTBa; cucremMa oOpaOOTKM JaHHBIX; amapaTHOE OOecredeHrne; Ha0Op KOMIBIOTEPHBIX
IporpamMM; COOTBETCTBYIOIIAs JOKyMeHTauus; d(dekruBHas paboTa; CHCTEMHOE MPOTPAMMHOE
obOecrnieueHne; MPUKIATHOE MPOTPAMMHOE O0ECIeUeHHE, CUCTEMHBIH MPOTrPAMMUCT; IUIATEXKHAs BEIO-
MOCTB; TIEPEYYET; aHaJIU3 WHBECTHUIINH; MPUKIIATHAS TIPOrpaMMa; padoTaloUUii TOJBKO B PEKUME YTCHHUS;
MOCTOSTHHOE 3allOMHHAIOIIEEe YCTPOUCTBO; MOCJIEI0BATEILHOCTh KOMAH/I; B CIy4ae; MPOU3BOIUTEIHLHOCTD;
JNIEKTPOHHAs LeMb; YMHOXKaTh YMWCIA; 3aCTaBUTh MAIIWHY BBIMNOIHATH Ty K€ (YHKIUIO; BBIMOIHSITH
CIIOKCHMUE.

4. PackpoiiTe cKoOKH, MOCTaBUB riaroibl B Past Perfect:

Obpasey. Mr And Mrs Davis were in an airplane.
They were very nervous as the plane took off because they had
never flown before (fly).

1. My best friend, Kevin, was no longer there. He ... (go) away.
2. The local cinema was no longer open. It ... (close) down.

3. Mr Johnson was no longer alive. He ... (die).

4. 1 didn't recognize Mrs Johnson. She ... (change) a lot.

5. Bill no longer had his car. He ... (sell) it.

6. The woman was a complete stranger to me. I ... (see) before.

5. PackpoiiTecko0ku, ynorpedasisiraaroiasiB Past Simple uau Past Perfect:
1. Tom (to return) from the cinema at five o'clock.

2. Tom (to return) from the cinema by five o'clock.

3. | (to finish) my homework at seven o'clock.

4. 1 (to finish) my homework by seven o'clock.

5. He (to think) that he (to lose) the money.

6. Ann (to tell) me that she (to see) an interesting film.



3 KYPC 5 CEMECTP
XPAHEHMUME U IIEPEJAYA UTH®OPMALIUU

IIpakTuyeckoe 3ansaTue Ne 1.
Tema: 3anomunaromee ycrpoiictBo. CTpagarenbHslii 3amor Bpemen Continuous.
Llesn: Beenenue u 3akpersieHre JeKCUYECKOr0 M FpaMMaTUYECKOro MaTepHaia.
IlepeyeHns 000py10BaHMA /JIS POBeIEHUA PAadOThI: TETPAIb, TICbMEHHBIE PUHAIEKHOCTH, CIIOBAPb.
3ananme: [IpounTaTh 1 epeBecTH ClloBa, TEKCT, ynp.1-5.

Topical vocabulary

primary / secondary storage — nepBuuHOE / BTOPHYHOE 3aIIOMUHAIOIIEE YCTPOUCTBO
main storage — oCHOBHasi aMsATh; ONIEPATHBHOE 3aIIOMHUHAIOIIECE YCTPOUCTBO
internal storage — BuyTpennee 3Y

sequence — Mocien0BaATENbHOCTD; TOPSAOK CIIETIOBAHNUS

intermediate results — mpomexyTo4HbIC pe3yabTaThI

0ngoing process — MpoA0KAIOLIHA (Cs51), HTOCTOSHHBIH MPOIIECC

similarity — cxoxcTBO; momobue

to retain — coxpaHsTh; yaePKUBAThH

to locate — pasmerniars(cs); pacmonarathb(cs)

value — 3HaueHHe, BEIMYMHA; 3HAYUUMOCTh, [ICHHOCTD; OI[CHKA

binary digit — nBonunas uudpa; ABOMUHBII 3HAK

adjacent — cMeXHBII; COCeTHUIT; MPUMbBIKAFOIIHI

strings of characters — mocse1oBaTeIbHOCTh CHMBOJIOB

consecutive — rociaenoBaTelbHbINA; CMEXHBIN; COCEIHMUMI

STORAGE UNITS

Computer system architecture is organized around the primary storage unit because all data and
instructions used by the computer system must pass through primary storage. Our discussion of computer
system units will begin with the functions of the primary and secondary storage units. This leads to the
examination of the central processing unit and from there to the consideration of the input and output units.
Therefore, the sequence in which we’ll describe the functional units of a digital computer is: 1) storage
units, primary and secondary; 2) central processing unit; 3) input and output units.

As you know, there are primary and secondary storage units. Both contain data and the instructions
for processing the data. Data as well as instructions must flow into and out of primary storage.

Primary storage is also called main storage or internal storage. The specific functions of internal
storage are to hold (store): 1) all data to be processed; 2) intermediate results of processing; 3) final results
of processing; 4) all the instructions required for ongoing process. Another name for primary storage is
memory, because of its similarity to a function of the human brain. However, computer storage differs
from human memory in important respects. Computer memory must be able to retain very large numbers
of symbol combinations, without forgetting or changing any details. It must be able to locate all its contents
quickly upon demand. The combinations of characters, that is, the letters, numbers, and special symbols by
which we usually communicate, are coded. The codes used by computer designers are based upon a
number system that has only two possible values, 0 and 1. A number system with only two digits, 0 and 1,
is called a binary number system. Each binary digit is called a bit, from binary digit. As the information
capacity of a single bit is limited to 2 alternatives, codes used by computer designers are based upon
combinations of bits. These combinations are called binary codes. The most common binary codes are 8-
bit codes because an 8-bit code provides for 2/8, or 256 unique combinations of 1’s and 0’s, and this is
more than adequate to represent all of the characters by which we communicate.

Data in the form of coded characters are stored in adjacent storage locations in main memory in two
principal ways : 1) as “strings” of characters — in bytes; and 2) within fixed-size “boxes” — in words. A
fixed number of consecutive bits that represent a character is called a byte. The most common byte size is



8-bit byte. Words are usually 1 or more bytes in length.

Secondary storage. Primary storage is expensive because each bit is represented by a high-speed
device, such as a semiconductor. A million bytes (that is, 8 million bits) is a large amount of primary
storage. Often it is necessary to store many millions, sometimes billions, of bytes of data. Therefore slower,
less expensive storage units are available for computer systems. These units are called secondary storage.
Data are stored in them in the same binary codes as in main storage and are made available to main storage
as needed.

1.HajiguTe B TeKCTE AHIJIMHCKHE JKBUBAJIEHTHI CJEIYIOIIUX CJI0BOCOYETAHMIA:

QOyHKIMOHANBHBIM  OJ0K; IM(POBOH KOMIBIOTEP; YCTPOHCTBO BBOJA; YCTPOHCTBO YIPABJICHUS;
apu(METHKO-IOTMYECKOe YCTPOWCTBO; LEHTPAIBbHBIM IPOLIECCOP; CTPYKTypa KOMIBIOTEPHOM CHCTEMBI;
IIEPBUYHOE 3alIOMUHAIOIIEE YCTPOMCTBO; BTOPUUYHOE 3Y; pacCMOTPEHHE; MTO3TOMY MOCIEI0BATEIbHOCTD;
onepatuBHoe 3Y; BHYTPEHHAA NaMsTh; IPOMEKYTOUHbIE PE3yJIbTaThl; 10100Me (PYHKIUHN YEIOBEUECKOTO
MO3ra; pa3Menath COACPKUMOE M0 TPEOOBAHMIO; CHCTEMa CUUCICHHS; JABOWYHAS CHUCTEMa CUMCIICHUS;
BO3MOXHbBIE BEJIUYMHBL; 00BbeM HHGOpMALMK; JABOMYHBIM KOA; CMEXHBIE SYEHKM HaMSTH;
MOCJIEI0BATEIBHOCTh CUMBOJIOB; OBICTPOCHCTBYIOIIEE YCTPOHCTBO; OTYIPOBOIHHUK; JOCTYITHBIH.

2.BcnoMHHTE 3HAYEHHE HOBBLIX CJIOB H MONBITAlTECH nmepeBecTu CJI10BOCOYECTAHMA, yHOTpeﬁJIHEMLIe C
3THUMHU CJIOBaAMMU.

Storage: available storage; buffer storage; computer storage; data storage; magnetic disk storage; magnetic
tape storage; input storage; intermediate storage; internal storage; laser storage; main storage; primary
storage; secondary storage; sequential- access storage; variable storage; virtual storage.

Value: absolute value; acceptable value; additional value; binary value; byte value; character value;
constant value; correct value; data value; digit value; discrete values; invalid value; negative value;
numerical value; output value; valid value.

Digit: binary digit; binary-coded digit; check digit; information digit; input digit; nonsignificant digit;
significant digit; digit-by-digit.

Sequence: out of sequence; alphabetic sequence; arithmetic sequence; binary sequence; character
sequence; code sequence; instruction sequence; data sequence; digital sequence; historical sequence;
increasing sequence; program sequence; string sequence.

3. Put the verbs in brackets into the Present Continuous Passive.

1. The letter (write) now.

2. The oranges (buy) now.

3. Sandwiches (make) now.

4. The newspaper (not/read) at the moment.

5. The song (not/sing) now.

6. the candles (light) now?

-

8

9

. What lecture (give) now?
. Whose report (listen) to at the moment?
the news (report) at the moment?
10. the interview (give) now?

. Complete the answers to the questions using the Past Continuous Passive.

. Did she return you the CD yesterday? — No, it (listen) to.

. Why didn’t you put that black shirt on? — It (wash).

. Why didn’t he hear the doorbell? — The carpet (vacuum).

. Did the teacher check your test yesterday? — No, it (check).

. Did they find a solution to that problem? — No, it (discuss).

. Why didn’t you try the cake? — It (bake).

. Could he take the documents yesterday? — No, they (type).

N O WP D™

IIpakTnyeckoe 3ansaTHe Ne 2.



Tema: 3anmomuHaromee ycrporictBo. CtpagarenbHblii 3amor Bpemen Continuous

Hean: 3akpemnieHre U cucTeMaTu3anus 3HaHUH 10 TeMe, COBEPIICHCTBOBAHNE HaBBIKOB TOBOPEHHS,
YTEHHUs], TMChMa.

Ilepeuenb 000pyI0BaHMs ISl IPOBeAEeHNUsI PA0OThI: TETPA/lb, TUCbMEHHBIE MPUHAITICKHOCTH, CI0OBAPb.
3apanue: OTBETUTH HA BOIIPOCHI, YIIp.2.

Topical vocabulary

primary / secondary storage — nepBuuHOE / BTOPHYHOE 3aIIOMUHAIOIIEE YCTPOUCTBO
main storage — oCHOBHasi IaMsATh; ONIEPATHBHOE 3aIIOMHUHAOIICE YCTPOUCTBO
internal storage — BuyTpennee 3Y

sequence — Mocien0BaATENbHOCTD; TOPSAOK CIIETOBAHUS

intermediate results — mpomexyTo4HbIC pe3yabTaThI

0ngoing process — Mmpo0KAOIIHA (Cs1), TOCTOSHHBIN MPOIIECcC

similarity — cxoxcTBO; momobue

to retain — coxpaHsTh; yaepKHBATh

to locate — pasmernars(cs); pacmonarathb(cs)

value — 3HaueHHe, BEJIMYMHA; 3HAYUMOCTD, ICHHOCTh; OI[CHKA

binary digit — nBonunas uudpa; ABOMUHBII 3HAK

adjacent — cMeXHBII; COCeTHUIT; MPHUMBIKAIOIIHI

strings of characters — mocse1oBaTeIbHOCTh CHMBOJIOB

consecutive — mociaenoBaTelbHbINA; CMEXHBIN; COCEIHUI

STORAGE UNITS

Computer system architecture is organized around the primary storage unit because all data and
instructions used by the computer system must pass through primary storage. Our discussion of computer
system units will begin with the functions of the primary and secondary storage units. This leads to the
examination of the central processing unit and from there to the consideration of the input and output units.
Therefore, the sequence in which we’ll describe the functional units of a digital computer is: 1) storage
units, primary and secondary; 2) central processing unit; 3) input and output units.

As you know, there are primary and secondary storage units. Both contain data and the instructions
for processing the data. Data as well as instructions must flow into and out of primary storage.

Primary storage is also called main storage or internal storage. The specific functions of internal
storage are to hold (store): 1) all data to be processed; 2) intermediate results of processing; 3) final results
of processing; 4) all the instructions required for ongoing process. Another name for primary storage is
memory, because of its similarity to a function of the human brain. However, computer storage differs
from human memory in important respects. Computer memory must be able to retain very large numbers
of symbol combinations, without forgetting or changing any details. It must be able to locate all its contents
quickly upon demand. The combinations of characters, that is, the letters, numbers, and special symbols by
which we usually communicate, are coded. The codes used by computer designers are based upon a
number system that has only two possible values, 0 and 1. A number system with only two digits, 0 and 1,
is called a binary number system. Each binary digit is called a bit, from binary digit. As the information
capacity of a single bit is limited to 2 alternatives, codes used by computer designers are based upon
combinations of bits. These combinations are called binary codes. The most common binary codes are 8-
bit codes because an 8-bit code provides for 2/8, or 256 unique combinations of 1’s and 0’s, and this is
more than adequate to represent all of the characters by which we communicate.

Data in the form of coded characters are stored in adjacent storage locations in main memory in two
principal ways : 1) as “strings” of characters — in bytes; and 2) within fixed-size “boxes” — in words. A
fixed number of consecutive bits that represent a character is called a byte. The most common byte size is
8-bit byte. Words are usually 1 or more bytes in length.

Secondary storage. Primary storage is expensive because each bit is represented by a high-speed
device, such as a semiconductor. A million bytes (that is, 8 million bits) is a large amount of primary
storage. Often it is necessary to store many millions, sometimes billions, of bytes of data. Therefore slower,



less expensive storage units are available for computer systems. These units are called secondary storage.
Data are stored in them in the same binary codes as in main storage and are made available to main storage
as needed.

1. OTBeTbTE HA BONPOCHI, HCNOJIL3YS HHGOPMALUIO TEKCTA.

1. What are the functional units of a digital computer? 2. What units make up the central processing unit?
3. How is computer system organized? 4. What are the two main types of storage units? 5. What do they
contain? 6. What is the function of a primary storage? 7. Why is primary storage often called memory? 8.
In what respect does computer memory differ from human memory? 9. What are codes based on? 10. What
is secondary storage and what is it used for?

. Put the verbs in brackets into the Present Continuous Passive.
. The letter (write) now.

. The oranges (buy) now.

. Sandwiches (make) now.

. The newspaper (not/read) at the moment.

. The song (not/sing) now.

the candles (light) now?

. What lecture (give) now?

. Whose report (listen) to at the moment?
the news (report) at the moment?
10. the interview (give) now?

©CONOUTRWNRN

. Complete the answers to the questions using the Past Continuous Passive.

. Did she return you the CD yesterday? — No, it (listen) to.

. Why didn’t you put that black shirt on? — It (wash).

. Why didn’t he hear the doorbell? — The carpet (vacuum).

. Did the teacher check your test yesterday? — No, it (check).

. Did they find a solution to that problem? — No, it (discuss).

. Why didn’t you try the cake? — It (bake).

. Could he take the documents yesterday? — No, they (type).

NP WNOREPEW

IIpakTnuyeckoe 3ansitue Ne 3.
Tema: YcrpoiicTBa xpanenus nunpopmanuu. CtpagarensHelil 3aor BpemeH Perfect.
Iennb: Benenue u 3akperieHUE JIEKCUYECKOTO M TPAMMATHYECKOT0 MaTepHaIa.
Ilepeyenn o0opynoBanus 1Jisi IpPOBeAeHUs1 padoThI: TETPa/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3ananme: [IpounTaTh U epeBeCcTH ClIOBa, TEKCT, yrp.1-4.

Topical vocabulary

medium — HocHTeNb; cpea

capacity — eMKOCThb; 00beM (ITaMsATH); TIPOIYCKHAs CIOCOOHOCTD
media capacity — eMKOCTh HOCHTEJIS

data access time — Bpemst JOCTyTa K JaHHBIM

per bit — nHa enquauIly HGOpMAaIIK

to transfer — nepenaBath(cst); mEpEHOCUTH(Cs); MTEPECHLIATHCS)
archival storage — apxuBHoe 3Y; apXuBHas MaMsATh

to depend — 3aBuceTh OT; MONIAraThcs, PACCYUTHIBATH HA

to rotate — BpamaTh(cs); yepeaoBaTh(cs); CMEHSTh(CA)

reason — MpuyYrHa; OCHOBAHUE; JI0BOJI; 00OOCHOBBIBATH; JIENIaTh BHIBO/T
solid-state device — TBepmOTEIBHBIH TPHOOP

magnetic COre — MarHUTHBIN CepPACYHHUK

bipolar semiconductor — GumnosIpHbBIil MOTYIPOBOTHUK



metal-oxide semiconductor (MOS) — cTpykTypa MeTalI- OKCHI-TIOIYIIPOBOIHUK
randomly — npou3BoJIbHO

random-access memory (RAM) — omnepatuBHOe 3arioMuHaroiee ycrpoictso (O3Y)
sound recording — 3ByKko3anuch

to arrange — pasmelars; pacrojarath; yCTaHABINBaTh,; MOHTHPOBATh

tape device — 3Y Ha MarHUTHOM JICHTE

to range — kJaccUpUIUPOBATH; pacoarath B MOPSIKE; JekKaTh B TUANA30HE
magnetic disc storage — 3V Ha MarHUTHOM JHCKE

moving-head device — ycTpo#cTBO ¢ ABHTraroIIeiicss TOJOBKOM

predominant — nipeo6iaiaromunii; JOMUHUP YOI

flexible —rubkuii; HacTpanBaeMbIii; K3MEHIEMBIi

floppy (disk) — rubkwuii nuck(eta); 3Y Ha rTHOKOM JHCKE

to meet the demands — ymoBsIeTBOPSATH HOTPEOHOCTH

STORAGE DEVICES

Storage media are classified as primary storage or secondary storage on the basis of combinations
of cost, capacity, and access time. The cost of storage devices is expressed as the cost per bit of data stored.
The time required for the computer to locate and transfer data to and from a storage medium is called the
access time for that medium. Capacities range from a few hundred bytes of primary storage for very small
computers to many billions of bytes of archival storage for very large computer systems.

Memories may be classified as electronic or electromechanical. Electronic memories have no
moving mechanical parts, and data can be transferred into and out of them at very high speeds.
Electromechanical memories depend upon moving mechanical parts for their operation, such as
mechanisms for rotating magnetic tapes and disks. Their data access time is longer than is that of electronic
memories; however they cost less per bit stored and have larger capacities for data storage. For these
reasons most computer systems use electronic memory for primary storage and electromechanical memory
for secondary storage.

Primary storage has the least capacity and is the most expensive; “however, it has the fastest access
time. The principal primary storage circuit elements are solid-state devices: magnetic cores and
semiconductors/For many years magnetic cores were the principal elements used in digital computers for
primary storage. The two principal types of semiconductors used for memory are bipolar and metal-oxide
semiconductors (MOS). The former is faster, the latter is more commonly used at present. Because data
can be accessed randomly, semiconductor memories are referred to as random-access memory, or RAM.

There is a wide range of secondary storage devices. Typical hardware devices are rotating
electromechanical devices. Magnetic tapes, disks, and drums are the secondary storage hardware most
often used in computer systems for sequential processing. Magnetic tape, which was invented by the
Germans during World War 11 for sound recording, is the oldest secondary storage medium in common
use. Data are recorded in the form of small magnetized “dots” that can be arranged to represent coded
patterns of bits.

Tape devices range from large-capacity, high-data-rate units used with large data processing
systems to cassettes and cartridges used with small systems. Magnetic disk storage, introduced in the early
1960s, has replaced magnetic tape as the main method of secondary storage. As contrasted with magnetic
tapes, magnetic discs can perform both sequential and random processing. They are classified as moving-
head, fixed-head, or combination moving-head and fixed-head devices. Magnetic discs are the predominant
secondary storage media. They include flexible, or floppy discs, called diskettes. The “floppies” were
introduced by IBM in 1972 and are still a popular storage medium to meet the demands of the
microcomputer market.

1. HaiiiuTe B TEKCTE aHIVIMMCKHE IKBUBAJIECHTHI CJIEIYIOIIHMX C10BOCOYCTAHMIA:

3arnoMuHAIOUIME YCTPOMCTBA; HOCUTENN IaMATH; NepBUYHBIE 3Y; BTOpHuYHBIE 3Y; BpeMs [OCTYIa;
CTOMMOCTh 3Y; AMana3oH €MKOCTH MaMATH; apXUBHAs NaMsTh; JBIXKYLIUECS MEXAHUYECKUE YaCTH;
BpallarolUecss MarHUTHBIE JICHTHI U JUCKU; 110 3TUM IIPUYMHAM; TBEPIOTEIIbHBIE YCTPOUCTBA; MAT HUTHBIE



CEep/ICUHUKH; TIOJYNPOBOAHUKY; omepatuBHoe 3Y; ammapaTHoe oOecriedeHHe BTOPUYHOW MaMSATH;
3BYKO3alllCh;, HaMarHM4EHHbIE TOYKH; MPEACTABIATh 3alIM(POBaHHYI0 KOMOHMHALMIO  €IMHUI]
uH(pOpMaNNy; B OTIIMYME OT MarHUTHBIX JICHT; MOCJIE0BATeIbHAS M MPOU3BOJIbHAS 00paboTKa; yCTpOii-
CTBa C ABWXKYUIEHCS M (UKCHPOBAHHON TOJIOBKOI; YIOBIETBOPATH MOTPEOHOCTH; THOKUI TUCK.

2. Use Present Perfect Active or Passive of the verbs in brackets to complete the sentences.

Peter ... (to break) the window.

The exercise ... (to write) already.

The text ... (to translate) by Victor.

The teacher just ... (to explain) the new rule.
We (to learn) the Passive Voice already.

A new school ... (to build) in this street.

SourwbhE

3. Translate into English using Present Perfect Active or Passive.

S TOABKO UTO KYIUII ra3eTy

TeeBU30p TOIBKO YTO BBIKITIOUHIIH.
OH ye OTBETUJI Ha BOIIPOC

CI10Ba TOJIBKO YTO HAIIKCAIH Ha JOCKE
Mgl yxe TOBOpUITH 00 3TOM

Bce oTBeTsI yxe TaHBI.

OO0 3TOM TOJIBKO YTO CKa3aJIH 110 PAJIHO.
S yxe cMOTpel 3TOT PHIIbM

MHue Hu4ero 06 3ToM HE TOBOPHIIN

10 Bce npenoxeHus yxe HalmucaHsbl.

oSN~ wWNE

IIpakTHyeckoe 3ansaTne Ne 4.
Tema: YcrpoiicTBa xpanenus nadopmarun. CtpaaarenbHblil 3amor BpemeH Perfect.
Hean: 3akpernseHue U cucTeMaTU3alys 3HaHHUM 110 TEME, COBEPIIIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUS, TUCHMA.
Ilepeyenn o0opynoBanus 1Jisl IPOBeAeHUs1 padoThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3apanme: OTBETUTH HA BOMPOCHI, yIip.2-3.

Topical vocabulary

medium — HocHTeNb; cpea

capacity — eMKOCTb; 00beM (ITaMsTH); TIPOIyCKHAs CTOCOOHOCTD
media capacity — eMKOCTh HOCHTEJIS

data access time — Bpemst JOCTyIa K JTaHHBIM

per bit — nHa enquauIly nHGOpMAaNUK

to transfer — nepenaBath(cst); mEpPEHOCUTH(Cs); TTIEPECHLIATHCS)
archival storage — apxuBHoe 3Y; apXuBHas MaMsATh

to depend — 3aBuceTh OT; MONIAraThcs, PACCYUTHIBATH HA

to rotate — BpamaTh(cs); yepeaoBaTh(cs); CMEHSTh(CA)

reason — mpuYMHa; OCHOBAHHKE; I0OBOJI; 00OCHOBBIBATb; JIETIaTh BHIBOI
solid-state device — TBepmOTEIBHBII TPHOOP

magnetic COre — MarHUTHBIN CepACYHHUK

bipolar semiconductor — GumosIpHBIil MOTYIPOBOIHUK

metal-oxide semiconductor (MOS) — cTpykTypa MeTaluI- OKCHA-TIOIYTIPOBOTHHK
randomly — npou3BosibHO



random-access memory (RAM) — omepatuBHOe 3aroMuHaroiee ycrpoictso (O3Y)
sound recording — 3ByKko3anuch

to arrange — pasmerars; pacrojiarath; yCTaHABIUBaTh,; MOHTHPOBATh

tape device — 3Y Ha MarHUTHOM JICHTE

to range — kiaccHpUIUPOBATH; pacoarath B MOPAIKE; JI€KATh B THANIA30HE
magnetic disc storage — 3V Ha MarHUTHOM JHCKE

moving-head device — ycTpo#cTBO ¢ ABHTraroIIeiics TOJOBKOM

predominant — mpeo6JiaIaroLHii; TOMUHUP YFOIIU I

flexible —rubkuii; HacTpanBaeMbIii; K3MEHSIEMBIi

floppy (disk) — rubkuii nuck(eta); 3Y Ha THOKOM JHCKE

to meet the demands — ymoBIeTBOPSATH HOTPEOHOCTH

STORAGE DEVICES

Storage media are classified as primary storage or secondary storage on the basis of combinations
of cost, capacity, and access time. The cost of storage devices is expressed as the cost per bit of data stored.
The time required for the computer to locate and transfer data to and from a storage medium is called the
access time for that medium. Capacities range from a few hundred bytes of primary storage for very small
computers to many billions of bytes of archival storage for very large computer systems.

Memories may be classified as electronic or electromechanical. Electronic memories have no
moving mechanical parts, and data can be transferred into and out of them at very high speeds.
Electromechanical memories depend upon moving mechanical parts for their operation, such as
mechanisms for rotating magnetic tapes and disks. Their data access time is longer than is that of electronic
memories; however they cost less per bit stored and have larger capacities for data storage. For these
reasons most computer systems use electronic memory for primary storage and electromechanical memory
for secondary storage.

Primary storage has the least capacity and is the most expensive; “however, it has the fastest access
time. The principal primary storage circuit elements are solid-state devices: magnetic cores and
semiconductors/For many years magnetic cores were the principal elements used in digital computers for
primary storage. The two principal types of semiconductors used for memory are bipolar and metal-oxide
semiconductors (MOS). The former is faster, the latter is more commonly used at present. Because data
can be accessed randomly, semiconductor memories are referred to as random-access memory, or RAM.

There is a wide range of secondary storage devices. Typical hardware devices are rotating
electromechanical devices. Magnetic tapes, disks, and drums are the secondary storage hardware most
often used in computer systems for sequential processing. Magnetic tape, which was invented by the
Germans during World War 11 for sound recording, is the oldest secondary storage medium in common
use. Data are recorded in the form of small magnetized “dots” that can be arranged to represent coded
patterns of bits.

Tape devices range from large-capacity, high-data-rate units used with large data processing
systems to cassettes and cartridges used with small systems. Magnetic disk storage, introduced in the early
1960s, has replaced magnetic tape as the main method of secondary storage. As contrasted with magnetic
tapes, magnetic discs can perform both sequential and random processing. They are classified as moving-
head, fixed-head, or combination moving-head and fixed-head devices. Magnetic discs are the predominant
secondary storage media. They include flexible, or floppy discs, called diskettes. The “floppies” were
introduced by IBM in 1972 and are still a popular storage medium to meet the demands of the
microcomputer market.

1. OTBeTbTE Ha BONPOCHI, HCNOJIb3YSl HH(POPMALMIO TEKCTA.

1. How are storage media classified? 2. How is the cost of storage devices expressed? 3. What is the access
time for storage media? 4. How does the storage capacity range? 5. What are the two main types of storage
devices? 6. What are electronic storage devices? 7. What are the principal primary storage circuit
elements? 8. What are the main secondary storage devices? 9. What is the oldest secondary medium and
when was it invented? 10. What is a floppy?



2. Change the sentences with Present Perfect Active into Present Perfect Passive.
Example: | have already finished my work. My work ... — My work has already been finished.
I have already taken the books back to the library. The books ...

She has just posted those letters. Those letters ...

The teacher has already checked my test. My test ... —

He has lost the key. The key ...

We have opened all the windows. All the windows ... "

I have bought bread on the way home. Bread ...

I have done this exercise. This exercise ...

NoogkrwbhE

3. Imagine that your classroom and the school yard have been thoroughly cleaned. Say what has
been done by whom.

Example The windows ... (to wash) — The windows have been washed by the girls.

The desks ... (to wash)

The flowers ... (to water)

The floor ... (to mop)

The furniture ... (to dust)

The grass ... (to cut)

The trees ... (to cut)

o wbdE

IIpakTHyeckoe 3ansaTue Ne S.
Tema: Komnerotepnas cetb. Untepuer. CtpagaTenbHbiii 3a510T. BonpocuTenbHbie U OTpUILIATEIbHBIE
(hOpMBL.
Ienb: BeeneHne U 3aKkpeIuieHUE JIGKCUYECKOTO M TPaMMaTHYECKOro Marepurana
Ilepeuyenb 000pyIOBaHMS ISl IPOBeACHUsI PA0OTHI: TETPA/lb, TUCbMEHHBIE IPUHAITIEKHOCTH, CI0OBAPb.
3aganue: [IpounTars u nepeBecTH cioBa, TEKCT, yip. 1-4.

THE INTERNET, THE INTRANET, AND NETWORKS

We live in a rapidly changing information society — that is, a society in which large groups of
workers generate or depend on information to perform their jobs. The need for more and better information
will only continue to grow. Information technology (IT) relates to processes and applications that create
new methods to solve problems, perform tasks, and manage communication. Simply put, Information
technology is the use of computers and software to manage information. Information technology plays a
major role in the 21st century world; today, our economic productivity is based more on technology than
on any other advance. IT has resulted in social issues related to privacy, intellectual property, and quality of
life. Just a few decades ago computers were considered exotic curiosities, used only by scientists and the
military. Today, they have become indispensable not only to businesses but to common people as well.
Who can imagine daily life without sending e-mails to friends, booking airline tickets over the Internet, or
preparing reports with word processing program?

The Internet has profoundly changed the way people communicate, learn, do business, and find
entertainment. Although many people believe the Internet began in the early 1990s, its origins can actually
be traced to the late 1950s. Over the past decades, the network evolved from a system for government and
university researchers into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of networks linked
together. All these computers communicate with one another; they share data, resources, transfer
information, etc. To do it they need to use the same language or protocol: TCP / IP (Transmission Control
Protocol / Internet Protocol) and every computer is given an address or IP number. This number is a way to
identify the computer on the Internet.

The Internet’s most commonly used network for finding information is the World Wide Web (or
more simply, the Web. The Web is a collection of interconnected Web sites or “pages” of text, graphics,



audio and video within the Internet. To get on the Internet, you need a computer, a modem, and an Internet
service provider (ISP). The modem (modulator-demodulator) converts the digital signals that can be
transmitted over telephone lines. Internet service providers provide customers with a connection to the
Internet through various phone plugs and cables. Today, connections to the Internet include simple
telephone lines (a dial-up telephone connection) or faster digital subscriber lines (DSLs) and cable
broadband that carry larger amounts of data at quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet connections that deliver
data, voice, and video material. Broadband technology combines digital, fiber-optic, and wireless network
technologies that compress data and transmit them at blinding speeds. And with new wireless technology,
it is possible to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless fidelity — is a
wireless network that connects various devices and allows them to communicate with one another through
radio waves. Wi-Fi allows high-speed wireless Internet connections when linked to a specially equipped
modem. In the not-too-distant future, experts expect Wi-Fi to link all sorts of devices — not just computers,
but lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives. The basic
equipment has changed drastically in the last few years. You may no longer need a computer to use the
Internet. New Generation mobile phones and PDAs, personal digital assistants, also allow you to go online
with wireless connections, without cables. Telephone lines are not essential either. Satellites orbiting the
Earth enable your computer to send and receive Internet files. Finally, the power-line Internet, still under
development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization. Using a series of
customized Web pages, employees can quickly find information about their firm as well as connect to
external sources. Intranets limit access only to employees or other authorized users. Generally, intranet
sites are protected, and users must supply both a user name and a password to gain access to a company’s
intranet site. Some firms open up their intranets to other selected users through an extranet, a network of
computers that permits selected companies and organizations to access the same information. An extranet
allows users to share data, process orders, and manage information.

Both the Internet and intranets are examples of a computer network. Today, two basic types of
networks affect the way people obtain data and information. A wide-area network (WAN) is a network that
connects computers over a large geographic area. The world’s most popular WAN is the Internet. A local-
area network (LAN) is a network that connects computers that are in close proximity to each other, such as
an office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity, technologies allow
the creation of WLANS, where cables or wires are replaced by radio waves.

VOCABULARY

network — (BerurcuTeNIbHASI, KOMITBIOTEPHAS) CETh
society — o61ecTBO

to depend on — 3aBuceTh OT Yero-1udo

application — mpuoxenue, MpUKJIaIHAS TPOrpamMMa
software — mporpammuoe obecreueHue; «codhm»
productivity — mponu3BoAUTEIBHOCTD; MPOAYKTHBHOCTh
to result in — KOHYATHCsI, IMETh PE3YJILTATOM

privacy — unauBUAyabHas chepa KU3HU

exotic curiosities — 3k30THUYeCKast peAKOCTb, TUKOBUHKA
indispensable — He3ameHUMBII

business — (30.) npeanpusitre, hpupma

0rigin — HavayI0; MPOMCXOXKICHNE

word processing program — mporpamMmma 00pabOTKH TEKCTOB
computer network — koMIeIOTepHasE CETh

to link — coenHATH, CBA3BIBATE



to share data — coBMecTHO HCIOIB30BATh PECYPC; ACTUTHCS JTAHHBIMH
to transfer — mepenaBath, epeHOCUTH

Transmission Control Protocol (TCP) — npoToko ympasienus nepeaaueis
IP number (Internet Protocol Number) — IP-aomep, IP-anpec

World Wide Web — BcemupHas naytusa, ceTb

interconnected — B3auMoCBsI3aHHBIN

to convert — mpeoOpa3oBHIBATH

to transmit — nepenaBarb

Internet service provider — nmpoBaiinep yciyr Marepaera

phone plugs — tenedonHbIe pa3bEMbI

dial-up telephone connection — (komMmmyTHpyeMOE) coeTUHEHHE TI0
TeneOHHON THHUN

digital subscriber line (DSL) — nudposas aboHeHTCKas THHHS

cable broadband — kaGenbHBIC IUPOKOOIOCHBIC COCAUHEHHUS
broadband technology — mmpokormnoaocHast TEXHOIOTHS;

TEXHOJIOTHS ITUPOKOIOJIOCHBIX TIepeaad

fiber-optic — BomokoHHO-ONITHYECK M

wireless — 6ecripoBoTHOM

to compress data — c:kumath (YIUIOTHATH) JaHHbBIC

to access the Internet — umets noctyn B aTepHeT

Wi-Fi (wireless fidelity) — 6ecripoBoaHas TOYHOCTH

radio waves — paJinOBOJIHBI

appliances — ObITOBBIE AIIEKTPOIIPHOOPHI

to integrate — 0ObeAMHATH

personal digital assistant (PDA) — nepconanbHbIii IUGPOBOI CeKpeTaph (THUIT CBEPXIETKOr0
muHuatiopaoro [1K)

to enable — gaBaTh BO3MOKHOCTH

power-line Internet — lHTepHET 1O JIMHKUSM 3JICKTpOIepeayd

intranet — uaTpaneT

customized Web pages — HactpoeHHbIe (3aka3Hbie) Web cTpaHHIIbI
external source — BHEITHHUI HCTOYHUK

extranet — skcTpaHer

employee — ciyxarmuii; pabOTHHK

authorized user — aBTopr30BaHHBIi (TTOJIHOMOYHBIIT) TOJIK30BATEIH
password — naposib

to gain access — mony4ars 10CTyI

a wide-area network (WAN) — riobaibHast KOMIbIOTEpHAsI CETh

a local area network (LAN) — nokanbsHast BerauciauTenbHas cetb, JIBC
in a close proximity — B TecHoii 61130CTH, BOTH3H

WLAN - 6ecnipoBoanas JIBC

1.BbiGepuTe npaBU/IbHBIN BADUAHT OTBETA:

1. Information technology relates to processes and applications that create new methods to send sounds and
signals through space by means of electromagnetic waves / to solve problems, perform tasks, and manage
communication.

2. Simply put, Information technology is the use of computers and software to manage the information
society / information systems / information.

3. IT plays a major / secondary role in the 21st century world; our economic productivity is based less /
more on technology than on any other advance.

4. The IP number is the abbreviation for Internet Provider number / Internet Protocol number / Intel
Processor number.



5. Although most of us think that the Internet began in the early 1990s, its origins can actually be traced to
the 1ate1930s / the late 1940s / the late 1950s.

6. The Internet / the World Wide Web is the global information system that links many computer networks
together.

7. A collection of interconnected files or pages of audio, visual, and text data within the Internet is known
as Telnet / DSL / the Web.

8. The modem converts the different sounds / digital signals that can be transported / transmitted over
telephone lines / TV cables.

9. Simple telephone lines carry smaller / larger amounts of data at quicker / slower transfer speeds than
DSLs and cable broadband.

10. Wi-Fi — short for wired fidelity / wireless fidelity — is a wireless / wired network that connects various
devices and allows them to communicate with one another through radio waves / telephone lines.

2.0nuimmTe TO, YTO BbI BUAMTE HA KapTHHKax Ne 1, 4, 6. Ucnoab3yiiTe the present continuous (is/are
being ...)
Oépaszey: The bridge is being painted at the moment.

i~ ) |-

1. (the room/ clean)
2. (theroof/repair)
4. (the houses/knock down) ..o
3. M3mennTe nmpeaioxkeHusi U nocrasbTe B popmy the past continuous passive (was/were being

).IlepeneiaiiTe NpeaI0KeHUsI U3 AeliCTBUTEILHOIO B CTPAaAAaTeIbHbII 3aJ10T:
Someone is cleaning the windows.- The windows are being cleaned by someone.

1. Somebody is using a computer right now/

2. They are building a new ring road round the city.
3. Grandfather is telling the children a funny story.
4. 1think, somebody is following us.

IIpakTnuyeckoe 3ansiTue Ne 6.
Tema: Komneiorepnas cetb. CTpanaTenbHbli 3a0r. BonpocuTenbHble U OTpULIATENIbHbBIE (POPMBI.
Henan: 3akpemnieHue U cucTeMaTH3alus 3HaHUH 110 TEME, COBEPLICHCTBOBAHUE HABBIKOB T'OBOPEHUS,
YTEHUS, IChMA.
IlepeueHns 000py10BaHMA /IS POBeIEHUA PadOThI: TETPa/ib, MMCbMEHHBIE IPUHAIEKHOCTH, CIIOBAPb.
3aganue: OTBETUTH Ha BONPOCHL, y1ip.3-4.

THE INTERNET, THE INTRANET, AND NETWORKS

We live in a rapidly changing information society — that is, a society in which large groups of
workers generate or depend on information to perform their jobs. The need for more and better information
will only continue to grow. Information technology (IT) relates to processes and applications that create
new methods to solve problems, perform tasks, and manage communication. Simply put, Information
technology is the use of computers and software to manage information. Information technology plays a
major role in the 21st century world; today, our economic productivity is based more on technology than
on any other advance. IT has resulted in social issues related to privacy, intellectual property, and quality of



life. Just a few decades ago computers were considered exotic curiosities, used only by scientists and the
military. Today, they have become indispensable not only to businesses but to common people as well.
Who can imagine daily life without sending e-mails to friends, booking airline tickets over the Internet, or
preparing reports with word processing program?

The Internet has profoundly changed the way people communicate, learn, do business, and find
entertainment. Although many people believe the Internet began in the early 1990s, its origins can actually
be traced to the late 1950s. Over the past decades, the network evolved from a system for government and
university researchers into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of networks linked
together. All these computers communicate with one another; they share data, resources, transfer
information, etc. To do it they need to use the same language or protocol: TCP / IP (Transmission Control
Protocol / Internet Protocol) and every computer is given an address or IP number. This number is a way to
identify the computer on the Internet.

The Internet’s most commonly used network for finding information is the World Wide Web (or
more simply, the Web. The Web is a collection of interconnected Web sites or “pages” of text, graphics,
audio and video within the Internet. To get on the Internet, you need a computer, a modem, and an Internet
service provider (ISP). The modem (modulator-demodulator) converts the digital signals that can be
transmitted over telephone lines. Internet service providers provide customers with a connection to the
Internet through various phone plugs and cables. Today, connections to the Internet include simple
telephone lines (a dial-up telephone connection) or faster digital subscriber lines (DSLs) and cable
broadband that carry larger amounts of data at quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet connections that deliver
data, voice, and video material. Broadband technology combines digital, fiber-optic, and wireless network
technologies that compress data and transmit them at blinding speeds. And with new wireless technology,
it is possible to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless fidelity — is a
wireless network that connects various devices and allows them to communicate with one another through
radio waves. Wi-Fi allows high-speed wireless Internet connections when linked to a specially equipped
modem. In the not-too-distant future, experts expect Wi-Fi to link all sorts of devices — not just computers,
but lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives. The basic
equipment has changed drastically in the last few years. You may no longer need a computer to use the
Internet. New Generation mobile phones and PDAs, personal digital assistants, also allow you to go online
with wireless connections, without cables. Telephone lines are not essential either. Satellites orbiting the
Earth enable your computer to send and receive Internet files. Finally, the power-line Internet, still under
development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization. Using a series of
customized Web pages, employees can quickly find information about their firm as well as connect to
external sources. Intranets limit access only to employees or other authorized users. Generally, intranet
sites are protected, and users must supply both a user name and a password to gain access to a company’s
intranet site. Some firms open up their intranets to other selected users through an extranet, a network of
computers that permits selected companies and organizations to access the same information. An extranet
allows users to share data, process orders, and manage information.

Both the Internet and intranets are examples of a computer network. Today, two basic types of
networks affect the way people obtain data and information. A wide-area network (WAN) is a network that
connects computers over a large geographic area. The world’s most popular WAN is the Internet. A local-
area network (LAN) is a network that connects computers that are in close proximity to each other, such as
an office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity, technologies allow
the creation of WLANS, where cables or wires are replaced by radio waves.



VOCABULARY

network — (BerurcuTeIbHASI, KOMITIBIOTEPHAS) CETh

society — o61ecTBoO

to depend on — 3aBuceTh OT Yero-Iud0

application — npuokeHue, IpUKIaIHas IPorpaMmma

software — mporpammHuoe obecreueHue; «codhr»

productivity — npou3BOIUTEILHOCTD; MPOIYKTUBHOCTh

to result in — KOHYaTBCsI, IMETh PE3YJILTATOM

privacy — uHauBUAyaIbHAs Chepa )KU3HU

exotic curiosities — 3k30THYeCKast peAKOCTb, TUKOBUHKA
indispensable — He3ameHUMBII

business — (30.) npeanpustue, hpupma

0rigin — HayaJo; MPOUCXOXKICHHUE

word processing program — nporpamMmma 00pabOTKH TEKCTOB
computer network — KoMIbIOTEpHAs CETh

to link — coennHsATE, CBSA3BIBATE

to share data — coBMeCcTHO UCIIOJIB30BATh PECYPC; MCTUTHCS TaHHBIMU
to transfer — mepenaBath, NEPEHOCUTH

Transmission Control Protocol (TCP) — nmpoTokoa yrpaBieHus nepeaayeit
IP number (Internet Protocol Number) — IP-aomep, IP-agpec
World Wide Web — Bcemupnas nmayruna, ceTh

interconnected — B3anMoCBsI3aHHBIN

to convert — npeoOpa3oBHIBATH

to transmit — nepenaBathb

Internet service provider — nposaiizep ycayr Murepueta

phone plugs — tenedonHbIe pa3bEMbI

dial-up telephone connection — (koMmmyTHpYyeMOe) COeAUHEHHE TT0
TenedOHHOM JIMHUU

digital subscriber line (DSL) — udposas aboHeHTCKast THHHS
cable broadband — kabGenbHBIC HTHPOKOIIOIOCHBIE COCAMHEHUS
broadband technology — mmpokomosocHast TEXHOIOTHS;
TEXHOJIOTHS ITMPOKOIOJIOCHBIX TIepeaad

fiber-optic — BOJIOKOHHO-ONITHYECKHIA

wireless — 6ectipoBogHOM

to compress data — c:kumath (YIUIOTHSATH) AaHHbBIC

to access the Internet — umets moctyn B HTEepHET

Wi-Fi (wireless fidelity) — 6ecripoBoitast TO4HOCTH

radio waves — paJinOBOJIHBI

appliances — ObITOBBIE IEKTPOIIPUOOPHI

to integrate — 0ObeAMHATH

personal digital assistant (PDA) — nepcoHa bHBII HUPPOBOI cCeKpeTaph (TUIT CBEPXJIETKOTO
muHuatiopaoro [1K)

to enable — naBaTh BO3MOXXHOCTH

power-line Internet — lHTepHET MO JIMHHUSM 3JICKTpOIepeiayd
intranet — uaTpaHeT

customized Web pages — HactpoeHHbIe (3aka3Hbie) Web cTpaHHIIbI
external source — BHENTHHUI HCTOYHUK

extranet — skcTpaHer

employee — ciyxarmuii; paboTHHK

authorized user — aBTopr30BaHHBI# (TTOJIHOMOYHBII) TOJIK30BATEIH
password — maposb

to gain access — mosy4ath JOCTYII



a wide-area network (WAN) — rimobasibHast KOMITBIOTEPHAS CETh

a local area network (LAN) — nokanbHast BerauciuTenbHas cetb, JIBC
in a close proximity — B TecHO#t 61M30CTH, BOIU3H

WLAN — 6ecnipoBoanas JIBC

1.BbiOepuTe npaBU/IbHBIN BADHAHT OTBETA:

1. Information technology relates to processes and applications that create new methods to send sounds and
signals through space by means of electromagnetic waves / to solve problems, perform tasks, and manage
communication.

2. Simply put, Information technology is the use of computers and software to manage the information
society / information systems / information.

3. IT plays a major / secondary role in the 21st century world; our economic productivity is based less /
more on technology than on any other advance.

4. The IP number is the abbreviation for Internet Provider number / Internet Protocol number / Intel
Processor number.

5. Although most of us think that the Internet began in the early 1990s, its origins can actually be traced to
the late1930s / the late 1940s / the late 1950s.

6. The Internet / the World Wide Web is the global information system that links many computer networks
together.

7. A collection of interconnected files or pages of audio, visual, and text data within the Internet is known
as Telnet / DSL / the Web.

8. The modem converts the different sounds / digital signals that can be transported / transmitted over
telephone lines / TV cables.

9. Simple telephone lines carry smaller / larger amounts of data at quicker / slower transfer speeds than
DSLs and cable broadband.

10. Wi-Fi — short for wired fidelity / wireless fidelity — is a wireless / wired network that connects various
devices and allows them to communicate with one another through radio waves / telephone lines.

. OTBeThTE HAa BONPOCHI.

. What is information technology? What role does information technology play in the 21st century world?
. How has the evolution of the Internet affected the world?

. What connections to the Internet are available nowadays?

. Characterize broadband technology.

. What is Wi-Fi?

. What is an intranet? An extranet? How are they used?

. Distinguish between WAN and LAN.

. Explain what WLANS are.

~NOoO O, WWNEDN

w

. Present Continuous Passive or Present Simple Passive?

1. Papers (deliver) usually at 8 in the morning, they (look through) at the moment and you will get
you soon.

2. Dresses (make) preferably of cotton in hot countries. This wonderful costume (make) specially for
this performance now.

3. — What strange sounds!
- Oh, our piano (tune).

4. —Where is your car?
- It (fill) in the garage at the moment.

5. The witness (question) by the police-inspector now.

6. Our luggage (examine) at the customs now. Any luggage going abroad(check) usually here.

7. All the contracts (sign) by the President.

8. You can’t use the fax now. It (fix).

9. Lots of people (operate on) in this clinic. And now unfortunately my uncle John (operate) on here.



4. Past Continuous Passive or Past Simple Passive?
1. Many towns (destroy) by the earquake in Japan last year.
2. He (throw) out of class for cheating.
3. The pop singers arrived at the airport and (welcome) by thousands of fans. Flowers (throw) at them
all the way to the exit.
4. The exposition (open) when we drove up to the picture gallery.
5. He couldn’t go out as his suit shirt (clean).
6. The petrol tank (fill) last week.
7. The naughty boy (teach) a very good lesson by his friends.

IIpakTnueckoe 3ansaTHe Ne 7.
Tema: Komnsrorepnast cets. CTpanaTenbHbli 3a0r. BonpocuTenbHble U oTpuniaTesibuble popMbl
Hean: 3akpemnieHue U cucTeMaTu3anus 3HaHUH 110 TEME, COBEPLICHCTBOBAHUE HABBIKOB TOBOPEHUS,
YTEHUS, TUChMA.
Ilepeyenn o0opynoBaHus 1Jisl IPOBeAeHUs1 pa0d0ThI: TETPA/b, IMCbMEHHbIE IPUHA/IEKHOCTH, CIIOBAPb.
3apanme: CocTaBUTh Mepecka3 TeKcTa, ymp.3-4.

THE INTERNET, THE INTRANET, AND NETWORKS

We live in a rapidly changing information society — that is, a society in which large groups of
workers generate or depend on information to perform their jobs. The need for more and better information
will only continue to grow. Information technology (IT) relates to processes and applications that create
new methods to solve problems, perform tasks, and manage communication. Simply put, Information
technology is the use of computers and software to manage information. Information technology plays a
major role in the 21st century world; today, our economic productivity is based more on technology than
on any other advance. IT has resulted in social issues related to privacy, intellectual property, and quality of
life. Just a few decades ago computers were considered exotic curiosities, used only by scientists and the
military. Today, they have become indispensable not only to businesses but to common people as well.
Who can imagine daily life without sending e-mails to friends, booking airline tickets over the Internet, or
preparing reports with word processing program?

The Internet has profoundly changed the way people communicate, learn, do business, and find
entertainment. Although many people believe the Internet began in the early 1990s, its origins can actually
be traced to the late 1950s. Over the past decades, the network evolved from a system for government and
university researchers into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of networks linked
together. All these computers communicate with one another; they share data, resources, transfer
information, etc. To do it they need to use the same language or protocol: TCP / IP (Transmission Control
Protocol / Internet Protocol) and every computer is given an address or IP number. This number is a way to
identify the computer on the Internet.

The Internet’s most commonly used network for finding information is the World Wide Web (or
more simply, the Web. The Web is a collection of interconnected Web sites or “pages” of text, graphics,
audio and video within the Internet. To get on the Internet, you need a computer, a modem, and an Internet
service provider (ISP). The modem (modulator-demodulator) converts the digital signals that can be
transmitted over telephone lines. Internet service providers provide customers with a connection to the
Internet through various phone plugs and cables. Today, connections to the Internet include simple
telephone lines (a dial-up telephone connection) or faster digital subscriber lines (DSLs) and cable
broadband that carry larger amounts of data at quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet connections that deliver
data, voice, and video material. Broadband technology combines digital, fiber-optic, and wireless network
technologies that compress data and transmit them at blinding speeds. And with new wireless technology,



it is possible to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless fidelity — is a
wireless network that connects various devices and allows them to communicate with one another through
radio waves. Wi-Fi allows high-speed wireless Internet connections when linked to a specially equipped
modem. In the not-too-distant future, experts expect Wi-Fi to link all sorts of devices — not just computers,
but lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives. The basic
equipment has changed drastically in the last few years. You may no longer need a computer to use the
Internet. New Generation mobile phones and PDAs, personal digital assistants, also allow you to go online
with wireless connections, without cables. Telephone lines are not essential either. Satellites orbiting the
Earth enable your computer to send and receive Internet files. Finally, the power-line Internet, still under
development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization. Using a series of
customized Web pages, employees can quickly find information about their firm as well as connect to
external sources. Intranets limit access only to employees or other authorized users. Generally, intranet
sites are protected, and users must supply both a user name and a password to gain access to a company’s
intranet site. Some firms open up their intranets to other selected users through an extranet, a network of
computers that permits selected companies and organizations to access the same information. An extranet
allows users to share data, process orders, and manage information.

Both the Internet and intranets are examples of a computer network. Today, two basic types of
networks affect the way people obtain data and information. A wide-area network (WAN) is a network that
connects computers over a large geographic area. The world’s most popular WAN is the Internet. A local-
area network (LAN) is a network that connects computers that are in close proximity to each other, such as
an office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity, technologies allow
the creation of WLANS, where cables or wires are replaced by radio waves.

VOCABULARY

network — (BerunciuTenbHas, KOMIBIOTEPHAsI) CETh

society — o01ecTBo

to depend on — 3aBuceTh OT yero-1mubo

application — mpusokeHue, MPUKIIAAHAS IPOrpaMMa
software — mporpaMMHOe obecriedeHue; «coPpT»
productivity — mpou3BOIUTEILHOCTD; MPOIYKTUBHOCTD

to result in — kOHYATBHCS, UIMETh PE3yIILTATOM

privacy — uHauBUIyaTbHAas chepa KU3HA

exotic curiosities — sk30THuYeCcKast peAKOCTb, THKOBUHKA
indispensable — He3aMeHUMBIi

business — (30.) npeanpusitue, hpupma

origin — HavaJI0; MPOUCXOXKICHUE

word processing program — nporpamMma 00pabOTKH TEKCTOB
computer network — koMIbIOTepHAsE CETh

to link — coenuHATH, CBA3BIBATE

to share data — coBMecTHO UCIIONIB30BATH PECYPC; NSTUTHCS TaHHBIMU
to transfer — mepenaBaTh, NepeHOCHTH

Transmission Control Protocol (TCP) — mpoTokon yrpaBiieHus nepeaaueit
IP number (Internet Protocol Number) — IP-momep, IP-anpec
World Wide Web — BcemupHas nayTuHa, ceTh
interconnected — B3anMOCBsI3aHHBIM

to convert — mpeo6pa3oBbIBaTh

to transmit — nmepenaBathb

Internet service provider — nmpoBaiinep yciyr Murepaera



phone plugs — reaedonubie pa3bEMbI

dial-up telephone connection — (koMmyTHpYEMOE) COCAMHEHHE TIO
TenedOHHOM JIMHUA

digital subscriber line (DSL) — undpoBast abOHEHTCKAs JINHUSI
cable broadband — kabGenbpHBIE HIHPOKOIIOIOCHBIE COEAMHEHHUS
broadband technology — mmpokormnosocHast TeXHOJIOTHS;
TEXHOJIOT U IIUPOKOTIONIOCHBIX Mepeaay

fiber-optic — BoOKOHHO-ONITHYECKHIA

wireless — 6ecripoBogHOIM

to compress data — cxxumath (YIUIOTHSATH) JaHHbBIC

to access the Internet — umers goctyn B MaTEpHET

Wi-Fi (wireless fidelity) — 6ecripoBoiHast TOYHOCTh

radio waves — paaroBOJIHBI

appliances — ObITOBBIE ANIEKTPOIIPHOOPHI

to integrate — 0ObeAMHATH

personal digital assistant (PDA) — nepcoHanbHbIi HUPPOBOI ceKpeTaph (THIT CBEPXJIETKOTO
MuHuatropaoro [1K)

to enable — n1aBaTh BO3MOXHOCTH

power-line Internet — IHTepHET 10 TUHKUAM 3JIEKTpOIIEpeaay
intranet — uaTpaHeT

customized Web pages — nactpoennsie (3aka3ubie) Web cTpaHuIibl
external source — BHEIIHUN KCTOUYHUK

extranet — sxcTpaner

employee — ciyxaruii; pabOTHUK

authorized user — aBTopr30BaHHBII (TOJIHOMOYHBII) ITOJIE30BATEID
password — aposb

to gain access — mosy4ars 10CTyI

a wide-area network (WAN) — rio6asibHasi KOMITBIOTEPHAsS CETh

a local area network (LAN) — nokanbsHast BeIYHCIHUTENbHAS ceTh, JIBC
in a close proximity — B TecHoii 0a130C¢TH, BOIHU3M

WLAN — 6ecnipoBojHas JIBC

1.Bbi0epuTe NpaBUIIbHBIN BADHAHT OTBETA:

1. Information technology relates to processes and applications that create new methods to send sounds and
signals through space by means of electromagnetic waves / to solve problems, perform tasks, and manage
communication.

2. Simply put, Information technology is the use of computers and software to manage the information
society / information systems / information.

3. IT plays a major / secondary role in the 21st century world; our economic productivity is based less /
more on technology than on any other advance.

4. The IP number is the abbreviation for Internet Provider number / Internet Protocol number / Intel
Processor number.

5. Although most of us think that the Internet began in the early 1990s, its origins can actually be traced to
the 1ate1930s / the late 1940s / the late 1950s.

6. The Internet / the World Wide Web is the global information system that links many computer networks
together.

7. A collection of interconnected files or pages of audio, visual, and text data within the Internet is known
as Telnet / DSL / the Web.

8. The modem converts the different sounds / digital signals that can be transported / transmitted over
telephone lines / TV cables.

9. Simple telephone lines carry smaller / larger amounts of data at quicker / slower transfer speeds than
DSLs and cable broadband.



10. Wi-Fi — short for wired fidelity / wireless fidelity — is a wireless / wired network that connects various
devices and allows them to communicate with one another through radio waves / telephone lines.

. OTBeTLTE HA BOIIPOCHI.

. What is information technology? What role does information technology play in the 21st century world?
. How has the evolution of the Internet affected the world?

. What connections to the Internet are available nowadays?

. Characterize broadband technology.

. What is Wi-Fi?

. What is an intranet? An extranet? How are they used?

. Distinguish between WAN and LAN.

. Explain what WLANS are.

~NO O, WWNEDN

()

. U3menuTe npenJioxkenus, nocraBus ux B Present Perfect Passive.

The neighbour has told us the news.

Someone has sent John a mysterious letter.

Many people have seen a UFO in this area.

Have they watered the plants?

The secretary has already sent all the documents to Mr. Smith.
They have offered Michael an excellent job in a British company.
Someone has used the computer without permission.

NogakrowhpE

IIpakTnyeckoe 3ansiTue Ne 8.
Tema: Cucrema Wi-fi. Crpagarenshsiii 3aor. IToBropenue.
Iesn: Beenenue u 3akperieHue JISKCUYECKOTO ¥ TPaMMAaTHYECKOr0 MaTepurara.
Ilepeyenb 000pyOBaHMs ISl IPOBeACHUsI PA0OThHI: TETPA/lb, TUCbMEHHBIE IPUHAITIEHKHOCTH, CIOBAPb.
3anganmue: [IpounTaTh U IepeBeCTH CIIOBA, TEKCT, ymp.1-3.
Wi-Fi

Wi-Fi is the term very popular around the world which designates a high frequency wireless local
network (WLAN). The word Wi-Fi is a pun on hi-fi and was invented to replace the old long name "IEEE
802.11b Direct Sequence Spread Spectrum™.

The Wi-Fi is a protocol of wireless data transmission which helps to connect some computers in a
network, or it is simple to connect them to the Internet, with a small radius of the action, using radio waves.

To connect to a Wi-Fi LAN, a computer has to be equipped with a wireless network interface
controller. The combination of a computer and an interface controller is called a station. All stations share a
single radio frequency
communication channel. Transmissions on this channel are received by all stations within the range. The
hardware does not signal the user that the transmission was delivered and is therefore called a best-effort
delivery mechanism. A carrier wave is used to transmit the data in packets, referred to as "Ethernet
frames". Each station is constantly tuned in on the radio frequency communication channel to pick up
available transmissions.

Wi-Fi can be used for signal distribution in the apartment or a conference room, or even on distance
in some kilometers. One point of access of Wi-Fi can provide action radius to 100-200meters. Besides
home and office networks, Wi-Fi was widely adopted in the sphere of the organization of public Internet
access.

Many devices can use Wi-Fi, e.g., personal computers, video-games consoles, smartphones, some
digital cameras, tablet computers and digital audio players. These can connect to a network resource such
as the Internet via a wireless network access point. Such an access point (or hotspot) has a range of about
20meters (66feet) indoors and a greater range outdoors. Hotspot coverage can comprise an area as small as
a single room with walls that block radio waves, or as large as many square kilometers achieved by using



multiple overlapping access points. Coverage in the larger area may require a group of access points with
overlapping coverage.

The Wi-Fi technology allows to solve three important problems:

1. to simplify communication with the mobile computer;

2. to provide comfortable conditions for work to the business partners who have come to an office with the
laptop;

3. to create a local network in rooms where laying of a cable is impossible.

Wi-Fi is a set of global standards. Unlike cell phones, the equipment can work with Wi-Fi in
different countries worldwide.

Wi-Fi can be less secure than wired connections (such as Ethernet) because an intruder does not
need a physical connection. Web pages that use SSL are secure but unencrypted internet access can easily
be detected by intruders. Because of this, Wi-Fi has adopted various encryption technologies.

There are many different types of Wi-Fi (IEEE 802.11) standards, some of the more commonly
known ones are Wireless A,B,G,N and now the newly suggested AC & AD. The major difference between
these standards is the distance which devices can connect to the access points and the speed (bandwidth) at
which these devices can go. Routers that incorporate a digital subscriber line modem or a cable modem and
a Wi-Fi access point, often set up in homes and other buildings, provide Internet access and
internetworking to all devices connected to them, wirelessly or via cable.

Similarly, there are battery-powered routers that include a cellular mobile Internet radio modem and
Wi-Fi access point.

Most wireless networks use one of two frequency bands. These are not the only two bands, but

probably those used most widely, by common users. One of the bands is at around 2.4 GHz, and the other
is at 5 GHz. Both of these bands have benefits and drawbacks: The 2.4 GHz band is widely used, and
devices are usually cheaper.
The main problem is that only three or four devices can be used at the same time, without their
communication interfering. Another problem is that microwave ovens, baby phones, DECT telephones and
other wireless devices mostly use the 2.4 GHz band. Using the 5 GHz band increases the number of
devices to around 19, but there are more rules for using it. In some places, the 5 GHz band may not be used
outdoors. Because less devices use the 5 GHz band, devices that do are often more expensive.

The World Health Organization says that Wi-Fi is not dangerous.

Topical vocabulary

IEEE: Institute of Electrical and Electronics Engineers
SSL: Secure Socket Layer

DECT: Digital Enhanced Cordless Telecommunications
WORD COMBINATIONS AND PHRASES

to be a pun on to have benefits and drawbacks

signal distribution without interfering

hotspot coverage to be dangerous

to comprise an area wired connections

overlapping access points to be detected by intruders
to be less secure a radius of the action

to replace the name frequency bands

1. IlepeBeauTe CJI0BOCOYETAHUS U3 TEKCTA ¢ PYCCKOI0 HA AHIVIMHCKHUH.

Habop rino6anbHbIX CTaHAAPTOB, BEICOKOYACTOTHAS CETh, CIIEKTP PACHIMPEHHUS, CO3/1aTh JIOKAJIbHYIO CETh,
OecripoBoIHAs Tepesaya JaHHBIX, YIPOCTUTh CBsI3b, HAAEKHBIN (Oe30macHbIi), Guznyeckoe coeMHEHHE,
He3amnppPOBaHHBIM JOCTYI, MPOKJIaaKa KalOess, COeNUHATh C MYyHKTOM JOCTYyIMa, YBEIWYHUTh, HMIMPUHA
II0JIOCHI, IIpe-

HUMyHIeCTBa MW HEAOCTATKH, IYJILT YIPaBJICHUSA BH}IGOHFpOfI, IOKPBITUE CICHUAIBHBIMU IMTYHKTaMHU
JIOCTyIa, TEXHOJIOTUM IIU(POBAaHMs, 3aMEHUTh CTapoe€ Ha3BaHUE, HEOONbLIONW paguyc JeHCTBHS,



nepeaaBatb JAaHHBIC IMAKE€TaMM, HECyIas BOJIHA, IMOCTOSAHHO HACTPaMBATHCA, YaCTHYHO COBIIAJArOIIUC
TOYKHU OOCTYIIA.

IIpakTuyeckoe 3ansaTue Ne 9.
Tema: Cucrema Wi-fi. CrpanarenbHsiii 3aior. [ToBropenue.
Iesn: 3akpenieHyue U cucTeMaTU3alus 3HaHUH 110 TeMe, COBEPIIEHCTBOBAHUE HABBIKOB TOBOPEHUS,
YTEHUS, MChMa.
IlepeueHb 000py10BaHMA /IS IPOBEIEHUA PA0OThI: TETPa/b, IMCbMEHHbBIE IPUHAIEXHOCTH, CIIOBAPb.
3aganue: Yop.l.

Wi-Fi

Wi-Fi is the term very popular around the world which designates a high frequency wireless local
network (WLAN). The word Wi-Fi is a pun on hi-fi and was invented to replace the old long name "IEEE
802.11b Direct Sequence Spread Spectrum™.

The Wi-Fi is a protocol of wireless data transmission which helps to connect some computers in a
network, or it is simple to connect them to the Internet, with a small radius of the action, using radio waves.

To connect to a Wi-Fi LAN, a computer has to be equipped with a wireless network interface
controller. The combination of a computer and an interface controller is called a station. All stations share a
single radio frequency
communication channel. Transmissions on this channel are received by all stations within the range. The
hardware does not signal the user that the transmission was delivered and is therefore called a best-effort
delivery mechanism. A carrier wave is used to transmit the data in packets, referred to as "Ethernet
frames". Each station is constantly tuned in on the radio frequency communication channel to pick up
available transmissions.

Wi-Fi can be used for signal distribution in the apartment or a conference room, or even on distance
in some kilometers. One point of access of Wi-Fi can provide action radius to 100-200meters. Besides
home and office networks, Wi-Fi was widely adopted in the sphere of the organization of public Internet
access.

Many devices can use Wi-Fi, e.g., personal computers, video-games consoles, smartphones, some
digital cameras, tablet computers and digital audio players. These can connect to a network resource such
as the Internet via a wireless network access point. Such an access point (or hotspot) has a range of about
20meters (66feet) indoors and a greater range outdoors. Hotspot coverage can comprise an area as small as
a single room with walls that block radio waves, or as large as many square kilometers achieved by using
multiple overlapping access points. Coverage in the larger area may require a group of access points with
overlapping coverage.

The Wi-Fi technology allows to solve three important problems:

1. to simplify communication with the mobile computer;

2. to provide comfortable conditions for work to the business partners who have come to an office with the
laptop;

3. to create a local network in rooms where laying of a cable is impossible.

Wi-Fi is a set of global standards. Unlike cell phones, the equipment can work with Wi-Fi in
different countries worldwide.

Wi-Fi can be less secure than wired connections (such as Ethernet) because an intruder does not
need a physical connection. Web pages that use SSL are secure but unencrypted internet access can easily
be detected by intruders. Because of this, Wi-Fi has adopted various encryption technologies.

There are many different types of Wi-Fi (IEEE 802.11) standards, some of the more commonly
known ones are Wireless A,B,G,N and now the newly suggested AC & AD. The major difference between
these standards is the distance which devices can connect to the access points and the speed (bandwidth) at
which these devices can go. Routers that incorporate a digital subscriber line modem or a cable modem and
a Wi-Fi access point, often set up in homes and other buildings, provide Internet access and
internetworking to all devices connected to them, wirelessly or via cable.



Similarly, there are battery-powered routers that include a cellular mobile Internet radio modem and
Wi-Fi access point.

Most wireless networks use one of two frequency bands. These are not the only two bands, but

probably those used most widely, by common users. One of the bands is at around 2.4 GHz, and the other
is at 5 GHz. Both of these bands have benefits and drawbacks: The 2.4 GHz band is widely used, and
devices are usually cheaper.
The main problem is that only three or four devices can be used at the same time, without their
communication interfering. Another problem is that microwave ovens, baby phones, DECT telephones and
other wireless devices mostly use the 2.4 GHz band. Using the 5 GHz band increases the number of
devices to around 19, but there are more rules for using it. In some places, the 5 GHz band may not be used
outdoors. Because less devices use the 5 GHz band, devices that do are often more expensive.

The World Health Organization says that Wi-Fi is not dangerous.

Topical vocabulary

IEEE: Institute of Electrical and Electronics Engineers
SSL: Secure Socket Layer

DECT: Digital Enhanced Cordless Telecommunications
WORD COMBINATIONS AND PHRASES

to be a pun on to have benefits and drawbacks

signal distribution without interfering

hotspot coverage to be dangerous

to comprise an area wired connections

overlapping access points to be detected by intruders
to be less secure a radius of the action

to replace the name frequency bands

1. 3anosHuTe nponycku npemsioramu. IlepeBenure npensiokeHus.

1. Wi-Fi is a way of accessing the internet ..... using wires. 2. Most wireless networks use one .... two
frequency bands. 3. Wi-Fi is a wireless brand owned ..... the Wi-Fi Alliance. 4. Wi-Fi has the limited
radius ... the action. 5. Wi-Fi technology provides comfortable conditions ..... work to the business
partners. 6. Wi-Fi devices are widespread ..... the market. 7. Devices of different producers can interact ....
A basic level of services.

Keys: for, by, at, of, without, in, of.

IIpakTnyeckoe 3ansitue Ne 10.
Tema: Cucrema Bluetooth. IToaroroska Kk KOHTPOJIBHOM padoTe.
Ienn: BeeneHne u 3aKperyieHUe JISKCHIECKOT0 U TPaMMATHYECKOr0 MaTepuara.
IlepeyeHb 000py/IOBaAHNS /TSI IPOBEAEHHsI PAaGOTHI: TETPA/Ib, MUCHMEHHbIC TIPUHAIC)KHOCTH, CIIOBAPb.
3apanme: [IpountaTh 1 IEpeBECTH CIIOBA, TEKCT, ymp. 1.

Topical vocabulary

Bluetooth — briroTyc; TexHomorHsi OECIPOBOTHON OJMIKHEW CBSA3H, MO3BOJISIONIAs O0BEANHATh YCTPOICTBA
pa3HbBIX TUIIOB IS TIEPEIaui PEUH U JaHHBIX

short-range — GimkHEro paguyca JeUCTBHS

personal area network — nepconasnbHas (JIn4HasH) CETh

to clutter — sarpomoxath

to unify — o0beAMHATH

tribes — memena

headset — HaylIHUKH ¢ TPUCOETUHEHHBIM MUKPO(GOHOM

aware — oCBeJIOMJIEHHBIN, 3HAIOIIHNH



flaw — HemocraTok, U3BIH

range — paanyc IecTBUs

to range — konebaThCs

susceptible — BocipuUMYMBBIN; YSI3BUMBIiA

concern — (30.) nmpobJjema

{0 exXpose — pacKprIBaTh, OTKPHIBATH

in the vicinity — no6im3octu

Bluesnarfing — «0nrocHaphuHr»; xakepckas araka, HCIoJb3yIolas TexHoaoruto Bluetooth mist mocryna
JIAHHBIM,

COJIepKALIMMCS B COTOBBIX Tele(oHax

Bluebugging — «0mo0aruHry; HeCAaHKIIMOHUPOBAHHAS MEepeaadya WM U3MEHEHHE TAHHBIX, OCYIIIECTBICHHE
TeNeOHHBIX 3BOHKOB U MPOCITYIINBAHUS

intruder — 3;10yMBINUIEHHUK; HAPYIITHUTEb

to eavesdrop — nmoacinynuBaTh

denial-of-service — oTka3 B 00CTy’)KHUBaHUH

exploit — (30.) BTOp>)KCHUE

inoperable — nepaborarormii, He) yHKIIHOHUP YIOIIH I

{0 propagate — pa3MHOXaTbCs, PACIIPOCTPAHITHCS

Simbian OS — OC a5 cotoBbIX TenedoHOB, cMapTHOHOB K KOMMYTATOPOB

to seize control — 3axBaTUTh KOHTPOJIb

WHAT IS BLUETOOTH?

Bluetooth, invented by Swedish telecom giant Ericsson, is a short-range wireless technology. With
Bluetooth wireless technology, you can wirelessly connect your personal electronic devices, taking
wireless technology for personal area networks (PANs) to a whole new level. So there’s no need for you to
clutter your office with cables connecting your gadgets — your printer, PC, mobile, fax machine, digital
camera, and so on.

What is the meaning of a name? Names usually hold history and importance. Ericsson named its
new wireless technology after King Harold Bluetooth. King Harold Bluetooth is famous for his efforts in
“unifying” the tribes from Norway, Denmark, and Sweden. Ericsson’s Bluetooth technology aims to unify
and connect up to eight different electronic devices. Some of the options Bluetooth technology provides,
include:

Hands-free headset for voice calls

Improved printing and fax options

Mobile phone application

Although wireless security is a hot topic these days, you seldom hear any conversations about the
vulnerabilities in Bluetooth technology. However, there are a few experts aware of the flaw in Bluetooth,
believing that it is one of the most inefficient technologies of modern times in regards to security.

Bluetooth was intended to be the basis of the PAN (personal area network) setting, providing a way
for devices in close proximity to wirelessly communicate with each other. The range of these transmissions
ranges from an estimated 1 to 100 meters, depending on the device’s power. The most powerful class of
Bluetooth devices has the ability to communicate at distances similar to a Wi-Fi network, which is
typically more than 300 feet. Similar to a wireless computer network, Bluetooth is susceptible to a wide
range of security threats.

Some people use Bluetooth to create temporary computer networks. This is commonly done in a
corporate setting where staff members have a need to share files. When using Bluetooth to establish a
network, computers interact directly with one another opposed to using a wireless access point. This means
there is no centralized point of control, creating a major security concern as important data can be exposed
to others using the Bluetooth network. Since the range for some classes of Bluetooth devices can be well
over 300 feet, an outsider may be able to establish a link from your network even when not directly in the
vicinity.



Bluetooth-enabled mobile phones are another concern. These devices often store personal
information such as calendar information, home addresses, contact phone numbers and other sensitive data.
Someone with a little knowledge on the technology can use it to hack into these phones and thieve that
information, a practice more commonly termed as bluesnarfing.

Bluebugging is a similar Bluetooth hacking technique. It involves accessing a mobile phone’s
commands which allows an intruder to make calls, add, modify or delete contacts or eavesdrop on the
victim’s phone conversations. Bluetooth devices have also been targets of DoS attacks (denial-of-service)
attacks. Similar to computer network exploits, this attack involves flooding a device with so may request it
becomes inoperable as the battery quickly degrades.

Bluetooth technology has also been targeted by malware in the form of viruses and worms. One
such infection is Cabir, a piece of malicious software that propagates to other Bluetooth-enabled devices
using the Simbian OS. An attacker can use this type of exploit to erase phone numbers and contacts or
completely seize control of someone else’s phone.

IIpakTudeckoe 3anaTue Ne 11.
Tema: Cucrema Bluetooth. IToaroroska k KOHTPOJIBHOM padoTe.
Lesn: 3akperyieHre U CUCTEeMaTU3aIusl 3HAHUH 110 TeMe, COBEPIIICHCTBOBAHNE HABBIKOB T'OBOPCHUS,
YTCHU, IIMChbMaA.
Ilepeyens 000pyI0OBaHHsA JJISA MPOBEIEHUS PAGOTHI: TETPA/Ib, TUCbMEHHbBIE PUHAICKHOCTH, CIIOBAPb.
3aganue: CocTaBUTH BOIIPOCHI K TEKCTY, ymp.1.

Topical vocabulary

Bluetooth — BaroTyc; TexHoIOTHs OECIIPOBOIHON OIMIKHEN CBA3H, MO3BOJISIONIAsE O0OBEANHATh YCTPOHCTBA
Pa3HBIX THIIOB JUIS [TEPEIadr PEYH U JaHHBIX

short-range — GimkHEro paguyca IeHCTBHS

personal area network — nepconanbHas (JIMuHasH) CETh

to clutter — sarpomoxxath

to unify — o0beIuHATH

tribes — miemena

headset — HayIHUKH ¢ IPUCOETMHEHHBIM MUKPO(GOHOM

aware — ocBeJIOMJIEHHBIN, 3HAIOIHNN

flaw — memocraTok, U3BIH

range — paanyc AeHCTBHS

to range — xonebaThCs

susceptible — BocpurM4nBbIiL; yA3BUMBIiA

concern — (30.) mpo0Jsema

t0 eXpose — pacKpbIBaTh, OTKPHIBATH

in the vicinity — mo6nm3octn

Bluesnarfing — «omrocHaphuHr»; xakepckast ataka, HCIOJb3yolias TexHoaoruio Bluetooth miist moctyma
JIAHHBIM,

COJICPIKAIIMUMCS B COTOBBIX Tee(hoHax

Bluebugging — «6mo6aruiry; HeCaHKIIMOHUPOBAHHAS ITepeada WITH H3MCHEHUE JTAHHBIX, OCYIIIECTBICHHE
TeNe(OHHBIX 3BOHKOB M MPOCITYITHBAHMUS

intruder — 3;10yMBINUICHHUK; HAPYITHTEb

to eavesdrop — mojacaymuBaTh

denial-of-service — oTka3 B 00CTyXKHBaHUH

exploit — (30.) BTOpkeHUe

inoperable — nepaborarormii, He yHKITHOHUP YFOIITH I

to propagate — pa3MHOXAaThCsI, PACIIPOCTPAHIATHCS

Simbian OS — OC ast coTOBBIX TenehOHOB, CMapTHOHOB B KOMMYTAaTOPOB

to seize control — 3axBaTUTH KOHTPOJIb



WHAT IS BLUETOOTH?

Bluetooth, invented by Swedish telecom giant Ericsson, is a short-range wireless technology. With
Bluetooth wireless technology, you can wirelessly connect your personal electronic devices, taking
wireless technology for personal area networks (PANS) to a whole new level. So there’s no need for you to
clutter your office with cables connecting your gadgets — your printer, PC, mobile, fax machine, digital
camera, and so on.

What is the meaning of a name? Names usually hold history and importance. Ericsson named its
new wireless technology after King Harold Bluetooth. King Harold Bluetooth is famous for his efforts in
“unifying” the tribes from Norway, Denmark, and Sweden. Ericsson’s Bluetooth technology aims to unify
and connect up to eight different electronic devices. Some of the options Bluetooth technology provides,
include:

Hands-free headset for voice calls

Improved printing and fax options

Mobile phone application

Although wireless security is a hot topic these days, you seldom hear any conversations about the
vulnerabilities in Bluetooth technology. However, there are a few experts aware of the flaw in Bluetooth,
believing that it is one of the most inefficient technologies of modern times in regards to security.

Bluetooth was intended to be the basis of the PAN (personal area network) setting, providing a way
for devices in close proximity to wirelessly communicate with each other. The range of these transmissions
ranges from an estimated 1 to 100 meters, depending on the device’s power. The most powerful class of
Bluetooth devices has the ability to communicate at distances similar to a Wi-Fi network, which is
typically more than 300 feet. Similar to a wireless computer network, Bluetooth is susceptible to a wide
range of security threats.

Some people use Bluetooth to create temporary computer networks. This is commonly done in a
corporate setting where staff members have a need to share files. When using Bluetooth to establish a
network, computers interact directly with one another opposed to using a wireless access point. This means
there is no centralized point of control, creating a major security concern as important data can be exposed
to others using the Bluetooth network. Since the range for some classes of Bluetooth devices can be well
over 300 feet, an outsider may be able to establish a link from your network even when not directly in the
vicinity.

Bluetooth-enabled mobile phones are another concern. These devices often store personal
information such as calendar information, home addresses, contact phone numbers and other sensitive data.
Someone with a little knowledge on the technology can use it to hack into these phones and thieve that
information, a practice more commonly termed as bluesnarfing.

Bluebugging is a similar Bluetooth hacking technique. It involves accessing a mobile phone’s
commands which allows an intruder to make calls, add, modify or delete contacts or eavesdrop on the
victim’s phone conversations. Bluetooth devices have also been targets of DoS attacks (denial-of-service)
attacks. Similar to computer network exploits, this attack involves flooding a device with so may request it
becomes inoperable as the battery quickly degrades.

Bluetooth technology has also been targeted by malware in the form of viruses and worms. One
such infection is Cabir, a piece of malicious software that propagates to other Bluetooth-enabled devices
using the Simbian OS. An attacker can use this type of exploit to erase phone numbers and contacts or
completely seize control of someone else’s phone.

IIpakTnyeckoe 3ansitue Ne 12
Tema: KontponbHas paboTa.
Hesab: KoHTpob JIEKCHYECKUX U TPAMMATHYECKUX HAaBBIKOB, CIIOBAPHOIO 3amaca 00y4Jaromuxcs.
Ilepeyenb 00opyrOoBaHMs [JIs IPOBEACHUsI PadOThI: TETPab, TUCbMEHHBIE IPUHAIIEKHOCTH, CI0BAPh.

Bapmuanr I
1. CoBMecTHTE TCPMHUHBI C MX ONMPECACTCHUAMM:
| Inputting is | a serious of actions that convert data into useful information |




Outputting is a saving data or information so that they are available for
initial processing

Data processing is the process of entering data into a data processing system

Storing is the processing of producing useful information

2. OOpa3yiiTe BONPOCUTEIbHYIO U OTPULIATEIBLHYIO (JOPMBI OT JAHHOTO TPeIJI0KEHU:
Memory consists of the main and secondary storage.

3. Packpoiite ckoOKkH 1 mocraBbTe ri1aroianl B Simple Passive (is/are/was/were):
1. These shoes ... (make) in Italy.
2. - Why didn’t you fly to Moscow?
- All the flights ... (cancel) due to a snowstorm.
3. Foreign languages ... (teach) in every school.
4. Our car .... (wash) yesterday.

4. Hamuummre npenno:xkenus B Present Continuous Passive:
1. A stage/build/in the square.
2. The walls/paint/ in the kitchen.
3. The living room/clean/ at the moment.
4. You can’t use the computer. It /use/right now.

Bapuanr |1
1. CoBmMmecTHuTE TCPMHUHLI C UX ONIPEACICHUAMM
Accuracy Computers are able to store vast amounts of information,
to organize it .
Capacity of storage Data, once entered, can be transmitted wherever needed by
communications networks.
Speed Once data have been entered correctly into the computer

component of a data processing system, the possibility of
error is reduced.

Ease of communication The speed, at which computer data processing systems can
respond, should be a fraction of a second.

2. O0pa3yiiTe BONPOCUTEJIHLHYIO M OTPHUIIATEIbHYIO (JOPMBI OT JAHHOTO MPEIJI0KEHHST:
The secondary memory has slow speed.

3. Packpoiite ckoOku 1 nmocraBbTe riaroiabl B Simple Passive (is/are/was/were):
1. The plants ... (water) every week.
2. My wallet ... (steal) yesterday.
3. The house ... (clean) twice a week.
4. Have you heard the news? The thief ... (arrest) by the police.

4. Hamummre npennoxenus B Present Perfect Passive:
1. I’'m going to the party. I/invite.
2. The fax machine/invent/by Alexander Bain.
3. This house/build/by my grandfather.
4. The letter/send/to the wrong address.

IIpakTnyeckoe 3ansiTue Ne 13.



Tema: ltorosoe 3aHsiTue.
Hean: KoHTpoas yMEHHI 1 HABBIKOB MPAKTUYECKOTO BJIAJICHUS AHTJIMICKUAM SI3BIKOM.
Ilepeyenb o0opyroBaHMs [JIs POBeACHUsI padOThI: TETPab, TUCbMEHHBIE IPUHAIEKHOCTH, CIOBAPb.

KOHTpOJ’[LHbIe 3alaHud K 3a9€TYy

Jlekcuyeckme TeMbl I'pamMaTHYeCKHE TeMBbI
1.3amomMuHaroIee yCTPOICTBO. 3. CrpanarenbHsiii 3astor Continuous
2. YCTpOMCTBO XpaHeHUsI HH(MOpMAaIuu 4. CtpamaTenbHbiii 3aor Simple

Bapuanr |

1. HphonTe H NEePEeBECAUTE TCKCT, BLIIMMOJHUTE 3aJaHUSA K TECKCTY.

STORAGE UNITS

Computer system architecture is organized around the primary storage unit because all data and
instructions used by the computer system must pass through primary storage. Our discussion of computer
system units will begin with the functions of the primary and secondary storage units. This leads to the
examination of the central processing unit and from there to the consideration of the input and output units.
Therefore, the sequence in which we’ll describe the functional units of a digital computer is: 1) storage
units, primary and secondary; 2) central processing unit; 3) input and output units.

As you know, there are primary and secondary storage units. Both contain data and the instructions
for processing the data. Data as well as instructions must flow into and out of primary storage.

Primary storage is also called main storage or internal storage. The specific functions of internal
storage are to hold (store): 1) all data to be processed; 2) intermediate results of processing; 3) final results
of processing; 4) all the instructions required for ongoing process. Another name for primary storage is
memory, because of its similarity to a function of the human brain. However, computer storage differs
from human memory in important respects. Computer memory must be able to retain very large numbers
of symbol combinations, without forgetting or changing any details. It must be able to locate all its contents
quickly upon demand. The combinations of characters, that is, the letters, numbers, and special symbols by
which we usually communicate, are coded. The codes used by computer designers are based upon a
number system that has only two possible values, 0 and 1. A number system with only two digits, 0 and 1,
is called a binary number system. Each binary digit is called a bit, from binary digit. As the information
capacity of a single bit is limited to 2 alternatives, codes used by computer designers are based upon
combinations of bits. These combinations are called binary codes. The most common binary codes are 8-
bit codes because an 8-bit code provides for 2/8, or 256 unique combinations of I’s and 0’s, and this is
more than adequate to represent all of the characters by which we communicate.

Data in the form of coded characters are stored in adjacent storage locations in main memory in two
principal ways : 1) as “strings” of characters — in bytes; and 2) within fixed-size “boxes” — in words. A
fixed number of consecutive bits that represent a character is called a byte. The most common byte size is
8-bit byte. Words are usually 1 or more bytes in length.

Secondary storage. Primary storage is expensive because each bit is represented by a high-speed
device, such as a semiconductor. A million bytes (that is, 8 million bits) is a large amount of primary
storage. Often it is necessary to store many millions, sometimes billions, of bytes of data. Therefore slower,
less expensive storage units are available for computer systems. These units are called secondary storage.
Data are stored in them in the same binary codes as in main storage and are made available to main storage
as needed.

2.Haiigure B TeKCTE aHIJIMICKUE SIKBUBAJIEHTHI CJIEAYIOIIHUX CJI0BOCOYETAHMIA:

OyYHKIHOHANBHBIA  OJ0K; LU(POBONM KOMIbBIOTEP; YCTPOMCTBO BBOJA; YCTPONCTBO YIpPaBJICHHUS;
apu(METHKO-IOTUYECKOe YCTPOWCTBO; LEHTPAIBHBIA MPOLECCOp; CTPYKTypa KOMIBIOTEPHOM CHCTEMBI;
MIEPBUYHOE 3alIOMHUHAIOLIEE YCTPOMCTBO; BTOpUUYHOE 3Y; pacCMOTPEHHUE; MOITOMY IOCIEI0BATEIbHOCTD;



onepaTuBHOE 3Y; BHYTPEHHsISI MaMSITh; IPOMEKYTOUHbIE PE3yIbTaThl; 01001e QYHKIIUU YETOBEUECKOTO
MO3ra; pa3MellaTh COACPKUMOE MO TPeOOBAHHIO; CUCTEMa CUWCIICHHS, ABOWYHAS CHUCTEMa CUHUCICHUS;
BO3MOXXHBIE BEJIMYUHBL, 00beM HH(OpPMALMK; [IBOMYHBIM KOJI; CMEXHBIE SYCHKH TaMATH;
MOCIIEI0BATEIHFHOCTH CUMBOJIOB; OBICTPOICHCTBYIOIIEE YCTPONUCTBO; MOTYITPOBOAHHK; JTOCTYITHBIM.

3. OTBeTbTE HA BOIIPOCHI, UCITOJIL3YH I/IH(l)OpMaIII/IIO TEKCTA.

1. What are the functional units of a digital computer? 2. What units make up the central processing unit?
3. How is computer system organized? 4. What are the two main types of storage units? 5. What do they
contain? 6. What is the function of a primary storage? 7. Why is primary storage often called memory? 8.
In what respect does computer memory differ from human memory? 9. What are codes based on? 10. What
is secondary storage and what is it used for?

4. Present Continuous Passive or Present Simple Passive?

1. Papers (deliver) usually at 8 in the morning, they (look through) at the moment and you will get
you soon.

2. Dresses (make) preferably of cotton in hot countries. This wonderful costume (make) specially for
this performance now.

3. — What strange sounds!
- Oh, our piano (tune).

4. —Where is your car?
- It (fill) in the garage at the moment.

5. The witness (question) by the police-inspector now.

6. Our luggage (examine) at the customs now. Any luggage going abroad(check) usually here.

7. All the contracts (sign) by the President.

8. You can’t use the fax now. It (fix).

9. Lots of people (operate on) in this clinic. And now unfortunately my uncle John (operate) on here.

Bapuanr |1
1. IlpouTuTe ¥ NepeBeINTE TEKCT, BLIMOJIHUTE 32JaHUS K TEKCTY.

STORAGE DEVICES

Storage media are classified as primary storage or secondary storage on the basis of combinations
of cost, capacity, and access time. The cost of storage devices is expressed as the cost per bit of data stored.
The time required for the computer to locate and transfer data to and from a storage medium is called the
access time for that medium. Capacities range from a few hundred bytes of primary storage for very small
computers to many billions of bytes of archival storage for very large computer systems.

Memories may be classified as electronic or electromechanical. Electronic memories have no
moving mechanical parts, and data can be transferred into and out of them at very high speeds.
Electromechanical memories depend upon moving mechanical parts for their operation, such as
mechanisms for rotating magnetic tapes and disks. Their data access time is longer than is that of electronic
memories; however they cost less per bit stored and have larger capacities for data storage. For these
reasons most computer systems use electronic memory for primary storage and electromechanical memory
for secondary storage.

Primary storage has the least capacity and is the most expensive; ~“however, it has the fastest access
time. The principal primary storage circuit elements are solid-state devices: magnetic cores and
semiconductors/For many years magnetic cores were the principal elements used in digital computers for
primary storage. The two principal types of semiconductors used for memory are bipolar and metal-oxide
semiconductors (MOS). The former is faster, the latter is more commonly used at present. Because data
can be accessed randomly, semiconductor memories are referred to as random-access memory, or RAM.

There is a wide range of secondary storage devices. Typical hardware devices are rotating
electromechanical devices. Magnetic tapes, disks, and drums are the secondary storage hardware most



often used in computer systems for sequential processing. Magnetic tape, which was invented by the
Germans during World War 11 for sound recording, is the oldest secondary storage medium in common
use. Data are recorded in the form of small magnetized “dots” that can be arranged to represent coded
patterns of bits.

Tape devices range from large-capacity, high-data-rate units used with large data processing
systems to cassettes and cartridges used with small systems. Magnetic disk storage, introduced in the early
1960s, has replaced magnetic tape as the main method of secondary storage. As contrasted with magnetic
tapes, magnetic discs can perform both sequential and random processing. They are classified as moving-
head, fixed-head, or combination moving-head and fixed-head devices. Magnetic discs are the predominant
secondary storage media. They include flexible, or floppy discs, called diskettes. The “floppies” were
introduced by IBM in 1972 and are still a popular storage medium to meet the demands of the
microcomputer market.

2. Haiinure B TeKcTe aHIVIMKHCKHE IKBUBAJIEHTHI CJIeIyIOIIMUX CJI0BOCOYCTAHMI:

3anoMUHAIOIIME YCTPOWCTBA; HOCUTENM IMaMsITH; TNepBUUHbIe 3Y; BTOpUYHBIE 3Y; BpeMs [IOCTyIa;
CTOMMOCTb 3VY; aMana3oH €MKOCTH IaMATH; apXUBHAs MaMsTh; JBWKYLIUECS MEXAHUYECKUE YaCTH;
BpallarolMecss MarHUTHBIE JICHTBI U JAMCKU; [0 3TUM IIPUYMHAM; TBEPIOTEIIbHbIE YCTPOUCTBA; MAT HUTHBIE
CEpJICYHUKH; IOJYNPOBOJHUKH; omnepatuBHoe 3Y; ammaparHoe oOecreuyeHue BTOPUYHON NaMSTH;
3BYKO3allMCh, HAMAarHUYEHHbIE TOYKHW; MPEACTaBIATh 3alIM(PPOBaHHYID KOMOMHAIMIO  €IMHMIIL
uH(pOpMallMK; B OTIMYME OT MAarHUTHBIX JICHT; MOCIEOBaTeIbHas U MPOU3BOJIbHAS 00pabOTKa; YCTPOH-
CTBa C IBIXKYIICHCS M PUKCHPOBAHHON TOJIOBKOI; YIOBIETBOPSATH MOTPEOHOCTH; THOKUH JTUCK.

3. OTBeTbTE HA BONPOCHI, HCIOJIb3Y HHGOPMALMIO TEKCTA.

1. How are storage media classified? 2. How is the cost of storage devices expressed? 3. What is the access
time for storage media? 4. How does the storage capacity range? 5. What are the two main types of storage
devices? 6. What are electronic storage devices? 7. What are the principal primary storage circuit
elements? 8. What are the main secondary storage devices? 9. What is the oldest secondary medium and
when was it invented? 10. What is a floppy?

4. Past Continuous Passive or Past Simple Passive?
1. Many towns (destroy) by the earquake in Japan last year.
2. He (throw) out of class for cheating.
3. The pop singers arrived at the airport and (welcome) by thousands of fans. Flowers (throw) at them
all the way to the exit.
4. The exposition (open) when we drove up to the picture gallery.
5. He couldn’t go out as his suit shirt (clean).
6. The petrol tank (fill) last week.
7. The naughty boy (teach) a very good lesson by his friends.



3 KYPC 6 CEMECTP
SAIIUTA THOOPMALIMOHHbLIX CUCTEM

IIpakTuyeckoe 3ansitue Ne 1.
Tema: Komnbrotepusie npectrymieHus. UHGUHUTHB.
Heab: Beenenue u 3aKkperuieHUe JISKCHYECKOTr0 ¥ TpaMMaTHYeCcKOro Marepuana.
Ilepeyenn o0opynoBaHus 1Jisl IPOBeAeHUsI pad0ThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3ananmue: [IpounTaTh ¥ IEpeBECTH CIIOBA, TEKCT, ymp.1-3.

Topical vocabulary

business assets — Ou3Hec-aKTHBEI, KAITUTa; JOCTOSHUE JAEJIOBOM KHU3HH
information security — uadopmarmontas 6e30macHOCTb, obecneueHrne HHPOPMAIMOHHON 0E30MacHOCTH
unauthorized user — HecaHKIIMOHUPOBAHHBIN; HEIIOJTHOMOYHBIN ITOJIb30BATEIh
disclosure — packpsiTue

disruption — cpbiB; HapyiIeHUE

modification — mogudukarus, BUIOU3MEHCHHE

Inspection — uHCIEKIHs: IPOBEpKa

destruction — yHu4ToxeHue, pa3pynieHue

threat — yrposa

computer crime — KOMIbIOTEpHAsE IPECTYIMHOCTH (MIPECTYILICHNUE)

disaster — 6ecTBHE; aBapus; KaracTpoda

malicious intentions — BpeaoHOCHBIE (TIPECTYITHBIC) HAMEPEHHSI

cracker — “kpakep”; B3JIOMIIHUK KOMIIBIOTEPHBIX CUCTEM

black hat hacker — “uépubrit” xakep

classified information = — 3acekpeuennas nadopmanus;

sensitive information ceKpeTHbIC CBEICHHS

outsider — mocTopoHHEe JIHIIO

to alter data — usmeHsTH HaHHBIE

Inaccurate — HeTOuHbIH

misleading — BBosAIIN# B 320y /IeHIE; OOMaHHbI#

illegal transactions — He3akOHHBIE CIICIIKA

illicit benefit — He3akonnas BeIroga

violation — HapyrieHue; npecTymieHue

the Computer Emergency — koopauHanuoHHBIII HeHTp pearupoBanus Response Team Center Ha
4Ype3BbIYaliHble KOMITbIOTEpHBIE npouctiecTBus (CLIA)

to soar — pe3ko Bo3pacTaTth

scam — Ha/lyBaTeIbCTBO, 0OMaH

fraud — MomeHHIYECTBO

phishing — ¢ummHT (pacchuTka 3JEKTPOHHBIX COOOIICHNH 10 IHTepHETY OT UMEHH COJTMIHBIX KOMITAHHH C
IEITBIO TTOTYYEeHUS UX JTUYHBIX JTAaHHBIX )

piracy — KOMIBIOTEPHOE MMUPATCTBO

copyrighted software — mporpammel, 0XpaHsieMble aBTOPCKHM IIPaBOM

vulnerable — ysi3BuMBIii

to hack into — B3nampIBaTh; MPOHUKATH

to embarrass — mpuBOIUTH B 3aMEIIATEIIHCTBO

supposedly — npeAnonoKuTeIbHO

to post evidence — otrpaBuTh I0Ka3atenbcTBa (t0) break-in — B3moMm; B3nambIBaTh
the U.S. Space and Naval War Systems Command — xomaHIOBaHWE BOCHHBIMH KOCMHUYECKHMHU H
Mopckumu cuctemamu (CILIA)

competitor — KoHKypeHT

thief — Bop



to raid — peiiepcku 3aXBaThIBaTh; IPaOUTH

database — 6a3a maHHBIX

security breach — (31) B31moM cucTeMbl 6€30MIaCHOCTH
annually — exeroano

estimated cost — mocunTaHHBIE 3aTPATHI

system administrator — cucTeMHbIi aIMUHHCTPATOP

to implement — BBINOJIHATH, OCYIIECTRIIATH, IPOBOAUTH

to prevent — npegoTBpamaTe, NpeaynpexIaTh

firewall — mesxceTeBOI 3aIMTHBIN 3KpaH, OpaHaMayIP

to log system use — perucTpupoBaTh MOJIB30BAHUE CUCTEMOI
to log on with invalid password — BXoauTh B CHCTEMY C HEACHCTBUTEIILHBIM IAPOJIEM

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they also become
progressively harder to replace. When computers are connected to a network, a problem at any location can
affect the entire work. Perhaps the most significant problem businesses face as a result of computer
technology is information security. Information security means protecting information and information
systems from unauthorized access, use, disclosure, disruption, modification, inspection, recording or
destruction. There are three important security threats that may damage information systems: computer
crime, viruses, and disasters.

COMPUTER CRIME

Computers provide efficient ways for people to share information. But they may also allow people
with more malicious intentions to access information. Or they may allow crackers, or black hat hackers —
computer criminals who use technology to perform a variety of crimes — to gain access to classified
information. Common computer crimes involve stealing or altering data in several ways:
Employees or outsiders may change or invent data to produce inaccurate or misleading information.

Employees or outsiders may modify computer programs to create false information or illegal transactions
or to insert viruses.

Unauthorized people can access computer systems for their own illicit benefit or knowledge or just
to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as reported to the
Computer Emergency Response Team Coordination Center, located on the Web at http://www.cert.org, has
risen sharply in recent years. In 1990, only six incidents were reported. Recently, the number of reported
incidents soared to over 82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables, and phishing, bank
fraud, to get banking information such as passwords of Internet bank accounts or credit card details. Both
crimes use emails or websites that look like those of real organizations. Piracy, the illegal copying and
distribution of copyrighted software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer crime. Computer
hackers sometimes work alone and sometimes in groups. One pair of hackers, nicknamed the “Deceptive
Duo”, once claimed that they hacked into Midwest Express Airlines’ intranet. In an email to several news
organizations, the hackers said that their goal was to embarrass the airline and show how easy it is to gain
access to supposedly secure networks. The hackers even posted evidence of their break-in on the Web site
of the U.S. Space and Naval War Systems Command. In one recent case, Russian hackers broke into
Citibank’s network and electronically stole $10 million.

Companies with valuable or sensitive information stored in a computer worry about competitors or
thieves raiding the database simply by dialing in through a modem. Even firms that don’t share their
databases are subject to security breaches. In recent years U.S. corporations have spent more than $10
billion annually on network security. Even so, the estimated annual cost of computer crime is as high as
$15 billion. The entire U.S. electronic infrastructure, including banks, financial markets, transportation



systems, power grids, and telecommunication systems, could be vulnerable to attack. Companies and
organizations must take strong precautions to protect themselves.

System administrators implement two basic protections against computer crime: They try to prevent
access to their systems by unauthorized users and the viewing of data by unauthorized system users. To
prevent access, the simplest method requires authorized users to enter passwords. An intranet blocks
outsiders without valid passwords from entering its network by incorporating software known as a
firewall. Firewalls limit data transfers to certain locations and log system use so managers can identify
attempts to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may use encryption
software, which encodes, or scrambles, messages. Information security uses cryptography to transform
information into a form that renders it unusable by anyone other than an authorized user; this process is
called encryption. To read encrypted messages, users must use a key to convert them to regular text.
Information that has been encrypted (rendered unusable) can be transformed back into its original usable
form by an authorized user, who possesses the cryptographic key, through the process of decryption. The
length and strength of the cryptographic key is an important consideration. A key that is weak or too short
will produce weak encryption. More than one key can be used to encrypt and decrypt sensitive information.
The keys used for encryption and decryption must be protected from disclosure and destruction and they
must be available when needed. Cryptography is used in information security to protect information from
unauthorized or accidental disclosure while the information is in transit and while information is in storage.
But as fast as software developers invent new and more elaborate protective measures, hackers seem to
break through their defenses. So security is an ongoing battle.

1. BepHo WIu HeBepHO?
Ilpumep: In my opinion it is true that... / To my mind it is false that ... because...

1. The growth of information technology and the Internet has resulted in such a significant problem as
information security.

2. There are two important security threats that may damage information systems: computer crime and
viruses.

3. Crackers, or black hat hackers, are computer criminals who use technology to perform various crimes.

4. The number of violations of Internet security has fallen sharply in recent years.

5. Internet-based crimes include phishing, email fraud to obtain money or valuables, and scam, bank fraud,
to get banking information.

6. Computer technology is widely used to pirate copyrighted works such as films and music.

7. Nowadays all organizations are vulnerable to computer crime.

8. Sometimes hackers want to show how easy it is to gain access to supposedly secure networks.

9. The firms that don’t share their databases are completely protected against security breaches.

10. U.S. corporations seldom spend money on network security though the estimated annual cost of
computer crime is as high as $15 billion.

. BecraBbTe yacTuny to rae 3To HeodxoauMo:

. I like ... play the guitar.

. My brother can ... speak French.

. We had ... put on our overcoats because it was cold.
. They wanted ... cross the river.

. It is high time for you ... go to bed.

. May | ... use your, telephone?

. They heard the girl ... cry out with joy.

~NOoOO O WNEDN

. 3akoHuYMTeE ciIeyI0lIHe NPelJI0KeHH s, BLIONPasi NOAXOAA M NHPUHUTUB U3 IPABOIl KOJIOHKH.
. San Francisco is a nice place a. to cook
. The job of a teacher is __ students.  b. to visit

N~ W



3. Itisvery easy __ spaghetti. c to pay
4. Sharon wants __to the beach. d. to teach
5. I need more money __ for my books. e.to go

4. 3anmoJiHUTE MPOMYCKH, UCIOJIb3YSI HH(PUHUTUB WJIH CHPSATraeMblid IJ1aroJi Tam, rje 3To
Tpedyercs.

toneed — tocal — tomake — tohelp — togo
Have you ever made plans for a vacation? There are many things to do ahead of time. For example, it’s
important (1) __ hotel reservations. It is also essential (2) __ the airline to make sure your flights
are arranged. You also (3) __ to take appropriate clothing for the climate of your destination. Sometimes, it
isagood idea (4) __ toatravel agent. They can (5) __ you solve any problems related to your trip.

IIpakTuyeckoe 3ansiTue Ne 2.
Tema: Komnerotepasie npectyruieHus. UHGuHUTHB.
Hean: 3akpemnieHue U cucTeMaTu3anus 3HaHUH 110 TEME, COBEPLUICHCTBOBAHUE HABBIKOB TOBOPEHUS,
YTEHUS, TUChMA.
Ilepedyenn o0opynoBanus 1Jisl IPOBeAeHUs] padoThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3aganue: OTBETUTH HA BOIPOCHL, yIIp. 2-3.

Topical vocabulary

business assets — 6u3Hec-aKTHBEI; KAITUTa; JOCTOSHUE JEJI0BOM KU3HH
information security — uadopmaimontas 6e30macHOCTb, obecneueHrne HHGOPMAIMOHHON GE30MacHOCTH
unauthorized user — HecaHKIIMOHUPOBAHHBIN; HETIOJTHOMOYHBIN MOJIb30BATEITH
disclosure — packpsiTue

disruption — cpbiB; HapylIeHUE

modification — mogudukaus, BUIOU3MEHCHHE

Inspection — uHCMEKIKs: IPOBEpPKa

destruction — yHu4toxeHue, pa3pynieHue

threat — yrposa

computer Crime — KOMIBIOTEpHAs IPECTYITHOCTH (IIPECTYIUICHHE)

disaster — 6ecTBHE; aBapus; KaracTpoda

malicious intentions — BpeoHOCHBIE (TIPECTYIIHBIE) HAMEPECHUSI

cracker — “xpakep”’; B3JIOMIIUK KOMIBIOTEPHBIX CHCTEM

black hat hacker — “aépHbIit” xakep

classified information = — 3acekpeuennas nadopmanus;

sensitive information cexkpeTHbIE CBeIeHUS

outsider — mocTopoHHEe JIHUIIO

to alter data — usMensTH JaHHBIE

Inaccurate — HeTOuHbIH

misleading — BBosAIIN# B 320y /IeHHE; OOMaHHbIH

illegal transactions — He3akOHHBIE CIIEIIKA

illicit benefit — He3akonnas BeIroga

violation — Hapy1ieHue; mpecTymieHue

the Computer Emergency — KoopIuHaIMOHHBIA WeHTp pearupoBanusi Response Team Center na
Ype3BbIYaliHble KOMIbIOTepHBIE npouctiecTBus (CLIA)

to soar — pe3ko Bo3pacTarth

scam — Ha/lyBaTeIbCTBO, OOMaH

fraud — MotmeHHIYECTBO

phishing — ¢ummHr (pacchuika 3JeKTPOHHBIX COOOIIEHHH 10 IHTEpHETY OT UMEHU COJTUIHBIX KOMITAHHH C
LEJIBI0 TIOTYYCHHS MX JIMYHBIX JTAHHBIX )

piracy — KOMIBIOTEPHOE MMUPATCTBO



copyrighted software — mporpammebl, oXpaHseMble aBTOPCKHM ITPaBOM

vulnerable — ysi3BuMBIii

to hack into — B3;1aMbIBaTh; IPOHHUKATH

to embarrass — npuBOUTH B 3aMEIIATEILCTBO

supposedly — peArnonoKuTEILHO

to post evidence — ormpaBuTh jJ0Ka3zaTenscTBa (t0) break-in — B3mom; B3mambIBaTh
the U.S. Space and Naval War Systems Command — komaHIOBaHHE BOCHHBIMH KOCMHYECKMMH H
Mopckumu cucremamu (CHIA)

competitor — KOHKypeHT

thief — Bop

to raid — peiiepcku 3aXBaThIBaTh; IPaOUTH

database — 6a3a maHHBIX

security breach — (31) B31moM cucteMbl 6€30I1aCHOCTH

annually — exeroano

estimated cost — mocunTaHHBIE 3aTPATHI

system administrator — cucTeMHbIi aIMUHHCTPATOP

to implement — BBINOJIHATH, OCYIIECTRIIATH, IPOBOAUTH

to prevent — npegoTBpamaTe, NPeaynpexIaTh

firewall — mexxceTeBoi 3aIUTHBIN YKpaH, OpaHIMayIP

to log system use — perucTpupoBaTh MOJIB30BAHUE CUCTEMOM

to log on with invalid password — BXoAuTh B CHCTEMY C HEICHCTBUTEIBHBIM ITAPOJIEM

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they also become
progressively harder to replace. When computers are connected to a network, a problem at any location can
affect the entire work. Perhaps the most significant problem businesses face as a result of computer
technology is information security. Information security means protecting information and information
systems from unauthorized access, use, disclosure, disruption, modification, inspection, recording or
destruction. There are three important security threats that may damage information systems: computer
crime, viruses, and disasters.

COMPUTER CRIME

Computers provide efficient ways for people to share information. But they may also allow people
with more malicious intentions to access information. Or they may allow crackers, or black hat hackers —
computer criminals who use technology to perform a variety of crimes — to gain access to classified
information. Common computer crimes involve stealing or altering data in several ways:
Employees or outsiders may change or invent data to produce inaccurate or misleading information.

Employees or outsiders may modify computer programs to create false information or illegal transactions
or to insert viruses.

Unauthorized people can access computer systems for their own illicit benefit or knowledge or just
to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as reported to the
Computer Emergency Response Team Coordination Center, located on the Web at http://www.cert.org, has
risen sharply in recent years. In 1990, only six incidents were reported. Recently, the number of reported
incidents soared to over 82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables, and phishing, bank
fraud, to get banking information such as passwords of Internet bank accounts or credit card details. Both
crimes use emails or websites that look like those of real organizations. Piracy, the illegal copying and
distribution of copyrighted software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer crime. Computer
hackers sometimes work alone and sometimes in groups. One pair of hackers, nicknamed the “Deceptive
Duo”, once claimed that they hacked into Midwest Express Airlines’ intranet. In an email to several news



organizations, the hackers said that their goal was to embarrass the airline and show how easy it is to gain
access to supposedly secure networks. The hackers even posted evidence of their break-in on the Web site
of the U.S. Space and Naval War Systems Command. In one recent case, Russian hackers broke into
Citibank’s network and electronically stole $10 million.

Companies with valuable or sensitive information stored in a computer worry about competitors or
thieves raiding the database simply by dialing in through a modem. Even firms that don’t share their
databases are subject to security breaches. In recent years U.S. corporations have spent more than $10
billion annually on network security. Even so, the estimated annual cost of computer crime is as high as
$15 billion. The entire U.S. electronic infrastructure, including banks, financial markets, transportation
systems, power grids, and telecommunication systems, could be vulnerable to attack. Companies and
organizations must take strong precautions to protect themselves.

System administrators implement two basic protections against computer crime: They try to prevent
access to their systems by unauthorized users and the viewing of data by unauthorized system users. To
prevent access, the simplest method requires authorized users to enter passwords. An intranet blocks
outsiders without valid passwords from entering its network by incorporating software known as a
firewall. Firewalls limit data transfers to certain locations and log system use so managers can identify
attempts to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may use encryption
software, which encodes, or scrambles, messages. Information security uses cryptography to transform
information into a form that renders it unusable by anyone other than an authorized user; this process is
called encryption. To read encrypted messages, users must use a key to convert them to regular text.
Information that has been encrypted (rendered unusable) can be transformed back into its original usable
form by an authorized user, who possesses the cryptographic key, through the process of decryption. The
length and strength of the cryptographic key is an important consideration. A key that is weak or too short
will produce weak encryption. More than one key can be used to encrypt and decrypt sensitive information.
The keys used for encryption and decryption must be protected from disclosure and destruction and they
must be available when needed. Cryptography is used in information security to protect information from
unauthorized or accidental disclosure while the information is in transit and while information is in storage.
But as fast as software developers invent new and more elaborate protective measures, hackers seem to
break through their defenses. So security is an ongoing battle.

1. OTBeTbTE HA BONPOCHI.

1. Name the most significant problem that businesses and organizations face as a result of computer
technology.

. What is information security?

. Identify the three important threats that may damage information systems.

. Explain the term “black hat hacker”.

. What do common computer crimes involve?

. What do Internet-based crimes include? Explain the terms “scam”, “phishing” and “piracy”.
. Why must companies and organizations take strong precautions to protect themselves?

. What basic protections do system administrators implement against computer crime?

. Explain how firewalls work.

10. What is cryptography used for? Describe the processes of encryption and decryption.

11. Why is it said that security is an ongoing battle.

OO ~NOoO Ok WN

2. IIpouuTtaiiTe nMpeaioKeHUs1 M CONMOCTABbTE BAPUAHT MePeBOAA C OPUTHHAJIOM:

1. The problem to be solved was of great [TpoGnema, KOTOPYIO HAZIO OBLIO PEIIUTh, UMENO
international importance. 00JIBIIIOE MEXKTYHAPOTHOE 3HAUCHUE.

2. To know everything is to know nothing. 3HaTh BCE, 3HAYMT ,HE 3HATH HUYETO.

3. To know law well the students must study YroObl 3HaTH XOPOILIO MIPABO, CTYJACHTHI JJOJKHBI
hard. MHOTO 3aHUMAaThCH..

4. For international law to be developed the & Uto0bl pa3BuBanioch MeXayHapOIHOE TIPABO, B




International Law Commission was established | 1947r. 6110 co3gana MexayHapoaHas mpaBoBast
in 1947. KOMHCCHSL.
5. To consider cases honestly is the duty of

. Paccmarpusath 110 4ecTHO OJIT' KaXXA0Iro Cyabu.
every judge. p A A A A

3. 3akoHuMTeE CiIeAyIOIIHe PelJIoKeHHs 10 00pa3iy.

Model: You should change your stressful way of life in order to lose your symptoms.
1. We study English in order .....

2. We have entered the Medical Institute in order .......

3. We come to England in order .......

4. She is working hard in order .......

5. I went to the polyclinic in order ........

IIpakTHyeckoe 3ansaTHe Ne 3.
Tema: Komnbrotepusie npectymieHus. THGUHUTHB.
Heab: 3akpemieHue U cucTeMaTu3anus 3HaHUH 110 TEME, COBEPLICHCTBOBAHUE HABBIKOB T'OBOPEHUS,
YTEHMS], IUChMA.
Ilepedyenn o0opynoBaHMs /sl IPOBeACHUsI Pa00ThI: TETPaab, IMCbMEHHBIE IPUHAUIEKHOCTH, CIIOBAPb.
3aganue: CocTaBUTh NepecKa3 TEKCTa, IPUIYMaTh IPUMEPHI HA CII0KHOE JIOIIOJHEHHE.

Topical vocabulary

business assets — Ou3Hec-aKTUBBI; KAITUTAIT; TOCTOSIHUE JACTOBO KUZHH
information security — uadopmannonHas 6€30MacHOCTh, obecneueHne HPOPMAIMOHHON 0E30MacHOCTH
unauthorized user — HecaHKIIMOHUPOBAHHBIN; HEMIOITHOMOYHBIH M0JIb30BATENb
disclosure — packpbiTue

disruption — cpbiB; HapyIieHHE

modification — Mmoaudukays, BUIOU3MECHEHUE

inspection — uHCIEKIHKS: IPOBEPKa

destruction — yuu4roxeHue, pa3pyuieHue

threat — yrposa

computer crime — KOMIbIOTEpHAsI IPECTYIMHOCTH (MIPECTYIICHNUE)

disaster — GenctBue; aBapus; KaracTpoda

malicious intentions — BpeaoHOCHBIE (TIPECTYITHBIC) HAMEPEHHSI

cracker — “kpakep”; B3IOMIIMK KOMITBFOTEPHBIX CHCTEM

black hat hacker — “uépnbrit” xakep

classified information = — 3acekpedennas nHpOpManus;

sensitive information cekpeTHble CBeIeHUs

outsider — mocTopoHHee JHIIO

to alter data — u3MeHsITh TaHHBIC

inaccurate — HeTOYHBIN

misleading — BBosAIIM# B 3201y /1eHIE; OOMaHHBIN

illegal transactions — He3akOHHBIE CIICIIKA

illicit benefit — He3akonnas BeIroga

violation — HapyrieHue; npecTymieHue

the Computer Emergency — koopIuHaIMOHHBIA WeHTp pearupoBanusi Response Team Center na
Ype3BbIYaliHble KOMIbIOTepHBIE npouctiecTBus (CLIA)

to soar — pe3ko Bo3pacTarth

scam — Ha/lyBaTeIbCTBO, OOMaH

fraud — MomeHHNYECTBO

phishing — ¢ummHT (pacchuika 3JeKTPOHHBIX COOOIICHUH 10 IHTEpHETY OT UMEHH COJTMIHBIX KOMITAHHH C
LEITbIO MTOJTYYEeHUS UX JTMYHBIX JTAaHHBIX )



piracy — KOMIBIOTEPHOE MUPATCTBO

copyrighted software — mporpaMmsl, OXpaHsieMbIe aBTOPCKUAM IIPaBOM

vulnerable — ys3BumBbIit

to hack into — B3iambIBaTh; NPOHUKATH

to embarrass — mpuBOIUTH B 3aMEIIATEIHLCTBO

supposedly — peAnonoKuTeIbHO

to post evidence — ormpaButh J0Ka3zaTenscTBa (t0) break-in — B3mom; B3mamMbIBaTh
the U.S. Space and Naval War Systems Command — xomaHIOBaHHWE BOCHHBIMH KOCMHUYECKHMHU H
Mopckumu cucremamu (CIIA)

competitor — KOHKypeHT

thief — Bop

to raid — peiizepcku 3aXBaThIBaTh; IPaOUTH

database — 6a3a maHHBIX

security breach — (31) B311oM cucTeMbl 6€30MIACHOCTH

annually — exeroHo

estimated COSt — moicuMTaHHBIC 3aTPATHI

system administrator — cucreMHbIi aIMHUHHCTPATOP

to implement — BBINOJIHATH, OCYIIECTBIIATH, IPOBOAUTH

to prevent — npenoTBpalarTh, NpeaynpexIaTh

firewall — mexxceTeBOM 3aIUTHBIN 3KpaH, OpaHaMAay3P

to log system use — perucTpupoBaTh MOJIB30BAHUE CUCTEMOM

to log on with invalid password — BXoauTh B CHCTEMY C HEICHCTBUTEIBHBIM ITAPOJIEM

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they also become
progressively harder to replace. When computers are connected to a network, a problem at any location can
affect the entire work. Perhaps the most significant problem businesses face as a result of computer
technology is information security. Information security means protecting information and information
systems from unauthorized access, use, disclosure, disruption, modification, inspection, recording or
destruction. There are three important security threats that may damage information systems: computer
crime, viruses, and disasters.

COMPUTER CRIME

Computers provide efficient ways for people to share information. But they may also allow people
with more malicious intentions to access information. Or they may allow crackers, or black hat hackers —
computer criminals who use technology to perform a variety of crimes — to gain access to classified
information. Common computer crimes involve stealing or altering data in several ways:
Employees or outsiders may change or invent data to produce inaccurate or misleading information.

Employees or outsiders may modify computer programs to create false information or illegal transactions
or to insert viruses.

Unauthorized people can access computer systems for their own illicit benefit or knowledge or just
to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as reported to the
Computer Emergency Response Team Coordination Center, located on the Web at http://www.cert.org, has
risen sharply in recent years. In 1990, only six incidents were reported. Recently, the number of reported
incidents soared to over 82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables, and phishing, bank
fraud, to get banking information such as passwords of Internet bank accounts or credit card details. Both
crimes use emails or websites that look like those of real organizations. Piracy, the illegal copying and
distribution of copyrighted software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer crime. Computer
hackers sometimes work alone and sometimes in groups. One pair of hackers, nicknamed the “Deceptive



Duo”, once claimed that they hacked into Midwest Express Airlines’ intranet. In an email to several news
organizations, the hackers said that their goal was to embarrass the airline and show how easy it is to gain
access to supposedly secure networks. The hackers even posted evidence of their break-in on the Web site
of the U.S. Space and Naval War Systems Command. In one recent case, Russian hackers broke into
Citibank’s network and electronically stole $10 million.

Companies with valuable or sensitive information stored in a computer worry about competitors or
thieves raiding the database simply by dialing in through a modem. Even firms that don’t share their
databases are subject to security breaches. In recent years U.S. corporations have spent more than $10
billion annually on network security. Even so, the estimated annual cost of computer crime is as high as
$15 billion. The entire U.S. electronic infrastructure, including banks, financial markets, transportation
systems, power grids, and telecommunication systems, could be vulnerable to attack. Companies and
organizations must take strong precautions to protect themselves.

System administrators implement two basic protections against computer crime: They try to prevent
access to their systems by unauthorized users and the viewing of data by unauthorized system users. To
prevent access, the simplest method requires authorized users to enter passwords. An intranet blocks
outsiders without valid passwords from entering its network by incorporating software known as a
firewall. Firewalls limit data transfers to certain locations and log system use so managers can identify
attempts to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may use encryption
software, which encodes, or scrambles, messages. Information security uses cryptography to transform
information into a form that renders it unusable by anyone other than an authorized user; this process is
called encryption. To read encrypted messages, users must use a key to convert them to regular text.
Information that has been encrypted (rendered unusable) can be transformed back into its original usable
form by an authorized user, who possesses the cryptographic key, through the process of decryption. The
length and strength of the cryptographic key is an important consideration. A key that is weak or too short
will produce weak encryption. More than one key can be used to encrypt and decrypt sensitive information.
The keys used for encryption and decryption must be protected from disclosure and destruction and they
must be available when needed. Cryptography is used in information security to protect information from
unauthorized or accidental disclosure while the information is in transit and while information is in storage.
But as fast as software developers invent new and more elaborate protective measures, hackers seem to
break through their defenses. So security is an ongoing battle.

1. OTBeTHTE HA BONIPOCHI.

1. Name the most significant problem that businesses and organizations face as a result of computer
technology.

. What is information security?

. Identify the three important threats that may damage information systems.

. Explain the term “black hat hacker”.

. What do common computer crimes involve?

. What do Internet-based crimes include? Explain the terms “scam”, “phishing” and “piracy”.
. Why must companies and organizations take strong precautions to protect themselves?

. What basic protections do system administrators implement against computer crime?

. Explain how firewalls work.

10. What is cryptography used for? Describe the processes of encryption and decryption.

11. Why is it said that security is an ongoing battle.

OO ~NOoO Ul WwWwN

2. TIpouuraiiTe NpeaioKeHHUs M CONOCTABbTE BADHAHT EPEBOIAa C OPUTHMHAIOM:

1. The problem to be solved was of great [Tpobnema, KOTOPYIO Ha10 OBLIO PEIIUTh, HMEIO
international importance. 00JIBIIIOE MEKIYHAPOTHOE 3HAUCHUE.
2. To know everything is to know nothing. 3HaTh BCE, 3HAUNT ,HE 3HATH HUYETO.
3. To know law well the students must study YroObl 3HATH XOPOIIO MPABO, CTYACHTHI JJOTDKHBI

hard. MHOTO 3aHUMAThCH..



4. For international law to be developed the @ UrtoObl pa3BuBanoch MexayHapOIHOE MPABO, B
International Law Commission was established | 1947r. 65110 co3mana MexayHapoaHas paBoBast
in 1947. KOMHMCCHS.

5. To consider cases honestly is the duty of
every judge.

PaCCManI/IBaTB ACJI0 YHECTHO JOJIT' KAXI0T'0 CyAbH.

3. 3akoHuMTE CieAyOIIHe NPeIJI0KeHs] 10 00pa3iy.

Model: You should change your stressful way of life in order to lose your symptoms.
1. We study English in order .....

2. We have entered the Medical Institute in order .......

3. We come to England in order .......

4. She is working hard in order .......

5. I went to the polyclinic in order ........

IIpakTnueckoe 3ansaTHe Ne 4.
Tema: [lIudposanue nanupx. Cia0xkHOE JOMOTHEHHE.
Hesn: Beenenue u 3akpemieHre JEKCUYECKOr0 M IPaMMaTUYECKOr0 MaTepHaia.
Ilepedyenn o0opynoBaHus /sl IPOBeACHUsI pa0d0OThI: TETPaab, IMCbMEHHBIE IPUHAUIEKHOCTH, CIIOBAPb.
3ananmue: [IpounTaTh U IEepeBECTH CIIOBa, TEKCT, ymp.1-3.

Topical vocabulary

encryption — mudposanue

decryption — pacuudposka

to encode = to encipher = pacuudpossiBaTh

to scramble — mudpoBaTh, KOTUPOBATH
cryptography — kpunrorpadus

cryptographic key — kpunrorpadguueckuii K04
available — nocTymHBIIf; TOTOBBIN K UCIIOJIB30BAHUIO
in transit — B myTu; B nporecce nepeaayn
elaborate — croxHbIi; ycOBEpIIEHCTBOBAaHHBIN
protective measures — Mepbl 3aIUThI

TYPES OF DATA ENCRYPTION

The data transferred from one system to another over the public network can be protected by the
method of encryption. On encryption the data is encrypted / scrambled by any encryption algorithm using
the key. Only a user having access to the same key can decrypt / descramble the encrypted data. A single
secret cryptographic key is used for both encryption and decryption. This method is known as private key
or symmetric key cryptography.

There are several standard symmetric key algorithms defined. Examples are AES, 3DES and
Blowfish. These standard symmetric algorithms are proven to be highly secured and time tested. But the
problem with these algorithms is the key exchange. The communicating parties require a shared secret,
key, to be exchanged between them to have a secured communication. The security of the symmetric key
algorithm depends on the secrecy of the key. Keys are typically hundreds of bits in length, depending on
the algorithm used. Since there may be a number of intermediate points between the communicating parties
through which the data passes, these keys cannot be exchanged online in a secured manner. In a large
network, where there are hundreds of systems connected, offline key exchange seems too difficult and even
unrealistic.

This is where public key cryptography, also known as asymmetric cryptography, is a help.
Using public key algorithm a shared secret can be established online between communicating parties
without the need for exchanging any secret key. In public key cryptography, each user has a pair of



cryptographic keys — a public key and a private key. Only the particular user / device knows the private
key whereas the public key is distributed to all users / devices taking part in the communication. The
sender encrypts / scrambles the message in such a way that only the recipient will be able to decrypt /
descramble the message. A disadvantage of using public-key cryptography for encryption is speed.
Asymmetric key algorithms are hundreds to thousands times slower than symmetric key algorithms.

Consider a device B whose private key and public key are PB and UB respectively. Since UB is
public key all devices will be able to use it. For any device that needs to send the message "Msg’ in a
secured way to device B, it will encrypt the data using B’s public key to obtain the cipher text "Ctx’. The
encrypted message, cipher text, can only be decrypted using B’s private key. On receiving the message B
decrypts it using the private key PB. Since only B knows the private key PB none other including A can
decrypt the message. It is important that device A receives the correct public key from device B, i.e. no
middleman must tamper or change the public key to its public key. Digital Certificate helps to deliver the
public key in an authenticated method. The Digital Certificate is an electronic document that uses a digital
signature to bind a public key with an identity — information such as the name of a person or an
organization, their address, and so forth.

A digital signature is a mathematical scheme for demonstrating the authenticity of an electronic
message or document. A valid digital signature gives a recipient reason to believe that the message was
created by a known sender, and that it was not
altered in transit. If any the data or signature is modified, the signature verification fails.

The digital signature is simply a small block of data that is attached to documents you sign. It is
generated from your digital ID (udposoii naentudukarop), which includes both a private and public key.
The private key is used to apply the signature to the document, while the public key is sent with the file.
The public key contains encrypted code, also called a “hash”, that verifies your identity.

. IlepeBeauTe CJIOBOCOYETAHNS M3 TEKCTA € PYCCKOI0 HA AHTVIMHCKHU.
. JaHHBIE, ITIepeaBacMble OT OAHOU CHUCTEMBI K IPYrou

. IO ceTH OO0IIero NOJIb30BAHUS

. 1000i# anroput™ mmdpoBaHus

. €IMHCTBEHHBIN CEKPEeTHBIH KpUNTOrpauyecKuil Ko

. Kpunrorpadus ¢ CeKpEeTHBIM KIIFOUOM (OAHOKIIOUEBasi Kpurrorpadus)
. Kpunrorpadus ¢ OTKPHITHIM KJIFOUOM WJIM aCCUMETpUYHasi Kpunrorpadus
. CTaH/IapTHBIE AIITOPUTMBI C CAMMETPUYHBIM KIIIOUOM

. OBITh Ha BBICOKOM YpOBHE 0€30IaCHOCTH U MPOBEPEHHBIMU BPEMEHEM
. 0OMeEH KJTroua

10. B3auMOIECTBYIOIINE CTOPOHBI

11. coBMECTHO MCTIOJIB3yEMBIN CEKPETHBIN KIII0Y

12. psin IpOMEXYTOYHBIX ITYHKTOB

13. BHeceTeBo# (B pexume oduiaiiH) oOMeH Kiroda

14. oTnpaBuUTEND U MOTYYaTEID

15. HETOCTaTOK B MCIOJB30BaHUHU KPUNTOrpaduu C OTKPBITHIM KIIFOUOM
16. B COTHU U THICSYH pa3 MEIJICHHEE

17. ssnstbest PB u UB cootBercTBeHHO

18. mockoabky UB ecTb OTKpBITHIN KITHOY. . .

19. pacuudposats cooOiieHne

20. mocpeTHUK

O 01O N h WN —PE

2. PackpoiiTe ckoOKH, HCTIO/IB3Ysl CJ10:KHOe JonosiHeHue. IlepeBeaure.
I want (she) to be my wife.

My brother taught (1) to swim and dive.

They would like (we) to read aloud.

Bob advised (she) to stay for another week.

We expect (he) to arrive at noon.

arwpnE



6. | heard (you) open the door.

7. Dad always makes ( 1) go fishing with him every weekend.
8. Our parents expect (we) to stop quarreling.

9. Saranever lets (he) drive her car.

10. I saw (you) cross the street.

3. IHocTaBbTE «t0» TaM, I7ie HEOOXOAMMO.

We heard the lorry ... stop near the house.

I want my elder sister ... take me to the zoo.

I believe the Internet ... be the greatest invention ever.
The teacher doesn’t let us ... use our mobile phones.
They didn’t expect her ... be late.

The police officer made him ... tell the truth.

I would like you ... admit your fault.

Swan believes Vicky ... be the best manager in our store.
. Nick persuaded me ... go in for sports.

10. We saw Jacob ... break the window.

11. I consider this sculpture ... be a masterpiece.

12. She noticed Mary suddenly ... turn pale.

©COoNO~WNE

IIpakTnyeckoe 3ansaTue Ne 5.
Tema: lludposanue nanubix. ClI0)KHOE T0NIOJHEHHE.
Hess: 3akpenieHue U cucTeMaTu3alus 3HaHUi 110 TeMe, COBEPIIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHMS], IUChMA.
IlepeueHb 000py10BaHMA /IS IPOBeIeHUS PAdOThI: TETPaib, MMCbMEHHbIE IPUHAIEKHOCTH, CIIOBApPh.
3ananue: CocTaBUTh epeckas Tekcra, ymp.1-3.

Topical vocabulary

encryption — mudposanue

decryption — pacuudposka

to encode = to encipher = paciugpoBsiBaTh

to scramble — mudpoBaTh, KOTUPOBATH
cryptography — kpunrorpadus

cryptographic key — kpunrorpadguueckuii K04
available — mocTymHBIIf; TOTOBBII K HCIIOIB30BAHUIO
in transit — B myTu; B mporiecce nepeaayn
elaborate — croxHbIi; ycOBEpIIEHCTBOBAaHHBIN
protective measures — Mepbl 3alUThI

TYPES OF DATA ENCRYPTION

The data transferred from one system to another over the public network can be protected by the
method of encryption. On encryption the data is encrypted / scrambled by any encryption algorithm using
the key. Only a user having access to the same key can decrypt / descramble the encrypted data. A single
secret cryptographic key is used for both encryption and decryption. This method is known as private key
or symmetric key cryptography.

There are several standard symmetric key algorithms defined. Examples are AES, 3DES and
Blowfish. These standard symmetric algorithms are proven to be highly secured and time tested. But the
problem with these algorithms is the key exchange. The communicating parties require a shared secret,
key, to be exchanged between them to have a secured communication. The security of the symmetric key
algorithm depends on the secrecy of the key. Keys are typically hundreds of bits in length, depending on
the algorithm used. Since there may be a number of intermediate points between the communicating parties



through which the data passes, these keys cannot be exchanged online in a secured manner. In a large
network, where there are hundreds of systems connected, offline key exchange seems too difficult and even
unrealistic.

This is where public key cryptography, also known as asymmetric cryptography, is a help.
Using public key algorithm a shared secret can be established online between communicating parties
without the need for exchanging any secret key. In public key cryptography, each user has a pair of
cryptographic keys — a public key and a private key. Only the particular user / device knows the private
key whereas the public key is distributed to all users / devices taking part in the communication. The
sender encrypts / scrambles the message in such a way that only the recipient will be able to decrypt /
descramble the message. A disadvantage of using public-key cryptography for encryption is speed.
Asymmetric key algorithms are hundreds to thousands times slower than symmetric key algorithms.

Consider a device B whose private key and public key are PB and UB respectively. Since UB is
public key all devices will be able to use it. For any device that needs to send the message 'Msg’ in a
secured way to device B, it will encrypt the data using B’s public key to obtain the cipher text "Ctx’. The
encrypted message, cipher text, can only be decrypted using B’s private key. On receiving the message B
decrypts it using the private key PB. Since only B knows the private key PB none other including A can
decrypt the message. It is important that device A receives the correct public key from device B, i.e. no
middleman must tamper or change the public key to its public key. Digital Certificate helps to deliver the
public key in an authenticated method. The Digital Certificate is an electronic document that uses a digital
signature to bind a public key with an identity — information such as the name of a person or an
organization, their address, and so forth.

A digital signature is a mathematical scheme for demonstrating the authenticity of an electronic
message or document. A valid digital signature gives a recipient reason to believe that the message was
created by a known sender, and that it was not
altered in transit. If any the data or signature is modified, the signature verification fails.

The digital signature is simply a small block of data that is attached to documents you sign. It is
generated from your digital ID (udposoii naentudukarop), which includes both a private and public key.
The private key is used to apply the signature to the document, while the public key is sent with the file.
The public key contains encrypted code, also called a “hash”, that verifies your identity.

1. Bei0epuTe NpaBUJIbHbII BAPUAHT OTBETA.

1. The main problem with symmetric key algorithms is
a) the key length

b) the key weakness

c) the key exchange

2. Public-key cryptography is also known as

a) symmetric cryptography

b) asymmetric cryptography

c) shared-key cryptography

3. A message encrypted with the recipient’s public key can only be decrypted with
a) the sender’s private key

b) the sender’s public key

c) the recipient’s private key

4. Symmetric-key algorithms are

a) as fast as asymmetric key algorithms

b) hundreds to thousands times slower than asymmetric key algorithms
¢) hundreds to thousands times faster than asymmetric key algorithms

5. A Digital Certificate is
a) a small block of data that is attached to the documents you sign



b) an electronic document which proves your identity when you are doing business on the Internet
c) a program designed to prevent unauthorized access to the network by hackers

6. A digital signature is a mathematical scheme for demonstrating
a) the privacy of an electronic message or document

b) the availability of an electronic message or document

c) the authenticity of an electronic message or document

2. llepedpa3upyiiTe npeaiokeHus, HCMOJIb3Ysl CJI0KHOE J0MOJTHEHHE.
Ipumep: | want that she will cook mushroom soup. — | want her to cook mushroom soup.
1. The children were laughing and enjoying themselves on the beach. Their parents saw them. — Their
parents saw ... .
They said: “He is an expert in our industry.” — They consider ... .
The bike disappeared in the forest. The policeman noticed it. — The policeman noticed ... .
Elvis said to his son: “Don’t watch horror films.” — Elvis doesn’t let ... .
“Mummy, please, buy me that doll”, said the little girl. — The little girl would like ... .
Dad says that I can travel to China with you. — Dad allows ... .
He swears a lot. Many people heard that. — Many people heard ... .
“Bring me some water from the well,” my grandmother said. — My grandmother wanted ... .
Somebody was watching me. | felt that. — I felt ... .
10. Daniel said: “Helen, you can go to a night club tonight.” — Daniel let ... .
3. ITocTaBbTe Ti1aroJ1 B npaBuibHol popme: -ing, infinitive with or without to (¢ okonuanuem -ing,
HHQUHATHBOM ¢ YacTHuiei t0 niu 6e3 yacTuisl 10).
1. The film was very sad. It made me ..... (cry)
2. Have you got enough money or do you want me ..... you some. (lend)
3. I heard her ..... the door and ..... (open, go out)
4. She told him ..... the door. (lock)
5. Isaw him ..... the ducks. (feed)

©COoN O~ WN

IpakTuyeckoe 3ansiTue Ne 6.
Tema: XurieHue nepcoHaJbHBIX TaHHBIX. 3amuTa. CloKHOE MoJyIexKalee.
Hean: Beenenue u 3akpemniieHne JIEKCUUECKOro M rpaMMaTUYECKOT0 MaTepHuaia.
IlepeueHs 000py10BaHMA /IS POBeIeHUA PadOThI: TETPa/ib, MMCbMEHHBIE IPUHAIEKHOCTH, CIIOBApPh.
3aganue: [Ipountarh U nepeBecTH Cl0Ba, TEKCT, OTBETUTH HA BOIPOCHI.

Topical vocabulary

identity theft — xumenue (kpaxa) nmepcoHANBHBIX AAHHBIX

to be caught in the crossfire — okazaTbcst MeX Iy IBYX OTHEMH
survival — BeDKHBaHHE

security implications — mociencTBUs HapylIeHHsT 0€30MACHOCTH
to decline — camxarbes; magaTe

to slide in — «mpockaib3bIBaTh», MPOHUKATH TAHKOM

to exploit computers — ucmosb30BaTh B CBOMX HHTEPECaX;
OCYIIECTBIIATH KOMITBIOTEPHOE BTOPYKEHHE

aside from faltering

the performance of — kpome c60eB B ) yHKIIMOHUPOBAHUH

an operating system. .. OIepalMOHHON CHCTEMBL. ..

to commit identity theft — coepirats xuieHre MEPCOHATBHBIX JTaHHBIX
to tempt — ckn0HATH, 3aMaHUBATH, UCKYIIATH

spyware — mmuonckoe [10



genuine software — macrosiee (ommuaHoe) [10
adware — anBap; OecruIaTHBIN MPOrPaMMHBII IPOIYKT
C pa3MenIEHHOM B HEM pPEeKJIaMOi

banner ads — 6anHepHas pekiama

to keep pace with — He orcraBarh; mocrneBaTh
diabolical nature — 3nasi, absIBOJIbCKAs CYIIHOCTh
blatantly — nemoncTpaTBHO, OTKPOBEHHO

in great demand — moJib30BaThCs OOJIBIIIUM CIIPOCOM
to pose a threat — npencraBiaTs yrposy

spam filter — punbTp U1 ciama

unsolicited mail — mernporenas moyra

Inbox — BxopsIue cooOIIeHMs

to work wonders — TBopuTh uyaeca

NEW MALWARE DAILY: HOW TO PROTECT YOUR PC

According to recent research for antivirus companies, there are hundreds to thousands of new types
of malware being discovered on a daily basis. Because technology changes so quickly, it is important to
understand that along with all of the changes in technology comes new malware that is created by
cybercriminals to circumvent new innovations in technology.

In a nutshell, the way cybercriminals circumvent new technology and security systems is through
written computer language or via a malcode generator.

Once the cybercriminal has generated the code to create the malware, they test it out to determine
how much damage they can do without anyone noticing. The longer they can go without the malware being
detected so protection can be created, the more widely used the code will be.

Due to the increase in cybercriminal activity, antivirus programs have been forced to come up the
ranks and now contain more protection than ever against new malicious software that is created everyday.
Here are a few features your antivirus program should have:

Spyware Detection: Antispyware detection that identifies and removes spyware in real-time.

Automatic Updates: A good antivirus program will provide automatic updates for new viruses.

Firewall: The firewall feature places added protection between your computer and the Internet.

Automatic Scanning: The antivirus program should perform an automatic scan to your files, email,
hard drive, and archives at regularly scheduled intervals. It should also provide a way to quarantine any
viruses, Trojans, or worms it has detected.

Pop-Up Blocker: A pop-up blocker is important for blocking any pop-ups that contain adware and
spyware. Sometimes your PC can get infected by spyware simply through attempts to get rid of an
annoying pop-up that has appeared.

Anti-Phishing: Phishing involves obtaining your personal information through trickery, by
hijacking you to a site you think is one that you usually use and then requesting your personal information.
The anti
phishing feature on your antivirus program will help you identify these fraudulent sites.

Data Backup: Antivirus programs should assist with backing up your data registry in the event a
file gets deleted from the registry or that you need to clean your registry in the event of a virus attack.

Parental Controls: If you have children in your household it is a good idea to install an antivirus
program with parental controls. This way you can help to prevent your children from visiting websites that
may be infected with malware.

1. Pair work. a) Match the questions and the answers. b) Ask the questions and let your groupmate
answer them.
1. In what position does a) Switches are used to open and close the circuits.

the switch have high b) Closed is the on-position; open is the off-position

(low) resistance?



2. What are the functions c) The switch is connected in series with the load.
of the switch?

3. In what position is the d) In the on-position the closed switch has a very low
switch open? closed? resistance, which results in maximum current in the

4. In what way is the load with zero voltage loss across the switch. When
switch connected to the switch is off it has a very high resistance and no
the circuit? current flows through the circuit.

2. Haiigure B mpemIoKeHHAX 000POT “cCiI0o:KHOe mopjexkamee ¢ uHpuHuTHBOM”. IlepeBenuTe
NMPEeAJIOKCHUA HA pyCCKI/Iﬁ AA3BIK.

1. The President is believed to be in London now. 2. She is supposed to be an experienced secretary. 3. The
computer is expected to save the scientists a lot of time. 4. The material loss (marepuanbubIit yiep6) was
estimated to be more than 1 min dollars. 5. This discovery is considered to be the result of a long and
thorough investigation. 6. These phenomena are believed to be interdependent. 7. The expedition is
reported to be moving north. 8. This man is said to be a good psychologist. 9. The talks are reported to be
in progress. 10. The head of the expedition was held responsible for the accident.

3. 3ameHHTE CJI0KHO-TIOTYHMHEHHbIE MPEIJIOKEeHHS HA MPOCThIE, HCIMOJIL3Ysl 000POT “CJI0KHOE
nojJiexamniee ¢ HHGUHUTUBOM .

O 6 pas3e Itissaid that he is a good student.

He is said to be a good student.

1. It is known that they will arrive tomorrow.

2. It is expected that the conference will take place in Kiev.

3. It is hoped that the new edition of this book will be of no less interest to the reader.

4. It will be noticed that these poems are of quite a different character.

5. It has been shown in the above examples that the sense of the sentence often depends on the order of
words.

6. It is sometimes said that the Nile is-longer than all -the rivers in the eastern and western hemispheres.
7. It will be seen from the following tables that the sounds do not coincide in quality.

8. It was thought useful to apply this method here.

9. It has been estimated that the volume contained 220 pages.

10 It is known that dreams reflect our waking life.

IIpakTHyeckoe 3ansaTHe Ne 7.
Tema: XuiieHne nepcoHaJIbHBIX JaHHBIX. 3amuTa. CI0KHOE MOoyIeKalllee.
Hesn: Beenenue u 3akpemieHre JEKCUYECKOr0 M IPaMMaTUYECKOr0 MaTepHaia.
ITepedyenn o0opynoBaHus 1Jisi IPOBeACHUsI Pa0d0ThI: TETPaab, IMCbMEHHBIE IPUHAIEKHOCTH, CIIOBAPb.
3ananmue: [IpounTtaTh U IEPEBECTH CIIOBA, TEKCT, OTBETUTH HA BOIIPOCHI.

DATA SECURITY
1. I/I3y‘II/ITe INYHKTbI ¢ Ha3BaAaHMAMM CII0CO00B 3alUTBI H COMOCTABLTEC HUX HMIKECICAYHOIIUMH
IMYHKTaMH.
1. Protect against Viruses

2. Implement Network Controls

3. Backup Data and Programs

4. Protect against Natural Disasters

5. Central Access to Hardware and Software
6. Separate and Rotate Functions



A

Lock physical locations and equipment.
Install a physical security system.
Monitor access 24 hours a day.

B

Make incremental backups, which are copies of just changes to files, at frequent intervals.

Make full backups, which copy all files periodically.

To protect files from natural disasters such as fire and flood, as well as from crimes and errors, keep
backups in separate locations, in fireproof containers, under lock and key.

C

Install firewalls to protect networks from external and internal attacks.

Password-protect programs and data with passwords which cannot easily be cracked.

Monitor username and password use — require changes to passwords regularly.

Encrypt data.

Install a callback system

Use signature verification or biometric security devices (security devices that measure some aspect of a
living being e.g. a fingerprint reader or an eye scanner) to ensure user authorization.

D
Install uninterruptable power supplies and surge protectors (3amuTa OT CKa4KOB HAIIPSHKEHHSI B CETH)

E

If functions are separate, then two or more employees would need to conspire to commit a crime.

If functions are rotated (uepenyrorcs), employees would have less time to develop methods to
compromise a program or system.

Perform periodic audits.

F

Use virus protection program.

Use only vendor-supplied (pupmennoe) software or public domain (o6menocrynuoe I10) or shareware
products that are supplied by services that guarantee they are virus-free.

2. Ucnoan3ylite HH(pOpManuI0O BbIlle W COCTABbTE IJIAH Mep, KOTOPbIe Obl NMPeIOTBPATHIN HJIH
OrpaHH4U/IM BOSBHUKHOBCHHUE CJIICAYIOLIHUX YyIPo3:

Computer crime

Viruses

Disasters

3. Kak ObI BbI IpeO0TBPAaTHJIM HUKeNepeuncaeHHbie cutyanuu. Mcnmoan3ylite mHpopManuio Bbie.
CpaBHI/ITe CBOHU OTBETHI C OAHOTIPYIIITHUKAMMHU.
1. You open an email attachment which contains a very destructive virus.

2. Someone guesses your password (the type of car you drive plus the day and month of your birth) and
copies sensitive data.

3. Your hard disk crashes and much of your data is lost permanently.

4. Someone walks into your computer lab and steals the memory chips from all the PCs.

5. Your backup tapes fail to restore properly.

1. llepeBenute u HaviguTe complex subject.
1. She is supposed to have been taken to hospital.
2. Things are sure to get better.




3. The book is bound to be remembered.

4. Some emotion seemed to be torturing him.
5. He seems to notice nothing unusual.

6. | happened to be standing at the window.

. The picture proved_to have been stolen.

\l

2. PackpoiiTe ckoOKH

1. She smiled broadly and waved her hand. She seemed (to recognize) me.
2. Even if he is out you needn’t worry. He is sure (to leave) the key under the door-mat.
3. At that time | happened (to work) at my first novel.

4. You won’t be likely (to miss) the train if you start right away.

5. Don’t cry! Everything is bound (to get) right between you.

6. She lost her head and seemed (to forget) the little English she knew.

7. A young woman is supposed (to write) this book.

8. You needn’t mention it again. He is not likely (to forget) it.

9. He is believed (to teach) by his father.

10 You needn’t tell me this. I happen (to give) all the details by Mother.

IpakTuyeckoe 3ansaTue Ne 8.
Tema: KonTpoabsHas padora.
Hean: KoHTpOIb JEKCUYECKUX U TPAMMATHUYECKUX HABBIKOB, CIIOBAPHOTO 3araca 00y4aromuxcs.
Ilepeyenb 000pyI0BaHMS ISl IPOBeACHUsI PA0OThI: TETPA/lb, TUCbMEHHBIE IPUHATIEKHOCTH, CIOBAPb.
TecT

1. Beibepute Hy)xHYIO (popMy HHOUHUTHBA WA IPUIACTHS
We can't help laughing looking at them
a) HE MOXEM HE CMESAThCA
b) He MOXeM He yabpIOaThCs
C) HE MOXKE€M HE HaCMEeXaThCs
2. BeiGepute HykHYIO (pOpMY HH(DUHUTHBA WA TPUYACTHS
They were happy ... in our expedition
a) take part
b) to take part
c) be taking
d) to taken part
3. Beibepure Hy)HYW0 Gopmy uHbrHUTHBA Simple Active or Passive:
The letter was ... at once.
a) to send
b) to sent
c) sended
d) to be sent
4. I3MeHUTEe MECTOUMEHNE B 06IJ_ICM maacxXe Ha MECTOMMECHUCEC B 00BEKTHBHOM nageixe:
He made (we) do the work again.
5. OT™MeTbTE NMPaBUIIbHBIE OTBETHI
VYkaxkute HoMepa MpeasoKeHul, riae Heo0X0AUMO MOCTaBUTh YacTUlly -to- nepe MHGUHUTHBOM:
1) I like ... play the piano.
2) They wanted to cross the river.
3) He did want... play in the street.
4) 1shall ...doall.
5) | saw him ... enter the room.
6) She was planning ... do a lot of things yesterday.



7) Do you like ... listen to good music?
8) Her brother can ... speak French.
9) Itistime ... go to bed.
10) May I ... use your telephone?
6. BriOepuTe nmpaBHIIbHBIA BapUAHT MIEPEBO/IA MPEIIOKEHUS
She heard him open the door.
a) OHa CJIbllalia, KaKk OH OTIIMPaJ ABCPb
b) oHa ycibIIIana ero maru
C) OHa CJIBIIIUT, KaK OH OTKPBIBACT ABCPH
7. Beibepute HyxHyto Gpopmy nndunutusa Simple Active or Passive:
Mother was too tired to ... supper
a) to cook
b) to be cook
C) to be cooked
d) to be cooking
8. BribepuTe nmpaBUiIbHBIN BapHAHT IEPEBO/IA MPEIIIOKECHUS:
He made us do the work again.
a) OH MOIPOCUI HAC CeNaTh paboTy
b) on 3acTaBuII Hac caenaTh paboOTy CHOBA
C) OH 3aCTaBJISIET HAC C/IeJaTh paboTy CHOBA

9. IsMeHuTe MecTOMMEHHE B OOIIIEM MAIEKE HA MECTOMMEHNE B OOBEKTUBHOM ITaEHKE:
I would like (you) to offer Pete your help.

10. BeiOepuTe npaBUIIbHBIN BapHAHT MEPEBOIA MPEIOKECHUS:
I would like you to offer Pete your help.
a) MHe OBl X0Tenocs moMoub [lerpy
b) mue HpaBuTcs momorats [letpy
¢) MHE OBbI XOTEIJIOCh, YTOOBI BBI MpeIokuiIH [leTpy cBOO oMOIIh

11. Beibepure Hy)HYIO (HopMy HHPUHUTHUBA UK TPUYACTHUS
He made me ... it.
a) did
b) do
c) todo
d) doing
12. U3MeHnTE MECTOMMEHYE B O6H_ICM nagcxe Ha MCCTOMMCHUC B 00BEKTUBHOM nagcixKe:
Let (he) smoke here.
13. Beibepute Hy)HYI0 hopmy uHpuHUTHBA Simple Active or Passive:
He was the first ... to the finish.
a) to came
b) to come
c) to be come
d) to have been come
14. Beibepure Hy)HYIO (opMy HHPUHUTUBA UK IPUYACTHUS
It's very different ... a car in a big city
a) driven
b) drove
c) to bedriven
d) todrive
15. Bribepute Hyx)HYyI0 popmy nnpuautrba Simple Active or Passive:
They were happy ... at home.



a) to leave
b) to be leave
c) to be left
d) to leaving
16. Beibepute HykHYIO popmy nHpuHUTHBa Simple Active or Passive:
I have come here to ... to you.
a) to be talked
b) to talk
c) to talked
d) to be talking
17. Beibepure HyxHYIO (HopMy HHOUHUTHBA WM PUYACTHUS
Would you like me ... now?
a) read
b) to read
c) to reading
18. Beibepure Hy)HYIO (hopMYy HHPHUHUTHUBA UK TPUYACTHUS
I let him ... late
a) go
b) going
c) went
d) togo
19. VI3aMeHuTEe MECTOMMEHHE B O0IIEM T1aJIe’Ke Ha MECTOMMEHHE B 0O BEKTHOM ITaJIeKe:
I want (he) to go to food fair.
20. M3MeHuTe MECTOMMEHHE B O0IIEM Ta/Ie)Ke HA MECTOMMEHHE B 0O BEKTHOM ITaJICKE:
He would like (she) to play with him.

21. BeiOepuTe nMpaBUIbHBINA BapUAHT NIEPEBOJIA MPEITIOKEHUS:
We expect him to sign the contract on Monday.
a) MBI paCCYHUTBIBACM IIOAINIUMCATb KOHTPAKT B IIOHCACIbHUK
b) MBI XOTHUM, 4TOOBI OH MoAIIMCAJI KOHTPAKT B MMTOHCACIIBbHUK
C) MBI O)KUJACM, YTO OH IMOAIMUIICT KOHTPAKT B IOHCACIIbHUK

22. 3MeHUTE MECTOMMEHHE B O6H.IeM IIagcKe 1ma MECTOUMCHHUEC B 00BEKTHOM nageixe:
We expect (he) to do It.

23. BeiOepute HykHYI0 (OpMy HHPUHUTHBA WU IPUYACTHUS
The child wanted ... seriously

a) to be taken
b) to take
c) to took
d) to be take

24. I3meHuTEe MECTOMMEHUE B 00IIeM TaJIe)Ke Ha MECTOUMEHHE B OOBEKTHOM TaJIEKe:

Let (we) read.

25. 3MeHuTe MECTOMMEHHE B O0IIIEM MaJIeKe Ha MECTOMMEHNE B 0ObEKTHOM MaJIexKe:
Bad weather made (they) return home.
26. BoibepuTe npaBUiIbHBIN BapHaHT MepeBo/a MpeIoKeHuUs:
They would like us to learn English.
a) UM HPaBUTHCS YUNUTh aHTJIMHCKUN
b) oHu xoTenu Obl, YTOOBI MbI YUHIIA AHTITUHCKHI
C) OHH JIIOOAT YUUTh HAC AaHTIIMHCKOMY
27. BeiOepuTe mpaBWIbHBIN BapuaHT MepeBOIA MPEII0KEHUS:



Let him smoke.
a) IyCTb OH KypHUT
b) mycTh OHa KypUT
C) 3aCTaBbTE €r0 KYpPUTh
28. BeiOepuTe nMpaBUIIbHBINA BapUAHT NIEPEBOJIA MPEIOKEHUS:
She saw the postman climbing up the stairs.
a) OHa BHJIEJa MOoYTaIbOHA
b) ona Buaena, kak MOYTAILOH OAHUMAICS 1O JICCTHUIIE

IpakTnyeckoe 3ansiTue Ne 9.
Tema: Mtorosoe 3aHsiTue.
Hesab: KoHTpOJIb YMEHUI U HABBIKOB MPAKTUYECKOTO BJIAJICHUS AHTJIMHCKUM SI3bIKOM.
Ilepeyenb o0opyroBaHMs ISl POBedeHUsI padOThI: TETPA/b, TUCbMEHHBIE IPUHAIIICKHOCTH, CI0OBAPh.

Kourtposbnblie 3anannus k 1upepeHunpoBaHHOMY 3a4eTy

JlekcnuecKkue TeMbI I'pammaTuyeckne TeMbl
1.UHTepHerT. 3.MudunuTUB
2.KoMIbIOTEpHBIE NPECTYIICHUSI. 4.C0xHO€E JONOJIHEHNE
Bapuanr I

1.IIpounTaiiTe  NepeBeANTE TEKCT, BHINOJIHUTE 32IaHUS K TEKCTY.

THE INTERNET, THE INTRANET, AND NETWORKS

We live in a rapidly changing information society — that is, a society in which large groups of
workers generate or depend on information to perform their jobs. The need for more and better information
will only continue to grow. Information technology (IT) relates to processes and applications that create
new methods to solve problems, perform tasks, and manage communication. Simply put, Information
technology is the use of computers and software to manage information. Information technology plays a
major role in the 21st century world; today, our economic productivity is based more on technology than
on any other advance. IT has resulted in social issues related to privacy, intellectual property, and quality of
life. Just a few decades ago computers were considered exotic curiosities, used only by scientists and the
military. Today, they have become indispensable not only to businesses but to common people as well.
Who can imagine daily life without sending e-mails to friends, booking airline tickets over the Internet, or
preparing reports with word processing program?

The Internet has profoundly changed the way people communicate, learn, do business, and find
entertainment. Although many people believe the Internet began in the early 1990s, its origins can actually
be traced to the late 1950s. Over the past decades, the network evolved from a system for government and
university researchers into a tool used by millions around the globe for communication, information,
entertainment, and e-business.

The Internet is an International computer Network made up of thousands of networks linked
together. All these computers communicate with one another; they share data, resources, transfer
information, etc. To do it they need to use the same language or protocol: TCP / IP (Transmission Control
Protocol / Internet Protocol) and every computer is given an address or IP number. This number is a way to
identify the computer on the Internet.

The Internet’s most commonly used network for finding information is the World Wide Web (or
more simply, the Web. The Web is a collection of interconnected Web sites or “pages” of text, graphics,
audio and video within the Internet. To get on the Internet, you need a computer, a modem, and an Internet



service provider (ISP). The modem (modulator-demodulator) converts the digital signals that can be
transmitted over telephone lines. Internet service providers provide customers with a connection to the
Internet through various phone plugs and cables. Today, connections to the Internet include simple
telephone lines (a dial-up telephone connection) or faster digital subscriber lines (DSLs) and cable
broadband that carry larger amounts of data at quicker transfer speeds.

Broadband technology is a general term referring to higher speed Internet connections that deliver
data, voice, and video material. Broadband technology combines digital, fiber-optic, and wireless network
technologies that compress data and transmit them at blinding speeds. And with new wireless technology,
it is possible to access the Internet by using your laptop computer, cellular phone, and other wireless
communications devices.

The most popular wireless network currently is Wi-Fi. Wi-Fi — short for wireless fidelity — is a
wireless network that connects various devices and allows them to communicate with one another through
radio waves. Wi-Fi allows high-speed wireless Internet connections when linked to a specially equipped
modem. In the not-too-distant future, experts expect Wi-Fi to link all sorts of devices — not just computers,
but lamps, stereos, appliances, and more — and to fully integrate the Internet into our lives. The basic
equipment has changed drastically in the last few years. You may no longer need a computer to use the
Internet. New Generation mobile phones and PDAs, personal digital assistants, also allow you to go online
with wireless connections, without cables. Telephone lines are not essential either. Satellites orbiting the
Earth enable your computer to send and receive Internet files. Finally, the power-line Internet, still under
development, provides access via a power plug.

An intranet is a smaller version of the Internet for use within an organization. Using a series of
customized Web pages, employees can quickly find information about their firm as well as connect to
external sources. Intranets limit access only to employees or other authorized users. Generally, intranet
sites are protected, and users must supply both a user name and a password to gain access to a company’s
intranet site. Some firms open up their intranets to other selected users through an extranet, a network of
computers that permits selected companies and organizations to access the same information. An extranet
allows users to share data, process orders, and manage information.

Both the Internet and intranets are examples of a computer network. Today, two basic types of
networks affect the way people obtain data and information. A wide-area network (WAN) is a network that
connects computers over a large geographic area. The world’s most popular WAN is the Internet. A local-
area network (LAN) is a network that connects computers that are in close proximity to each other, such as
an office building or a college campus.

Most networks are linked with cables or wires but new Wi-Fi, wireless fidelity, technologies allow
the creation of WLANS, where cables or wires are replaced by radio waves.

2.BbiOepuTe NpaBWILHBIN BADHAHT OTBETA!

1. Information technology relates to processes and applications that create new methods to send sounds and
signals through space by means of electromagnetic waves / to solve problems, perform tasks, and manage
communication.

2. Simply put, Information technology is the use of computers and software to manage the information
society / information systems / information.

3. IT plays a major / secondary role in the 21st century world; our economic productivity is based less /
more on technology than on any other advance.

4. The IP number is the abbreviation for Internet Provider number / Internet Protocol number / Intel
Processor number.

5. Although most of us think that the Internet began in the early 1990s, its origins can actually be traced to
the late1930s / the late 1940s / the late 1950s.

6. The Internet / the World Wide Web is the global information system that links many computer networks
together.

7. A collection of interconnected files or pages of audio, visual, and text data within the Internet is known
as Telnet / DSL / the Web.



8. The modem converts the different sounds / digital signals that can be transported / transmitted over
telephone lines / TV cables.

9. Simple telephone lines carry smaller / larger amounts of data at quicker / slower transfer speeds than
DSLs and cable broadband.

10. Wi-Fi — short for wired fidelity / wireless fidelity — is a wireless / wired network that connects various
devices and allows them to communicate with one another through radio waves / telephone lines.

. OTBeTLTE HA BOIIPOCHI.

. What is information technology? What role does information technology play in the 21st century world?
. How has the evolution of the Internet affected the world?

. What connections to the Internet are available nowadays?

. Characterize broadband technology.

. What is Wi-Fi?

. What is an intranet? An extranet? How are they used?

. Distinguish between WAN and LAN.

. Explain what WLANS are.

~NOoO O, WWNEW

. BcraBbTe yactuny to rae 3To He0OX0AMMO:

. I like ... play the guitar.

. My brother can ... speak French.

. We had ... put on our overcoats because it was cold.
. They wanted ... cross the river.

. It is high time for you ... go to bed.

. May I ... use your, telephone?

. They heard the girl ... cry out with joy.

~NOoO O, WNEFE A

5. 3amenure BBIJICJICHHBIC YaCTHU HpeIlJIO)KeHI/Iﬁ I/IH(l)I/IH]/ITI/IBHLIM]/I OﬁOpOTaMI/I:
Obpasey:The boy had many toys which he could play with.
The boy had many toys to play with.
1. I have no books which I can read.
2. Is there anybody who will help you with your spelling?
3. Don’t forget that she has a baby which she must take care of.
4. Have you got nothing that you want to say on this subject?
5. There was nothing that he could do except go home.
6. | have only a few minutes in which I can explain these words to you.
7. | have an examination which | must take soon, so | can’t go the theatre with you

Bapuanr 11
1.IlpounTaiiTe U MepeBeAUTE TEKCT, BHINOJHUTE 32JaHUA K TEKCTY.

PROTECTING INFORMATION SYSTEMS: COMPUTER CRIME

As information systems become increasingly important business assets, they also become
progressively harder to replace. When computers are connected to a network, a problem at any location can
affect the entire work. Perhaps the most significant problem businesses face as a result of computer
technology is information security. Information security means protecting information and information
systems from unauthorized access, use, disclosure, disruption, modification, inspection, recording or
destruction. There are three important security threats that may damage information systems: computer
crime, viruses, and disasters.

COMPUTER CRIME



Computers provide efficient ways for people to share information. But they may also allow people
with more malicious intentions to access information. Or they may allow crackers, or black hat hackers —
computer criminals who use technology to perform a variety of crimes — to gain access to classified
information. Common computer crimes involve stealing or altering data in several ways:

Employees or outsiders may change or invent data to produce inaccurate or misleading information.

Employees or outsiders may modify computer programs to create false information or illegal transactions
or to insert viruses.

Unauthorized people can access computer systems for their own illicit benefit or knowledge or just
to see if they can get it.

Computer crime is on the rise. The number of violations of Internet security as reported to the
Computer Emergency Response Team Coordination Center, located on the Web at http://www.cert.org, has
risen sharply in recent years. In 1990, only six incidents were reported. Recently, the number of reported
incidents soared to over 82,000. Of course, the statistics don’t include the number of incidents that were not
reported, so the total is probably much higher.

Internet-based crimes include scam, email fraud to obtain money or valuables, and phishing, bank
fraud, to get banking information such as passwords of Internet bank accounts or credit card details. Both
crimes use emails or websites that look like those of real organizations. Piracy, the illegal copying and
distribution of copyrighted software, information, music, and video files, is widespread.

Individuals, businesses, and government agencies are all vulnerable to computer crime. Computer
hackers sometimes work alone and sometimes in groups. One pair of hackers, nicknamed the “Deceptive
Duo”, once claimed that they hacked into Midwest Express Airlines’ intranet. In an email to several news
organizations, the hackers said that their goal was to embarrass the airline and show how easy it is to gain
access to supposedly secure networks. The hackers even posted evidence of their break-in on the Web site
of the U.S. Space and Naval War Systems Command. In one recent case, Russian hackers broke into
Citibank’s network and electronically stole $10 million.

Companies with valuable or sensitive information stored in a computer worry about competitors or
thieves raiding the database simply by dialing in through a modem. Even firms that don’t share their
databases are subject to security breaches. In recent years U.S. corporations have spent more than $10
billion annually on network security. Even so, the estimated annual cost of computer crime is as high as
$15 billion. The entire U.S. electronic infrastructure, including banks, financial markets, transportation
systems, power grids, and telecommunication systems, could be vulnerable to attack. Companies and
organizations must take strong precautions to protect themselves.

System administrators implement two basic protections against computer crime: They try to prevent
access to their systems by unauthorized users and the viewing of data by unauthorized system users. To
prevent access, the simplest method requires authorized users to enter passwords. An intranet blocks
outsiders without valid passwords from entering its network by incorporating software known as a
firewall. Firewalls limit data transfers to certain locations and log system use so managers can identify
attempts to log on with invalid passwords and other threats to system security.

To prevent system users from reading sensitive information, the company may use encryption
software, which encodes, or scrambles, messages. Information security uses cryptography to transform
information into a form that renders it unusable by anyone other than an authorized user; this process is
called encryption. To read encrypted messages, users must use a key to convert them to regular text.
Information that has been encrypted (rendered unusable) can be transformed back into its original usable
form by an authorized user, who possesses the cryptographic key, through the process of decryption. The
length and strength of the cryptographic key is an important consideration. A key that is weak or too short
will produce weak encryption. More than one key can be used to encrypt and decrypt sensitive information.
The keys used for encryption and decryption must be protected from disclosure and destruction and they
must be available when needed. Cryptography is used in information security to protect information from
unauthorized or accidental disclosure while the information is in transit and while information is in storage.
But as fast as software developers invent new and more elaborate protective measures, hackers seem to
break through their defenses. So security is an ongoing battle.



2. BepHo U1 HeBepHO?
Ilpumep: In my opinion it is true that... / To my mind it is false that ... because...

1. The growth of information technology and the Internet has resulted in such a significant problem as
information security.

2. There are two important security threats that may damage information systems: computer crime and
viruses.

3. Crackers, or black hat hackers, are computer criminals who use technology to perform various crimes.

4. The number of violations of Internet security has fallen sharply in recent years.

5. Internet-based crimes include phishing, email fraud to obtain money or valuables, and scam, bank fraud,
to get banking information.

6. Computer technology is widely used to pirate copyrighted works such as films and music.

7. Nowadays all organizations are vulnerable to computer crime.

8. Sometimes hackers want to show how easy it is to gain access to supposedly secure networks.

9. The firms that don’t share their databases are completely protected against security breaches.

10. U.S. corporations seldom spend money on network security though the estimated annual cost of
computer crime is as high as $15 billion.

3. OTBeThTE HA BONPOCHI.

1. Name the most significant problem that businesses and organizations face as a result of computer
technology.

. What is information security?

. Identify the three important threats that may damage information systems.

. Explain the term “black hat hacker”.

. What do common computer crimes involve?

. What do Internet-based crimes include? Explain the terms “scam”, “phishing” and “piracy”.
. Why must companies and organizations take strong precautions to protect themselves?

. What basic protections do system administrators implement against computer crime?

. Explain how firewalls work.

10. What is cryptography used for? Describe the processes of encryption and decryption.

11. Why is it said that security is an ongoing battle

OO ~NOoO Ok WwN

4. IlepeBenuTe HA PYCCKHUH A3BIK:

1. Everybody expected her to marry Nick.

2. 1 would-like them to come as soon as possible.
3. l expect you t join us.

4. | don't want to see you in this company

5. We would like you to visit us.

6. | hate you to play the piano.

7. My mother wants me to study better.

5. [lepedpa3upyiiTe npeasoxkeHus mo odpasmy:
Obpasey:. The boy was playing football in the yard (see).
We saw the boy play football in the yard.

. They came back at once (make).

. You must do it yourself (want).

. The boy said something in a low voice (hear).
. She is waiting for Mary (believe).

. He is a very talented actor (know).

. My son is going to become a surgeon (want).
. The girl was singing a very lovely song (hear

~No o wN R



4 KYPC 7 CEMECTP
BUPYCbI

IIpakTnueckoe 3ansaTHe Ne 1.
Tema: Bupycsl. ['epynauii.
Ienn: Beenenne u 3akperuieHne JIEKCUUECKOro M rpaMMaTUYECKOTr0 MaTepuraa.
Ilepedyenn o0opynoBaHMs /sl IPOBEACHUsI Pa00OThI: TETPaab, IMCbMEHHBIEC IPUHAUIEKHOCTH, CIIOBAPb.
3ananme: [IpounTaTh U IepeBECTH CIIOBA, TEKCT, ymp.1-3.

Topical vocabulary

COMpuUter Virus — KOMIbIOTEPHBIN BUPYC

hidden program — ckpseitas mporpamma

to erase data — crepers maHHbIE

to corrupt data — moBpexaaTh TaHHbIC

to attach — mpukperIsaTh; OAKIFOYaTh

host — xocT — OOLIMIT TEPMUH, ONMUCHIBAIOLIMI HEUYTO, COJEPKAIIECE PECYpPC U MPEAOCTABIIIONICE K HEMY
JOCTYTI

host program — ritaBHast (OCHOBHasI) TporpaMma

dormant — Ge31elCTBYOIIN, HEAKTUBHBIH

infection — 3apaxkenue

to infect — 3apakaTh, HHGHUIMPOBATH

to reproduce — BOCIIpOU3BOIUTD

to copy — konupoBaTh

electronic bulletin board — anekrponHas 1ocka 0ObsBICHUI

to download programs or data — 3arpy»atb (CKa4uBaTh) IPOTrPAMMBbI WJIH JaHHbBIC
logic bomb — noruueckas Gomba

to trigger — 3amyckath, IPUBOIUTD B JICHCTBHUE

boot sector virus — Bupyc cekropa 3arpy3Kku

file virus — Bupyc, 3apaxaroruii aiin (nobaBisromuil ceds K coaepkumomy (aiina)
Macro Virus — MakpoBHpyc (pacipocTpaHsIeMbIil uepe3 MaKpPOKOMAaH/IbI )
scripting language — ckpHUNTOBBIi A3bIK, A3BIK MOJTOTOBKH CIICHAPUER
email virus — mouToBsIii BUpYC (MepeiaBacMblii 110 JICKTPOHHOH MMOUTE)
spreadsheet — snekTponHas TabauIa

victim — xxepTBa

companion Virus — comyTCTBYIOIINI BUPYC, BUPYC-KOMITAHBOH

to execute a program — BBIIIOIHATH [IPOTrPaMMYy

Ccross-site scripting Vvirus — Me:xcaiTOBbIil CKPUIITUHTOBBIN BUPYC

to replicate — TupaxxupoBaTh, KOIUPOBATH

polymorphic virus — moaumophHbIi (CaMOM3MEHSIOIIUICS) BUPYC

Trojan horse — TpostHCKHiT KOHB, TPOSIHCKAsI TPOTrpaMma

WOrm — 4epBb

impostor files — oOmanHbIe (aiinbl

to insert a code — BCTaBJISATh MPOrpaMMy

backdoor — «uépHblit X01», TOCTYII ¢ YEPHOTO X01a

by exploiting security flaws — ncnonb3ys u3bsSHBI B ccTEME 0€30IMaCHOCTH
true computer Viruses — HICTHHHbIC BUPYCHI

self-contained — caMocTOATENBHEBIN; CAMOIOCTATOYHBII

adware — anaBap; OecIIaTHBIN MPOrPaMMHBII IPOIYKT C Pa3MEIIEHHON B HEM peKIaMOit
subset — moxarpymnma

malware — BpeIoHOCHas ITporpaMma

sophistication — n30mPEHHOCTE; CIIOKHOCTH

antivirus software program — aHTUBHpYCHasl IIporpamma



to eliminate — yctpausaTh, THKBUAMPOBATH

to spot — ono3HaBaTk, 0OHAPYKUBAThH

to update — 0OHOBIIATH

to emphasize security — npugaBaTh 0co00€e 3HaUCHUE 00ECIICUCHUIO 0€30I1aCHOCTH
Web gateways — HTepHET-1ILTIO3bI

attachments to email — BoxxeHus B 3JIEKTPOHHOM THCHME

PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidden programs that can
work their way into computer systems and erase or corrupt data and programs. Viruses are programs
that secretly attach themselves to other programs or files, known as the host, and change them or
destroy data. Viruses can be programmed to become active immediately or to remain dormant for a
period of time, after which the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same drive. It spreads
as users install infected software on their systems or exchange files with others, usually by exchanging
email, accessing electronic bulletin boards, trading disks, or downloading programs or data from
unknown sources on the Internet. Because so many computers are interconnected, viruses can spread
quickly, infecting all the computers linked on a local area network and then spreading over the Internet
to other computers and networks. The Melissa virus infected 350,000 computers in the United States
and Europe. The Mydoom virus infected a quarter-million computers in a single day in January 2004.
The so-called “Love Bug” virus alone caused an estimated $15 billion in damage. Viruses can do more
damage today than ever before and cost organizations billions of dollars each year. Most viruses are
created by black-hat hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified as a particular
type of virus. The main virus types include:
logic bombs that destroy data when triggered
boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension e.g.
command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as Word or Excel,
are spread in Microsoft Office by infecting documents and spreadsheets
email viruses which use email messages as a mode of transport and copy themselves by automatically
mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new program which is executed
instead of the intended program
cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files of themselves, but
also change their digital signature every time they replicate
Two other types of malware — Trojan horses and worms — are often classified as viruses, but are
actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in fact, are malicious.
A Trojan horse appears to do one thing (install a screen saver, or show a picture inside an email for
example) when in fact it does something entirely different, and potentially malicious, such as erase
files. Trojans can also open backdoors so that computer hackers can gain access to passwords and other
personal information stored on a computer. Trojans don’t copy themselves or reproduce by infecting
other files.

Worms are self-copying programs that have the capacity to move from one computer to another
without human help, by exploiting security flaws in computer networks. Worms are self-contained and
don’t need to be attached to a document or program the way viruses do. It is note-worthy that different
types of malicious software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For example,



“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in sophistication
as well. The simplest way to protect against computer viruses is to install one of the many available
antivirus software programs, such as Norton Anti-Virus and McAfee Virus Scan. There is no way to
entirely stop the spread of computer viruses, because new ones are created all the time. However, a
number of excellent “vaccine” programs exist that search for and destroy viruses and prevent new ones
from infecting your computer system.

These programs continuously monitor systems for viruses and automatically eliminate any they
spot. Anti-virus and anti-malware programs can provide real-time protection against the installation of
malware on a computer. The software scans disk files at download time, and blocks the activity of
components known to represent malware. Users should regularly update antivirus software programs
by going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software design,
corporate servers, Web gateways, and Internet service providers. Because around 80 percent of the
world’s PCs run on Microsoft operating systems, a single virus can spread quickly among them.
Computer users should carefully choose the files they load onto their systems, scan their systems
regularly, make sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails, since this is the way
many viruses are spread.

1. BbiOepuTe npaBWJIbHbII BAPUAHT 0TBETA.

1. A computer virus is

a) the name given to unwanted messages, mainly commercial advertising

b) a visible program which accidentally attaches itself to other programs and can be easily deleted by the
user

c) a hidden program which secretly attaches itself to other programs and changes them or destroys data

2. Viruses are programmed

a) to activate themselves immediately after the infected software has been installed
b) to remain dormant for a certain period of time

c) either to become active immediately or to remain dormant for a period of time

3. True computer viruses include

a) macro viruses, email viruses, and worms

b) macro viruses, email viruses, and logic bombs
¢) Trojans and worms

4. A logic bomb is a virus

a) which is set to trigger when specific conditions are met

b) which is spread in Microsoft Office by infecting documents and spreadsheets
¢) which uses email messages as a mode of transport

5. One of the most dangerous viruses is a virus that changes its digital signature every time it replicates.
Such viruses are very difficult to detect. They are called

a) macro viruses

b) micro viruses

¢) polymorphic viruses

6. A program that can open a backdoor to the computer so that crackers can gain access to sensitive
information is known as

a) aworm

b) a Trojan horse



c) an adware

7. Programs that replicate themselves from system to system without the use of a host file are known as
a) worms

b) Trojans

C) true viruses

8. Unlike viruses, worms don’t need to be attached to a document or program as they are
a) self-confident
b)self-controlled
c) self-contained

9. Love Bug, Mydoom and Melissa are the examples of
a) true viruses

b) worms

c) Trojans

10. The main difference between the terms “viruses” and “malware” is that
a) viruses are much more dangerous than other types of malware

b) all other types of malware are much more dangerous than viruses

c) all viruses are malwares but not all malwares are viruses

11. The simplest way to protect against computer viruses is

a) to have no computer at all

b) to monitor access 24 hours a day

c) to use reliable and up-to-date anti-virus and anti-malware software

2. IlepeBeauTe HA PyCCKMIi I3bIK, 00palasi BHUMAaHHe HA TePYH/IUIA.
1. She has always dreamt of living in a small house by the sea.

2. She disliked living in her old house.

3. She was thinking of buying a new one.

4. Now, she enjoys living in a beautiful new house.

5. She misses seeing the neighbours of course.

6. Usually she enjoyed talking to them and didn’t mind helping them.
7. She likes cooking and is very good at it.

8. But she doesn’ t like washing and ironing.

9. She hates getting up early, but she has to.

10. She doesn’ t mind working a lot, you know.

3. 3anoJHHUTE MPONMYCKH, MCIOJIb3Ys TePYH/IMIA CJAETYIOLINX IJ1aroJioB.
toshop — todrink — toeattogetup— tovisit— to talk to open — to swim — to travel
EXAMPLE: I like shopping at big stores.
1. ice cream is bad if you ‘re on a diet. 2. I enjoy coffee in the morning. 3. I’m not an early riser. I prefer up
at 10:00 A.M. 4. Antonio likes around the world. 5. is good for your health. 6. I don’t like to the chairman
of the company. He’s always very serious. 7. On Christmas, people are excited about their presents. 8. He
always enjoys San Francisco. It’s a beautiful city.

IIpakTHyeckoe 3ansaTHE Ne 2.
Tema: Bupycel. ['epynauii.
Heanb: 3akpemieHne U CHCTEMATH3alMs 3HAHUH 110 TEME, COBEPILIEHCTBOBAHNE HABBIKOB TOBOPEHHS,
YTEHHUs, TUChMa.
Ilepeuens o0opyrOoBaHMs [JIs POBeACHUsI PadOThI: TETPab, IUCbMEHHBIE IPUHAIIEKHOCTH, CI0BAPh.



3apanue: OTBETUTH HA BOMIPOCHI, yIip.2-3.

Topical vocabulary

computer Virus — KOMIBIOTEPHBIN BHPYC

hidden program — ckpbitas mporpamMma

to erase data — crepeTb JaHHBIC

to corrupt data — moBpexaaTh JaHHbIC

to attach — mpuKpemnIsATh; MOAKII0YATH

host — xoct — 00Kl TepMHH, OMUCHIBAIOUINI HEUYTO, COJEpIKAIIee Pecypec U MPEJOCTABIISIONICe K HEMY
JOCTYTI

host program — riraBHast (OCHOBHasI) IIporpaMma

dormant — Ge3eiCTBYOINIA, HEAKTUBHBIH

infection — 3apaxxenue

to infect — 3apaxartb, HHGUIHPOBATH

to reproduce — BoCripou3BOAUTH

to copy — konupoBarb

electronic bulletin board — snekTponHas gocka 0ObSBICHHIM

to download programs or data — 3arpy»atb (CKa4MBaTh) IPOrPaMMBbI WIIH JIaHHBIC
logic bomb — moruueckas 6omba

to trigger — 3amyckaTh, IPUBOANUTH B ICHCTBHE

boot sector virus — Bupyc cekropa 3arpy3ku

file virus — Bupyc, 3apaxxatomiuii haiin (100aBsIOIIKI ce0s K copepskumomy (atina)
Macro Virus — MakpoBHpYC (pacrpocTpaHsIeMblii Yepe3 MAaKPOKOMAaH/IbI)

scripting language — ckpUNITOBBIH SA3bIK, SA3bIK TOATOTOBKU CIICHAPHEB

email virus — moutoBblii BUpyC (IIepeaaBacMblii 10 YIEKTPOHHOU MOUYTE)
spreadsheet — snexkrponHas Tadbnuia

victim — xepTBa

companion Virus — cormyTCTBYIOIIUN BUPYC, BUPYC-KOMIIAHBOH

to execute a program — BBIIIOJIHATH IPOTrPaMMYy

Cross-site scripting virus — MexxcaiToBbIi CKPUIITUHTOBBIN BUPYC

to replicate — TupaxxupoBaTh, KOMHUPOBAThH

polymorphic virus — monumopdHbIi (CaMOM3MEHSIOIUICS) BUPYC

Trojan horse — TpostHCKuit KOHB, TPOSIHCKAsI TIPOrpamMma

WOrm — 4epBb

impostor files — oOmauHbIe daiinb

to insert a code — BCTaBJIATh IPOrpamMmy

backdoor — «uépHbIit X01», TOCTYI ¢ YEPHOTO X018

by exploiting security flaws — ncnosb3ys u3bsSHBI B cHCTEME O€30MaCHOCTH

true computer Viruses — HICTHHHbBIC BUPYCBHI

self-contained — camocTosTENLHEI; CAMOJTOCTATOYHBII

adware — agBap; OeCIIaTHBIA IPOrPAMMHBIN MPOAYKT ¢ pa3MELIEHHOH B HEM peKIaMoil
subset — moarpymmna

malware — BpezoHOCHasI mporpamMmMa

sophistication — u30PEHHOCTD; CIOKHOCTh

antivirus software program — anTuBHpycHasi Iporpamma

to eliminate — ycTpaHsTh, TUKBHIXPOBATH

to spot — ono3HaBaTk, 0OHAPYKUBATh

to update — 0OHOBIIATH

to emphasize security — nmpumaBath 0co00€ 3HaUCHHE 00CCIICUCHUIO 0€30MaCHOCTH
Web gateways — HTepHET-IILTFO3bI

attachments to email — BnoxxeHus B 2JIEKTPOHHOM TTHCHME



PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidden programs that can
work their way into computer systems and erase or corrupt data and programs. Viruses are programs
that secretly attach themselves to other programs or files, known as the host, and change them or
destroy data. Viruses can be programmed to become active immediately or to remain dormant for a
period of time, after which the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same drive. It spreads
as users install infected software on their systems or exchange files with others, usually by exchanging
email, accessing electronic bulletin boards, trading disks, or downloading programs or data from
unknown sources on the Internet. Because so many computers are interconnected, viruses can spread
quickly, infecting all the computers linked on a local area network and then spreading over the Internet
to other computers and networks. The Melissa virus infected 350,000 computers in the United States
and Europe. The Mydoom virus infected a quarter-million computers in a single day in January 2004.
The so-called “Love Bug” virus alone caused an estimated $15 billion in damage. Viruses can do more
damage today than ever before and cost organizations billions of dollars each year. Most viruses are
created by black-hat hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified as a particular
type of virus. The main virus types include:
logic bombs that destroy data when triggered
boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension e.g.
command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as Word or Excel,
are spread in Microsoft Office by infecting documents and spreadsheets
email viruses which use email messages as a mode of transport and copy themselves by automatically
mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new program which is executed
instead of the intended program
cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files of themselves, but
also change their digital signature every time they replicate
Two other types of malware — Trojan horses and worms — are often classified as viruses, but are
actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in fact, are malicious.
A Trojan horse appears to do one thing (install a screen saver, or show a picture inside an email for
example) when in fact it does something entirely different, and potentially malicious, such as erase
files. Trojans can also open backdoors so that computer hackers can gain access to passwords and other
personal information stored on a computer. Trojans don’t copy themselves or reproduce by infecting
other files.

Worms are self-copying programs that have the capacity to move from one computer to another
without human help, by exploiting security flaws in computer networks. Worms are self-contained and
don’t need to be attached to a document or program the way viruses do. It is note-worthy that different
types of malicious software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For example,
“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in sophistication
as well. The simplest way to protect against computer viruses is to install one of the many available
antivirus software programs, such as Norton Anti-Virus and McAfee Virus Scan. There is no way to
entirely stop the spread of computer viruses, because new ones are created all the time. However, a
number of excellent “vaccine” programs exist that search for and destroy viruses and prevent new ones
from infecting your computer system.



These programs continuously monitor systems for viruses and automatically eliminate any they
spot. Anti-virus and anti-malware programs can provide real-time protection against the installation of
malware on a computer. The software scans disk files at download time, and blocks the activity of
components known to represent malware. Users should regularly update antivirus software programs
by going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software design,
corporate servers, Web gateways, and Internet service providers. Because around 80 percent of the
world’s PCs run on Microsoft operating systems, a single virus can spread quickly among them.
Computer users should carefully choose the files they load onto their systems, scan their systems
regularly, make sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails, since this is the way
many viruses are spread.

1. OTBeTbTE HA BONPOCHI.

1. What is a computer virus? How does a computer virus work?

2. What are the ways viruses spread? Why can viruses spread so quickly?

3. Name some of the famous viruses used to spread worldwide.

4. Enumerate the main types of true viruses. Which of the virus types given in the text do you think to be
the most dangerous and why?

5. Describe a malicious program called “a Trojan horse”. 6. Explain what a computer worm is.
7. How do Trojans and worms differ from true viruses?

8. How do “vaccine” anti-virus programs work?

9. What is real-time protection provided by anti-virus and anti-malware programs?

10. Name the main steps individuals and organizations should take to prevent viruses.

2. YT00BI 3aKOHYHUTDH CJIeAyrmue nmpeajaokeHus, yl'lOTpeﬁl/ITe I/IHq)I/IHI/ITI/IB NJIN repymmifl.
HWNHoraa Bo3MoO:KHBLI 002 BApHAHTA.

EXAMPLE: Smoking is bad for your health.

1. chicken is not very difficult, (to cook) 2. I usually enjoy television at night, (to watch) 3. Laura
convinced her husband the kitchen, (to paint) 4. Sharon hates more than eight hours a day. (to work) 5. |
thought about your sister for lunch, (to invite)

3.PackpoiiTe cko0KkH, ynoTpeOuB repyH/uii B Hy’KHOIi ¢opme:
1. I can’t remember ... him before (to see).

2. The machine needs ... (to clean).

3. She is angry at ... for (to send).

4. You should avoid ... rules (to break).

5. She entered the office without ... (to notice).

6. I am sorry for ... you (to disturb).

7. We can’t excuse their not ... our invitation (to answer).

8. The cat was punished for ... the cup (to break)

9. The cat was afraid of ... and hid itself under the sofa. (to punish).
10. After ... through and ... the student’s papers, the teacher handed them back. (to look),(to mark).

IIpakTHyeckoe 3ansaTue Ne 3.
Tema: Bupycsl. ['epynanii.
Heab: 3akpenieHue u cucTeMaTH3aus 3HaHUH 110 TeMe, COBEPIICHCTBOBAHHE HaBBIKOB TOBOPEHUS,
YTEHHUs, TUChMa.
Ilepeyenn o0opynoBanus 1Jisi IPOBeAeHUs1 padoThI: TETPA/b, IMCbMEHHbIE TPUHA/IEKHOCTH, CIIOBAPb.
3ananme: CocTaBUTh IJIAaH-TIEPECKa3 TEKCTa, IpUAyMaTh MPUMEpHI Ha puyactue |.



Topical vocabulary

computer Virus — KOMIbIOTEPHBIN BUPYC

hidden program — ckpeItas mporpamma

to erase data — crepeTb JaHHBIC

to corrupt data — moBpexaaTh JaHHbIE

to attach — mpuKpemIsATh; MOAKII0YATH

host — xocT — 00U TepMHUH, OMUCHIBAIOLIMI HEUTO, COMEpPIKAIIECEe PECYpPC U TMPEAOCTABIIAIONIEE K HEMY
JOCTYII

host program — riraBHast (OCHOBHasI) IporpaMma

dormant — Ge3efCTBYOIINIA, HEAKTUBHBIH

infection — 3apaxxenue

to infect — 3apaxartb, HHGUIHPOBATH

to reproduce — BOCIIpOU3BOAUTD

to copy — xonupoBarb

electronic bulletin board — snexTponHas gocka 0ObABICHUI

to download programs or data — 3arpy»athb (CKaunBaTh) MPOrPaMMBbI HJIU TaHHBIC
logic bomb — moruueckas 6omba

to trigger — 3amyckaTh, IPUBOANUTH B ICHCTBHE

boot sector virus — Bupyc cekropa 3arpy3Ku

file virus — Bupyc, 3apaxkatomiuii haiin (J100aBsIOIIKI ce0s K copepkumomy (atina)
Macro Virus — MakpoBHupyc (pacipoCTpaHsIeMblil Yepe3 MaKpOKOMAaH/IbI)

scripting language — ckpUNITOBBIH SA3bIK, SI3bIK TOATOTOBKU CIICHAPHEB

email virus — mouToBbIii BUpYC (IIepeaaBacMblii 110 JICKTPOHHOM MOYTE)
spreadsheet — snexkrponHas Tadbmuia

victim — xxepTBa

companion Virus — cormyTCTBYIOIINN BUPYC, BUPYC-KOMIIAHbOH

to execute a program — BBIIIOJIHATH IPOTPaMMYy

Cross-site scripting virus — MexxcaiToOBbIi CKPHUIITUHTOBBIN BUPYC

to replicate — TupaxkupoBaTh, KOIUPOBATH

polymorphic virus — nonumopdHbIi (CaMOM3MEHSIOIUICS) BUPYC

Trojan horse — TpostHCKHiT KOHB, TPOSIHCKasI TPOTrpaMma

WOrm — 4epBb

impostor files — oOmauHbIe daiinb

to insert a code — BCTaBJIATH POrpamMmy

backdoor — «uépHbIit X011, TOCTYI ¢ YEPHOTO X0

by exploiting security flaws — ncnosb3ys u3bsSHBI B cHCTEME O€30MaCHOCTH

true computer Viruses — HICTHHHbBIC BUPYCHI

self-contained — camocTosTENLHEI; CAMOTOCTATOYHBII

adware — agBap; OeCIIaTHBIA IPOrPAMMHBIA MPOAYKT C Pa3MELIEHHOH B HEM peKiIamMoil
subset — moarpymmna

malware — BpezoHOCHasI mporpamMma

sophistication — u30PEHHOCTD; CIOKHOCTh

antivirus software program — aHTUBUpYCHas Tporpamma

to eliminate — ycTpaHsTh, TUKBHIMPOBATH

to spot — ono3HaBaTk, 0OHAPYKUBAThH

to update — 0OHOBIIATH

to emphasize security — npumaBath 0co00€ 3HaUCHHE 00CCIICUCHUIO 0€30MaCHOCTH
Web gateways — HTepHET-IILTFO3bI

attachments to email — BnoxxeHus B 2JIEKTPOHHOM TTHCHME

PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES



Another critical security challenge is presented by computer viruses, hidden programs that can
work their way into computer systems and erase or corrupt data and programs. Viruses are programs
that secretly attach themselves to other programs or files, known as the host, and change them or
destroy data. Viruses can be programmed to become active immediately or to remain dormant for a
period of time, after which the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same drive. It spreads
as users install infected software on their systems or exchange files with others, usually by exchanging
email, accessing electronic bulletin boards, trading disks, or downloading programs or data from
unknown sources on the Internet. Because so many computers are interconnected, viruses can spread
quickly, infecting all the computers linked on a local area network and then spreading over the Internet
to other computers and networks. The Melissa virus infected 350,000 computers in the United States
and Europe. The Mydoom virus infected a quarter-million computers in a single day in January 2004.
The so-called “Love Bug” virus alone caused an estimated $15 billion in damage. Viruses can do more
damage today than ever before and cost organizations billions of dollars each year. Most viruses are
created by black-hat hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified as a particular
type of virus. The main virus types include:
logic bombs that destroy data when triggered
boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension e.g.
command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as Word or Excel,
are spread in Microsoft Office by infecting documents and spreadsheets
email viruses which use email messages as a mode of transport and copy themselves by automatically
mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new program which is executed
instead of the intended program
cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files of themselves, but
also change their digital signature every time they replicate
Two other types of malware — Trojan horses and worms — are often classified as viruses, but are
actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in fact, are malicious.
A Trojan horse appears to do one thing (install a screen saver, or show a picture inside an email for
example) when in fact it does something entirely different, and potentially malicious, such as erase
files. Trojans can also open backdoors so that computer hackers can gain access to passwords and other
personal information stored on a computer. Trojans don’t copy themselves or reproduce by infecting
other files.

Worms are self-copying programs that have the capacity to move from one computer to another
without human help, by exploiting security flaws in computer networks. Worms are self-contained and
don’t need to be attached to a document or program the way viruses do. It is note-worthy that different
types of malicious software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For example,
“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in sophistication
as well. The simplest way to protect against computer viruses is to install one of the many available
antivirus software programs, such as Norton Anti-Virus and McAfee Virus Scan. There is no way to
entirely stop the spread of computer viruses, because new ones are created all the time. However, a
number of excellent “vaccine” programs exist that search for and destroy viruses and prevent new ones
from infecting your computer system.

These programs continuously monitor systems for viruses and automatically eliminate any they
spot. Anti-virus and anti-malware programs can provide real-time protection against the installation of



malware on a computer. The software scans disk files at download time, and blocks the activity of
components known to represent malware. Users should regularly update antivirus software programs
by going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software design,
corporate servers, Web gateways, and Internet service providers. Because around 80 percent of the
world’s PCs run on Microsoft operating systems, a single virus can spread quickly among them.
Computer users should carefully choose the files they load onto their systems, scan their systems
regularly, make sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails, since this is the way
many viruses are spread.

1. OTBeTbTE HA BONPOCHI.

1. What is a computer virus? How does a computer virus work?

2. What are the ways viruses spread? Why can viruses spread so quickly?

3. Name some of the famous viruses used to spread worldwide.

4. Enumerate the main types of true viruses. Which of the virus types given in the text do you think to be
the most dangerous and why?

5. Describe a malicious program called “a Trojan horse”. 6. Explain what a computer worm is.
7. How do Trojans and worms differ from true viruses?

8. How do “vaccine” anti-virus programs work?

9. What is real-time protection provided by anti-virus and anti-malware programs?

10. Name the main steps individuals and organizations should take to prevent viruses.

2. YT00BI 3aKOHYHUTDH CJIeAyrmMe NnMpeaja0okeHus, yl'lOTpeﬁl/ITe I/IHq)I/IHI/ITI/IB HJIN repy}muﬁ.
HWNHoraa Bo3MoO:KHBLI 002 BApHAHTA.

EXAMPLE: Smoking is bad for your health.

1. chicken is not very difficult, (to cook) 2. I usually enjoy television at night, (to watch) 3. Laura
convinced her husband the kitchen, (to paint) 4. Sharon hates more than eight hours a day. (to work) 5. |
thought about your sister for lunch, (to invite)

3. PackpoiiTe cko0KH, ynoTpeOuB repyHauii B Hy:kHO# (popme:
1. I can’t remember ... him before (to see).

2. The machine needs ... (to clean).

3. She is angry at ... for (to send).

4. You should avoid ... rules (to break).

5. She entered the office without ... (to notice).

6. I am sorry for ... you (to disturb).

7. We can’t excuse their not ... our invitation (to answer).

8. The cat was punished for ... the cup (to break)

9. The cat was afraid of ... and hid itself under the sofa. (to punish).
10. After ... through and ... the student’s papers, the teacher handed them back. (to look),(to mark).

IpakTHyeckoe 3ansaTue Ne 4.
Tema: 3apaxxenue Bupycamu. UHOUHUTHUB U repyHIUH.
Lenb: BBeneHne u 3aKkperuieHUe JISKCHYECKOT0 M TPaMMaTHYeCKOro MaTepurarna.
ITepedyenn o0opynoBaHus 1Jisl IPOBeACHUsI pad0ThI: TETPaAab, IMCbMEHHBIE IPUHAIEKHOCTH, CIIOBAPb.
3aganmue: [IpounTaTh U IEpeBECTH CIIOBA, TEKCT, ymp.1-3.

Topical vocabulary
dormant — 6e3aelicTByOINI, HEAKTHBHBIN
infection — 3apaxxenue



to infect — 3apakaTh, HHOHUIMPOBATH

routine — moxmporpamma

to patch — ucnpaBaTh IPOrpaMMy ¢ TTOMOIIBIO TIOAPOTrPAMMBI

to enable — maBaTh BO3MOXHOCTB; J€/IaTh BO3MOKHEBIM

COM or EXE files — ¢aiinsl ¢ pacimiupeHrueM .€Xe U .com; UCIIOJHUMBIE (Qaiiiibl
technique — rexarueckuii mpuém, METOIMKA, METO,T

to stay resident — moCTOSIHHO HAXOUTHCS

payload — (30.) BpegoHOCHas Harpy3Ka, BpeAOHOCHOE HHPOPMAIIMOHHOE HATIOJTHEHUE
to replace — 3amensTh

execution sequence — mocie0BaTeIbHOCTh BBIITOJIHEHHS IIPOTPaMMBI

JUMP command — komana pe3koro mepexoja, Opocka

reproduction routine — moamnporpaMmMa BOCIIPOU3BEICHHSI

misdirection routine — moamporpaMma HENPaBUIBHOIO YKa3aHUS HAIIPABICHHUS; 1C30PHUCHTAIIHH
trigger routine — moamporpaMma 3amycKaroIiero CoOObITUs

THE ANATOMY OF A VIRUS
Infection

Read and translate the text to do the tasks given below the text.

A biological virus is a very small, simple organism that infects living cells, known as the host, by attaching
itself to them and using them to reproduce itself. This often causes harm to the host cells.

Similarly, a computer virus is a very small program routine (mommporpamma) that infects the
computer system and uses its resources to reproduce itself. It often does this by patching the operating
system to enable it to detect program files, such as COM (kommynukaimonusiii mopt) or EXE files
(ucronmusiembie Qaiiibr). It then copies itself into into those files. This sometimes causes harm to the host
computer system When the user runs an infected program, it is loaded into memory carrying the virus. The
virus uses a common programming technique to stay resident in memory. It can then use a reproduction
routine to infect other programs. This process continues until the computer is switched off.

The virus may also contain a payload that remains dormant until a trigger event activates it, such as
the user pressing a particular key. The payload can have a variety of forms. It might do something
relatively harmless such as displaying a message on the monitor screen or it might do something more
destructive such as deleting files on the hard disk.

When it infects a file, the virus replaces the first instruction in the host program with a command
that changes the normal execution sequence. This type of command is known as a JUMP command and
causes the virus instructions to be executed before the host program. This virus then returns control to the
host program which then continues with its normal sequence of instructions and is executed in the normal
way.

To be a virus, a program only needs to have a reproduction routine that enables it to infect other
programs. Viruses can, however, have four main parts.

A misdirection routine, that enables it to hide itself; a reproduction routine that allows it to copy
itself to other programs; a trigger that causes the payload to be activated at a particular time or when a
particular event takes place; and a payload that may be a fairly harmless joke or may be very destructive. A
program that has a payload but does not have a reproduction routine is known as a Trojan.

Antivirus Software

Thankfully, antivirus software is regularly subjected to independent reviews, which evaluate just
how effective they are in achieving their ultimate goal — i.e. keeping your computer virus-free. Here are
some of the top antivirus software programs. Security specialists specialize in the design of software and
hardware to protect information from security threats. Data security is critical for most businesses and even
home computer users. Data lost due to disasters such as a flood or fire is crushing, but losing it to hackers
or malware infection can have much greater consequences.



1. CoBmecTHTE CJ10BA U3 IBYX KOJIOHOK.

1 host

2 to patch

3 JUMP command a) a programming instruction that causes a
4 misdirection routine program to change its normal sequence

5 reproduction routine b) the part of a virus that carries out a threat
6 trigger routine such as displaying a slogan on the screen

7 payload c) the part of a computer virus that enables it

to attach a copy of itself to another program

d) a program that carries a virus

e) to insert programming code into a computer
program to fix or modify it in some way

f) the part of a computer virus that enables it
to hide itself by altering the normal sequence
of instructions in another program

g) the part of a computer virus that enables it
to decide when and how to activate the
payload

2. 3aMeHHTe PYCCKHUeE CJI0BA UX AHTJIMICKUMHU YKBHBAJIEHTAMH.
1. Don’t open (BIIO>KEHHS B AJIEKTPOHHOE MTUCHbMO) from (HEeM3BECTHBIX JIFOJICH).
2. Run and (0OHOBIIsIHTE aHTUBUPYCHBIEC IPOTPAMMBI), €.Z. (BUPYCHBIE CKAHEPHI).
3. Install a (cereBoii 3kpan), a program designed to prevent (IIMUOHCKKE MPOrpaMMbl) from (moxydeHus
JIOCTYTIa B BaIlly BHYTPECHHIOIO CETh).
4. (He npunumaiite gaiinet ot) high-risk (ucTouHNKOB).
5. It’s dangerous to (raBaTh nepcoHaIbHY0 HHPOPMAIIKIO JIF01M) YOU contact in chat rooms.
6. (CxanupyiTe cBOIO 3JeKTpoHHYI0 ouTy) and be careful (kakue BeO-caliThl BBI MOCENIAETEe).
7. Installing anti-virus software programs on your computer (0O4eHb BaKHO, €C-JIH BBl XOTHTE 00€30I1aCUTh
Balll KOMITBIOTEP OT YepBE, BUPYCOB U MIPOYUX BPEIOHOCHBIX IIPOIPaAMM).
8. (CymecTtByeT MHOTO) anti-virus software programs (IOCTYIHBIX CETOIHS, U OOJBIIMHCTBO M3 HUX) are
relatively inexpensive.

3. BbiOepuTe U3 CKO0OK repyH/uii njiu MHGUHUTHB.

1. Tam planning ... (to visit/visiting) my granny next week.

2.  When they finish ... (to eat/eating) their lunch, they’ll go to the office.

3. He suggested ... (to buy/buying) some food.

4. Does Sally enjoy ... (to go/going) to the gym?

5. Don’t put off ... (to write/writing) a report till the end of the month.

6. John refused ... (to answer/answering) my question.

7. My brother intends ... (to get/getting) married soon.
8. I think she didn’t mean ... (to hurt/hurting) you.
9. Keep ... (to beat/beating) the eggs.
10. Fred can’t afford ... (to travel/travelling) this year.

4. CocTaBbTe NpeI0KeHUs], BBIOPAB HAYAJI0 U3 NEPBOro CTOJI01a U OKOHYAHHeE — U3 BTOPOIO.

1. She is interested a) drinking alcohol.

2. 1would like b) to seeing my daughter.

3. You should give up c) being ill.

4. We really enjoy d) laughing at her.

5. I’m looking forward e) to living in a dirty house.
6. Heisused f) talking to drunk people.

7. She pretended g) swimming in the sea.



8. Pamelais good h) to have a cup of coffee.
I couldn’t help 1) in surfing the Internet.

IIpakTnueckoe 3ansaTHe Ne 5.
Tema: 3apaxenue Bupycamu. MHGUHUTHUB U TepyHIUH.
Hean: 3akpemnieHue U cucTeMaT3anus 3HaHUH 110 TEME, COBEPILIEHCTBOBAHUE HAaBBIKOB TOBOPEHNUS,
YTEHUS, TUChMA.
Ilepeyenn o0opynoBaHus 1Jisl IPOBeAeHUsI pad0ThI: TETPA/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3apanue: CocTaBUTh BOIPOCHI K TEKCTY, yIp.2-3.

Topical vocabulary

dormant — Ge3aelcTBYONINI, HEAKTHBHBIN

infection — 3apaxxenue

to infect — 3apakaTh, HHOHUIMPOBATH

routine — moamporpamma

to patch — ucnipaBnsTh mporpamMmy ¢ OMOIIIBIO TOANPOrPAMMBI

to enable — maBaTh BO3MOXHOCTE; JI€JIaTh BO3MOKHEBIM

COM or EXE files — ¢aiinsl ¢ pacmiupeHrueM .€xe 1 .com; UCIIOJIHUMBIE (Qaiiiibl
technique — rexarueckuii mpuém, METOIMKA, METO,T

to stay resident — moCTOSIHHO HAXOAUTHCS

payload — (30.) BpegoHOCHas Harpy3Ka, BpeIOHOCHOE HHPOPMAIIMOHHOE HATIOJTHEHUE
to replace — 3amensThb

execution sequence — rocie0BaTeIbHOCTh BBITIOJIHEHHS IPOTPAMMBI

JUMP command — komana pe3koro mnepexoza, Opocka

reproduction routine — moanporpamMmMa BOCIIPOU3BEICHHSI

misdirection routine — moanporpaMmMa HEMPaBUILHOTO YKa3aHUs HAIIPABJICHUS; IC30PUCHTAIMH
trigger routine — moamporpaMma 3armycKarIiero CoOObITUs

THE ANATOMY OF A VIRUS
Infection

Read and translate the text to do the tasks given below the text.

A biological virus is a very small, simple organism that infects living cells, known as the host, by attaching
itself to them and using them to reproduce itself. This often causes harm to the host cells.

Similarly, a computer virus is a very small program routine (moamporpamma) that infects the
computer system and uses its resources to reproduce itself. It often does this by patching the operating
system to enable it to detect program files, such as COM (kommynukaimonusiii mopt) or EXE files
(uconmusiembie Qaiibr). It then copies itself into into those files. This sometimes causes harm to the host
computer system When the user runs an infected program, it is loaded into memory carrying the virus. The
virus uses a common programming technique to stay resident in memory. It can then use a reproduction
routine to infect other programs. This process continues until the computer is switched off.

The virus may also contain a payload that remains dormant until a trigger event activates it, such as
the user pressing a particular key. The payload can have a variety of forms. It might do something
relatively harmless such as displaying a message on the monitor screen or it might do something more
destructive such as deleting files on the hard disk.

When it infects a file, the virus replaces the first instruction in the host program with a command
that changes the normal execution sequence. This type of command is known as a JUMP command and
causes the virus instructions to be executed before the host program. This virus then returns control to the
host program which then continues with its normal sequence of instructions and is executed in the normal
way.

To be a virus, a program only needs to have a reproduction routine that enables it to infect other
programs. Viruses can, however, have four main parts.



A misdirection routine, that enables it to hide itself; a reproduction routine that allows it to copy
itself to other programs; a trigger that causes the payload to be activated at a particular time or when a
particular event takes place; and a payload that may be a fairly harmless joke or may be very destructive. A
program that has a payload but does not have a reproduction routine is known as a Trojan.

Antivirus Software

Thankfully, antivirus software is regularly subjected to independent reviews, which evaluate just
how effective they are in achieving their ultimate goal — i.e. keeping your computer virus-free. Here are
some of the top antivirus software programs. Security specialists specialize in the design of software and
hardware to protect information from security threats. Data security is critical for most businesses and even
home computer users. Data lost due to disasters such as a flood or fire is crushing, but losing it to hackers
or malware infection can have much greater consequences.

1. CoBmecTHTE CJ10BA U3 IBYX KOJIOHOK.

1 host

2 to patch

3 JUMP command a) a programming instruction that causes a
4 misdirection routine program to change its normal sequence

5 reproduction routine b) the part of a virus that carries out a threat
6 trigger routine such as displaying a slogan on the screen

7 payload c) the part of a computer virus that enables it

to attach a copy of itself to another program

d) a program that carries a virus

e) to insert programming code into a computer
program to fix or modify it in some way

f) the part of a computer virus that enables it
to hide itself by altering the normal sequence
of instructions in another program

g) the part of a computer virus that enables it
to decide when and how to activate the
payload

2. Tick the correct item.
1. Greg enjoys ... in the rain.
o walk o walking o to walk
2. I’dlike ... Molly an e-mail now.
o send osending O to send
3. What does Steve want ...?
o do o doing O to do
4. The cold coach watched his team ... football.
o play o playing o to play
5. Iprefer ... detective stories.
o read O reading O to read
6. Would you like something ...?
o drink o drinking o to drink
3. Use Infinitive or -ing form.
1. It was quite late when they saw Martin ... (come) up the other side of the street. They saw him ...
(pause) in front of his house, ... (look) up at it and ... (knock) at the door.
2. My parents let me (stay) at Molly’s house last weekend. They agreed ... (take) me to his place in
the car and they made me (promise) to behave myself.
3. Mel hates (answer) the phone. And very often Mel just lets it ... (ring).



4. At first Jenny enjoyed ... (listen) to Steven but after a while she got tired of ... (hear) the same
story.

5. Polly can’t (go) to the cinema today. She’s busy ... (study) for her exam, which is next week, but
she’s decided ... (take) a break and ... (phone) Megan.

6. Itried ... (listen) carefully and in order (not/show) how I was embarrassed, I did my best ... (keep)
the conversation ... (go) on one topic and another.

4. IlpounTaiiTe npeasioxeHus. Boidepure oMH U3 NpeAI0KeHHbIX BADUAHTOB OTBETA.

1. Peace activist Baroness Bertha von Suttner encouraged Alfred Nobel ... a prize for peace. (establish
/ to establish / establishing / to be established)

2. The police officer made Neil get out of the car and demanded ... his driver's licence.(see / seeing /
to see / to be seen)

3. In the time of Peter the Great the noblemen were not allowed ... beards. (have / to have / having /
having had)

4. They wouldn't let ... the country without the entry visa, would they? (him to enter / he enters / him
enter / him entering)

5. Fred couldn’t make ... that he had caught the huge fish himself. (I believed/ me believe / me
believed / me to believe)

6. Nick was very close to the phone-box and Mary noticed him ... the number, and then she heard him
... something to passer-by. (to dial, to say / dialing, to say / to dial, say / dial, say)

7. Nick was seen ... the hall and then Jane watched him ... (enter, go away / be entered, to go away /
enter, go away / to have entered, to be gone away)

IIpakTnyeckoe 3ansaTue Ne 6.
Tema: 3apaxenue Bupycamu. THGUHUTHUB U repyHAMIMA.
Hess: 3akpenieHue U cucTeMaTu3alus 3HaHUi 110 TeMe, COBEPIIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUS, MChMA.
Ilepeyens 00opyaoBaHus /ISl MPOBeIEHUsI PA0OThI: TETPab, MUCHMEHHBIC TPUHAICKHOCTH, CIIOBAPb.
3aganue: CocTaBUTh NIepeCcKa3 TEKCTa, yIp.2.

Topical vocabulary

dormant — Ge3aelCTBYOIIN, HEAKTUBHBIH

infection — 3apaxkenue

to infect — 3apaxatsb, HHUIUPOBATH

routine — moamporpamma

to patch — ucnpaBiATh MPOrpamMMy ¢ MOMOIIBIO MOIIPOrPAMMEI

to enable — maBaTh BO3MOXXHOCTB; JI€JIATH BO3MOKHEBIM

COM or EXE files — ¢aiinsl ¢ pacummpeH#eM .exe u .com; UCIOJTHUMBIE (ailiibl
technique — rexarueckuit mpuém, METOIMKA, METO/T

to stay resident — moCTOSIHHO HaXOUTHCS

payload — (30.) BpegoHoCHas Harpy3Ka, BpeIOHOCHOE HHPOPMAIIMOHHOE HATIOJTHEHNE
to replace — 3ameHsTH

execution sequence — mocie0BaTeIbHOCTh BBITOJIHEHHS TIPOTPaMMBI

JUMP command — komaHa pe3koro nepexoja, Opocka

reproduction routine — mozAnporpamMMa BOCIIPOU3BEICHHSI

misdirection routine — moanporpaMmMa HeNMpaBUIBLHOTO YKa3aHUs HAIIPABJICHUS; I€30pUEHTAIH
trigger routine — moamporpaMma 3armycKarIero CoOObITHs

THE ANATOMY OF A VIRUS
Infection
Read and translate the text to do the tasks given below the text.
A biological virus is a very small, simple organism that infects living cells, known as the host, by attaching
itself to them and using them to reproduce itself. This often causes harm to the host cells.



Similarly, a computer virus is a very small program routine (mommporpamma) that infects the
computer system and uses its resources to reproduce itself. It often does this by patching the operating
system to enable it to detect program files, such as COM (kommynukarmonnsiii mopt) or EXE files
(ucnonmusiembie Qaiinbr). It then copies itself into into those files. This sometimes causes harm to the host
computer system When the user runs an infected program, it is loaded into memory carrying the virus. The
virus uses a common programming technique to stay resident in memory. It can then use a reproduction
routine to infect other programs. This process continues until the computer is switched off.

The virus may also contain a payload that remains dormant until a trigger event activates it, such as
the user pressing a particular key. The payload can have a variety of forms. It might do something
relatively harmless such as displaying a message on the monitor screen or it might do something more
destructive such as deleting files on the hard disk.

When it infects a file, the virus replaces the first instruction in the host program with a command
that changes the normal execution sequence. This type of command is known as a JUMP command and
causes the virus instructions to be executed before the host program. This virus then returns control to the
host program which then continues with its normal sequence of instructions and is executed in the normal
way.

To be a virus, a program only needs to have a reproduction routine that enables it to infect other
programs. Viruses can, however, have four main parts.

A misdirection routine, that enables it to hide itself; a reproduction routine that allows it to copy
itself to other programs; a trigger that causes the payload to be activated at a particular time or when a
particular event takes place; and a payload that may be a fairly harmless joke or may be very destructive. A
program that has a payload but does not have a reproduction routine is known as a Trojan.

Antivirus Software

Thankfully, antivirus software is regularly subjected to independent reviews, which evaluate just
how effective they are in achieving their ultimate goal — i.e. keeping your computer virus-free. Here are
some of the top antivirus software programs. Security specialists specialize in the design of software and
hardware to protect information from security threats. Data security is critical for most businesses and even
home computer users. Data lost due to disasters such as a flood or fire is crushing, but losing it to hackers
or malware infection can have much greater consequences.

1. CoBmecTHTE C10BA U3 ABYX KOJIOHOK.

1 host

2 to patch

3 JUMP command a) a programming instruction that causes a
4 misdirection routine program to change its normal sequence

5 reproduction routine b) the part of a virus that carries out a threat
6 trigger routine such as displaying a slogan on the screen

7 payload c) the part of a computer virus that enables it

to attach a copy of itself to another program

d) a program that carries a virus

e) to insert programming code into a computer
program to fix or modify it in some way

f) the part of a computer virus that enables it
to hide itself by altering the normal sequence
of instructions in another program

g) the part of a computer virus that enables it
to decide when and how to activate the
payload

2. Tick the correct item.
1. Greg enjoys ... in the rain.



o walk o walking o to walk

3.

I’d like ... Molly an e-mail now.

o send osending O to send

4.

What does Steve want ...?

0 do o doing O to do

5.

The cold coach watched his team ... football.

o play o playing o to play

6.

I prefer ... detective stories.

o read o reading O to read

7.

Would you like something ...?

0 drink o drinking o to drink
3. Use Infinitive or -ing form.

11.

12.

It was quite late when they saw Martin ... (come) up the other side of the street. They saw him ...
(pause) in front of his house, ... (look) up at it and ... (knock) at the door.

My parents let me (stay) at Molly’s house last weekend. They agreed ... (take) me to his place in
the car and they made me (promise) to behave myself.

Mel hates (answer) the phone. And very often Mel just lets it ... (ring).

. At first Jenny enjoyed ... (listen) to Steven but after a while she got tired of ... (hear) the same
story.
Polly can’t (go) to the cinema today. She’s busy ... (study) for her exam, which is next week, but

she’s decided ... (take) a break and ... (phone) Megan.
I tried ... (listen) carefully and in order (not/show) how I was embarrassed, I did my best ... (keep)
the conversation ... (go) on one topic and another.

4. HpoanaﬁTe NMPEeaJI0KCHU. BblﬁepI/ITe OUH U3 NPECAIOKCHHBIX BAPDUAHTOB 0TBETA.

8.

9.

10.

11.

12.

13.

14.

Peace activist Baroness Bertha von Suttner encouraged Alfred Nobel ... a prize for peace. (establish
/ to establish / establishing / to be established)

The police officer made Neil get out of the car and demanded ... his driver's licence.(see / seeing /
to see / to be seen)

In the time of Peter the Great the noblemen were not allowed ... beards. (have / to have / having /
having had)

They wouldn't let ... the country without the entry visa, would they? (him to enter / he enters / him
enter / him entering)

Fred couldn’t make ... that he had caught the huge fish himself. (I believed/ me believe / me
believed / me to believe)

Nick was very close to the phone-box and Mary noticed him ... the number, and then she heard him
... something to passer-by. (to dial, to say / dialing, to say / to dial, say / dial, say)

Nick was seen ... the hall and then Jane watched him ... (enter, go away / be entered, to go away /
enter, go away / to have entered, to be gone away)

IIpakTHyeckoe 3ansaTHe Ne 7.

Tema: Xakepsl. [Ipuuactue |.

Henn: BeeneHne U 3aKpeIuieHNe JIEKCHYECKOTO M TPAMMATHYECKOTO MaTepHaa.

ITepedyens o0opynoBaHus 1Jisi NPOBeAeHUA padOThI: TETPAb, INCbMEHHBIE TPUHAIIIE)KHOCTH, CII0BAPb.
3aganue: [IpounTarh U nepeBecTH Cl0Ba, TEKCT, OTBETUTH HA BOIIPOCHI.

Topical vocabulary

CEO (Chief Executive Officer) — rimaBHBIi HCIOTHUTENBHBIA AUPEKTOP
cyberspace — kubGepIpoOCTpaHCTBO

misconception — HempaBUIIbHOE TPEICTABICHUE

media — cpezicTBa MaccoBoii HH(pOpMAIUU

security flaws — cnabbie MecTa B cucteMe 0€30MacHOCTH

it is note-worthy that... — crout 3amMeTUTH, 4TO. ..



legit — 3aKOHHBII, YeCTHBIH

mature age — 3penslii BO3pacT

... claims to observe... — 00s13yeTcs cienoBath (COOIIOAATH)

to expose vulnerabilities — BbIsBIIATE ysI3BUMBIC MecTa

...with the goal of disabling — ¢ 1ienp0 UX MOBPEXKACHUS HJIK BHIBOJA

or crippling them u3 crpos

ID — unentudukarop

underneath — aike, BHH3Y

the most senior ID on the system — camsrii Beicokuii 110 panry ID B cucteme
account — aboHeMeHT, yu€THas 3aluch

it is a very big challenge — 310 oueHb 60JIBII0} BBI30B (3TO HEBEPOSATHO a3apTHO)
to penetrate — npoHukars

to avoid — u3berath

to keep ahead — nepxarbcs Biepeau, onepexarhb

callback system — cucrema 0O6paTHOTrO (BO3BpaTHOI0) BHI30BA

backup copies — pe3epBHbIic KOTTUH

Hackers
Interview: The Ex-Black Hat Hacker

Ralph Harris was one of two 18-year-olds arrested in the 2000s for hacking into a large American
company. They got into the CEO’s personal files and left a very rude message. He’s grown up and has
been putting his knowledge to very good use. He is now a computer security expert, a “white hat hacker”
who uses his skills to make cyberspace safer.

Interviewer — Ralph, who exactly can be called a real computer hacker? To most users of English,
the word “hacker” refers to computer criminals.

Ralph — Well, there is actually some misconception about what a real hacker is. Hackers are not

criminals. In fact, “hacker” is a term of high praise in the developer community. Hacking computers is
performed by one who knows computers very well — even the extra tricks of a computer and electronics. A
hacker can be an expert computer programmer who creates complex software and hardware. These hackers
are experts in the field of computing and have achieved a certain elite status within their field. Those who
are often referred to as hackers today, should actually be called “crackers” — people who do not have an
authorized access, like a safe-cracker.
Interviewer — A lot of people confuse the terms “hacker” and “cracker”. I think there are two main reasons
for this: firstly, crackers often call themselves “hackers” and secondly, the media refers to crackers as
“hackers”. But crackers are also known as black-hat hackers or dark-side hackers. Besides, there are such
terms as “grey-hat hackers”, “blue-hat hackers”, “red-hat hackers” and others. Could you explain the
difference between them?

Ralph — Yes, hackers are often divided into several categories or “classes” depending on what they
do. A black-hat hacker is computing slang for a person who engages in illegal or malicious hacking. Black-
hat hackers are computer crackers who break into computers and networks or also create computer viruses.
The term “black-hat” comes from old westerns where the bad guys usually wore black hats and the good
guys wore white ones. Thus, a white hat hacker is a computer hacker who intends to improve internet
security. “White hats” break into systems or networks in order to help the owners of the system by making
them aware of security flaws, or to perform some other altruistic activity. Many such people are employed
by computer security companies; these professionals are sometimes called sneakers. Groups of these
people are often called tiger teams.

Interviewer — Now you are one of these tigers, a security expert, though at some time you used to
be a hacker... a black-hat hacker.

Ralph — It is note-worthy that many white hat hackers, such as Steve Jobs of Apple, Mark
Zuckerberg of Facebook and other famous people were once black-hat hackers. Many black-hat hackers
have gone legit in their more mature years. The primary difference between white and black hat hackers is
that a white hat hacker claims to observe ethical principles. Grey hat hackers are the hackers that perform



both malicious activities and helpful ones. They are part white hat and part black hat. Blue hat hackers are
security professionals that are invited by Microsoft to expose vulnerabilities in Window products. Red hat
hackers are an aggressive version of white hat hackers. They are employed by a government agency to
hack into the computer mainframes of other governments with the goal of disabling or crippling them. A
green hat is a name for a new hacker, who is just starting to practice hacking. Green hat hackers are the
beginners or freshers in hacking. Interviewer — It’s really interesting to hear all that. But can you tell us
something about your personal history? I mean the time when you were a cracker. Once you broke into an
American company’s system. How did you manage to get into the CEO’s personal files?

Ralph — | guessed some passwords and so on and because of various very silly mistakes the
operators of the system made | managed to get right into the system at the highest level. What happened
there was I got into part of the system that said: “Please enter your ID” and then underneath that on the
same screen told you what the ID was. It was the most senior ID on the system so | typed it in. It said
“You’re logged on as systems manager what would you like to do?”” And I said “I’ll have some passwords
please. And because I was logged on at the highest level it said “Whose do you want?”” And I said “The
CEOQO” because there was an account on the system in his name. And it gave it to me.

Interviewer — Why do people hack? What makes them start hacking?

Ralph — People sometimes hack for money, for criminal purposes or for political purposes. Most
teenagers hack because it is exciting. It’s a very big challenge for a couple of 18-year-olds working on a
basic PC to link directly to a very powerful machine they’ve completely penetrated.

Interviewer — Now you are helping companies to avoid people like you.

Ralph — Yes, if you want to protect your systems it’s a good idea to talk to people like myself rather
than big city consultants... because I know the ways in which I would try to break into your system.

I nterviewer — How can users avoid being hacked into?

Ralph — There’s a lot you can do but first of all you have to keep ahead of the crackers. Well, you
can install firewalls to restrict access to a network. You can have a callback system to make sure remote
clients are who they say they are. Having really secure passwords helps. Don’t use a common name or a
dictionary word or anything short. Check the system regularly using event logs to find failed access
attempts. Make backup copies of your files regularly. Use a digital certificate when you are doing business
on the Internet. Avoid giving credit card numbers. Companies and organizations should hire highly
qualified security specialists to protect their computer networks.

1. OTBeTbTE HA BONPOCHI.

1. What was Ralph Harris arrested for in the 2000s? What is he now?

2. According to Ralph, who can be called a real computer hacker”? Do you agree with his point of view?
3. Why do people confuse the terms “hacker” and “cracker’?

4. What is a “black hat hacker”? Explain why black hat hackers are called computer criminals.

5. How does Ralph characterize white hat hackers? What is the principal difference between white hat and
black hat hackers? 6. Where do the terms “black hat” and “white hat” come from?

7. Differentiate between grey hat, blue hat, red hat and green hat hackers.

8. How did Ralph manage to get into the American company’s files?

9. According to Ralph, why do people hack?

10. Why does he say companies should use his services?

11. What should people do to prevent hacking?

. IlepeBeauTe HA pycCKHil A3bIK, 00palasi BHUMAaHUE HA NPHYACTHS HACTOSLET0 BPEeMEHH.
. The girl standing at the window is my sister.

. Having been sent to the wrong address the letter didn’t rich him.

. He sat in the arm-chair thinking.

. She came up to us breathing heavily.

. The hall was full of laughing people.

. The singing girl was about fourteen.

. Having read the book I gave it to Pete.

~NOoO O, WNDEFEDN



8. The large building being built in our street is a new school — house.
9. Having finished the experiment the students left the laboratory.
10. Being busy, he postponed his trip.

3. BoiGepuTe u3 cko6ok Tpedyromyrocs ¢popmy Ipuyactus |:

1. a) The girl (writing, written) on the blackboard is our best pupil.
b) Everything (writing, written) here is quite right.
2. a) The house (surrounding, surrounded) by tall trees is very beautiful.
b) The wall (surrounding, surrounded) the house was very high.
3. a) Who is that boy (doing, done) his homework at that table?
b) The exercises (doing, done) by the pupils were easy.
4. a) The girl (washing, washed) the floor is my sister.
b) The floor (washing, washed) by Helen looked very clean.

IIpakTHyeckoe 3ansaTHe Ne 8.
Tema: Xaxkepsl. [Ipuyactue |.
Heanb: 3akpemnieHne U cuCTeMaTU3alus 3HaHUH M0 TeMe, COBEPIICHCTBOBAaHUE HABBIKOB TOBOPEHUS,
YTEHUS1, TUChMA.
Ilepeuenb o00opynOoBaHMs 1Jisl IPOBeAeHNsI PA0OThI: TETPaA/lh, MUCbMEHHBIC IPUHATICKHOCTH, CJIOBAPb.
3apanme: [IpounTaTh U NEpeBECTH TEKCT, yIIp.2.

1. IlpouuTaiiTe U MepeBeaUTE TEKCT.
It Takes a Thief to Catch a Thief

Every year more and more computer networks are coming under attack and day by day these attacks
are getting stronger. When most companies try to defend their networks they are always on the defensive
side of the pitch (mone, maomraaka). Although defense wins Superbowls, it does not cut it in the world of
cyber security — it is the equivalent of putting a band aid on the person instead of them getting surgery.

There need to be new ways that a company can defend their networks from outside attacks. One
way is to hire reformed black hat hackers to defend the company’s networks. Yes, there is a level of danger
when someone does this but when it works, it really does seem to be the right solution.

Probably everybody who reads this has heard of the old saying, ”’don’t leave a fox to guard the hen house”,
or something similar. This is an old American saying but sometimes the moral of the story is not true in
every situation. Sometimes it takes (tpedyercs) a thief to catch a thief.

There are some computer security firms that hire ex-black hat hackers to come to work for them.
Who better to show them the tricks of the underground than some of the people who have successfully used
these very same tricks. Who would know the mind of a hacker better than them? Somebody who has the
natural skills to be a world class hacker and someone who has to be trained to be one are in two different
leagues. Having one who has turned away from the dark side to be with the good guys may be a good
catch.

Anyone who has either worked in or at least follows the computer security field knows about the
famous hacker known as Kevin Mitnick. Kevin Mitnick, the world’s most wanted computer hacker,
managed to hack into some of the country’s most powerful — and seemingly impenetrable — agencies and
companies. He managed to gain access to data that no one else could. He was finally caught and thrown
into jail for several years. At the time of his arrest, he was the most wanted computer criminal in the United
States.

He is now out of jail and he has found his place in regular society as a computer security consultant.
His services are always in demand and he is considered one of the top people in his field. This is an
example of someone who went down the wrong path and then turned their life around.

2. Bei0epure yrBep:kaeHne, KOTOpoe BaM MOJXOIHUT.



1. I’'m sure the old saying, “don’t leave a fox to guard the hen house” is quite correct when we mean ex-
black hat hackers pretending to work as security specialists for different organizations. Companies should
not hire people who used to be computer criminals because.....

2. 1 think it’s true that sometimes it takes a thief to catch a thief. Companies should hire ex-black hat
hackers to defend their networks because...

3. PackpoiiTe ckoOKH, yNOTPeOUB MPHUYACTHE HACTOSIIIEr0 BpeMeHH B AKTHBHOI 1 MacCUBHOM
dopme.

1. (To impress) by the film, they kept silent.

2. (To lose) the book, the student couldn’t remember the topic.

3. He spent the whole day (to read) a book.

4. (To travel) around America for a month, she returned to England.
5. He watched Mike (to go) out of the door and (to cross) the street.
6. The question (to discuss) now is very important.

7. (To pack) in the beautiful box the flowers looked very lovely.

8. (To descent) the mountains, they heard a man calling for help.

9. (To reject) by everybody he became a monk.

10. (To show) the wrong direction, the travelers soon lost their way.

4. PackpoiiTe ckookxu, ynorpeous Indefinite mmm Perfect Participle I. IlepeBenure.
1. (To write) out all the words, I started to learn them.

2. (To buy) food, they left supermarket.

3. (to bark) dog doesn’t bite.

4. She entered the room (to smile).

5. (To drink) coffee she was talking to her friend.

6. (To find) the keys, we were able to open the door.

7. (To make) the report, Tom left the room.

8. (To see) her he raised his hat.

9. My task (to finish), I went to bed.

10. While (to learn) the pronunciation of the words we learned their meaning.

IIpakTnyeckoe 3ansaTue Ne 9.
Tema: Xakepsl. [Ipuuactue |.
Hean: 3akpenyieHue u cucTeMaTH3aus 3HaHUH 110 TEME, COBEPLICHCTBOBAHUE HABBIKOB TOBOPEHUS,
YTEHMS], TUCHMA.
Ilepeyenn o0opynoBanus 1Jisi IpPOBeAeHUs1 padoThI: TETPa/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3aganue: [IpounTars 1 nepeBecTH TEKCT, ymp.2.

1. ITpounTaiiTe U nepeBeIUTE TEKCT.
It Takes a Thief to Catch a Thief

Every year more and more computer networks are coming under attack and day by day these attacks
are getting stronger. When most companies try to defend their networks they are always on the defensive
side of the pitch (mone, miomanka). Although defense wins Superbowls, it does not cut it in the world of
cyber security — it is the equivalent of putting a band aid on the person instead of them getting surgery.

There need to be new ways that a company can defend their networks from outside attacks. One
way is to hire reformed black hat hackers to defend the company’s networks. Yes, there is a level of danger
when someone does this but when it works, it really does seem to be the right solution.
Probably everybody who reads this has heard of the old saying, ’don’t leave a fox to guard the hen house”,
or something similar. This is an old American saying but sometimes the moral of the story is not true in
every situation. Sometimes it takes (tpedyercs) a thief to catch a thief.

There are some computer security firms that hire ex-black hat hackers to come to work for them.
Who better to show them the tricks of the underground than some of the people who have successfully used



these very same tricks. Who would know the mind of a hacker better than them? Somebody who has the
natural skills to be a world class hacker and someone who has to be trained to be one are in two different
leagues. Having one who has turned away from the dark side to be with the good guys may be a good
catch.

Anyone who has either worked in or at least follows the computer security field knows about the
famous hacker known as Kevin Mitnick. Kevin Mitnick, the world’s most wanted computer hacker,
managed to hack into some of the country’s most powerful — and seemingly impenetrable — agencies and
companies. He managed to gain access to data that no one else could. He was finally caught and thrown
into jail for several years. At the time of his arrest, he was the most wanted computer criminal in the United
States.

He is now out of jail and he has found his place in regular society as a computer security consultant.
His services are always in demand and he is considered one of the top people in his field. This is an
example of someone who went down the wrong path and then turned their life around.

2. BoiOepuTe yTBepsKaeHHe, KOTOPOEe BaM MOJIXOJAHUT.

1. ’'m sure the old saying, “don’t leave a fox to guard the hen house” is quite correct when we mean ex-
black hat hackers pretending to work as security specialists for different organizations. Companies should
not hire people who used to be computer criminals because.....

2. 1 think it’s true that sometimes it takes a thief to catch a thief. Companies should hire ex-black hat
hackers to defend their networks because. ..

3.3amenure NPpUAATOYHBIC ONIPEACIUTEIBHBIC ITPEAIOKCHUA MPUIACTHBIMHA 060p0TaMI/I:
Obpasey: All the people who live in this house are students.

All the people living in this house are students.
1. The woman who is speaking now is our secretary. 2. The apparatus that stands on the table in the corner
of the laboratory is quite new.3. The young man who helps the professor in his experiments studies at an
evening school for laboratory workers. 4. People who take books from the library must return them in time.
5. There are many pupils in our class who take part in all kinds of extra-curricular activities.

4, HepeBem/ITe Ha pyCCKI/Iﬁ A3bIK, oﬁpamaﬂ BHHMAaHHE HA IIPUYACTHE IMTPOLIECAIIECTI0 BPEMECHH.
1. He doesn’t like boiled milk.

2. | remember well his words said at the meeting.

3. We don’t like the book bought last week.

4. The stolen things were returned to the owner.

5. Asked about this event, he replied nothing.

6. The explanation given was not complete.

7. When burnt, coal produces heat.

8. The results received were of great importance for the further work.
9. When reconstructed the theatre looked more beautiful than before.
10. She showed us a list of the newly published books.

5. PackpoiiTe cko0ku, ymoTpeouB npuyactrue npoieaiero spemenu. [lepeseaure.
The letter (to write) by him was very long.

2. We are interested in the goods (to produce) by this factory.

3. She didn’t understand the word (to say) by him.

4. He didn’t see the things (to keep) in her box.

5. Tdon’t like the video (to buy) yesterday.

6. This is the house (to build) many years ago.
-
8
9.
1

=

The question (to put) to the professor was important.

When (to offer) to work abroad, he refused.

The article on agriculture (to publish) in this magazine was written by Smith.
0. You can get the book (to recommend) by our teacher in the library.



IIpakTyeckoe 3ansaTue Ne 10.
Tema: Tepmunonorus B oosactu nHpopMannonHou 6e3omacHoctu. [Ipugactue 11
Hesn: 3akpernyeHnue 1 cuCTeMaTU3alus 3HAaHUH 110 TeME, COBEPIIICHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHUs, IMChMa.
IlepeueHs 000py10BaHMA /IS MPOBeIEHUA PadOThI: TETPA/Ib, MTUCbMEHHBIE IPHUHAICKHOCTH,
CJIOBAp5b.
3aganue: [Ipountarh U nepeBecTH TEKCT, ynp.2.

1. HpoanaﬁTe U NePeBEeaANTE TEKCT. CocraBbTe TEeMaTHYECKHUIA CJI0Baphb.

Types of Information Security
Application security
Application security is a broad topic that covers software vulnerabilities in web and mobile
applications and application programming interfaces (APIs). These vulnerabilities may be found in
authentication or authorization of users, integrity of code and configurations, and mature policies and
procedures. Application vulnerabilities can create entry points for significant InfoSec breaches.
Application security is an important part of perimeter defense for InfoSec.

Cloud security

Cloud security focuses on building and hosting secure applications in cloud environments and securely
consuming third-party cloud applications. “Cloud” simply means that the application is running in a
shared environment. Businesses must make sure that there is adequate isolation between different
processes in shared environments.

Cryptography

Encrypting data in transit and data at rest helps ensure data confidentiality and integrity. Digital
signatures are commonly used in cryptography to validate the authenticity of data. Cryptography and
encryption has become increasingly important. A good example of cryptography use is the Advanced
Encryption Standard (AES). The AES is a symmetric key algorithm used to protect classified
government information.

Infrastructure security
Infrastructure security deals with the protection of internal and extranet networks, labs, data centers,
servers, desktops, and mobile devices.

Incident response

Incident response is the function that monitors for and investigates potentially malicious behavior.

In preparation for breaches, IT staff should have an incident response plan for containing the threat and
restoring the network. In addition, the plan should create a system to preserve evidence for forensic
analysis and potential prosecution. This data can help prevent further breaches and help staff discover
the attacker.

Vulnerability management

Vulnerability management is the process of scanning an environment for weak points (such as
unpatched software) and prioritizing remediation based on risk.

In many networks, businesses are constantly adding applications, users, infrastructure, and so on. For
this reason, it is important to constantly scan the network for potential vulnerabilities. Finding a
vulnerability in advance can save your businesses the catastrophic costs of a breach.



ROo~NoGOMWONE

2. IlepeBenuTe HA pycCKHii A3bIK, 00palasi BHUMAHUE HA MPHYACTHE NMPOIIEAIEro BpeMeHH.
1. He doesn’t like boiled milk.

2. | remember well his words said at the meeting.

3. We don’t like the book bought last week.

4. The stolen things were returned to the owner.

5. Asked about this event, he replied nothing.

6. The explanation given was not complete.

7. When burnt, coal produces heat.

8. The results received were of great importance for the further work.
9. When reconstructed the theatre looked more beautiful than before.
10. She showed us a list of the newly published books.

3. PackpoiiTe cko0KH, yHoTpeOMB nNpuYyacTue npomeamero spemenu. Illepeseaure.

The letter (to write) by him was very long.

We are interested in the goods (to produce) by this factory.

She didn’t understand the word (to say) by him.

He didn’t see the things (to keep) in her box.

I don’t like the video (to buy) yesterday.

This is the house (to build) many years ago.

The question (to put) to the professor was important.

When (to offer) to work abroad, he refused.

The article on agriculture (to publish) in this magazine was written by Smith.
. You can get the book (to recommend) by our teacher in the library.

IIpakTyeckoe 3ansaTue Ne 11.
Tema: Tepmunonorus B o6iactu napopmarmonHoi 6e3onacuoctu. [puuactue |l.
Henb: 3akperieHne U cucTeMaTU3alns 3HaHUU 110 TEME, COBEPILIEHCTBOBAHUE HABBIKOB TOBOPEHHH,
YTEHMS], IUChMA.
Ilepeyens 00opyaoBaHus 1JIsl NPOBEACHUA PadOTHI: TETPab, INCHEMEHHBIE IPUHAIIEKHOCTH,
CJIOBApb.
3aganue: [IpounTars 1 nepeBecTH TEKCT, ymp.2.

1. M3yuuTte OCHOBHYI0 MHIeH0 HHG(POPMANMOHHOW O0€30MACHOCTH M COCTabTe TeMaTH4YeCKHid
CJ10BapPb.

Basic Information Security Concepts

Three basic information security concepts important to information are Confidentiality, Integrity,
and Availability. If we relate these concepts with the people who use that information, then it will be
authentication, authorization, and non-repudiation.

Information Security is such a broad discipline that it’s easy to get lost in a single area and lose
perspective. Nevertheless, the classic definition of information security is brief and simple: ‘Information
security is the confidentiality, integrity, and availability of information also referred as C-I-A triad or
information security triad.

CIA Triad




In brief, confidentiality is a set of rules that limits access to information, Integrity is the assurance
that the information is trustworthy and accurate, and Availability is a guarantee of reliable access to the
information by authorized people.

Confidentiality

When information is read or copied by someone not authorized to do so, then it will be “loss of
confidentiality”. For sensitive information, confidentiality is a very important criterion. Bank account
statements, personal information, credit card numbers, trade secrets, government documents are some
examples of sensitive information. This goal of the CIA triad emphasizes the need for information
protection. For example, confidentiality is maintained for a computer file, if authorized users are able to
view it, while unauthorized persons are blocked from seeing it.

Integrity

Information can be corrupted or manipulated if it’s available on an insecure network, and is referred
to as “loss of integrity.” This means that unauthorized changes are made to information, whether by
human error or intentional tampering. Integrity is particularly important for critical safety and financial
data used for activities such as electronic funds transfers, air traffic control, and financial accounting. For
example, banks are more concerned about the integrity of financial records, with confidentiality having
only second priority. Some bank account holders or depositors leave ATM receipts unchecked and hanging
around after withdrawing cash. This shows that confidentiality does not have the highest priority. In the
CIA triad, integrity is maintained when the information remains unchanged during storage, transmission,
and usage not involving modification to the information.

Availability

Information can be erased or become inaccessible, resulting in “loss of availability.” This means
that people who are authorized to get information are restricted from accessing. Availability is often the
most important attribute in service-oriented businesses that depend on information. Denying access to
information has become a very common attack nowadays. Almost every week you can find news about
high profile websites being taken down by Denial of Service attacks. The CIA triad goal of availability is
the situation where information is available when and where it is rightly needed.

Now let’s take a look at other key terms in Information Security — Authorization, Authentication,
and Nonrepudiation processes and methods, which are some of the main controls aimed at protecting the
C-1-A triad

To make information available or accessible/modifiable to those who need it and who can be trusted
with it (for accessing and modification), organizations use authentication and authorization.
Authentication is proving that a user is the person he or she claims to be. That proof may involve
something the user knows (such as a password), something the user has (such as a ‘“smartcard”), or
something about the user that proves the person’s identity (such as a fingerprint). Authorization is the act of
determining whether a particular user (or computer system) has the right to carry out a certain activity, such
as reading a file or running a program.

Users must be authenticated before carrying out the activity they are authorized to perform. Security
is strong when the means of authentication cannot later be refuted—the user cannot later deny that he or
she performed the activity. This is known as non-repudiation.

2. HepeBeJmTe Ha pyCCKI/Iﬁ A3bIK, oﬁpamaﬂ BHUMAaHHUE HA NIPAYACTUE TPOICAIICTIO0O BPEMECHH.
1. He doesn’t like boiled milk.

2. | remember well his words said at the meeting.

3. We don’t like the book bought last week.

4. The stolen things were returned to the owner.

5. Asked about this event, he replied nothing.

6. The explanation given was not complete.

7. When burnt, coal produces heat.

8. The results received were of great importance for the further work.



9. When reconstructed the theatre looked more beautiful than before.
10. She showed us a list of the newly published books.

3. PackpoiiTe cko0KH, ynorpeOuB npuyactue npomenmero spemenu. Ilepesenure.
The letter (to write) by him was very long.

2. We are interested in the goods (to produce) by this factory.

3. She didn’t understand the word (to say) by him.

4. He didn’t see the things (to keep) in her box.

5. Idon’t like the video (to buy) yesterday.

6. This is the house (to build) many years ago.
7
8
9.
1

=

The question (to put) to the professor was important.

When (to offer) to work abroad, he refused.

The article on agriculture (to publish) in this magazine was written by Smith.
0. You can get the book (to recommend) by our teacher in the library.

IIpakTnyeckoe 3ansitue Ne 12.
Tema: Tepmunomnorus B o6xactu napopmarmonHoi 6e3onacuoctu. [puuactue |l.
Henb: 3akperieHne U cucTreMaTU3alus 3HaHUU 110 TEME, COBEPILICHCTBOBAHUE HABBIKOB TOBOPEHHH,
YTEHMS], IUChMa.
Ilepeyens 00opyaoBanus 1JIsi NPOBeACHUA PadOTHI: TETPab, INCHEMEHHBIE IPUHAIIEKHOCTH,
CJIOBApb.
3aganue: [IpounTars 1 nepeBecTH TEKCT, ynp.2.

2. H3yuynte OCHOBHYHW HIel0 HHPOPMAIMOHHONH 0(e30MACHOCTH H COCTabTe TeMATHYeCKHi
CJ10Bapb.

Basic Information Security Concepts

Three basic information security concepts important to information are Confidentiality, Integrity,
and Availability. If we relate these concepts with the people who use that information, then it will be
authentication, authorization, and non-repudiation.

Information Security is such a broad discipline that it’s easy to get lost in a single area and lose
perspective. Nevertheless, the classic definition of information security is brief and simple: ‘Information
security is the confidentiality, integrity, and availability of information also referred as C-I-A triad or
information security triad.

CIA Triad

In brief, confidentiality is a set of rules that limits access to information, Integrity is the assurance
that the information is trustworthy and accurate, and Availability is a guarantee of reliable access to the
information by authorized people.



Confidentiality

When information is read or copied by someone not authorized to do so, then it will be “loss of
confidentiality”. For sensitive information, confidentiality is a very important criterion. Bank account
statements, personal information, credit card numbers, trade secrets, government documents are some
examples of sensitive information. This goal of the CIA triad emphasizes the need for information
protection. For example, confidentiality is maintained for a computer file, if authorized users are able to
view it, while unauthorized persons are blocked from seeing it.

Integrity

Information can be corrupted or manipulated if it’s available on an insecure network, and is referred
to as “loss of integrity.” This means that unauthorized changes are made to information, whether by
human error or intentional tampering. Integrity is particularly important for critical safety and financial
data used for activities such as electronic funds transfers, air traffic control, and financial accounting. For
example, banks are more concerned about the integrity of financial records, with confidentiality having
only second priority. Some bank account holders or depositors leave ATM receipts unchecked and hanging
around after withdrawing cash. This shows that confidentiality does not have the highest priority. In the
CIA triad, integrity is maintained when the information remains unchanged during storage, transmission,
and usage not involving modification to the information.

Availability

Information can be erased or become inaccessible, resulting in “loss of availability.” This means
that people who are authorized to get information are restricted from accessing. Availability is often the
most important attribute in service-oriented businesses that depend on information. Denying access to
information has become a very common attack nowadays. Almost every week you can find news about
high profile websites being taken down by Denial of Service attacks. The CIA triad goal of availability is
the situation where information is available when and where it is rightly needed.

Now let’s take a look at other key terms in Information Security — Authorization, Authentication,
and Nonrepudiation processes and methods, which are some of the main controls aimed at protecting the
C-1-A triad

To make information available or accessible/modifiable to those who need it and who can be trusted
with it (for accessing and modification), organizations use authentication and authorization.
Authentication is proving that a user is the person he or she claims to be. That proof may involve
something the user knows (such as a password), something the user has (such as a “smartcard”), or
something about the user that proves the person’s identity (such as a fingerprint). Authorization is the act of
determining whether a particular user (or computer system) has the right to carry out a certain activity, such
as reading a file or running a program.

Users must be authenticated before carrying out the activity they are authorized to perform. Security
is strong when the means of authentication cannot later be refuted—the user cannot later deny that he or
she performed the activity. This is known as non-repudiation.

2. IlepeBeauTe HA PyCCKUIi sI3bIK, 00palasi BHUMAaHHE HA IPUYACTHe NMPOLIeIero BpeMeHH.
1. He doesn’t like boiled milk.

2. | remember well his words said at the meeting.

3. We don’t like the book bought last week.

4. The stolen things were returned to the owner.

5. Asked about this event, he replied nothing.

6. The explanation given was not complete.

7. When burnt, coal produces heat.

8. The results received were of great importance for the further work.
9. When reconstructed the theatre looked more beautiful than before.
10. She showed us a list of the newly published books.

3. PackpoiiTe cko0KH, ynorpeOuB npuyacrue npomenmero spemenu. Ilepesenure.
11. The letter (to write) by him was very long.



12. We are interested in the goods (to produce) by this factory.

13. She didn’t understand the word (to say) by him.

14. He didn’t see the things (to keep) in her box.

15. I don’t like the video (to buy) yesterday.

16. This is the house (to build) many years ago.

17. The question (to put) to the professor was important.

18. When (to offer) to work abroad, he refused.

19. The article on agriculture (to publish) in this magazine was written by Smith.
20. You can get the book (to recommend) by our teacher in the library.

IpakTnyeckoe 3ansitue Ne 13.

Tema: KonTpoabsHas pabora.
Hean: KoHTpOJb JTEKCUYECKUX U TPAMMATUYECKUX HABBIKOB, CIOBAPHOTO 3araca 00y4aronuxcs.
Ilepeyenn o0opynoBanus 1Jisl IPOBeAeHUs1 padOThI: TETPA/b, IMCbMEHHbIC TPUHA/ICKHOCTH, CIIOBAPb.

Bapuanr |
1. Oﬁpa3yﬁTe OT JAHHBIX IJ1aroJioB npu4acrue Il n COCTaBbTEC C HUMHU M C JaHHBIMU
Cyl[[ECTBI/ITeJIbeIMI/I CJIOBOCOYECTAHUA:
To show, to close, to translate, to cut, to ask, to send.
Article, letter, film, bread, window, question.

Bri0epuTe noaxoasiugyo ¢popmy npu4acTus:

The girl (wash, washed) the floor is my sister.

The (losing, lost) book was found at last.

| picked up the pen (lying, lain) on the floor.

Translate the words (writing, written) on the blackboard.

PoObdEDN

3. PackpoiiTe ckodku, ynoTpedJsisi riaroabl B Present Participle or Perfect Participle:
1. (to do) this task, he was thinking hard.

2. (to read) the story, she closed the book and put it on the shelf.

3. (to eat) all the potatoes, she drank a cup of tea.

4. (to sit) near the fire, he felt very warm.

4. Cnenaiite U3 ABYX HNpeaJI0:KeHHIl 0HO, HCTIOIb3Yys pu4acTHe |.
Ipumep: Jim was playing tennis. He hurt his arm. — Jim hurt his arm playing tennis.
| was watching TV. | fell asleep. I ...... .
The man slipped. He was getting off the bus. The man .... .
I was walking home in the rain. I got wet. I .... .
Margaret was driving to work yesterday. She had an accident....

el NS

Bapuanr |11
1. OﬁpasyﬁTe OT JAHHBIX IJ1aroJioB npu4acrue Il u COCTAaBbTEC C HUMHU M C JaHHBIMU
Cyl[[eCTBI/ITeJILHbIMI/I CJIOBOCOYCTAHUA:
To offer, to excite, to hear, to smoke, translate, to write.
Song, student, book, pen, text, cigarette.

2. BbiGepuTe moaxoasimyo (popMy NpuyacTus:
1. The girl (writing, written) on the blackboard is our best student.
2. The tasks (doing, done) by the students were easy.
3. The wall (surrounding, surrounded) the house was very high.



4. 1 will show you a picture (painting, painted) by my brother.

3. Packpoiite ckoOkH, ynorpedJsisi riarojbl B Present Participle or Perfect Participle:
1. (to eat) all the potatoes, she drank a cup of tea.
2. (to sit) near the fire, he felt very warm.
3. (to do) this task, he was thinking hard.
4. (to read) the story, she closed the book and put it on the shelf.

4. CnenaiiTe U3 IByX NpeAJIoKeHUH 0HO, HCIOJIB3Ys puuyactue |.
Ipumep: Jim was playing tennis. He hurt his arm. — Jim hurt his arm playing tennis.
Two firemen were overcome by smoke. They were trying to put up the fire. ....
Margaret was driving to work yesterday. She had an accident....
I was walking home in the rain. I got wet. I .... .
The man slipped. He was getting off the bus. The man .... .

NS

IIpakTnueckoe 3ansaTue Ne 14.
Tema: ltorosoe 3aHsAtue.
Heab: KoHTpoJIb YMEHUI U HABBIKOB MPAKTUYECKOTO BIIAJICHHUS AHTJIMACKUM A3bIKOM.
Ilepeuyenb 000pyOBaHMS ISl IPOBeACHUsI PA0OThI: TETPA/lb, TUCbMEHHBIE IPUHAITIEKHOCTH, CIOBAPb.

KOHTpOJ’[bHLIe 3alaHus K 3a9€TYy

Jlekcuueckne TeMbI I'paMMmaTHYeCKHE TEMBbI
1.Bupycsl 3.Ilpuyactue |
2. 4. Tlpuuactue ||

1. HphonTe N NMePeBeINTE TEKCT, BLINMOJHUTE 3aJHUA K TCKCTY.
Bapuanr |
PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidden programs that can
work their way into computer systems and erase or corrupt data and programs. Viruses are programs
that secretly attach themselves to other programs or files, known as the host, and change them or
destroy data. Viruses can be programmed to become active immediately or to remain dormant for a
period of time, after which the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same drive. It spreads
as users install infected software on their systems or exchange files with others, usually by exchanging
email, accessing electronic bulletin boards, trading disks, or downloading programs or data from
unknown sources on the Internet. Because so many computers are interconnected, viruses can spread
quickly, infecting all the computers linked on a local area network and then spreading over the Internet
to other computers and networks. The Melissa virus infected 350,000 computers in the United States
and Europe. The Mydoom virus infected a quarter-million computers in a single day in January 2004.
The so-called “Love Bug” virus alone caused an estimated $15 billion in damage. Viruses can do more
damage today than ever before and cost organizations billions of dollars each year. Most viruses are
created by black-hat hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified as a particular
type of virus. The main virus types include:
logic bombs that destroy data when triggered
boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension e.g.
command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as Word or Excel,



are spread in Microsoft Office by infecting documents and spreadsheets

email viruses which use email messages as a mode of transport and copy themselves by automatically
mailing copies to hundreds of people in the victim’s address book

companion viruses that instead of modifying an existing file, create a new program which is executed
instead of the intended program

cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate

polymorphic viruses that not only replicate themselves by creating multiple files of themselves, but
also change their digital signature every time they replicate

Two other types of malware — Trojan horses and worms — are often classified as viruses, but are
actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in fact, are malicious.
A Trojan horse appears to do one thing (install a screen saver, or show a picture inside an email for
example) when in fact it does something entirely different, and potentially malicious, such as erase
files. Trojans can also open backdoors so that computer hackers can gain access to passwords and other
personal information stored on a computer. Trojans don’t copy themselves or reproduce by infecting
other files.

Worms are self-copying programs that have the capacity to move from one computer to another
without human help, by exploiting security flaws in computer networks. Worms are self-contained and
don’t need to be attached to a document or program the way viruses do. It is note-worthy that different
types of malicious software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For example,
“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in sophistication
as well. The simplest way to protect against computer viruses is to install one of the many available
antivirus software programs, such as Norton Anti-Virus and McAfee Virus Scan. There is no way to
entirely stop the spread of computer viruses, because new ones are created all the time. However, a
number of excellent “vaccine” programs exist that search for and destroy viruses and prevent new ones
from infecting your computer system.

These programs continuously monitor systems for viruses and automatically eliminate any they
spot. Anti-virus and anti-malware programs can provide real-time protection against the installation of
malware on a computer. The software scans disk files at download time, and blocks the activity of
components known to represent malware. Users should regularly update antivirus software programs
by going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software design,
corporate servers, Web gateways, and Internet service providers. Because around 80 percent of the
world’s PCs run on Microsoft operating systems, a single virus can spread quickly among them.
Computer users should carefully choose the files they load onto their systems, scan their systems
regularly, make sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails, since this is the way
many viruses are spread.

2. Boi0epuTe npaBu/bLHbINH BAPHAHT OTBETA.

1. A computer virus is

a) the name given to unwanted messages, mainly commercial advertising

b) a visible program which accidentally attaches itself to other programs and can be easily deleted by the
user

¢) a hidden program which secretly attaches itself to other programs and changes them or destroys data

2. Viruses are programmed

a) to activate themselves immediately after the infected software has been installed
b) to remain dormant for a certain period of time

c) either to become active immediately or to remain dormant for a period of time



3. True computer viruses include

a) macro viruses, email viruses, and worms

b) macro viruses, email viruses, and logic bombs
¢) Trojans and worms

4. A logic bomb is a virus

a) which is set to trigger when specific conditions are met

b) which is spread in Microsoft Office by infecting documents and spreadsheets
¢) which uses email messages as a mode of transport

5. One of the most dangerous viruses is a virus that changes its digital signature every time it replicates.
Such viruses are very difficult to detect. They are called

a) macro viruses

b) micro viruses

c) polymorphic viruses

6. A program that can open a backdoor to the computer so that crackers can gain access to sensitive
information is known as

a) aworm

b) a Trojan horse

c) an adware

7. Programs that replicate themselves from system to system without the use of a host file are known as
a) worms

b) Trojans

C) true viruses

8. Unlike viruses, worms don’t need to be attached to a document or program as they are
a) self-confident
b)self-controlled
c) self-contained

9. Love Bug, Mydoom and Melissa are the examples of
a) true viruses

b) worms

c) Trojans

10. The main difference between the terms “viruses” and “malware” is that
a) viruses are much more dangerous than other types of malware

b) all other types of malware are much more dangerous than viruses

c) all viruses are malwares but not all malwares are viruses

11. The simplest way to protect against computer viruses is

a) to have no computer at all

b) to monitor access 24 hours a day

c) to use reliable and up-to-date anti-virus and anti-malware software

3. OTBeThTE Ha BONPOCHI.

1. What is a computer virus? How does a computer virus work?

2. What are the ways viruses spread? Why can viruses spread so quickly?
3. Name some of the famous viruses used to spread worldwide.



4. Enumerate the main types of true viruses. Which of the virus types given in the text do you think to be
the most dangerous and why?

5. Describe a malicious program called “a Trojan horse”. 6. Explain what a computer worm is.

7. How do Trojans and worms differ from true viruses?

8. How do “vaccine” anti-virus programs work?

9. What is real-time protection provided by anti-virus and anti-malware programs?

10. Name the main steps individuals and organizations should take to prevent viruses.

4. TlepeBenuTe HA PYCCKHUIl SI3bIK, 00palasi BHUMAHHE HA IPUYACTHS HACTOSIIIEr0 BPpeMeHH.
1. The girl standing at the window is my sister.

2. Having been sent to the wrong address the letter didn’t rich him.

3. He sat in the arm-chair thinking.

4. She came up to us breathing heavily.

5. The hall was full of laughing people.

6. The singing girl was about fourteen.

7. Having read the book | gave it to Pete.

8. The large building being built in our street is a new school — house.
9. Having finished the experiment the students left the laboratory.

10. Being busy, he postponed his trip.

5. BoiGepute u3 ck000k Tpedyomyiocs ¢popmy Ipuvacrus I:

1. a) The girl (writing, written) on the blackboard is our best pupil.
b) Everything (writing, written) here is quite right.
2. a) The house (surrounding, surrounded) by tall trees is very beautiful.
b) The wall (surrounding, surrounded) the house was very high.
3. a) Who is that boy (doing, done) his homework at that table?
b) The exercises (doing, done) by the pupils were easy.
4. a) The girl (washing, washed) the floor is my sister.
b) The floor (washing, washed) by Helen looked very clean.

Bapuanr 11
1. ITpouTHTe U MEpeBeINTE TEKCT, BHIMOJHHUTE 3aaHUS K TEKCTY.

THE ANATOMY OF A VIRUS
Infection

Read and translate the text to do the tasks given below the text.

A biological virus is a very small, simple organism that infects living cells, known as the host, by attaching
itself to them and using them to reproduce itself. This often causes harm to the host cells.

Similarly, a computer virus is a very small program routine (moamporpamma) that infects the
computer system and uses its resources to reproduce itself. It often does this by patching the operating
system to enable it to detect program files, such as COM (kommynukaimonusiii mopt) or EXE files
(uconmusiembie Qaiiibr). It then copies itself into into those files. This sometimes causes harm to the host
computer system When the user runs an infected program, it is loaded into memory carrying the virus. The
virus uses a common programming technique to stay resident in memory. It can then use a reproduction
routine to infect other programs. This process continues until the computer is switched off.

The virus may also contain a payload that remains dormant until a trigger event activates it, such as
the user pressing a particular key. The payload can have a variety of forms. It might do something
relatively harmless such as displaying a message on the monitor screen or it might do something more
destructive such as deleting files on the hard disk.

When it infects a file, the virus replaces the first instruction in the host program with a command
that changes the normal execution sequence. This type of command is known as a JUMP command and
causes the virus instructions to be executed before the host program. This virus then returns control to the



host program which then continues with its normal sequence of instructions and is executed in the normal
way.

To be a virus, a program only needs to have a reproduction routine that enables it to infect other
programs. Viruses can, however, have four main parts.

A misdirection routine, that enables it to hide itself; a reproduction routine that allows it to copy
itself to other programs; a trigger that causes the payload to be activated at a particular time or when a
particular event takes place; and a payload that may be a fairly harmless joke or may be very destructive. A
program that has a payload but does not have a reproduction routine is known as a Trojan.

Antivirus Software

Thankfully, antivirus software is regularly subjected to independent reviews, which evaluate just
how effective they are in achieving their ultimate goal — i.e. keeping your computer virus-free. Here are
some of the top antivirus software programs. Security specialists specialize in the design of software and
hardware to protect information from security threats. Data security is critical for most businesses and even
home computer users. Data lost due to disasters such as a flood or fire is crushing, but losing it to hackers
or malware infection can have much greater consequences.

2. CoBMecTHTE CJIOBA U3 IBYX KOJIOHOK.

1 host

2 to patch

3 JUMP command a) a programming instruction that causes a
4 misdirection routine program to change its normal sequence

5 reproduction routine b) the part of a virus that carries out a threat
6 trigger routine such as displaying a slogan on the screen

7 payload c) the part of a computer virus that enables it

to attach a copy of itself to another program

d) a program that carries a virus

e) to insert programming code into a computer
program to fix or modify it in some way

f) the part of a computer virus that enables it
to hide itself by altering the normal sequence
of instructions in another program

g) the part of a computer virus that enables it
to decide when and how to activate the
payload

3. IlepeBeauTte Ha pyccKHii I3bIK, 00paliasi BHUMAHME HA NPUYACTHE NPOLIeIIEero BpeMeHH.
1. He doesn’t like boiled milk.

2. | remember well his words said at the meeting.

3. We don’t like the book bought last week.

4. The stolen things were returned to the owner.

5. Asked about this event, he replied nothing.

6. The explanation given was not complete.

7. When burnt, coal produces heat.

8. The results received were of great importance for the further work.
9. When reconstructed the theatre looked more beautiful than before.
10. She showed us a list of the newly published books.

4. PackpoiiTe cko0KH, ynoTpeONB Npu4acTue npomeamero spemenn. Ilepesenure.
1. The letter (to write) by him was very long.

2. We are interested in the goods (to produce) by this factory.

3. She didn’t understand the word (to say) by him.



4. He didn’t see the things (to keep) in her box.

5. I don’t like the video (to buy) yesterday.

6. This is the house (to build) many years ago.

7. The question (to put) to the professor was important.

8. When (to offer) to work abroad, he refused.

9. The article on agriculture (to publish) in this magazine was written by Smith.
10. You can get the book (to recommend) by our teacher in the library.



4 KYPC 8 CEMECTP
BOCCTAHOBJIEHUE JAHHBIX

IIpakTnueckoe 3ansaTHe Ne 1.
Tema: Boccranosienne cucremsl. Henuunsie hopmel rinarona. [loBropenue.
Hean: Beenenue u 3akpemieHne JIEKCUUECKOI0 M FPaMMaTUYECKOT0 MaTepuaia.
Ilepeuyenb o00opyrOoBaHMs ISl POBeACHUsI PA0OThI: TETPAb, IUCbMEHHBIE IPUHAIIICKHOCTH, CI0OBAPb.
3ananme: [IpounTaTh U IepeBECTH CIIOBA, TEKCT, ymp.1-3.

Topical vocabulary

natural disaster — cruxuiinoe 6eacTBUE

man-made disaster — rexaHorenHas aBapusi (katactpoda)

power failure — napyieHue 31eKTPOCHAOKCHHMS

software glitch — c6oii mporpamMHoOro odecneyeHus

to disrupt — Hapymare, IPUBOIUTH K CPBIBY

equipment malfunction — HercripaBHOCTH 00OPYIOBAHHUS

deliberate attempt — npexHamepeHHas MOMBITKA

data loss — moTepst naHHBIX

power outage — OTKJIFOYEHHE IIEKTPOIHEPTUN

unpredictable — menpeackasyemsiii

to respond to — pearupoBath, 0OTBe4aTh (Ha YTO-THOO)

to ensure — obGecrieynBaTh, TAPAHTUPOBATH

continued operation — HenpepbiBHas paboTa

vital — )xu3HEHHO Ba)KHBIH

recovery — BOCCTaHOBJICHHUE

disaster recovery — BoccTaHOBJICHHE TI0CIIEC OCICTBHS

computer system failure — aBapus KOMIIBIOTEPHBIX CHCTEM

data safety — 6e30macHOCTh JaHHBIX

... of paramount importance — MepBOCTENCHHON BaKHOCTH

backup — pesepBHas komus

to back up — nenate pesepBHbIe KOIHU

at least — mo menbIIel Mepe

location — (onpenenénnoe) Mecto;

MECTO pa3MeICHHUS

archiving — apxuBHUpOBaHUE; COXPAHCHUE

hard image — pe3epBHbIif 00pa3 aucKa; 00pa3 AMCKOBOW MaMSITH

hard disk imaging — cosmanue pesepBHOro o0Opasza aucka (3amuch oOpa3a AKWCKAa Ha 3aMOMUHAIONICM
yYCTPONCTBE)

mirror image — 3epkajibHBIi 00pa3

to recreate — Bocco3naBarb

actual content — neficTBUTEBHBIN (TEKYIIHI) KOHTEHT (MH()OPMAITHOHHOE HATIOTTHEHHE)
In its entirety — Bo Bceii MOJIHOTE; MOIHOCTHIO

partition — pasaen (aucka)

to restore — BoccranaBiuBaTh

online data backup — pe3epBHoe KonmupoBanue B cucreme online

external storage device — ycTpoicTBO BHEIIIHEH TAMSTH, BHEIITHEE 3aIIOMUHAIOIIEE YCTPOMCTBO
affordable — nemoporoii, 1ocTynHbIH

backup site — pesepBHBIN y3ein; pe3epBHOE TMPOM3BOJICTBCHHOEC IOMEIIEHHE (U1 pa3sMeIIeHUs
BBIYHCITATEILHBIX

CPENICTB B CJIy4ae CTUXHIHOTO O€/ICTBUS)

cold (warm, hot) backup site — «xomoaHbBIN» («TEMIBINY», «rOPSUN») pE3EPBHBIN Y3eI
data center — BEIYUCITUTENBHBIN [IEHTP



accessible — nocTymHbIi

...it involves downtime — mpoMCXOIUT BpeMsl TPOCTOS (IIOTEPs] MAILIMHHOTO BPEMEHH )
remote storage facility =

off-site storage facility — ynanénnoe xpaHuIuIne JaHHBIX

efficient — s dexTrBHBII

replica — TouHast korust

...the only item that needs

to be added — exuHCTBEHHOE, YTO HYKHO TOOABHTH..

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP

Natural disasters, power failures, equipment malfunctions, software glitches, human error, and
terrorist attacks can disrupt even the most sophisticated computer systems. Man-made disasters can range
from a catastrophic operator error to a deliberate attempt to cause damage. Mistakes can cause data loss,
power outages, and a wide variety of other problems. We can often stop disasters caused by man, but there
IS nothing we can do that can stop the natural disasters. These natural disasters such as floods, earthquakes,
hurricanes, volcanoes, tsunami, or wildfire are unpredictable and within a short span of time can destroy
information and communication systems. Whether a disaster is natural or man-made, companies and
organizations must be ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of ensuring the continued
operation of those systems, and their rapid recovery, has increased.

One of the most important aspects of disaster recovery is to have a solid disaster recovery plan.
Disaster recovery means bringing IT systems and functions back online after a disruption. A disaster
recovery plan is intended to keep a company as functional as possible during a disaster and to help the
company recover quickly in the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that had a major loss
of business data, 43% never reopen and 29% close within two years. The most effective way to avoid the
loss of data is to create frequent backups of your files. If this data is really sensitive, it is important to store
at least two copies of it and keep at least one copy in a secure, remote location. In IT, a backup, or the
process of backing up, refers to the copying and archiving of computer data so it may be used to restore the
original after a data loss event. Some methods of backup are more reliable than others, while others may be
more convenient than some. In order to protect your business data, it is important to have a solution that is
both reliable and convenient.

Hard disk imaging, often referred to as cloning, is one of the most popular and efficient methods
of storing important data. This type of system saves every piece of data on your hard drive. This unique
process allows you to create a mirror image of a disk at a specific point of time. A disk image can be
compared to a photo image. It is capable of being recreated into the actual contents, just as a photograph
can be used to recreate a specific scene at a specific point in the past. In the event of a complete system
failure, the data on your hard disk can be easily recreated in its entirety, even your partitions and file
system. It is also the fastest and easiest method of data backup, enabling you to quickly restore data
following an unexpected catastrophe.

Online data backup is a solution growing in popularity. This type of solution calls for your data to
be stored on a secure server in a remote location. With online data backup, your data is safe; the computer
encrypts your files before sending them, and files are secured with password protection. Backups can be
done automatically and data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices. These are simple,
affordable and come in many different forms. The most common devices are external hard drives and
modern inventions, such as encrypted flash drives.

One of the most critical aspects of network security is to have a location from which the recovery
can take place. This location is known as a backup site. In the event of a disaster, a backup site is where
your data center will be recreated, and where you will operate from, during the disaster. There are three



basic types of backup sites: cold, warm, and hot. (These terms do not refer to the temperature of the backup
site; instead, they refer to the effort required to begin operations at the backup site in the event of a
disaster).

A cold backup site is an offline database that is not accessible for updates and is generally a space
that has been reserved within a building. With a cold backup site, everything that is required to restore
service must be delivered to the site. Although cold backup sites are the least expensive way of backing up
data, they involve downtime to restore service to the users since they cannot access the database during the
recovery process.

A warm backup site is a site that is already equipped with hardware that contains a backup of the
information that is contained in the data center. Before you can use a warm backup site to restore service,
the most recent backups from the remote storage facility must be delivered before recovery can begin.
Although a warm backup site contains backups, the information may be incomplete due to the fact that the
backup may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery. With a hot
backup site, users can continue to access the database while restoration is in process. Recovery can take
place within a few hours due to the fact that the hot backup contains a replica of the current data in the data
center. The only item that needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster recovery, a location
within your own organization, or a shared facility by multiple organizations.

1. BbiOepuTe npaBWJIbHbII BAPUAHT 0TBETA.

1. Can people stop disasters?

a) We can often stop natural disasters, but there is nothing we can do that can stop disasters caused by man.
b) We can often stop disasters caused by man, but there is nothing we can do that can stop the natural
disasters.

¢) We can stop any disaster regardless of whether it is natural or man-made. 79



2. A disaster recovery plan is intended

a) to estimate the cost of damage in the event of a disaster

b) to ensure psychological recovery of people in the event of a disaster

c) to decide how to prevent system failures and continue operations if computer systems fail

3. One of the most important aspects of disaster recovery is
a) data verification

b) data transmission

c) data safety

4. In order to avoid an untimely disaster, the best insurance policy involves frequently
a) scrambling all important data

b) backing up all important data

¢) compressing all important data

5. The fastest and easiest method of data backup is
a) hard disk imaging

b) online data backup

c) the use of external storage devices

6. Hard disk imaging is often referred to as
a) online backup

b) offsite backup

c) cloning

7. There are many advantages to online backup, including:

a) The data can be easily recreated in its entirety, even partitions and the file system.

b) The device is very small so you can carry it with you and it plugs into any PC with a USB port.

c) By having your data stored on a remote hard drive, you run little or no risk of losing your data as a result
of fire, theft, or any other disaster

8. A location where a business can easily relocate following a disaster, such as a fire, flood, or terrorist
attack, is known as

a) a backup host

b) a backup file

c) a backup site

9. What do the terms “cold”, “warm” and “hot” refer to when describing the backup site?

a) These terms refer to the temperature of the backup site.

b) These terms refer to the season at which the backup site begins to function (is made operational).
c) These terms refer to the effort required to begin operations in the event of a disaster.

10. With a hot backup site,

a) users cannot access the database during the recovery process

b) users can continue to access the database while restoration is in process
c) users have access to the database but the information is incomplete

11. A backup site where the most recent backups from the remote storage facility must be delivered before
recovery can begin is called

a) a cold backup site

b) a warm backup site

¢) a hot backup site



12. Offsite backup sites can be provided

a) exclusively by organizations that specialize in disaster recovery

b) by organizations that specialize in disaster recovery, or a shared facility by multiple organizations

c) by organizations that specialize in disaster recovery, a location within your own organization, or a
facility shared by multiple organizations

2. Bri0epuTe U3 CKOOOK repyHAUIl WM MH(PUHUTHB.
11. I am planning ... (to visit/visiting) my granny next week.
12. When they finish ... (to eat/eating) their lunch, they’ll go to the office.
13. He suggested ... (to buy/buying) some food.
14. Does Sally enjoy ... (to go/going) to the gym?
15. Don’t put off ... (to write/writing) a report till the end of the month.
16. John refused ... (to answer/answering) my question.
17. My brother intends ... (to get/getting) married soon.
18. I think she didn’t mean ... (to hurt/hurting) you.
19. Keep ... (to beat/beating) the eggs.
20. Fred can’t afford ... (to travel/travelling) this year.

3. CocTaBbTeE MPEeaAJJI0KCHU, BblﬁpaB Ha4vaJlo u3 nmepsoro CTO0JI0OIA U OKOHYAHHE — U3 BTOpOro.

9. She is interested a) drinking alcohol.

10. I would like b) to seeing my daughter.
11. You should give up c) being ill.

12. We really enjoy d) laughing at her.

13. I’'m looking forward e) to living in a dirty house.
14. He is used f) talking to drunk people.
15. She pretended g) swimming in the sea.

16. Pamela is good h) to have a cup of coffee.
17.1 couldn’t help i) in surfing the Internet.
18. She avoids J) at riding a horse.

IIpakTnueckoe 3ansaTue Ne2.
Tema: Boccranosnenue cuctemsl. Hennunsle popmel riarona. IloBropenue.
Heab: 3akpenneHue u cucTeMaTu3anus 3HaHUH 110 TeEME, COBEPILIEHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTEHMS], TUCHMA.
Ilepeyenn o0opynoBanus 1Jisi IpPOBeAeHUs1 padoThI: TETPa/b, IMCbMEHHbIE IPUHAIEKHOCTH, CIIOBAPb.
3apanmue: OTBETUTH HA BOMPOCHI, yIip.2-3.

Topical vocabulary

natural disaster — cruxuiinoe 6encTBHe

man-made disaster — rexxHorenHast aBapus (katactpoda)
power failure — napyieHue 31eKTPOCHAOKEHHUSI
software glitch — coii mporpamMmmHOro odecreueHus

to disrupt — HapymaTh, IPUBOJUTE K CPBIBY

equipment malfunction — HercripaBHOCTH 000OPYAOBAHHMS
deliberate attempt — mperHamepeHHas OMBITKA

data l0oss — morepst AaHHBIX

power outage — OTKIIOUYEHHUE JIEKTPOIHEPTUU
unpredictable — menpenckazyemsrii

to respond to — pearupoBath, OTBe4YaTh (Ha YTO-TKOO)
to ensure — obecrieunBaTh, rapaHTHPOBATH

continued operation — HenpepbIBHAsE paboTa



vital — )KHM3HEHHO Ba)KHBII

recovery — BOCCTaHOBJICHUE

disaster recovery — BoccTaHOBIICHHE TIOCTIE OEICTBHUS

computer system failure — aBapusi KOMITBIOTEPHBIX CHCTEM

data safety — 6e30macHOCTh JaHHBIX

... of paramount importance — MepBOCTEIIEHHOI BaXKHOCTH

backup — pesepBuas komus

to back up — nenatp pe3epBHbIC KOIIUU

at least — mo menbIeii Mepe

location — (ompenenénnoe) MecTo;

MECTO pa3MeIlCHHs

archiving — apxuBupoBaHue; COXpaHEHUE

hard image — pe3epBHbIif 00pa3 aucKa; 00pa3 AUCKOBOM MaMsITH

hard disk imaging — co3manme pe3epBHOro oOpasza jaucka (3amuch oOpa3a AKMCKa Ha 3allOMHHAIOIIEM
YCTPOKHCTBE)

mIirror image — 3epkajibHbIi 00pa3

to recreate — Bocco3gaBaTh

actual content — neiicTBUTEIBbHBIN (TEKYIIHMI) KOHTEHT (MH()OPMALIMOHHOE HATIOITHEHHE)
In its entirety — Bo Bceli IOJIHOTE; MOJIHOCTBIO

partition — pasaen (aucka)

to restore — BoccranaBinuBaTh

online data backup — pe3epBHOe kKonupoBanue B cucteme online

external storage device — ycTpoiicTBO BHEIIHEH MaMATH, BHEITHEE 3alIOMUHAOIICE YCTPOUCTBO
affordable — menoporoii, noctymHbIit

backup site — pesepBHBI y3en; pe3epBHOE MPOU3BOACTBEHHOE MMOMEIEHHE (I pa3sMEIICHUs
BBIYUCITUTCIILHBIX

CPEJICTB B ClTy4ae CTUXHUUHOTO OCICTBHS)

cold (warm, hot) backup site — «xomoHbII» («TEMIBINY, «TOPSUNT») PE3CPBHBIH y3ei
data center — BEIYHMCIIMTENBHBIN [IEHTP

accessible — nocrynHsiii

...it involves downtime — mpoMCXOUT BpeMsl TPOCTOS (IOTEPs] MALLIMHHOTO BPEMEHH )
remote storage facility =

off-site storage facility — ynanéunoe xpaHumine qaHHBIX

efficient — s pexTuBHBII

replica — Tounas xomus

...the only item that needs

to be added — equHCTBEHHOE, YTO HYXKHO T00ABHTH..

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP

Natural disasters, power failures, equipment malfunctions, software glitches, human error, and
terrorist attacks can disrupt even the most sophisticated computer systems. Man-made disasters can range
from a catastrophic operator error to a deliberate attempt to cause damage. Mistakes can cause data loss,
power outages, and a wide variety of other problems. We can often stop disasters caused by man, but there
is nothing we can do that can stop the natural disasters. These natural disasters such as floods, earthquakes,
hurricanes, volcanoes, tsunami, or wildfire are unpredictable and within a short span of time can destroy
information and communication systems. Whether a disaster is natural or man-made, companies and
organizations must be ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of ensuring the continued
operation of those systems, and their rapid recovery, has increased.

One of the most important aspects of disaster recovery is to have a solid disaster recovery plan.
Disaster recovery means bringing IT systems and functions back online after a disruption. A disaster



recovery plan is intended to keep a company as functional as possible during a disaster and to help the
company recover quickly in the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that had a major loss
of business data, 43% never reopen and 29% close within two years. The most effective way to avoid the
loss of data is to create frequent backups of your files. If this data is really sensitive, it is important to store
at least two copies of it and keep at least one copy in a secure, remote location. In IT, a backup, or the
process of backing up, refers to the copying and archiving of computer data so it may be used to restore the
original after a data loss event. Some methods of backup are more reliable than others, while others may be
more convenient than some. In order to protect your business data, it is important to have a solution that is
both reliable and convenient.

Hard disk imaging, often referred to as cloning, is one of the most popular and efficient methods
of storing important data. This type of system saves every piece of data on your hard drive. This unique
process allows you to create a mirror image of a disk at a specific point of time. A disk image can be
compared to a photo image. It is capable of being recreated into the actual contents, just as a photograph
can be used to recreate a specific scene at a specific point in the past. In the event of a complete system
failure, the data on your hard disk can be easily recreated in its entirety, even your partitions and file
system. It is also the fastest and easiest method of data backup, enabling you to quickly restore data
following an unexpected catastrophe.

Online data backup is a solution growing in popularity. This type of solution calls for your data to
be stored on a secure server in a remote location. With online data backup, your data is safe; the computer
encrypts your files before sending them, and files are secured with password protection. Backups can be
done automatically and data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices. These are simple,
affordable and come in many different forms. The most common devices are external hard drives and
modern inventions, such as encrypted flash drives.

One of the most critical aspects of network security is to have a location from which the recovery
can take place. This location is known as a backup site. In the event of a disaster, a backup site is where
your data center will be recreated, and where you will operate from, during the disaster. There are three
basic types of backup sites: cold, warm, and hot. (These terms do not refer to the temperature of the backup
site; instead, they refer to the effort required to begin operations at the backup site in the event of a
disaster).

A cold backup site is an offline database that is not accessible for updates and is generally a space
that has been reserved within a building. With a cold backup site, everything that is required to restore
service must be delivered to the site. Although cold backup sites are the least expensive way of backing up
data, they involve downtime to restore service to the users since they cannot access the database during the
recovery process.

A warm backup site is a site that is already equipped with hardware that contains a backup of the
information that is contained in the data center. Before you can use a warm backup site to restore service,
the most recent backups from the remote storage facility must be delivered before recovery can begin.
Although a warm backup site contains backups, the information may be incomplete due to the fact that the
backup may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery. With a hot
backup site, users can continue to access the database while restoration is in process. Recovery can take
place within a few hours due to the fact that the hot backup contains a replica of the current data in the data
center. The only item that needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster recovery, a location
within your own organization, or a shared facility by multiple organizations.

1. OTBeTbTE HA BONPOCHI.
1. What disastrous events can disrupt even the most sophisticated computer systems?
2. Differentiate between natural and man-made disasters.



3. What is a disaster recovery plan? Why is it so important for companies and organizations?

4. Assess the importance of data safety to network security.

5. What is the most effective way to avoid data loss?

6. Describe the process of hard disk imaging.

7. What are the advantages of online data backup?

8. Name the most common external storage devices.

9. What is a backup site? What are the three basic types of backup sites?

10. Characterize a cold backup site. Why does it involve downtime to restore service to the users?
11. Describe a warm backup site. Does a warm backup site contain backups?

12. Explain why a hot backup site is considered the most efficient means of disaster recovery.

2. Use Infinitive or -ing form.

13. It was quite late when they saw Martin ... (come) up the other side of the street. They saw him ...
(pause) in front of his house, ... (look) up at it and ... (knock) at the door.

14. My parents let me (stay) at Molly’s house last weekend. They agreed ... (take) me to his place in
the car and they made me (promise) to behave myself.

15. Mel hates (answer) the phone. And very often Mel just lets it ... (ring).

16. At first Jenny enjoyed ... (listen) to Steven but after a while she got tired of ... (hear) the same
story.

17. Polly can’t (go) to the cinema today. She’s busy ... (study) for her exam, which is next week, but
she’s decided ... (take) a break and ... (phone) Megan.

18. I tried ... (listen) carefully and in order (not/show) how I was embarrassed, I did my best ... (keep)
the conversation ... (go) on one topic and another.

3. IlpounTaiiTe npeasioxenus. Boidepure oyH U3 Npeai0;KeHHbIX BADUAHTOB OTBETA.

15. Peace activist Baroness Bertha von Suttner encouraged Alfred Nobel ... a prize for peace. (establish
/ to establish / establishing / to be established)

16. The police officer made Neil get out of the car and demanded ... his driver's licence.(see / seeing /
to see / to be seen)

17. In the time of Peter the Great the noblemen were not allowed ... beards. (have / to have / having /
having had)

18. They wouldn't let ... the country without the entry visa, would they? (him to enter / he enters / him
enter / him entering)

19. Fred couldn’t make ... that he had caught the huge fish himself. (I believed/ me believe / me
believed / me to believe)

20. Nick was very close to the phone-box and Mary noticed him ... the number, and then she heard him
... something to passer-by. (to dial, to say / dialing, to say / to dial, say / dial, say)

21. Nick was seen ... the hall and then Jane watched him ... (enter, go away / be entered, to go away /
enter, go away / to have entered, to be gone away)

IIpakTnyeckoe 3ansaTue Ne 3.
Tema: Boccranosnenue cuctemsl. Hennunsle popmsl rinarona. IloBropenue.
esn: 3akpernyeHne U CHCTeMaTH3aIus 3HAHUH 110 TEMe, COBEPIIICHCTBOBAHNE HABHIKOB TOBOPEHUS,
YTEHUs, TUChMA.
Ilepeuenb 000pyOoBaHMs ISl IPOBeACHUsI padOThI: TETPAb, TUCbMEHHBIE IPUHAIIEKHOCTH, CI0BAPh.
3ananme: CocTaBUTh Nepeckas TeKCTa, pUIyMaTh IPUMEPhl Ha FepyHINH 1 UHPUHUTHB.

Topical vocabulary

natural disaster — cruxuiinoe 6encTBUe

man-made disaster — TexHorenHnas aBapus (karactpoda)
power failure — napyieHue 31eKTPOCHAOKEHHMSI



software glitch — c6oit mporpammuOro odecredeHus

to disrupt — HapymaTh, IPUBOJHUTE K CPBIBY

equipment malfunction — HeucpaBHOCTE 00OPYIOBAHHMS

deliberate attempt — npenHamepeHHast HonbITKa

data l0ss — motepst AaHHBIX

power outage — OTKJIFOYEHHUE AIEKTPOIHEPTUN

unpredictable — nenpeackazyembrii

to respond to — pearupoBatk, OTBe4YaTh (Ha YTO-IKO0)

to ensure — obecrieunBaTh, rapaHTUPOBAThH

continued operation — HenpepbIBHAsE paboTa

vital — )KM3HEHHO Ba)KHBII

reCovery — BOCCTaHOBJICHHUC

disaster recovery — BoccTaHOBJICHHE T10CIIE€ OEICTBHS

computer system failure — aBapusi KOMIIBIOTEPHBIX CHCTEM

data safety — 6e30macHOCTh JaHHBIX

... of paramount importance — MepBOCTEIIEHHOI BaXKHOCTH

backup — pesepBuas komus

to back up — nenatb pe3epBHbIC KOUU

at least — mo menbIeii Mepe

location — (ompenenénnoe) MecTo;

MECTO pa3MeICHHsI

archiving — apxuBHpoBaHUE; COXpaHCHUE

hard image — pe3epBHBbIif 00pa3 aucKa; 00pa3 AMCKOBOM MaMsTH

hard disk imaging — cos3manue pe3epBHOro oOpas3a aucKa (3almuch oOpa3a JUCKa Ha 3alOMHHAIOIIEM
YCTPOICTBE)

mirror image — 3epkajibHbIi 00pa3

to recreate — Bocco3aBaTh

actual content — neiicTBUTEIBbHBIN (TEKYIIHMI) KOHTEHT (MH()OPMALIMOHHOE HATIOIHEHHE)
In its entirety — Bo Bcell OJIHOTE; MOJTHOCTHIO

partition — pasaen (aucka)

to restore — BoccranaBinuBaTh

online data backup — pe3epBHOe kKonHpoBanue B cuctemMe online

external storage device — ycTpoi#icTBO BHEIIHEH MaMATH, BHEIITHEE 3aIIOMUHAOIIECE YCTPOUCTBO
affordable — megoporoii, mocTynHbIH

backup site — pesepBHBII y3ed; pe3epBHOE MPOU3BOACTBCHHOE TOMEIIEHHE (U1 pa3MeleHus
BBIYHCITATENTLHBIX

CPEJICTB B ClTydae CTUXHUHOTO OEICTBHS)

cold (warm, hot) backup site — «xom0aHBIN» («TEMIBINY», «rOPSUNii») pe3ePBHBIN y3eI
data center — BEIYHCITHTENBHBIN IIEHTP

accessible — noctymHsrii

...it involves downtime — npoucxoauT BpeMsi mpocTost (OTepst MAIIMHHOTO BPEMEHH )
remote storage facility =

off-site storage facility — ynanéunoe xpaHuauiie TaHHBIX

efficient — s pexTuBHBII

replica — Tounast korus

...the only item that needs

to be added — equHCTBEHHOE, YTO HYXKHO JOOABUTH..

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP



Natural disasters, power failures, equipment malfunctions, software glitches, human error, and
terrorist attacks can disrupt even the most sophisticated computer systems. Man-made disasters can range
from a catastrophic operator error to a deliberate attempt to cause damage. Mistakes can cause data loss,
power outages, and a wide variety of other problems. We can often stop disasters caused by man, but there
is nothing we can do that can stop the natural disasters. These natural disasters such as floods, earthquakes,
hurricanes, volcanoes, tsunami, or wildfire are unpredictable and within a short span of time can destroy
information and communication systems. Whether a disaster is natural or man-made, companies and
organizations must be ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of ensuring the continued
operation of those systems, and their rapid recovery, has increased.

One of the most important aspects of disaster recovery is to have a solid disaster recovery plan.
Disaster recovery means bringing IT systems and functions back online after a disruption. A disaster
recovery plan is intended to keep a company as functional as possible during a disaster and to help the
company recover quickly in the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that had a major loss
of business data, 43% never reopen and 29% close within two years. The most effective way to avoid the
loss of data is to create frequent backups of your files. If this data is really sensitive, it is important to store
at least two copies of it and keep at least one copy in a secure, remote location. In IT, a backup, or the
process of backing up, refers to the copying and archiving of computer data so it may be used to restore the
original after a data loss event. Some methods of backup are more reliable than others, while others may be
more convenient than some. In order to protect your business data, it is important to have a solution that is
both reliable and convenient.

Hard disk imaging, often referred to as cloning, is one of the most popular and efficient methods
of storing important data. This type of system saves every piece of data on your hard drive. This unique
process allows you to create a mirror image of a disk at a specific point of time. A disk image can be
compared to a photo image. It is capable of being recreated into the actual contents, just as a photograph
can be used to recreate a specific scene at a specific point in the past. In the event of a complete system
failure, the data on your hard disk can be easily recreated in its entirety, even your partitions and file
system. It is also the fastest and easiest method of data backup, enabling you to quickly restore data
following an unexpected catastrophe.

Online data backup is a solution growing in popularity. This type of solution calls for your data to
be stored on a secure server in a remote location. With online data backup, your data is safe; the computer
encrypts your files before sending them, and files are secured with password protection. Backups can be
done automatically and data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices. These are simple,
affordable and come in many different forms. The most common devices are external hard drives and
modern inventions, such as encrypted flash drives.

One of the most critical aspects of network security is to have a location from which the recovery
can take place. This location is known as a backup site. In the event of a disaster, a backup site is where
your data center will be recreated, and where you will operate from, during the disaster. There are three
basic types of backup sites: cold, warm, and hot. (These terms do not refer to the temperature of the backup
site; instead, they refer to the effort required to begin operations at the backup site in the event of a
disaster).

A cold backup site is an offline database that is not accessible for updates and is generally a space
that has been reserved within a building. With a cold backup site, everything that is required to restore
service must be delivered to the site. Although cold backup sites are the least expensive way of backing up
data, they involve downtime to restore service to the users since they cannot access the database during the
recovery process.

A warm backup site is a site that is already equipped with hardware that contains a backup of the
information that is contained in the data center. Before you can use a warm backup site to restore service,
the most recent backups from the remote storage facility must be delivered before recovery can begin.



Although a warm backup site contains backups, the information may be incomplete due to the fact that the
backup may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery. With a hot
backup site, users can continue to access the database while restoration is in process. Recovery can take
place within a few hours due to the fact that the hot backup contains a replica of the current data in the data
center. The only item that needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster recovery, a location
within your own organization, or a shared facility by multiple organizations.

. OTBeTLTE HA BOIIPOCHI.

. What disastrous events can disrupt even the most sophisticated computer systems?

. Differentiate between natural and man-made disasters.

. What is a disaster recovery plan? Why is it so important for companies and organizations?
. Assess the importance of data safety to network security.

. What is the most effective way to avoid data l0ss?

. Describe the process of hard disk imaging.

. What are the advantages of online data backup?

. Name the most common external storage devices.

. What is a backup site? What are the three basic types of backup sites?

10. Characterize a cold backup site. Why does it involve downtime to restore service to the users?
11. Describe a warm backup site. Does a warm backup site contain backups?

12. Explain why a hot backup site is considered the most efficient means of disaster recovery.

O©CoOoO~NoOUoThWDNEFPRF

IIpakTHyeckoe 3ansaTue Ne 4.
Tema: Boccranosienue cucremsl. [10AroToBKa K 3a4eTy.
Hess: 3akpenieHue U cucTeMaTu3alus 3HaHui 110 TeMe, COBEPIICHCTBOBAHNE HABBIKOB TOBOPEHUS,
YTCHU, ITMChbMa.
IlepeueHb 000py10BaHMA /IS IPOBeeHUA PAdOThI: TETPa/ib, MMCbMEHHbIE IPUHAIEKHOCTH, CIIOBApPh.
3aganue: Crenarb Npe3eHTALNIO, UCIIOJIBb3YS JIEKCUKY YpOKa.

Topical vocabulary

natural disaster — cruxuitnoe 6exncreue

man-made disaster — rexaHorenHas aBapust (katactpoda)
power failure — HapymieHue 31eKTpOCHAOKEHNUS
software glitch — c6oit mporpammHOro odecreyeHus

to disrupt — Hapymiath, OPUBOAUTD K CPBIBY

equipment malfunction — HercipaBHOCTh 000PYAOBAHHUS
deliberate attempt — npenHaMepeHHast OMbBITKA

data loss — moTepst naHHBIX

power outage — OTKJIFOYCHHUE dIICKTPOIHEPTHH
unpredictable — Henpenckazyemprit

to respond to — pearupoBath, 0TBe4YaTh (Ha YTO-THOO)

to ensure — oGecrieunBaTh, rapaHTUPOBATH

continued operation — HenpepbIBHast paboTa

vital — »ku3HEeHHO BaXKHBIN

recovery — BOCCTaHOBIICHUE

disaster recovery — BoccTaHOBIICHHE TIOCTIE OEICTBHUS
computer system failure — aBapust KOMIIBIOTEPHBIX CHCTEM
data safety — 6e30macHOCTh JaHHBIX

... of paramount importance — HepBOCTENIEHHOW BAYKHOCTH
backup — pesepBuas komus



to back up — menath pe3epBHBIC KOITHH

at least — mo menbIICH Mepe

location — (ompenenénnoe) MecTo;

MECTO Pa3MEICHHUS

archiving — apxuBupoBaHKe; COXpPaHCHHE

hard image — pe3epBHbIii 00pa3 aucka; 00pa3 AUCKOBOW MaMSITH

hard disk imaging — cos3manue pe3epBHOro obOpasza aucKa (3aluch oOpasa JUCKa Ha 3alOMHHAIOIIEM
YCTpPOUCTBE)

mirror image — 3epkaibHBII 00pa3

to recreate — Bocco3naBarb

actual content — eficTBUTEIBHBIN (TEKYIIHIT) KOHTEHT (MHPOPMAIIMOHHOE HATIOJTHEHHUE)

In its entirety — Bo Bcell IOJHOTE; MOJHOCTHIO

partition — pasaen (aucka)

to restore — BoccranaBiIuBaTh

online data backup — pe3epBHOe KonHpoBaHue B cucreme online

external storage device — ycTpoiicTBO BHEIIHEW TAMSTH, BHELITHEE 3aIIOMUHAOIIEE YCTPOUCTBO
affordable — megoporoii, JocTymHbIH

backup site — pesepBHBIH y3ei; pe3epBHOE IMPOM3BOJICTBCHHOEC IOMEIICHHE (I pa3MEIICHUs
BBIYHCITATEIILHBIX

CPEIICTB B ClIy4ae CTUXHIHOTO O€/ICTBHS)

cold (warm, hot) backup site — «xomoHbI» («TEMIBINY, «TOPAUNI») PE3CPBHBIHN y3ei

data center — BEIYUCITUTEIBHBIN LIEHTP

accessible — nocrynHsrii

...it involves downtime — mpoMCXOUT BpeMst TPOCTOS (ITOTEPS] MAITMHHOTO BPEMEHH )

remote storage facility =

off-site storage facility — ynanénnoe XxpaHHIUIIE JAHHBIX

efficient — s bexTrBHBII

replica — Tounast korus

...the only item that needs

to be added — exuHCTBEHHOE, YTO HYKHO TOOABHTH..

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP

Natural disasters, power failures, equipment malfunctions, software glitches, human error, and
terrorist attacks can disrupt even the most sophisticated computer systems. Man-made disasters can range
from a catastrophic operator error to a deliberate attempt to cause damage. Mistakes can cause data loss,
power outages, and a wide variety of other problems. We can often stop disasters caused by man, but there
is nothing we can do that can stop the natural disasters. These natural disasters such as floods, earthquakes,
hurricanes, volcanoes, tsunami, or wildfire are unpredictable and within a short span of time can destroy
information and communication systems. Whether a disaster is natural or man-made, companies and
organizations must be ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of ensuring the continued
operation of those systems, and their rapid recovery, has increased.

One of the most important aspects of disaster recovery is to have a solid disaster recovery plan.
Disaster recovery means bringing IT systems and functions back online after a disruption. A disaster
recovery plan is intended to keep a company as functional as possible during a disaster and to help the
company recover quickly in the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that had a major loss
of business data, 43% never reopen and 29% close within two years. The most effective way to avoid the
loss of data is to create frequent backups of your files. If this data is really sensitive, it is important to store



at least two copies of it and keep at least one copy in a secure, remote location. In IT, a backup, or the
process of backing up, refers to the copying and archiving of computer data so it may be used to restore the
original after a data loss event. Some methods of backup are more reliable than others, while others may be
more convenient than some. In order to protect your business data, it is important to have a solution that is
both reliable and convenient.

Hard disk imaging, often referred to as cloning, is one of the most popular and efficient methods
of storing important data. This type of system saves every piece of data on your hard drive. This unique
process allows you to create a mirror image of a disk at a specific point of time. A disk image can be
compared to a photo image. It is capable of being recreated into the actual contents, just as a photograph
can be used to recreate a specific scene at a specific point in the past. In the event of a complete system
failure, the data on your hard disk can be easily recreated in its entirety, even your partitions and file
system. It is also the fastest and easiest method of data backup, enabling you to quickly restore data
following an unexpected catastrophe.

Online data backup is a solution growing in popularity. This type of solution calls for your data to
be stored on a secure server in a remote location. With online data backup, your data is safe; the computer
encrypts your files before sending them, and files are secured with password protection. Backups can be
done automatically and data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices. These are simple,
affordable and come in many different forms. The most common devices are external hard drives and
modern inventions, such as encrypted flash drives.

One of the most critical aspects of network security is to have a location from which the recovery
can take place. This location is known as a backup site. In the event of a disaster, a backup site is where
your data center will be recreated, and where you will operate from, during the disaster. There are three
basic types of backup sites: cold, warm, and hot. (These terms do not refer to the temperature of the backup
site; instead, they refer to the effort required to begin operations at the backup site in the event of a
disaster).

A cold backup site is an offline database that is not accessible for updates and is generally a space
that has been reserved within a building. With a cold backup site, everything that is required to restore
service must be delivered to the site. Although cold backup sites are the least expensive way of backing up
data, they involve downtime to restore service to the users since they cannot access the database during the
recovery process.

A warm backup site is a site that is already equipped with hardware that contains a backup of the
information that is contained in the data center. Before you can use a warm backup site to restore service,
the most recent backups from the remote storage facility must be delivered before recovery can begin.
Although a warm backup site contains backups, the information may be incomplete due to the fact that the
backup may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery. With a hot
backup site, users can continue to access the database while restoration is in process. Recovery can take
place within a few hours due to the fact that the hot backup contains a replica of the current data in the data
center. The only item that needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster recovery, a location
within your own organization, or a shared facility by multiple organizations.

. OTBeTLTE HA BOIIPOCHI.

. What disastrous events can disrupt even the most sophisticated computer systems?

. Differentiate between natural and man-made disasters.

. What is a disaster recovery plan? Why is it so important for companies and organizations?
. Assess the importance of data safety to network security.

. What is the most effective way to avoid data loss?

. Describe the process of hard disk imaging.

. What are the advantages of online data backup?

. Name the most common external storage devices.

ONOOOOTPWNPRFPF-



9. What is a backup site? What are the three basic types of backup sites?

10. Characterize a cold backup site. Why does it involve downtime to restore service to the users?
11. Describe a warm backup site. Does a warm backup site contain backups?

12. Explain why a hot backup site is considered the most efficient means of disaster recovery.

IIpakTHyeckoe 3anaTHE Ne S.
Tema: Bunel BoccTanoBineHus naHHbIX. [loaroroska k 3auery..
Ienb: BeeneHre U 3aKpeIuieHUE JIGKCUYECKOT0 M TPaMMaTUYeCKOro Marepuaa.
Ilepedyenn o0opynoBaHMs /sl IPOBEACHUsI Pa00ThI: TETPaab, IMCbMEHHBIC IPUHAICKHOCTH, CIIOBAPb.
3ananue: CocTaBUTH CIOBAPH K TEKCTY, IPOYUTATh U MIEPEBECTH TEKCT, ynp.1-2.

DIFFERENT TYPES OF DATA RECOVERY SYSTEMS

There are several different types of data recovery systems that organizations and businesses use to
recover data. Before you choose the type of data recovery system that is appropriate for your organization,
you must assess all of the critical levels of your data and systems to determine a policy and recovery
system that will be well-suited to your organization.

Assuming you have done the data assessments, there are several different types of recovery that you
can use in the event of data loss.

Bare Metal Recovery

Bare metal recovery involves backing up the entire system including the operating system, software
applications, and data. In the event of data loss, bare metal recovery allows you to restore the entire
operating system in a single procedure which reduces the recovery time by hours. This prevents you from
having to reformat everything from scratch by reinstalling the operating system, software applications, and
restoring the data and settings.

Online Disk Backup

With online disk backup you can backup your data more frequently which is ideal for data that is
constantly changing on a daily basis. An online disk backup service also provides tiered recovery
architecture which provides more flexibility and options with organizations that require frequent critical
data backup and intermittent backup for data that is not as critical.

Online disk backup is a time saver as well as a money saver. It is important to note that you should
do your homework when choosing an online disk backup service to ensure they are reliable and enforce
security policies and regulations.

Continuous Data Protection

Continuous data protection (CDP) is also known as continuous backup and saves time in the
recovery process because it contains a dual purpose method of backing up data. With continuous data
protection, you can backup data on your local area network onsite while simultaneously backing up the
data to an offsite location. If the organization suffers data loss onsite, the CDP can tap into the offsite data
backup system.

In addition to a dual method of backing up data, a continuous data protection backup creates a log
of complete storage snapshots as well as any modifications to the data that occur since the last backup. The
installation of a continuous data protection system is fairly straightforward and it contains disk storage,
recovery time is almost immediate.

Continuous data protection is gaining momentum with a lot of organizations due to its ability to
continuously monitor and record all modifications to data and then backing it up both onsite and offsite.

1. IlepeBecTH CII0BOCOYETAHMS M3 TEKCTA HA AHTJIMICKUN A3bIK.

. pa3NIMYHbIE TUIIBI CUCTEM BOCCTAHOBJICHUS JAHHBIX

. TUII CUCTEMbI BOCCTAaHOBJICHUA NAaHHBIX, HOHXOHHH.[I/II)i JJIA Banrei OopraHru3aln

. OLIEHUTb BCE KPUTUUECKUE YPOBHU JAHHBIX

. OTIPEIENIUTh CTPATErHI0 U CUCTEMY BOCCTAHOBJICHHUS

. IOIIyCTHUM, BbI TPOBEJIM OLIEHKY JaHHBIX

. aBTOMAaTUYECKOE BOCCTAHOBJIEHUE CUCTEMBI (OYK8AIbHO — «BOCCTAHOBJIE-HUE TOJIOTO KEJIE3a»)
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7. aBTOMAaTUYECKOE BOCCTAHOBJIEHWE CHCTEMBI (BOCCTAHOBJIEHHE MCXOAHOIO COCTOSIHUS CHCTEMBbI)
npeaycMaTpuBaeT pe3epBHOE KOMMPOBAHUE 1IETION CHCTEMBI

8. coKpaIarh Ha 4achl BpeMs BOCCTAHOBJICHUS

9. 3T0 0CBOOOXKAAET Bac OT HEOOXOAUMOCTHU epedOopMaTUPOBATH BCE C ca-MOT0 Havana

10. myTéM nepeycTaHOBKH OIEPAIMOHHOM CHCTEMBI, MPOTrPAMMHBIX MPUIOKE-HUM M BOCCTAaHOBIICHUS
JAHHBIX U YCTAHOBOYHBIX MTAPaMETPOB

11. onepatuBHOE pe3epBHOE KOMMPOBAHHUE TUCKA

12. sspycHast apXuTEeKTypa BOCCTAHOBIICHHS

13. obecnieunBaTh THOKOCTH U JIOTIOJHUTEIbHBIE BOZMOKHOCTH

14. nepuoanyeckoe KOMMPOBAHHUE JAHHBIX, HE SBISIIOIIUXCA KPUTUYECKIMU

15. cioco0 cbepexxeHust Kak BpeMEeHHU, TaK U JICHEr

16. cnenyeT npoBecTU MpeABAPUTEIbHYIO padOTy

17. ObITh YBEpPEHHBIM, YTO OHU HAJIEKHBI U OTBEYAIOT TPEOOBAHUSAM U HOP-MaM 0€30IacHOCTU

18. HenmpepbIBHAS 3aIIUTa TAHHBIX

19. nBOWMHOI METO PE3EPBHOIO KOMUPOBAHUS

20. nenaTh pe3epBHbIC KOMUH IO JIOKAJIbHON KOMITBIOTEPHOM CEeTH Ha MecTe

2. IlepeBeauTe HA PYCCKHUIl s13bIK, 00Opaliasi BHUMAaHHUe HA pa3Hble GOPMBI repyHIHS:

1. Watching football matches may be exciting enough, but of course it is more exciting playing
football. 2. She stopped coming to see us, and | wondered what had happened to her. 3. Can you
remember having seen the man before? 4. She was terrified of having to speak to anybody, and even
more, of being spoken to. 5. He was on the point of leaving the club, as the porter stopped him. 6.
After being corrected by the teacher, the students' papers were returned to them.

IIpakTHyeckoe 3ansaTue Ne 6.
Tema: Buasl BoccTaHOBIIEHUS JaHHBIX. [I0AroTOBKA K 3a4eTy.
Henanb: 3akpemnieHne U cUCTeMaTU3alUs 3HAaHUI M0 TeMe, COBEPILIEHCTBOBAaHME HABBIKOB FOBOPEHUS,
YTEHUS, TUChMA.
Ilepeyenb 000pyIO0BaHMs ISl IPOBeACHUsI PA0OTHI: TETPA/lb, TUCbMEHHBIE IPUHAITIEKHOCTH, CI0OBAPb.
3aganue: CocTaBUTh NepeCcKa3 TEKCTa, yIp.2.

DIFFERENT TYPES OF DATA RECOVERY SYSTEMS

There are several different types of data recovery systems that organizations and businesses use to
recover data. Before you choose the type of data recovery system that is appropriate for your organization,
you must assess all of the critical levels of your data and systems to determine a policy and recovery
system that will be well-suited to your organization.

Assuming you have done the data assessments, there are several different types of recovery that you
can use in the event of data loss.

Bare Metal Recovery

Bare metal recovery involves backing up the entire system including the operating system, software
applications, and data. In the event of data loss, bare metal recovery allows you to restore the entire
operating system in a single procedure which reduces the recovery time by hours. This prevents you from
having to reformat everything from scratch by reinstalling the operating system, software applications, and
restoring the data and settings.

Online Disk Backup

With online disk backup you can backup your data more frequently which is ideal for data that is
constantly changing on a daily basis. An online disk backup service also provides tiered recovery
architecture which provides more flexibility and options with organizations that require frequent critical
data backup and intermittent backup for data that is not as critical.

Online disk backup is a time saver as well as a money saver. It is important to note that you should
do your homework when choosing an online disk backup service to ensure they are reliable and enforce
security policies and regulations.



Continuous Data Protection

Continuous data protection (CDP) is also known as continuous backup and saves time in the
recovery process because it contains a dual purpose method of backing up data. With continuous data
protection, you can backup data on your local area network onsite while simultaneously backing up the
data to an offsite location. If the organization suffers data loss onsite, the CDP can tap into the offsite data
backup system.

In addition to a dual method of backing up data, a continuous data protection backup creates a log
of complete storage snapshots as well as any modifications to the data that occur since the last backup. The
installation of a continuous data protection system is fairly straightforward and it contains disk storage,
recovery time is almost immediate.

Continuous data protection is gaining momentum with a lot of organizations due to its ability to
continuously monitor and record all modifications to data and then backing it up both onsite and offsite.

1. ITepeBecTH CI0BOCOYETAHUS U3 TEKCTA HA AHTJIMIICKU A3BIK.

. pa3IMYHbIE TUIIBI CUCTEM BOCCTAHOBIICHHUS JAHHBIX

. TUTI CHCTEMBI BOCCTAHOBIICHUS JAHHBIX, TTOIXOSIINN IS Balllel OpraHu3aiun

. OLICHUTb BCE€ KPUTUYECKHE YPOBHU JAHHBIX

. ONPEJENIUTh CTPATErHI0 U CUCTEMY BOCCTAHOBJICHUS

. IOTTYCTHUM, BbI IIPOBEJIN OIICHKY JaHHBIX

. ABTOMaTHYECKOE BOCCTAHOBJICHHE CHCTEMBI (OYKBA/IbHO — «BOCCTAHOBIICHHE T'OJIOTO JKEIe3a))
7. aBTOMATUYECKOE BOCCTAHOBJIEHWE CHCTEMBbI (BOCCTAHOBIIEHHE HCXOIHOTO COCTOSIHUS CHCTEMBbI)
IIpelyCMAaTPUBAET PE3EPBHOE KOMUPOBAHUE LIEJION CUCTEMBbI

8. cokpaIiath Ha 4achl BpeMs BOCCTAHOBIICHUS

9. 3T0 0CBOOOXKAAET Bac OT HEOOXOAMMOCTH TIepedopMaTHPOBAThH BCE C CAMOTO Havaja

10. myréM mNepeyCTaHOBKH OMNEPAIMOHHOW CHCTEMBI, MPOTPAMMHBIX MPHJIOKEHUH U BOCCTAHOBICHUS
JAHHBIX M YCTAHOBOYHBIX MTapaMeTPOB

11. onepatuBHOE pe3epBHOE KOMMMPOBAHHUE TUCKA

12. sspycHast apXuTEKTypa BOCCTAHOBIICHHSI

13. obecrieunBaTh THOKOCTH U JIOTIOJHUTEIbHBIE BOZMOKHOCTH

14. mepuonnyeckoe KOMMPOBAHUE JAHHBIX, HE SBJISIONINXCS KPUTHICCKUMHU

15. cioco0b cbepexeHust Kak BpeMEeHHU, TaK U ICHET

16. cnenyeT mpoBeCcTU MPEABAPUTENIHHYIO padoTy

17. ObITh YBEPEHHBIM, YTO OHU HAJIEKHBI U OTBEYAIOT TPEOOBAHUSM U HOP-MaM 0€30MacHOCTH
18. HenpephIBHAS 3alTUTa JTaHHBIX

19. nBOIHOI MeTO1 Pe3EPBHOTO KOMUPOBAHUS

20. nenath pe3epBHBIC KON T10 JIOKATHLHOW KOMITBIOTEPHON CETH Ha MECTE

AN DN B~ W~

2. B CICAYIIINX MNPEAIOKCHUAX 3aMCHUTE INPHUAATOYHLIC JTOMNOJHUTECILHBIC TEPYHAHUEM C
npeajorom of:
Obpasey: She thought she would go to the country for the week-end.
She thought of going to the country for the week-end.

1. I thought | would come and see you tomorrow. 2. | am thinking that | shall go out to the country
tomorrow to see my mother. 3. What do you think you will do tomorrow? 4. | don't know now; |
thought I would go to the zoo, but the weather is so bad that probably I shan't go. 5. | hear there are
some English books at our institute book-stall now. - So you are thinking that you will buy some,
aren't you? 6. I thought I would work in the library this evening, but as you have come, | won't go to
the library.

IIpakTuuyeckoe 3ansiTue Ne 7.
Tema: KontposbHas paboTa.



Heab: KoHTpoab IeKCHYECKUX U TPaMMaTHYECKHX HABBIKOB, CJIOBAPHOTO 3amaca 00y4aroIuxcsl.
IlepeyeHb 000py10BaHMA /IS MPOBeIEHUA PAGOThI: TETPAIb, TUCbMEHHBIC IPUHAIEKHOCTH, CIIOBAPb.
Tecr

1. BbiGepuTe NpaBuJbLHYIO (pOPMY repyHIus] WJIM MHPUHUTHBA:

She agreed ... her friend.

a) marrying

b) marry

¢) to marry

2. BpbiOepuTe npaBuJbHYI0 (popMy repyHausi HJu HHPUHUTHBA:

He decided ... his first trip.

a) to plan

b) planning

¢) to planning

3. BbiOepuTe npaBHIbHYIO OpMY repyHaus MM HHPUHUTHBA:

I don't remember ... the poem.

a) to learning

b) to learn

¢) learning

4. BbiOepuTe npaBUIbHYIO (hOpMY repyHIust WJiu MHGUHUTHBA:

Don't stop, please! Goon .....

a) reading

b) read

¢) to read

5. BbiOepuTte npaBWIbHYIO (pOpMY repyHIHsl HJIM MHPUHUTHBA:

You are not allowed ...here.

a) parking

b) to park

c) park

6.Bb10epuTe npaBuIbHYIO (pOPMY repyHIusi HIH MHPUHUTHBA:

They goon ...

a) working

b) to work

c) toworking

7. BpiOepuTe NpaBUIBHYIO (DOPMY IepyHIMs HIH MHPUHUTHBA:

Mum won’t let me ... to the beach today.

a) to go

b) go

c) going

8.Bri0epurte npaBuiibHYI0 GopMy repyHANsI MM HHPUHUTHBA:

I heard her ... in New York.

a) to sing

b) singing

¢) to singing

9.Bbi0epuTe npaBWILHYIO (popMy repyHIus WM HHGUHUTHBA:

He made her son ... down the music

a) to turn

b) turn

¢) turning

10.Bp10epuTe npaBuibHYIO GopMy repyHAUsI HIM HHPUHUTHBA:

I want him ... to the party.

a) invite

b) to be invited



¢) inviting

11.BbiGepuTe npaBUIbHYI0 (pOPMY repyHIAHMs WIH MHGUHUTHBA:
Will you let me ... to the party?

a) go

b) going

c)to go

12.BpiGepure npaBu/ibHYI0 (OpMYy repyHausi MM HHPUHUTUBA:
She agreed ... her boyfriend.

a) marrying

b) to be married

c) tomarry

13.Bbi6epuTe npaBuiIbLHYIO (hOPMY repyHIus MM HHPUHUTHBA:
He decided ... his first trip.

a) to plan

b) to planning

¢) planning

14. BoiOepuTte npaBUJILHbIA BAPDUAHT MepPeBo1a, 00paliasi BHUMAHUE HA TePYH/IMIA:
My hobby is driving a car.

a) OH BOOUT MaIIUHY.

b) Moe x0060u —BOK/IEHUE MAIITUHBI.

¢) OH ymMmeeT BOOUTH MAILIUHY.

15.Bbi0epuTe npaBUIILHBINA BAPUAHT NepeBoa, o0pamasi BHUMAaHHe HA TepyH/AMii:
Excuse me for not answering your letter.

a) [IpocTuTe, 9TO HE OTBETHII HA BAIIE MHUCHMO.

b) [Ipoctute, 4TO HE HaMKcal BaM MUCHMO.

¢) U3BuHuTE, 9TO HE OTHPABUII TUCHMO.

16.Bpi0epuTe NpaBUJILHBIH BAPHAHT NepeBo/ia, 00palasi BHUMAHNE HA TePYHIUI:
He liked reading adventure books.
a) OH JIOOUT YUTATh O MPUKIIOUYEHUSX.
b) OH 100U YUTATH.
c) EMy HpaBuioch 4yMTaTh NpUKIIOYEHYECKNE KHUTH.
17. Bei0epuTe NpaBHJIbHBIH BAPHAHT NEPeBOAa, 00palasi BHUMAaHNE HA TePYHIUI:
He didn’t like being looked at.
a) OH He Mo0UJT CMOTPETb.
b) On He m0OMII, KOT/Ia HA HETO CMOTPAIT.
c) Emy HpaBmi1oCh CMOTpETB.
18.Bri0epuTe NpaBUJILHBII BAPUAHT NepeBoJa, 00palasi BHUMAHUe HA TePYH/IMIi:
They spoke about travelling to the South.
a) OHM Moexaju Ha oT.
b) OHu xoTenu moexars Ha T
¢) OHM TOBOPUITH O TMOE3/IKE Ha FOT.
19.Bp10epuTe NPpaBUJILHBIM BAPHAHT NEePeBoa, 00palas BHUMAHUE HA TePYHIMIi:
Did you have any difficulty in solving this problem?
a) Tl cMOT pemuTh 3Ty IpooIeMY.
b) ¥V Te0s ObLIM TPYIHOCTH MPHU PELICHUH 3TOM MPOOIEeMBbI?
¢ ) Oty npolieMy TpyAHO ObLIO PeIUTH?
20.Bri0epuTe NpaBUIIBLHBIM BAPHAHT IepeBoia, 00pauiasi BHUMAaHHE HA TePyH/IUIL:
He avoided being seen.
a) OH u30eran BCTped.
b) On u36erai, 4ToObI €ro BUJICIH.
¢) Ero uzb6eranmu.
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1. HphonTe H NIEPEeBECAUTE TCKCT, BLIIMMOJHUTE 3aJaHUSA K TEKCTY.

PROTECTING INFORMATION SYSTEMS: COMPUTER VIRUSES

Another critical security challenge is presented by computer viruses, hidden programs that can
work their way into computer systems and erase or corrupt data and programs. Viruses are programs
that secretly attach themselves to other programs or files, known as the host, and change them or
destroy data. Viruses can be programmed to become active immediately or to remain dormant for a
period of time, after which the infections suddenly activate themselves and cause problems.

A virus can reproduce by copying itself onto other programs stored in the same drive. It spreads
as users install infected software on their systems or exchange files with others, usually by exchanging
email, accessing electronic bulletin boards, trading disks, or downloading programs or data from
unknown sources on the Internet. Because so many computers are interconnected, viruses can spread
quickly, infecting all the computers linked on a local area network and then spreading over the Internet
to other computers and networks. The Melissa virus infected 350,000 computers in the United States
and Europe. The Mydoom virus infected a quarter-million computers in a single day in January 2004.
The so-called “Love Bug” virus alone caused an estimated $15 billion in damage. Viruses can do more
damage today than ever before and cost organizations billions of dollars each year. Most viruses are
created by black-hat hackers and involve outright vandalism or crime.

Each virus is given a name e.g. “Love Bug” or “Melissa” and can be classified as a particular
type of virus. The main virus types include:
logic bombs that destroy data when triggered

boot sector viruses that store themselves in the boot sector of a disk
file viruses that attach themselves to COM files (programs that have a COM extension e.g.
command.com)
macro viruses, often written in the scripting languages for Microsoft programs such as Word or Excel,
are spread in Microsoft Office by infecting documents and spreadsheets
email viruses which use email messages as a mode of transport and copy themselves by automatically
mailing copies to hundreds of people in the victim’s address book
companion viruses that instead of modifying an existing file, create a new program which is executed
instead of the intended program
cross-site scripting viruses that utilize cross-site scripting vulnerabilities to replicate
polymorphic viruses that not only replicate themselves by creating multiple files of themselves, but
also change their digital signature every time they replicate
Two other types of malware — Trojan horses and worms — are often classified as viruses, but are
actually forms of distributing malware.

Trojan horses are impostor files that claim to be something desirable but, in fact, are malicious.
A Trojan horse appears to do one thing (install a screen saver, or show a picture inside an email for
example) when in fact it does something entirely different, and potentially malicious, such as erase



files. Trojans can also open backdoors so that computer hackers can gain access to passwords and other
personal information stored on a computer. Trojans don’t copy themselves or reproduce by infecting
other files.

Worms are self-copying programs that have the capacity to move from one computer to another
without human help, by exploiting security flaws in computer networks. Worms are self-contained and
don’t need to be attached to a document or program the way viruses do. It iS note-worthy that different
types of malicious software (worms, Trojan horses, adware, spyware, etc.) are generally referred to as
viruses though true computer viruses make up only a small subset of malware. For example,
“ILOVEYOU” (“Love Bug”) or “Melissa” are two examples of worms.

As viruses become more complex, the technology to fight them must increase in sophistication
as well. The simplest way to protect against computer viruses is to install one of the many available
antivirus software programs, such as Norton Anti-Virus and McAfee Virus Scan. There is no way to
entirely stop the spread of computer viruses, because new ones are created all the time. However, a
number of excellent “vaccine” programs exist that search for and destroy viruses and prevent new ones
from infecting your computer system.

These programs continuously monitor systems for viruses and automatically eliminate any they
spot. Anti-virus and anti-malware programs can provide real-time protection against the installation of
malware on a computer. The software scans disk files at download time, and blocks the activity of
components known to represent malware. Users should regularly update antivirus software programs
by going online to download the latest virus definitions.

But management must begin to emphasize security at a deeper level: in software design,
corporate servers, Web gateways, and Internet service providers. Because around 80 percent of the
world’s PCs run on Microsoft operating systems, a single virus can spread quickly among them.
Computer users should carefully choose the files they load onto their systems, scan their systems
regularly, make sure their antivirus software is up-to-date, and install software only from known
sources. They should also be very careful when opening attachments to emails, since this is the way
many viruses are spread.

2. BoiOepuTe npaBUIIbHBINH BApHAHT OTBETA.

1. A computer virus is

a) the name given to unwanted messages, mainly commercial advertising

b) a visible program which accidentally attaches itself to other programs and can be easily deleted by the
user

c) a hidden program which secretly attaches itself to other programs and changes them or destroys data

2. Viruses are programmed

a) to activate themselves immediately after the infected software has been installed
b) to remain dormant for a certain period of time

c) either to become active immediately or to remain dormant for a period of time

3. True computer viruses include

a) macro viruses, email viruses, and worms

b) macro viruses, email viruses, and logic bombs
¢) Trojans and worms

4. A logic bomb is a virus

a) which is set to trigger when specific conditions are met

b) which is spread in Microsoft Office by infecting documents and spreadsheets
¢) which uses email messages as a mode of transport

5. One of the most dangerous viruses is a virus that changes its digital signature every time it replicates.
Such viruses are very difficult to detect. They are called



a) macro viruses
b) micro viruses
¢) polymorphic viruses

6. A program that can open a backdoor to the computer so that crackers can gain access to sensitive
information is known as

a) aworm

b) a Trojan horse

c) an adware

7. Programs that replicate themselves from system to system without the use of a host file are known as
a) worms

b) Trojans

C) true viruses

8. Unlike viruses, worms don’t need to be attached to a document or program as they are
a) self-confident
b)self-controlled
c) self-contained

9. Love Bug, Mydoom and Melissa are the examples of
a) true viruses

b) worms

c) Trojans

10. The main difference between the terms “viruses” and “malware” is that
a) viruses are much more dangerous than other types of malware

b) all other types of malware are much more dangerous than viruses

c) all viruses are malwares but not all malwares are viruses

11. The simplest way to protect against computer viruses is

a) to have no computer at all

b) to monitor access 24 hours a day

c) to use reliable and up-to-date anti-virus and anti-malware software

3. OTBeTbTE HA BONPOCHI.

1. What is a computer virus? How does a computer virus work?

2. What are the ways viruses spread? Why can viruses spread so quickly?

3. Name some of the famous viruses used to spread worldwide.

4. Enumerate the main types of true viruses. Which of the virus types given in the text do you think to be
the most dangerous and why?

5. Describe a malicious program called “a Trojan horse”. 6. Explain what a computer worm is.
7. How do Trojans and worms differ from true viruses?

8. How do “vaccine” anti-virus programs work?

9. What is real-time protection provided by anti-virus and anti-malware programs?

10. Name the main steps individuals and organizations should take to prevent viruses.

4. BoiOepuTe U3 ck000K TpeOyomywcs GopMy npuyacTusi:

1. a) The girl (writing, written) on the blackboardis our best pupil.

b) Everything (writing, written) here is quite right.

2.a) The house (surrounding, surrounded) by talltrees is very beautiful.
b) The wall (surrounding, surrounded) the house was very high.



3.a) Who is that boy (doing, done) his homeworkat that table?
b) The exercises (doing, done) by the pupils were easy.

4.a) The girl (washing, washed) the floor is mysister.

b) The floor (washing, washed) by Helen looked very clean.

5. 3aMeHHMTE MPUIATOYHBIE ONpPeaeuTeIbHbIE MPeII0KeHUsA MPHYACTHBIMU 000POTAMU:
Obpasey: All the people who live in this house are students.
All the people living in this house are students.

1. The woman who is speaking now is our secretary. 2. The apparatus that stands on the table in the corner
of the laboratory is quite new.3. The young man who helps the professor in his experiments studies at an
evening school for laboratory workers. 4. People who take books from the library must return them in time.
5. There are many pupils in our class who take part in all kinds of extra-curricular activities.

Bapuanr |1

1. HphonTe N NMePeBEIUTE TEKCT, BLINOJHUTE 3a1aHUA K TEKCTY.

PROTECTING INFORMATION SYSTEMS:
DISASTER RECOVERY AND BACKUP

Natural disasters, power failures, equipment malfunctions, software glitches, human error, and
terrorist attacks can disrupt even the most sophisticated computer systems. Man-made disasters can range
from a catastrophic operator error to a deliberate attempt to cause damage. Mistakes can cause data loss,
power outages, and a wide variety of other problems. We can often stop disasters caused by man, but there
is nothing we can do that can stop the natural disasters. These natural disasters such as floods, earthquakes,
hurricanes, volcanoes, tsunami, or wildfire are unpredictable and within a short span of time can destroy
information and communication systems. Whether a disaster is natural or man-made, companies and
organizations must be ready to respond to it quickly and effectively. As IT systems have become
increasingly critical to the smooth operation of a company, the importance of ensuring the continued
operation of those systems, and their rapid recovery, has increased.

One of the most important aspects of disaster recovery is to have a solid disaster recovery plan.
Disaster recovery means bringing IT systems and functions back online after a disruption. A disaster
recovery plan is intended to keep a company as functional as possible during a disaster and to help the
company recover quickly in the event of a disaster. This plan also includes disaster prevention programs —
decisions on how to prevent computer system failures.

Data safety is a problem of paramount importance. For example, of companies that had a major loss
of business data, 43% never reopen and 29% close within two years. The most effective way to avoid the
loss of data is to create frequent backups of your files. If this data is really sensitive, it is important to store
at least two copies of it and keep at least one copy in a secure, remote location. In IT, a backup, or the
process of backing up, refers to the copying and archiving of computer data so it may be used to restore the
original after a data loss event. Some methods of backup are more reliable than others, while others may be
more convenient than some. In order to protect your business data, it is important to have a solution that is
both reliable and convenient.

Hard disk imaging, often referred to as cloning, is one of the most popular and efficient methods
of storing important data. This type of system saves every piece of data on your hard drive. This unique
process allows you to create a mirror image of a disk at a specific point of time. A disk image can be
compared to a photo image. It is capable of being recreated into the actual contents, just as a photograph
can be used to recreate a specific scene at a specific point in the past. In the event of a complete system
failure, the data on your hard disk can be easily recreated in its entirety, even your partitions and file
system. It is also the fastest and easiest method of data backup, enabling you to quickly restore data
following an unexpected catastrophe.



Online data backup is a solution growing in popularity. This type of solution calls for your data to
be stored on a secure server in a remote location. With online data backup, your data is safe; the computer
encrypts your files before sending them, and files are secured with password protection. Backups can be
done automatically and data is available anywhere in the world at any time.

Another good option for backing up your business data are external storage devices. These are simple,
affordable and come in many different forms. The most common devices are external hard drives and
modern inventions, such as encrypted flash drives.

One of the most critical aspects of network security is to have a location from which the recovery
can take place. This location is known as a backup site. In the event of a disaster, a backup site is where
your data center will be recreated, and where you will operate from, during the disaster. There are three
basic types of backup sites: cold, warm, and hot. (These terms do not refer to the temperature of the backup
site; instead, they refer to the effort required to begin operations at the backup site in the event of a
disaster).

A cold backup site is an offline database that is not accessible for updates and is generally a space
that has been reserved within a building. With a cold backup site, everything that is required to restore
service must be delivered to the site. Although cold backup sites are the least expensive way of backing up
data, they involve downtime to restore service to the users since they cannot access the database during the
recovery process.

A warm backup site is a site that is already equipped with hardware that contains a backup of the
information that is contained in the data center. Before you can use a warm backup site to restore service,
the most recent backups from the remote storage facility must be delivered before recovery can begin.
Although a warm backup site contains backups, the information may be incomplete due to the fact that the
backup may have been sent to the facility as much as one week ago.

A hot backup site is the most efficient and expensive means of disaster recovery. With a hot
backup site, users can continue to access the database while restoration is in process. Recovery can take
place within a few hours due to the fact that the hot backup contains a replica of the current data in the data
center. The only item that needs to be added is the latest backups from the off-site storage facility.

Offsite backup sites can be provided by organizations that specialize in disaster recovery, a location
within your own organization, or a shared facility by multiple organizations.

2. Boi0epuTe NpaBuJibHbII BADUAHT OTBETA.

1. Can people stop disasters?

a) We can often stop natural disasters, but there is nothing we can do that can stop disasters caused by man.
b) We can often stop disasters caused by man, but there is nothing we can do that can stop the natural
disasters.

¢) We can stop any disaster regardless of whether it is natural or man-made. 79



2. A disaster recovery plan is intended

a) to estimate the cost of damage in the event of a disaster

b) to ensure psychological recovery of people in the event of a disaster

c) to decide how to prevent system failures and continue operations if computer systems fail

3. One of the most important aspects of disaster recovery is
a) data verification

b) data transmission

c) data safety

4. In order to avoid an untimely disaster, the best insurance policy involves frequently
a) scrambling all important data

b) backing up all important data

¢) compressing all important data

5. The fastest and easiest method of data backup is
a) hard disk imaging

b) online data backup

c) the use of external storage devices

6. Hard disk imaging is often referred to as
a) online backup

b) offsite backup

c) cloning

7. There are many advantages to online backup, including:

a) The data can be easily recreated in its entirety, even partitions and the file system.

b) The device is very small so you can carry it with you and it plugs into any PC with a USB port.

c) By having your data stored on a remote hard drive, you run little or no risk of losing your data as a result
of fire, theft, or any other disaster

8. A location where a business can easily relocate following a disaster, such as a fire, flood, or terrorist
attack, is known as

a) a backup host

b) a backup file

c) a backup site

9. What do the terms “cold”, “warm” and “hot” refer to when describing the backup site?

a) These terms refer to the temperature of the backup site.

b) These terms refer to the season at which the backup site begins to function (is made operational).
c) These terms refer to the effort required to begin operations in the event of a disaster.

10. With a hot backup site,

a) users cannot access the database during the recovery process

b) users can continue to access the database while restoration is in process
c) users have access to the database but the information is incomplete

11. A backup site where the most recent backups from the remote storage facility must be delivered before
recovery can begin is called

a) a cold backup site

b) a warm backup site

¢) a hot backup site



12. Offsite backup sites can be provided

a) exclusively by organizations that specialize in disaster recovery

b) by organizations that specialize in disaster recovery, or a shared facility by multiple organizations

c) by organizations that specialize in disaster recovery, a location within your own organization, or a
facility shared by multiple organizations

. OTBeTLTE HA BOIIPOCHI.

. What disastrous events can disrupt even the most sophisticated computer systems?

. Differentiate between natural and man-made disasters.

. What is a disaster recovery plan? Why is it so important for companies and organizations?
. Assess the importance of data safety to network security.

. What is the most effective way to avoid data l0ss?

. Describe the process of hard disk imaging.

. What are the advantages of online data backup?

. Name the most common external storage devices.

. What is a backup site? What are the three basic types of backup sites?

10. Characterize a cold backup site. Why does it involve downtime to restore service to the users?
11. Describe a warm backup site. Does a warm backup site contain backups?

12. Explain why a hot backup site is considered the most efficient means of disaster recovery.
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4. IlepeBenuTe HA PYCCKHMI SI3BIK, 00paniasi BHUMAaHUeE HA pa3Hble POPMBI repyHANs:

1. Watching football matches may be exciting enough, but of course it is more exciting playing
football. 2. She stopped coming to see us, and | wondered what had happened to her. 3. Can you
remember having seen the man before? 4. She was terrified of having to speak to anybody, and even
more, of being spoken to. 5. He was on the point of leaving the club, as the porter stopped him. 6.
After being corrected by the teacher, the students' papers were returned to them.

5.B cieaylmux npeaioKeHusiX 3aMeHUTe NPUIATOYHBbIE T0NOJHUTEIbHbIE TePYHIHEM C
npeajorom of:
Obpasey: She thought she would go to the country for the week-end.
She thought of going to the country for the week-end.

1. I thought I would come and see you tomorrow. 2. | am thinking that I shall go out to the country
tomorrow to see my mother. 3. What do you think you will do tomorrow? 4. | don't know now; I
thought | would go to the zoo, but the weather is so bad that probably I shan't go. 5. | hear there are
some English books at our institute book-stall now. - So you are thinking that you will buy some,
aren't you? 6. I thought I would work in the library this evening, but as you have come, | won't go to
the library.
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